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1 Reason for Contribution

To propose a new use case regarding the notification of application’s changes (installing / uninstalling) and technical capabilities in devices to be consider by DPE.
2 Summary of Contribution

There’s no any use case in the DPE RD regarding the management of information related to the applications installed in the device. It would be very useful to the service providers to know which are the applications that the user could use to access to their contents. 

In this new use case, the user is subscribed to some alert-based services that send content when some event happens: goals of a particular football team, social news, stock market info, etc. The channels that the service providers use to send the alerts could be SMS, USSD, MMS, WAP Push, Imode Push, Instant Messaging or e-mail. The user doesn’t have necessarily available the required client applications to receive the alerts by every channel, so the service provider must choose among some of them on behalf of the user preferences (provided by the user in the subscription to the service) and the applications already installed in the device (available due to DPE).

The subscription to the service could be made by accessing the service provider’s interfaces or using a portal to centralize the access to the different providers. 
3 Detailed Proposal

5.8 Applications Changes (install / uninstall)
5.6.1  ASK  \* MERGEFORMAT Short Description

A user makes a subscription to some alert based services: goals of a particular football team, social news, stock market info, etc… For each service, the alerts can be delivered using a large set of channels, i.e. SMS, USSD, MMS, WAP Push, Imode Push, Instant Messaging and e-mail. Each service provider should use at least one of those channels to send the alert to the user. The selection of the channel is based on user preferences (which the user has already specified in the subscriptions) and the software capabilities of the device.
To know the applications installed in a device, the service providers can use the DPE enabler. Also the installation / uninstallation of a given application could be notified using the DPE Client.

5.6.2 Actors

User: The user of the device being used to access alert-based services provided by the service provider. 

Application Service Provider: One service provider providing alert-based content services to the user. 

5.6.2.1 Actor Specific Issues

User: The user wishes to have the best possible experience of the alerts being delivered, receiving them by the preferred channel (the preference order has been specified in the subscription action). The user wants also to obtain the highest availability possible in the alert service.
Application Service Provider: The Application Service Provider wishes to provide a good experience for users of their services, satisfying the user preferences when possible.

5.6.2.2 Actor Specific Benefits

User: The user receives the alerts through the desired channel and can make available or unavailable some channel only by installing or uninstalling the appropriate application.
Application Service Provider: The service provider is able to provide a good experience for the user and answer in an immediate manner to the user’s demand.

5.6.3 Pre-conditions

User: The user has a device capable of receiving alerts. The user has made some subscriptions to an alert-based service in which he/she has provided the information regarding the preferred channels and their priority. The ordered list of the preferred channels for the user could be: e-mail, MMS, SMS, WAP Push / i-mode Push, and USSD. The user and its device are able to purchase and install new client applications that enable the device to receive alerts by new channels that weren’t available before.
Application Service Provider: The Application Service Provider has the appropriate information regarding the user preferences and the proper mechanisms to access to the list of delivery channel related capabilities of the device. The application service provider is subscribed to application and technology changes in the device.
5.6.4 Post-conditions

User: Is receiving the alerts by the desired channels following the priority expressed in the subscription action and the device capabilities present at any moment in time.

Application Service Provider: Is sending the alerts by the available and preferred channels to the user.

5.6.5 Normal Flow

This flow describes the application change (device change or application download) use case:
1.  The user has made two subscriptions, one to receive alerts when their football team scores a goal, another to receive alerts when there are relevant sport news. The subscriptions states that the user prefers to receive the alert via an e-mail (including the goal’s video, or images of the news), being the second and alternative channel the SMS (only text information).
2. When the alerts are to be sent, the user’s device is not e-mail enabled, and knowing so, the SP sends an SMS with the alert information in plain text. 
3. To provide a better experience, the service provider proposes the user to install an e-mail client into their device, and sends a link to the user to locate the correct e-mail client for their specific device (depending on the O.S. name and version, the J2ME version, etc.) 

4. The user gets and installs an e-mail client suitable for the device.


5. The device automatically notifies the different service providers of the new capabilities.

6. The new alerts are then sent by the service provider by e-mail.
5.6.6 Alternative Flow

This flow describes the use case where there is an entity between the users and the service provider acting like a DPE repository and redirecting a single notification to all the service providers subscribed to this DPE property changes notifications.
1. The user has made two subscriptions, one to receive alerts when their football team scores a goal, another to receive alerts when there are relevant sport news. The subscriptions states that the user prefers to receive the alert via an e-mail (including the goal’s video, or images of the news), being the second and alternative channel the SMS (only text information).

2. When the alerts are to be sent, the user’s device is not e-mail enabled, and knowing so, the SP sends an SMS with the alert information in plain text. 

3. To provide a better experience, the service provider proposes the user to install an e-mail client into their device, and sends a link to the user to locate the correct e-mail client for their specific device (depending on the O.S. name and version, the J2ME version, etc.)  

4. The user gets and installs an e-mail client suitable for the device.


5. The device automatically notifies the DPE repository of the new capabilities.


6. The DPE repository automatically tells the service providers susbscribed to this DPE property changes notifications of the new capabilities.
5.6.7 Operational and Quality of Experience Requirements

7. Requirements
(Normative)

7.1 High-Level Functional Requirements

This is a list containing the requirements derived from the hardware change use case:

· The DPE client MUST provide the ability to communicate to an application service provider any changes to its dynamic properties during an active data session.

· The DPE Client MUST support the addition of device properties upon installation or activation of new hardware, software, or network services.

· The DPE Client MUST support the communication of particular dynamic properties in response to queries from an application service provider.

This is a list containing new requirements derived from the hardware change use case, and should be added to the Appendix A table:
· The DPE Client MUST support the adding of device properties upon installation or activation of hardware and software components.
· The DPE Client MUST support the notification of the same property to several entities.
· The DPE Enabler MAY support the presence of centralized repositorys that send the properties changes notifications to all the subscribed applications providers.
· A DPE Client MUST support the notification of any change of a property to a DPE Repository.

· A DPE Repository MUST notify the service providers every change in properties to which they are subscribed to.
Appendix A. Core Dynamic Properties                        (normative)

	Property
	Description
	Datatype
	Examples

	IMCapable
	“Yes / No”
	
	

	SMSCapable
	“Yes / No”
	
	

	MMSCapable
	“Yes / No”
	
	

	EMailCapable
	“Yes / No”
	
	

	WAPPushCapable
	“Yes / No”
	
	

	I-ModePushCapable
	“Yes / No”
	
	

	USSDCapable
	“Yes / No”
	
	


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The DPE RD should be updated as described in the detailed change proposal.
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