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1 Reason for Contribution

To provide several comments to the developing DPE RD and to propose a number of changes for clarification purposes to the existing use-cases.

The contribution introduces new requirements for security and administration & configuration purposes, and proposes changes to existing requirements that are considered unclear and open to misinterpretation. A number of requirements have been generalised by placing the requirement on the DPE enabler rather than a specific function in those cases where there could be alternative functional choices.

2 Summary of Contribution

See section 3.

3 Detailed Proposal

*****Start of proposed changes*****

3.2 Definitions

	Authorized Principal
	A Principal (see [OMA-DICT]) with permissions to perform specific action(s) or receive specific information


*****Next proposed change*****

5.3 Change in bandwidth

…

5.3.7 Operational and Quality of Experience Requirements

Ideally, the switch to a higher bandwidth should not cause an interruption in the service being provided. The switch to higher resolution video should be seamless.


It should be possible to manage the volume of DPE notifications to limit impacts on network and service performance.
*****Next proposed change*****

5.4  HW Change & Dynamic Performance
…

1. This use case describes a scenario where the device notifies to the application service changes of its hardware or performance which results in a better final user experience:  

2. The user wishes to download a large application (10 Mb) from a service provider to his memory card.

3. The user’s device notifies the application service provider of its current software, hardware, performance and content rendering capabilities and  its supported policy functions such as threshold-based and increment-based policy.
4. The application service provider selects a threshold-based policy function as notified by the device and then transfers the necessary policy to the device. In this case the policy is ‘the device should notify the application service provider when the available memory size is close to the threshold of 150k ’.
5. During the download the user continues to consume other services, and the device monitors the available memory size. 
6. While downloading the application, the user decides to take and save a picture that reduces the available memory and hence reaches the memory limits as specified in the application service provider’s policy.
7. When the limit as specified in the policy is reached the device notifies the application service provider of the changed performance (i.e. reduction in available memory size).
8. The application service provider cancels the download and sends another policy that is ‘the device should notify the application service provider when the available memory size reached 10Mb. The policy will expire in 24 hours’

9. When the user purchases a larger memory card and puts it in the device, the device notifies the application service provider of the changed performance (i.e. increase in available memory size). 

10. 
11. 
12. When the Application Service Provider receives the notification of the increase in available memory size, the Application Service Provider starts to transfer the application again to the user.
5.4.9 Alternative Flow 3

13. Alternative flow 4: The application service provider selects a threshold-based policy function as notified by the device and then transfers the two policies to the device: “the device should notify the application service provider when the available memory size is close to the threshold of 150k” and “The Application service provider also sends another policy “when the available memory size reached 10Mb. The policy will expire in 24 hours”. The second policy will only be invoked when the first policy of threshold of 150K is reached. 
*****Next proposed change*****

5.6 Tethering

5.6.1  ASK  \* MERGEFORMAT Short Description

A user attaches a device (e.g. laptop) to a terminal (e.g. mobile phone), and a client on the device establishes a data connection through the terminal, which acts as a network adapter or modem for the device. Network services are subsequently adapted to these new device configuration conditions.

…

5.6.7 Normal Flow

This flow describes the use case of the terminal being used for tethering while a service is being consumed.

1. The user attaches a laptop to their mobile phone.

2. The user opens a client application on the laptop, which initiates a data connection through the mobile phone. 

3. The user’s mobile phone notifies the network service provider of its current software, hardware and configuration as a modem. 
4. The Network Service Provider uses the mobile phone’s profile information to apply a suite of transparent network-based value added services for the user, including content compression, content filtering, and virus protection. 

5. The user consumes the service.

5.6.8 Alternative Flow

This flow describes the use case where the user’s service plan offers differential billing for data usage by mobile phone clients, and for data usage when tethering.

1. The user’s mobile phone notifies the Network Service Provider of its current software, hardware, and configuration, which in this case does not include configuration as a modem.

2. Sometime later, the user consumes a data service using a client on the mobile phone. The data service is covered by a service plan that provides unlimited data usage when only phone-based clients are being used.

3. The Network Service Provider uses the phone’s profile information to apply appropriate charges per the user’s service plan.

4. The user ends the data session.

5. The user attaches a laptop to their mobile phone.

6. The user opens a client application on the laptop, which initiates a data connection through the mobile phone.

7. The user’s mobile phone notifies the network service provider of its current software, hardware and configuration as a modem. 
8. The user consumes the data service. The data service in this case is not covered by the unlimited usage service plan, since a tethered (not mobile phone-based) client is being used.

The Network Service Provider uses the mobile phone’s profile information to apply appropriate charges per the user’s service plan.

*****Next proposed change*****

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	DPE-HL-1
	The DPE client MUST support the communication of its current dynamic property names to an Authorised Principal..
	

	DPE-HL-2
	The DPE Client MUST support the communication of a single dynamic property value or an arbitrary group of dynamic properties values to an Authorised Principal..
	

	DPE-HL-3
	The DPE Client MUST support the communication of particular dynamic property values in response to queries from an Authorized Principal.
	

	
	
	

	DPE-HL-new
	The DPE enabler MUST provide the ability for an Authorized Principal to query specific dynamic property values from a DPE Client by the property name.
	

	DPE-HL-new
	
The DPE enabler MUST provide the ability for an Authorized Principal to query supported dynamic property names from a DPE Client.
	

	
	
	

	DPE-HL-5
	The DPE enabler MUST support the communication of an error message to an Authorized Principal when a requested dynamic property does not exist or cannot be shared due to privacy settings.
	

	DPE-HL-6
	The DPE enabler MUST provide the ability for an Authorized Principal to specify pre-defined time intervals for the periodic communication of particular dynamic property values from a DPE Client.
	

	DPE-HL-7
	The DPE enabler MUST provide the ability for an Authorized Principal to specify the communication of particular device property values on an “if-changed” basis.
	

	DPE-HL-8
	The DPE client MUST provide the ability to communicate to an Authorized Principal any changes to its dynamic properties during an established session.
	

	
	
	

	DPE-SEC-x
	Dynamic device Properties names and values SHALL only be advertised through the DPE enabler.
	

	DPE-HL-new
	The DPE enabler MAY provide access to a DPE client’s dynamic property values via a scripting environment such as EcmaScript Mobile Profile [ESMP]
	

	DPE-HL-10
	
The DPE enabler MUST provide the ability for an Authorized Principal to perform queries (e.g using a search string) for matching dynamic property names that are supported by a device.
	

	
	
	

	
	
	

	
	
	

	
	
	

	DPE-HL-17
	The DPE Client MUST support the ability to notify its supported policies to the Authorized Principal.
	

	DPE-HL-15
	The DPE client MUST support the ability to communicate the appropriate device properties in accordance with the associated defined policies.
	

	DPE-HL-16
	The DPE enabler MUST provide the ability of receiving and parsing policies defined by an Authorized Principal.
	

	
	
	

	
	
	


Table 1: High-Level Functional Requirements

6.1.1 Security

	Label
	Description
	Enabler Release

	
	
	

	DPE-SEC2
	The DPE enabler SHALL support the ability to authenticate and authorise Principals.


	

	DPE-SEC3
	The DPE enabler SHALL protect against potential security threats, including, e.g. denial-of-service attacks.
	


6.1.1.4 Confidentiality

	Label
	Description
	Enabler Release

	
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	DPE-CON-1
	The DPE enabler SHALL support the ability for an Authorised Principal to restrict the advertisement of certain device properties.
	

	
	
	

	
	
	


6.1.3 Administration and Configuration

	Label
	Description
	Enabler Release

	
	
	

	DPE-ADM-2
	The DPE enabler Must provide the ability for an Authorized Principal to specify policies for the communication of dynamic properties, e.g. thresh-hold policies for one or more DPE enabled clients.
	

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability

	Label
	Description
	Enabler Release

	DPE-USE-1
	The DPE Client MUST exchange dynamic properties in a manner that is unobtrusive to the user and does not impact the usability of the service being consumed.
	

	
	
	


Table 3: High-Level Functional Requirements – Usability Items

6.1.6 Privacy

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Privacy Items

*****End of proposed change*****

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and agree the proposed changes. 
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