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1 Reason for Contribution

To propose definitive terminology for GPM actors as a basis to which future requirements and use cases can be formulated. 
R01 was agreed in the Sydney F2F meeting 17th October
2 Summary of Contribution

Up to now, early use cases have identified ‘permission rules’, ‘target principal’ and ‘authorised principals’ (e.g. ‘owner of permission rules’). The GPM RD requires definitions that distinguish the actor that is the subject of the permissions and the actor who provisions/manages permissions rules. In many cases they will be the same principal, but in cases where for example someone else pays the subscription, the subscriber could perform the management of rules. 

There is also the issue of how does GPM administer rules from an end-user and those of other principals such as a service provider or enterprise? Which rules take precedence and when? Rules are not usually visible to end-users, but are concealed ‘under the hood’ of a rules evaluation infrastructure (e.g. rules engine). An end-user may express a ‘preference’ to have content pushed to him/her but is not permitted to receive that content by a rule set by an enterprise. But in other cases, an end-user will provision a ‘rule’ that a service provider or enterprise must respect. These examples are made here to illustrate what an end-user may/may not do. An end-user usually expresses his ‘rules’ via high-level provisioning interfaces such as a GUI, but what is ultimately administered is customised service logic that can be a combination of rules from several sources (end-user, service provider policies etc) against which requests are evaluated.
Therefore we believe that the GPM RD definitions and requirements should allow distinctions between: 

· What is expressed by a principal versus what is set against that information as rules, and 

· Who expresses them and who administrates what is ultimately checked (as concrete rules)

To clarify the above distinctions, this contribution further proposes a new principal within the GPM actor hierarchy called the ‘rules administrator’. This is a role restricted to the principal that administers rules and preferences from different principals into permission rules.

This contribution also distinguishes the request made between the requesting principal (or requester) and the enabler requesting a permission checking decision.

In summary, the following terms are proposed:
· Permission rule – i.e. the conditions and actions against which requests are checked. 
· Permissions manager – i.e. the principal that provisions and manages permissions. This could be an end-user or another principal managing rules on behalf of someone else, therefore requirements must determine the roles and priorities related to permission management. 
· Rules administrator – i.e. the actor that customizes user preferences, rules, policies etc as concrete permission rules and who may determine the way a permissions manager may provision rules.
· Permissions target - replaces ‘target principal’
· Target attributes – information about a target 
Definitions for the following terms are also proposed:
· Target (or access) request 
· Permission checking request
· Requester
· Delegate
3 Detailed Proposal

It is proposed to discuss and agree the following definitions to the GPM RD.

3.2           Definitions

	Delegate
	(i) To designate specified tasks or management functions by the permissions target (or an authorized principal) to another principal, (verb).

(ii) The principal that is designated by the permissions target (or an authorized principal) to carry out specified tasks or management functions on behalf of the permissions target, (noun)

	Permission Checking Request
	An enquiry from a principal, (e.g. service enabler) to the GPM enabler for permission to grant access to target attributes

	Permissions rule
	An expression of the conditions that determine the extent to which requesters are allowed to access target attributes, e.g. if requestor = “is in my domain” and “target attribute” = “my location” then grant my location etc.  

	Permissions manager
	An authorised principal that manages (creates/retrieves/modifies/deletes) permissions rules associated with the permission target's attributes. (This actor can be the permissions target, an authorised delegate or the rules administrator).

	Permissions target
	Any principal whose target attributes are subject to permission rules

	Principal
	See [OMA-Dict]

	Requester
	Any principal that originates a target request 

	Rules administrator
	An authorised principal that assembles prioritises and administers the data that determines permission rules. (This actor is typically the GPM service provider).

	Target attributes
	Information pertaining to permissions target(s) and which are governed by permission rules.  Target attributes can be either static, i.e. that changes relatively infrequently such as information in an address book, or dynamic, i.e. that could change more frequently determined such as user presence or geographical location.

	Target (or access) request
	An enquiry from a requester with respect to being granted access to target attribute(s). E.g. a service invocation that includes target attributes as service parameters.
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