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1 Reason for Contribution

This contribution clarifies the definition and role of the rules administrator.

2 Summary of Contribution

In summary, the proposal is to use the term administrator instead of rules administrator, update the Actor diagram (figure 1) and create a new definition.
R01: Reflects the comment and changes suggested by IBM and clarifies an existing requirement with respect to an administrator
3 Detailed Proposal

<First Change>
	Administrator
	A
 principal who 
manages the relative priorities of the permission rulesrelated to a given permission target. . If there is more than one permissions manager for a given permissions target, then the administrator will prioritise which permissions rules would take precedence. (This actor is typically 
the GPM service provider).


<Next Change>
4.1 Actors in the context of GPM
The following diagram is only intended to give an overview of the actors and their potential relationships as defined in this RD and is not intended to pre-suppose any particular architecture or necessarily identify interfaces.
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Figure 1: GPM Actors

The permissions target is the principal who is the subject of permissions rules that govern the way other principals access information about him and ultimately how his services are executed. The permissions target is usually a human end-user of services. 
The permissions manager is an authorised principal who manages, (creates, modifies, deletes etc) permissions rules. In some cases, the permissions manager is the same principal as the permissions target, but in many cases the permissions manager will be an authorised principal acting on behalf of the permissions target such as the person who pays for the subscription or the administrator. GPM takes into account that permissions management operations will have to be performed at a generalised, high level and succinct manner in order to ensure human usability. 

The administrator is responsible for determining  the relative priority of the permissions rules for a given permissions target. The administrator is typically employed by an operator or service provider. It is thought that in some cases a relationship could exist between the administrator and the permissions manager, e.g. where both actors belong to the same enterprise or when customised provisioning tools are required.
The requester is any principal that wishes to access information (target attributes) about the permissions target either directly or through the invocation of a service. The requester may be an application residing in the service provider network of the permissions target, or it may be a third party application residing in an external network, or he may be another end-user of services. With GPM, requesters can therefore discover over standardised interfaces, the extent to which information about permissions targets can be accessed or disclosed to them.

The service provider will want to use GPM to check permissions set for the permissions target before any data about him is disclosed to the requester as part of its service delivery. Part of this process could involve checking if consent is required and by whom.

<Next Change>
If it is agreed to change the term ‘rules administrator’ to ‘administrator’, then the Editor is tasked to perform a blanket change to this term as an editorial update in the next version of the RD.

<Next Change>
Modify the following requirement to the draft GPM RD:

	HLF-29
	In the case that multiple Permissions Managers exist for the same Permissions Target, the administrator SHALL determine which permissions rules will apply in a given context  (e.g. a parent’s rules in one context or a service provider’s policy in a different context).

	


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and agree the above changes.










�Add “authorized”


�“Who”


�Add “selected by” or “chosen by”??  


�This sentence cobines the concepts of different types of rules: who can access attributes, and who can manage the rules.  No need for this sentence here – it is actually said explicitly in next para.  Delete sentence since it is a deployment choice – one can make targets also permissions mgrs.


�What does this phrase about circumstances mean?
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