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1 Reason for Contribution

The original use case in 5.4 was focussed on a call forwarding application. It was not clear if the permissions rules related to the use case were target attributes are covered by the scope of GPM, i.e. personal information about end-users that may be requested by applications or other end-users.

This contribution changes the focus application to be about presence thus making it fit the scope of GPM better.

2 Summary of Contribution

The contribution changes the permissions rules to those related to presence and therefore the target attribute requester being presence enabled applications being used by watchers of the permissions target.

3 Detailed Proposal

5.4 GPM Provisioning using Context Information 
5.4.1 ASK  \* MERGEFORMAT Short Description
This use case demonstrates how an end-user sets permissions rules using context information that is used to determine if, when, how and to what extent requesters can access information about him. 
William, a self-employed consultant is subscribed to a presence service which can provide his presence information to authorised watchers (including his customers) who might want to contact him at different times in the day using presence enabled applications. 
William uses a self-provisioning interface to easily create permissions rules based on context information, e.g. “relationship with target attribute consumer/requester” etc and other information such as the time of day and his work location, to make choices about how his presence may be viewed and by which applications.
5.4.2 Actors

· William, a self-employed consultant – acts as both the Permissions Target and Permissions Manager
· Peter, a low priority customer – acts as a Target Attribute Consumer
· Susan, a high priority customer - acts as a Target Attribute Consumer
· Presence Server 
· GPM Service Provider  

5.4.2.1Actor Specific Issues

· William 

Wants to set permissions rules that determine his presence with respect to selective watchers (Target Attribute Consumers) based on context information such as customer priority, time of day, work situation etc.
· Wants to easily change his permissions rules when the context of callers change, e.g. the importance of certain customers
· 
· Wants to stay in touch with selective customers even if he deviates from his normal schedule

· William’s Customers 
· Want to obtain William’s presence information for communications purposes
· 
· 

· GPM Service provider

· Wants to handle permissions checking requests from the presence server based on information received in the request, permissions rules based on context information such as buddy lists (e.g. “if watcher is in customerlist-A then show my availability only on IM”), calendar schedule (e.g. “if my schedule has no entry between 1pm and 3pm, then…”), caller identity etc.

· Wants to implement a single, logically centralised permissions management service.

· Wants to enable its enterprise subscribers with a simple and fast method of capturing permissions rules


· Presence server

· Wants to know if William’s presence information (target attributes) can be presented to Target Attribute Consumers based on information included in the permissions checking request to GPM, (e.g. user identity)

5.4.2.2Actor Specific Benefits

· William 
· Easily provisions and manages his permissions rules via a single application that allows him to use information from various sources/applications, e.g., phonebook, calendar, schedule, location and presence

· Uses permissions rules to specify when and where he is available and by what communication medium 

· Is able to use one interface to perform permissions management operations for a number of services

· William’s Customers 
· Can obtain William’s presence information based on his permissions
· 


· GPM Service provider

· Performs permissions management on behalf of the permission target thereby protecting his privacy 
· Presence server
· Uses GPM to set permissions regarding the target’s presence status

· Turns presence data into more useful availability information about the permissions target

5.4.3 Pre-conditions

· William is a subscriber of the GPM Service Provider and the Presence Service Provider
· William, Peter and Sue have devices with presence enabled phonebook clients and both Peter and Sue have subscribed to William’s presence information
· All requests for William’s presence are handled by William’s presence server 
· The GPM service provider evaluates the permissions rules to determine if and how William’s presence is granted.
· 
1. 
2. 
3. 
4. 
1. 
· 
· 
5.4.4 Post-conditions

Williams’s presence information is released to authorised requesters based on his permissions rules. 
5.4.5 Normal Flow

· William expresses his presence rules, via a simple permissions management tool. This tool allows him verify his rules by performing some ‘what-if’ testing. He proposes a test that emulates the presence views of buddies according to their context, (e.g. boss, friend etc). Using this test he is able to verify that his rules are recognised and he confirms his settings.
· For this particular working day, William provisions the following presence rules:
5. From 0800 to Noon: make my presence “available” on voice, PoC and IM to all customer entries in my business phonebook 

6. From 1300 to 1700 (William works at Acme, another client’s premises): block all presence requests from low priority customers but allow high priority customers to see that I am “available” on IM only
· Peter sees William’s presence as “unavailable” on all communications means. 
· Susan sees that William is available on a chat client and communicates with him using IM.
7. After 1700: Show my availability to all presence enabled applications (voice, PoC and IM) for all customers entered in my customer phonebook 

· At 1900: Susan wants to talk to William. She checks her presence enabled phonebook and sees that he is “busy” for voice communication so decides to send him an IM asking him to call her urgently

· William sees Susan’s IM and hangs up. Susan is able to see William’s icon for voice communication change state almost immediately, until he calls her.
· 
· 
· 
· 
· 
· 
5.4.6 Alternative Flow
At 1700, William decides to stay at the Acme office where he is consulting to complete an important project, so he provisions an “override” rule via his permissions management screens accessed from his mobile device. The “override” rule sets his presence to “not-available” on all presence-enabled applications. 
5.4.7 Operational and Quality of Experience Requirements

1. Permissions Managers are presented with customised front end interfaces that allow them to express intricate permissions rules in a succinct manner.
2. Permissions management tools adapt to device capabilities
3. Permissions management tools flexibly adapt to the relative simplicity and intricacy of each application and the needs of Permissions Managers (i.e. from technophobes to technophiles)
4. Permissions management tools allow Permissions Managers to express permissions rules based on their context (e.g. activities) on a per-Requester basis.
5. Permissions management tools flexibly adapt as subscriber’s subscribe to more services
6. The evaluation of the permissions rules is near instantaneous so that the service is executed within the acceptable limits required.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and agree the above changes.
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