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1 Reason for Contribution

This contribution addresses the GPM RDRR Comment# A047 on Use Case 5.3 from Oracle says that:

"The use case does not seem consistent with the definitions and explanations provided up to now in the document: the rules do not relate to accessing attributes or communicating such attribute but about sending contact to a user.  This is rather an authorization to make a request to an enabler (push /

messaging). ...."
R01: Remove Alternative 1 and modify Alternative 2 (now Alternative 1)
2 Summary of Contribution

It is understood that this use case may not be consistent with the agreed GPM terminology. This contribution amends the use case by simplifying the title and removing any ambiguity about the types of attributes being managed by GPM, i.e. GPM is solely about user privacy.

3 Detailed Proposal

5.3 Permissions Management Delegation
5.3.1  ASK  \* MERGEFORMAT Short Description

Permissions rules related to corporate users are managed by an enterprise Permissions Manager. A Permissions Manager’s Delegate can also manage permissions rules according to his assigned management rights.  
This use case also demonstrates important requirements related to user experience, e.g., being informed of changes to permissions rules etc. 
This use case is based on some scenarios from the OMA Privacy RD [Privacy].

5.3.2 Actors

· Mobile service provider: acts as GPM Administrator

· Enterprise: a representative from the Enterprise IT department authorised by the GPM Administrator, acts as Permissions Manager
· Corporate Sales Team Leader using mobile device: acts as Permissions Manager’s Delegate and Permissions Target
· Corporate Sales Team members using mobile devices: acts as Permissions Targets
5.3.2.1Actor Specific Issues

· Mobile service provider

· Wants to  offer mobility related applications to enterprise customers and preserve user privacy.
· 
· 
· 
· Enterprise

· Wants to provision services to its work force

· Wants to respect regional and corporate policies with respect to the informational privacy of its work force

· Corporate Sales Team Leader using mobile device

· Wants to keep his sales team productive

· Wants to use his device as a work tool

· Wants to be informed of any changes to his permissions rules
· Corporate Sales Team members using mobile devices

· Want to use their devices as work tools

· Want to be informed of any changes to their permissions rules
5.3.2.2 Actor Specific Benefits

· Mobile service provider

· Generates revenue from providing privacy aware to its corporate clients

· 
· 
· Enterprise



· Manages the related privacy of its employees 
· Corporate Sales Team Leader using mobile device

· Can manage his permissions rules when changing devices

· Can manage the permissions rules of his sales team members
· 
· Corporate Sales Team members using mobile devices

· Maintain their permissions rules and protect their privacy 

5.3.3 Pre-conditions

· The enterprise has a subscription with the mobile service provider.

· A representative from the enterprise’s IT department manages the permissions rules for its corporate mobile users (Permissions Manager)
· Applications (Target Attribute Requester) request target attributes of the Sales Team members, which may include capabilities of the devices they use.  

· A designated end-user (Sales Team Leader) can act as a Permissions Manager’s Delegate with the right to manage the permissions rules of individual members of his entire sales team. 
5.3.4 Post-conditions


· Permissions Manager’s (and the Permissions Manager’s Delegate) successfully manage the permissions rules of the Permissions Targets. 
· Each individual device user (Permissions Target) can be informed of any changes made to their permissions rules.

5.3.5 Normal Flow
1. The Permissions Manager (of the Enterprise IT department) manages permissions rules that protect the privacy of each individual sales team member (Permissions Target), e.g. identity of user, type of applications used, presence and availability information, number and type(s) of device(s) used, calendar information, geographic region they cover etc)
2. The device belonging to a junior team member fails . The Sales Team Leader lends her his own PDA that has a larger screen and better capabilities, and the sales team leader uses another PDA with the same capabilities. 
3. The Sales Team Leader modifies the permissions rules related to the releasing of the new device’s capability of the junior team member
4. Both the sales team member and team leader continue accessing their applications without further changes to privacy settings.
5. The Sales Team Leader recruits a new sales team member and he makes a request to the company’s enterprise IT department to allow this new employee to use the same applications as the rest of the team.
6. The enterprise IT department processes the team leader’s new service request and creates new permissions rules for the privacy-aware applications used by this new Sales Team member.
7. The new Sales Team member starts using one of the applications.
8. 
9. 

1. 
2. 
3. 
4. 
5. 
6. 
7. 
1. 
2. 
 

5.3.6 Alternative Flow


· Alternative 1:
1-6 as Normal Flow

7.    The new Sales Team member starts using the corporate presence application and in doing so sends presence requests to his Sales Team colleagues to get their communication status.
8.    The Sales Team members act as Permissions Manager’s Delegates and are able to modify their related permissions rules.  t That is adding the new team member to their presence buddies list.
· Alternative 2:

· The GPM Administrator informs each Permissions Manager about their individual corporate rights with regard to managing their permissions  
· Alternative 3: , 
· The junior team member is informed that his permissions rules related the capabilities of the device have been modified by the Sales Team Leader.
· Alternative 4, 
· The Sales Team Leader accidentally deletes some permissions rules. When saving the changes to his permissions rules, he is informed that he has no right to delete these permissions rules.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss and agree this update to use case 5.3.
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