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1 Reason for Contribution

In order to help expedite the processing of the GPM RDRR, this contribution proposes resolutions to open comments A085, A090, A091, A092, regarding High Level Requirements HLF-5, -10, -18, -23, - 24, -25, - and 

2 Summary of Contribution

 This contribution addresses the following RDRR comments from Oracle

	RDRR Ref.
	Comments
	Original Wording
	Lucent Response

	A059
	Source: Oracle

Form: OMA-REQ-2006-92

It should say shall enable or support not allow.  This is not an issue of “authorizing” but “enabling”
	6.1 HLF-1

The GPM enabler SHALL allow Permissions Managers and/or Permissions Manager’s Delegates to manage per-target permissions rules, within the boundaries of their management rights as set by the Administrator 

· At any time 

· From any capable device type and over any capable network, (e.g. mobile or fixed network).  
(Use Case 5.2)
	Agreed. We propose to make this change. See 1st change below.

	A060
	Source: Oracle

Form: OMA-REQ-2006-92

Are we sure that any permission is suitable to this? Should it qualify that this is when this is the intention of the administrator of GPM (and may be others).

We may want to therefore allow setting if it is the case or not.
	Ditto
	GPM is not about ‘any’ permissions, but permissions rules regarding user (target) attributes. 

There is no need to qualify as suggested as this is covered clearly in the scope of this RD.

We believe that comment can be closed without further action.

	A061
	Source: Oracle

Form: OMA-REQ-2006-92

We note that this is limited to the access and usage of the target attributes; not other request to enablers. This requirements and the others do not support use case 5.3 as raised in O-30.

We recommend broadening the requirement to authorization to make any request to a resource, nothing that this wil always be about a target principal anyway. This however will require addressing the broader issues raised in O-30 and others
	6.1 HLF-2

The GPM enabler SHALL support different permission rules for different Permissions Targets regarding access to and usage of target attributes
	We strongly disagree. We believe that the resolution of other RDRR comments can allow us to address this comment as well, (A006, A007 etc.).

We can see that there may be some ambiguity with the current wording of use case 5.3. A CR to this use case in (OMA-REQ-GPM-2006-0053R01-Use_Case_5.3) makes it clear that GPM is purely about user permissions only and not about broad authorization functions.

We believe that comment can be closed with OMA-REQ-GPM-2006-0053R01-Use_Case_5.3).

	A065
	Source: Oracle

Form: OMA-REQ-2006-92

This requirement seems to step outside the scope of OMA and GOM. A service provider should be able as part of the administration steps to decide how updates are handled and what policies / approach to follow when delays take place (i.e. wait, query the change, be notified of the change etc…) The requirement should rather identify all these options and require that GPM must support / enable them and let the administrator decide.

In any case the SHALL should be changed to a MAY.
	6.1 HLF-5

If changes to permissions rules cannot be made effective immediately, previous permissions rules SHALL remain effective until the changes have been activated. (Use Case 5.3)
	Is ensuring the trustworthiness (user experience) of user settings really outside the scope of GPM? However, we suggest a change (2nd change) as shown below: 

	A069
	Source: Oracle

Form: OMA-REQ-2006-92

Shouldn’t there be a way to ensure that such notification takes place via rules? At least there must be requirements about how this is managed and who is responsible for this? Is it captured in the permission rules? Is it part of the GPM management? What are the requirements?
	6.1 HLF-10
It SHALL be possible to notify a Permissions Target of any changes to permissions rules made on their behalf by a Permissions Manager and/or a Permissions Manager’s Delegate. (Use Case 5.3)
	Section 6.1.1already identifies that this takes place by using a rule: PermTypes-4.

We believe that comment can be closed without further action.

	A085
	Source: Oracle

Form: OMA-REQ-2006-92

There MUST a requirement on who is responsible for that: GPM? Rules? And how it is managed? Is it part of GPM management?
	6.1 HLF-18

Once the permission to access a particular (set of) attributes has been expressed (e.g. grant always), it SHALL be possible to notify the Permissions Target (or another principal, as required by the permission rule)every time the information is requested.
	This is one aspect enabled by GPM. The GPM may utilise another enabler for the target notification. It is managed by the normal permissions rules create function and by utilising a permissions rule type identified in PermType-7.

We believe that comment can be closed without further action.

	A090
	Source: Oracle

Form: OMA-REQ-2006-92

Is this a management step? Is this captured in permission rules? Requirement must be clarified.
	6.1 HLF-23
The GPM enabler SHOULD support the ability for all Permissions Managers and/or Permissions Managers’ Delegates to subscribe to notifications of management operations performed on the permissions rules for the Permissions Targets they manage.
	It could be a management step but rather a function available to permissions managers and therefore be moved to PMF section. See 3rd Change proposed below. It is also linked to PermType-4 which is a specific type of rule that requires a notification to be sent when a permission rule is created.

See 3rd change below.

	A091
	Source: Oracle

Form: OMA-REQ-2006-92

Why is this limited to rules created on his behalf not al rules?
	6.1 HLF-24
The Permissions Target SHOULD be able to view the permissions rules created on his/her behalf in a user friendly way.
	The Permissions Target does not create rules. He is purely the data subject. However, if the Permissions Target is not the Permissions Manager, he could view his permissions rules as a Permissions Manager’s Delegate with ‘read only’ rights. See proposal in the 4th change below.

	A092
	Source: Oracle

Form: OMA-REQ-2006-92

Clarify which principal(s) is referred to in second part of the requirement.
	6.1 HLF-25
The GPM enabler SHALL provide principals (e.g. Permissions Target, Permissions Manager, Permissions Manager’s Delegate, Administrator Ask Target) with the same experiences even when the principal is in a visited network
	See 5h change proposed for below.


3 Detailed Proposal

1st Change; proposal for A059 (modify HLF-1 as follows);

	HLF1
	The GPM enabler SHALL enable Permissions Managers and/or Permissions Manager’s Delegates to manage per-target permissions rules, within the boundaries of their management rights as set by the Administrator 

· At any time 

· From any capable device type and over any capable network, (e.g. mobile or fixed network).  
(Use Case 5.2)
	


2nd Change; proposal for A065, (modify HLF-5 as follows):

	HLF-5
	If changes to permissions rules are made, the GPM enabler shall provide mechanisms for the service provider to provision the behaviour as a result of these updates , e.g. by ensuring that previous permissions rules remain effective until the changes have been activated. (Use Case 5.3)
	


3rd Change; proposal for A090, (move HLF-23 to section 6.1.2 and modify as follows):

6.1.2 Permissions Management Functions
	PMF-x
	Permissions Managers and/or Permissions Manager’s Delegates SHOULD be able to subscribe to notifications of management operations performed on permissions rules they manage. 
	


4th Change; proposal for A091, (modify HLF-24 as follows):

	HLF-24
	The Permissions Target SHOULD be able to view the permissions rules, i.e. by being assigned a Permissions Manager’s Delegate with ‘read-only’ GPM management rights.
	


5th Change; proposal for A092, (modify HLF-25 as follows):

	HLF-25
	The GPM enabler SHALL provide principals (e.g. Permissions Target, Permissions Manager, Permissions Manager’s Delegate, Administrator Ask Target) with the same experiences even when those principal are in a visited network
	


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss, agree and close the relevant RDRR comments.




















































NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20050101-I]

© 2006 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 3 (of 4)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-InputContribution-20050101-I]

