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1 Reason for Contribution

This input contribution proposes new requirements to complement the existing use cases on provisioning and update.
2 Summary of Contribution

The document lists new requirements to be fulfilled by the LFC enabler.
3 Detailed Proposal

Definitions

	Look and Feel Management System
	A background system capable to interact with a (set of) Device(s) for the purpose of controlling Look and Feel operations.


Requirements
(Normative)

High-Level Functional Requirements

	Label
	Description
	Enabler Release

	LFC-HLFR-001
	LFC enabler SHALL support a mechanism that provides error-reporting capability.
	LFC 1.0

	LFC-HLFR-002
	LFC enabler MUST support a mechanism to notify the status of the customisation operations to the Look & Feel Management System.
	LFC 1.0

	
	
	


Table 1: High-Level Functional Requirements

Security

	Label
	Description
	Enabler Release

	LFC-SEC-001
	LFC enabler MUST support a mechanism that protects customised feel and look parameters against unauthorised changes.
	LFC 1.0

	LFC-SEC-002
	Only authenticated Look & Feel Management Systems SHALL be able to perform LFC operations on the device.
	LFC 1.0


Table 2: High-Level Functional Requirements – Security Items

Authentication

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
Authorization

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

Data Integrity

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

Confidentiality

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

Charging

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Charging Items

Administration and Configuration

	Label
	Description
	Enabler Release

	LFC-ADC-001
	LFC enabler MUST support a mechanism that notifies to the Look & Feel Management System changes introduced to the terminal look and feel.
	LFC 1.0

	
	
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

Usability

	Label
	Description
	Enabler Release

	LFC-USA-001
	If user confirmation is requested by the Look & Feel Management System, then the Device SHALL ask for user confirmation before look and feel customisation operations are performed on the device.
	LFC 1.0

	
	
	


Table 9: High-Level Functional Requirements – Usability Items

Interoperability

	Label
	Description
	Enabler Release

	LFC-IOP-001
	LFC enabler SHOULD be able to interface with an external application, e.g. Customer Care application.
	LFC 1.0

	LFC-IOP-002
	LFC errors SHOULD be reported to an external application, e.g. Customer Care application.
	LFC 1.0

	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

Privacy

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 11: High-Level Functional Requirements – Privacy Items

Overall System Requirements

	Label
	Description
	Enabler Release

	LFC-OSR-001
	LFC enabler MUST support a discovery mechanism that indicates to the Look & Feel Management System the support of this enabler.
	LFC 1.0

	LFC-OSR-002
	The Device SHALL be able to send and receive look and feel customisation parameters to/from the Look & Feel Management System.
	LFC 1.0 

	LFC-OSR-003
	The Device SHALL be able to accept and incorporate to its configuration look and feel customisation parameters from the Look & Feel Management System.
	LFC 1.0

	LFC-OSR-004
	The Device SHALL be capable of accepting User input regarding confirmation of look and feel customisation operations.
	LFC 1.0

	LFC-OSR-005
	The Device SHALL be capable of receiving and accepting commands from the Look & Feel Management System requesting the acceptance of the customisation parameters with or without user confirmation.
	LFC 1.0

	LFC-OSR-006
	The Device SHALL acknowledge to Look & Feel Management System the outcome of a customisation operation.
	LFC 1.0

	LFC-OSR-007
	The Device MUST be able to report errors in customisation operations


	LFC 1.0

	LFC-OSR-008
	The Device SHOUL NOT implement customized parameters under error conditions.
	LFC 1.0


Table 12: High-Level System Requirements

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Discuss the list of requirements and incorporate them to the LFC RD.
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