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1 Reason for Contribution

The present contribution aims to provide a use-case focused on secure removable media to provision customization information.

2 Summary of Contribution

A use-case with actors, issues, benefits and flows are included.

3 Detailed Proposal

5.X Device’s Portable Look and Feel

5.X.1  ASK  \* MERGEFORMAT Short Description

Debbie has bought a subscription with a service provider named PhoneIT that includes a personalized secure removable media and a device. 

During the first use, the device notifies Debbie about the presence of customization data in the secure removable media and Debbie decides to apply this data to the device’s look and feel. The device is then customized with the default service provider’s look and feel configuration.

After some minutes she realizes that the sound selection was unpleasant so she starts browsing all the different files also provided by PhoneIT in the secure removable media. When the new selection is done Debbie applies it to the device’s look and feel. Debbie then decides to store the new configuration in the secure removable media to make it portable.

5.X.2 Actors

· End User

· Service Provider

5.X.2.1 Actor Specific Issues

· End User: Wants to keep her personalized look and feel data always portable and available in her secure removable media.

· Service Provider: Wants to provide a default customization of the end user’s device but also wants to provide customizable capabilities (e.g. given several choices to their customers and providing a mechanism to update default configuration) in order to enhance the satisfaction of its customers.

5.X.2.2 Actor Specific Benefits

· End User: Has an appealing and portable look and feel configuration as well as an improved user experience.

· Service Provider: Gets a stronger image among end users.

5.X.3 Pre-conditions

· The Secure Removable Media must be loaded with customization information and must be able to receive customization information from the device.

· The Service Provider must define policies in the secure removable media for end-user notification and automatic synchronization.

· The Service Provider should provide credentials needed to allow access and storage of customization information in the secure removable device.
5.X.4 Post-conditions

· The Device has a customized look and feel.

· The End User can keep device’s look and feel in a secure removable media to facilitate device migration.

5.X.5 Flows

5.X.5.1 Normal Flow

1. The end user turns the handset on.

2. The device detects the presence of customization data available in the secure removable media as well as the Service Provider policy.

3. If not yet done, the device verifies the Service Provider policy which defines weather or not the end-user should be notified before applying customization data to the device’s look and feel.

4. The device applies the default customization data available in the secure removable media to the device’s look and feel.

5.X.5.2 Alternative Flow 1

5. The end-user explores the different customization elements available in the secure removable media.

6. The end-user applies the chosen customization elements to the device’s look and feel.

7. The end-user stores the customized look and feel in the secure removable media.
5.X.6 Operational and Quality of Experience Requirements

· The End User shall be able to modify any element of the Service Provider’s customization data available in the secure removable media.

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 1: High-Level Functional Requirements

6.1.1 Security

	Label
	Description
	Enabler Release

	LFC-SEC-1
	Unauthorized and/or unauthenticated Management Authorities SHALL NOT BE able to perform management operations on customization data available in a secure removable media.
	LFC 1.0


Table 2: High-Level Functional Requirements – Security Items

6.1.2 Charging

	Label
	Description
	Enabler Release

	
	
	


Table 2: High-Level Functional Requirements – Charging Items

Administration and Configuration

	Label
	Description
	Enabler Release

	
	
	


Table 3: High-Level Functional Requirements – Administration and Configuration Items

6.1.3 Usability

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Usability Items

6.1.4 Interoperability

	Label
	Description
	Enabler Release

	N/A
	N/A
	N/A


Table 5: High-Level Functional Requirements – Interoperability Items

6.1.5 Privacy

	Label
	Description
	Enabler Release

	N/A
	N/A
	N/A


Table 6: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

	Label
	Description
	Enabler Release

	LFC-OSR-1
	The LFC enabler SHALL support customization provisioning from a secure removable media.
	LFC 1.0


Table 7: High-Level System Requirements

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Introduce the present use-case in the RD base line of LFC.
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