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1 Reason for Change

After off-line discussions during previous face-to-face meetings the supporter company (ies) have found that current requirements may not fulfil all the needs derived from the “Device’s Portable Look and Feel”. Current candidate enablers (as the SCWS) in OMA will make a high use of URI’s as the path to data making necessary to derivate a requirement on web servers. The intention of this contribution is to introduce such a requirement without jeopardizing other solutions.
R01 takes into account discussions held during conference calls and e-mail exchanges and provides requirement associated only to the UICC. 
2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

None

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Incorporate the changes of this contribution in the latest version of the LFC RD.

6 Detailed Change Proposal

Introduction of the candidate SCWS enabler as a new informative reference

2.2    Informative References

	[DLOTA]
	“Download Over the Air”, 20 October 2006, Open Mobile Alliance

URL: http://www.openmobilealliance.org

	[DM]
	“Device Management”, 2 June 2006, Open Mobile Alliance

URL: http://www.openmobilealliance.org

	
	

	[SCWS]
	“Smart Card Web Server”, WI 0092, OMA-WID_0092-Smartcard-Web-Server-V1_0-20040616-A, Open Mobile Alliance™, http://www.openmobilealliance.org/ftp/Public_documents/TP/permanent_documents/OMA-WID_0092-Smartcard-Web-Server-V1_0-20040616-A.zip


Change 1:  Introduction of a new definition in section 3.2

	Active
	Property associated with an LFC Element Setting or Package that is currently being used by the device as part of its Look and Feel

	Authorized Principal
	A Principal (see [OMA-DICT]) with permissions to perform specific action(s) and/or receive specific information

	Default
	Property associated with an LFC Element Setting or Package to be used by the device when no other Element Setting or Package is activated

	LFC Activate
	Is the act of making a LFC Package Active

	LFC Content Server
	A remote or local entity that supports the delivery of LFC content to an LFC enabled device

	LFC De-activate
	Is the act of making a LFC Package not Active.

	LFC Deliver
	Is the act of transferring the LFC package to the Device

	LFC Element
	One characteristic of a device’s LFC (e.g. screen saver, incoming data message alert, ringtone per caller, etc).

	LFC Element Setting
	The combination of an LFC element and an associated value for it

	LFC Install
	Is the act of applying LFC Packages to a device

	LFC Inventory
	Is the act of retrieving the list of installed LFC packages on a Device.

	LFC Lock
	Is the act of making not possible to De-activate an Active LFC Package or Update an Active LFC Element Setting

	LFC Operation
	An LFC operation is one of the following tasks: deliver, install, remove, update, query, activate and de-activate, permission setting, lock, unlock

	LFC Package
	Group of LFC Element Settings that are part of the device’s Look and Feel. This package is used by a Service Provider to describe part or the whole Look and Feel Customization of the device.

	LFC Permission Setting
	Is the act of assigning rights to an Authorized Principal to perform LFC Operations on LFC Element Settings and/or LFC Packages

	LFC Query
	Is the act of reading a specific LFC Element Setting and/or LFC Package from a Device

	LFC Remove
	Is the act of deleting existing LFC Packages and/or Element Settings from a Device

	LFC Unlock
	Is the act of making possible to De-activate an Active LFC Package or Update an Active LFC Element Setting

	LFC Update
	Is the act of modifying the value of an LFC Element Setting from a LFC Package

	Look and Feel
	Appearance and behavior of the device’s user interface.

	Look and Feel Branding
	Look and Feel Customization performed by an actor (e.g. enterprise, network operator, manufacturer, service provider, etc) that results in the device being customized with the actor’s specific and proprietary Look and Feel.

	Look and Feel Customization
	Process by which all or part of a device’s Look and Feel is modified.

	Remote Management
	LFC Operations originating from an entity residing on the network to be performed on an LFC capable device

	LFC Content
	LFC Packages and/or LFC Elements available in an LFC Content Server

	UICC
	Universal Integrated Circuit Card (see [OMA-DICT]). When provided by a network operator the UICC is seen as a network entity. When associated with a [SCWS], the UICC can act as an LFC Content Server.

	
	 

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	

	
	


Change 2:  Introduction of new abbreviations
3.3 Abbreviations

	LFC
	Look and Feel Customization

	OMA
	Open Mobile Alliance

	UICC
	Universal Integrated Circuit Card

	
	

	SCWS
	Smart Card Web Server


Change 3:  Enhancement to chapter 4 to introduce relationship between UICC and SCWS in LFC
4.  Introduction                                                              (Informative)

The LFC enabler allows Customization of a device Look and Feel. The main objective of the enabler is to allow different entities in a mobile environment such as service providers, network operators, handset manufacturers, enterprises or device owners or device users, to configure the device Look and Feel according to their own requirements and what they are allowed (or have credentials/permissions) to customize. It is also an objective that the LFC enabler must be able to address Look and Feel Customization for all type of devices ranging from low-end, feature phones, smart-phones to communication devices.

[image: image3.emf][image: image4.png]













Figure 1: High Level diagram for LFC Enabler

Note: An LFC user can have more than one LFC Service Provider
Elements that could be configured by using the Customization enabler may include (but are not limited to):

· Background, wallpaper and screensaver

· Ring tones, audio cues or sounds

· Start-up / Shutdown sequences

· Animations and splash screens

· Status indicators

· Fonts

· Notification and error messages

· Keyboard: soft keys and navigation keys, and shortcuts

· Menus: menu items and arrangement

· Homepage and bookmarks

The customization process consists of LFC operations. The application of customization information may be carried out using a variety of enablers defined by OMA (examples may be, but not limited to, OMA-DLOTA, OMA-DM or OMA-SCWS) and enables customization of the device by providing a set of element settings that may be consumed on the device. It is envisaged that some of these elements may be common across all devices whilst other elements may be specific to a device. Existing solutions have been examined to identify new requirements necessary to fulfill the customization use cases. 
The LFC enabler consists of multiple models.

The lightweight model consists of the basic operations Deliver and Install and the only Authorized Principal is the user. In the lightweight model, LFC content is pulled by the user from an LFC Content Server. The lightweight model uses only the mandatory requirements.

The network triggered model also consists of the basic operations Deliver and Install with the distinction that the Authorized Principal is a network entity. In the network triggered model, content is pushed from a network entity. The network triggered model uses only the mandatory requirements.

The remote managed model also includes other operations in addition to the basic operations and the only Authorized Principle is a network entity. The requirements for the remote managed model are given by the combination of mandatory requirements and Remote Management requirements.

	Requirement Group
	Lightweight
	Network Triggered
	Remote Managed

	Mandatory
	√
	√
	√

	Optional
	
	
	

	Remote Management
	
	
	√

	Authorized Principal
	User
	Network Entity
	Network Entity

	Delivery
	Pull
	Push
	Pull/Push


Table 1: LFC Models and Conformance
The LFC enabler will, where relevant and appropriate, re-use existing work in OMA. In this context, it should be possible to use existing OMA Device Management and provisioning enablers.

Change 4:  Introduction of a new OSR requirement

	
	
	

	LFC-OSR-00X
	If a UICC is supported then the LFC enabler SHALL also support interfaces to a web server located in the UICC.
	LFC 1.0
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