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1 Reason for Contribution

One of the most important advantages of mobile advertising is the high grade of personalization reachable on the ads delivered to the end user. This makes this channel very attractive to advertisers, for as this leverages the penetration and knowledge of the brand(s). 

This contribution is aimed to provide a new use case about advertisement selection as the process of selecting an ad to a particular user or a group of them (target), and derive some requirements that must be addressed in the Mobile Advertising reference release package.

2 Summary of Contribution

While this use case is based on the scenario “Content Selection for Mobile Advertising” described in the Mobile Advertising Framework, scope, and initiatives” White Paper, some modifications have been done in order to improve and adapt it to the MobAd RD.

The use case shows the need of a specific actor, the Ad Server, which performs the task of selecting the ad to be delivered, with help of profitable information about the user.
3 Detailed Proposal

5. Use Cases
(Informative)

5.1 Ad selection

5.1.1  ASK  \* MERGEFORMAT Short Description

Based on an external event (out of the scope of the use case), the service provider decides to send an ad to a user, then it leverages an ad server capabilities to select the most suitable ad based on different sources of information (e.g. user profile, user context, etc).

5.1.2 Actors

· User: The one consuming the advertisement service.

· Advertiser: Entity willing to promote its products and services through the service provider mobile advertising service.

· Service Provider: Provides the mobile advertising service and might be able to supply the Ad Server with user information (e.g. user profile to filter ads) and its context (e.g. part of the service the user is accessing).

· Ad Server: Entity which, based on a series of criteria (user profile, browsing / transacting records, ID3 tags from MP3 stored on the device, etc…) selects the most appropriate advertisement content to be delivered to the user. Could be an integrated entity of the Service Provider and / or Operator, or an independent one.

5.1.2.1 Actor Specific Issues

· User: is able to create a profile specifying, among other information, what kind of ads he’s accepting / wanting to receive; avoiding thus to receive unwanted content.

· Advertiser: doesn’t need to take into account the final target of its ads, since there is another entity performing this task.
· Service Provider: Wishes to provide a good experience to the users of their services, satisfying their needs and preferences. With that purpose, is able to access the user profile and other information that helps to improve such profile, as well as information about the user context. 
· Ad Server: Gathers data from the rest of actors (Advertiser, Service Provider) and makes a final decision on the content to be delivered.
5.1.2.2 Actor Specific Benefits

· User: The user might receive services/content with some discounts by allowing the reception of the ads. These ads match its profile and are adapted to user’s context; so they are more profitable. The advertisements have the format & look-and-feel that make them consistent with the brand that the user may be familiar with, or may begin to familiarize with. 

· Advertiser: Leverages its level of penetration and knowledge sending its ads to the user more likely taking advantage of its products. The MobAd framework ensures that the ad is presented in a format following the original design and consistent with the expectations of the advertiser and the user, in order to have the desired impact.

· Service provider: Offers a targeted and adopted advertising service to its clients; obtaining a high level of trust and interest and could attract new clients.

· Ad Server: Target the advertisements appropriately providing an attractive service to the advertisers.

5.1.3 Pre-conditions

· User: Has exposed to the Service Provider its profile with the most significant data about his /her preferences to receive advertisements.

· Service Provider: Needs to be coordinated with the ad server; and have an agreement with the advertiser.

· Advertiser: Has an agreement with the Service Provider. This agreement is needed so the advertiser could leave to the Service Provider the decision about the content to be sent to the user. The ad is available in one or more pre-agreed formats (preferable), or the advertiser has pre-agreed that it can be appropriately transcoded on-the-fly without the need for the advertiser to review it before delivery.

· Ad Server: have an agreement with the Service Provider to be able to access the information needed to target the advertisements, and has advertisements provisioned in its database.

5.1.4 Post-conditions

· User: has received the advertisement, following his/her preferences, browsing records, etc…

· Advertiser: knows that its advertisements have been sent to the best targets (through the Ad Server); to maximize the penetration and knowledge of the brand. The advertiser is ensured that the format & look-and-feel of the advertisement are consistent with its original design and with the SLA they have in that sense with the Service Provider or Ad Server.

· Service Provider: has provided the mobile advertising service to the user.

· Ad Server: has selected the most adequate advertisement to the user.

5.1.5 Normal Flow

1. The service provider decides to send and ad to the user (based on an external trigger).

2. The Service Provider obtains information from external sources that might be useful to target the advertisement: user profile (including some advertisement policies set by the user), location, presence, device information, etc.

3. The Service Provider interpret this information and makes part of it available to the Ad Server requesting an ad; thus the Ad Server will be able to decide which ad(s) suits better user preferences. 

4. The ad server compares the properties that classify the ad and the info provided by the Service Provider about the user and its context. 

5. The Ad Server decides which ad is the most suitable to be sent to the user, and provides its response to the Service Provider.

6. The Service Provider sends the advertisement to the user.

5.1.6 Alternative Flow 

1. The Service Provider decides to send and ad to the user (based on an external trigger).

2. The Service Provider obtains information from external sources that might be useful to target the advertisement: user profile (including some advertisement policies set by the user), location, presence, device information

3. The Service Provider interpret this information and decides that the user is not subject to receive advertisements in such context.

5.1.7 Operational and Quality of Experience Requirements

· The service must follow security and privacy global established requirements.

· The user profile must categorize to the maximum extent the kind of advertisements wanted to be received by the user.

· The Ad Server intelligence must make the most of the information received from the advertisements and the user data.

· The roundtrip time experienced by the user during the reception of the ad, and the additional information or service, shall remain acceptable.

· The user should be able to request further information about the promoted product and/or service by the ad.

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

	Label
	Description
	Enabler Release

	MobAd-FUNC-001
	The User MUST be able to opt-in or opt-out for receiving ads.
	MobAd 1.0

	MobAd-FUNC-002
	The User MUST be able to specify advertisements that are of its interest.
	MobAd 1.0

	MobAd-FUNC-003
	The Service Provider MAY access location information in order to help the advertisement targeting via the relevant OMA Enablers.
	MobAd 1.0

	MobAd-FUNC-004
	The Service Provider MAY access presence information in order to help the advertisement targeting via the relevant OMA Enablers.
	MobAd 1.0

	MobAd-FUNC-005
	The Service Provider SHOULD access user profile’s information in order to help the advertisement targeting via the relevant OMA Enablers.
	MobAd 1.0

	MobAd-FUNC-006
	The Service Provider MUST obtain information about the user device’s capabilities in order to help the advertisement targeting.
	MobAd 1.0

	MobAd-FUNC-007
	The Service Provider MUST be able to request to the Ad Server  an advertisement to a particular user.
	MobAd 1.0

	MobAd-FUNC-008
	When requesting an ad to the Ad Server, the Service Provider MUST be able to provide information useful to target the advertisement (i.e. location, presence, user profile, device capabilities, etc).
	MobAd 1.0

	MobAd-FUNC-009
	The Advertisements SHOULD contain meta-data that characterize it.
	MobAd 1.0

	MobAd-FUNC-010
	The ad meta-data SHOULD be relevant for the ad targeting.
	MobAd 1.0

	MobAd-FUNC-011
	As per the Service Provider request, the Ad Server MUST response with an ad or a reference to an ad.
	MobAd 1.0


Table 1: High-Level Functional Requirements

6.1.1 Security

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 2: High-Level Functional Requirements – Security Items

6.1.1.1 Authentication

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
6.1.1.2 Authorization

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

6.1.1.3 Data Integrity

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

6.1.1.4 Confidentiality

	Label
	Description
	Enabler Release

	
	
	

	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

6.1.2 Charging

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 7: High-Level Functional Requirements – Charging Items

6.1.3 Administration and Configuration

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 9: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

	Label
	Description
	Enabler Release

	MobAd-IOP-001
	When necessary, the Ad Server MUST be able to match the information received from the Service Provider in its requests with ad-metadata.
	MobAd 1.0

	
	
	

	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

	Label
	Description
	Enabler Release

	MobAd-PRIV-001
	By default, user identity and/or user personal data (e.g. MSISDN) MUST NOT be used to target the advertisements.
	MobAd 1.0

	MobAd-PRIV-002
	The user MUST be able to set which information may be used to target the ads.
	MobAd 1.0

	
	
	


Table 11: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

	Label
	Description
	Enabler Release

	
	
	

	
	
	

	
	
	


Table 12: High-Level System Requirements

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to discuss the contribution and agree with the detailed proposal to be included in the RD.
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