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1 Reason for Change

This contribution proposes the values for column named “Functional Modules” for each requirement.
R01 address the comments received on 30th April call.
2 Impact on Backward Compatibility

N.A
3 Impact on Other Specifications

N.A
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to the group to accept the changes provided in this contribution
6 Detailed Change Proposal
6.2 High-Level Functional Requirements

<< This clause identifies the high level functional requirements for this release.  These requirements will be used to describe and derive the functions and interfaces that the release will support, and which defines its core purpose.  When writing requirements, care should be taken to recognise the difference between the release specifying a mechanism to perform a function versus its required usage in any given deployment.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Whenever a requirement is directly attributable to a particular actor, it is recommended to mention it.

Examples of such requirements are:

The XYZ release SHOULD support content delivery estimation time before and /or during service execution.

The XYZ release MUST be capable of supporting the Service Provider to log information about invocations of this release

The XYZ release MUST allow the end user to terminate a session

The XYZ release MUST allow actor X to perform function Y

If possible, requirements should be listed in a logical sequence that intuitively captures the behaviour of the release (or feature of the release).

DELETE THIS COMMENT >>

<intro text for High Level requirements here>
	Label
	Description
	Release
	Functional module

	MSrchFramework-HLF-001
	MSrchFramework Enabler SHALL support content searching based on user preference information
	1.0
	Personalization

	MSrchFramework-HLF-002
	MSrchFramework SHALL support searching a record among the content library of mobile entertainment services.  (e.g. Mobile TV, Music Downloading, Ring Tone, etc.) if the Search Engine has access to the mobile entertainment services content.
	1.0
	Request Management

	MSrchFramework-HLF-003
	MSrchFramework Enabler SHALL support search a communication record among text-based communication services if the Search Engine has access to the text-based communication services content.
	1.0
	Request Management

	MSrchFramework-HLF-004
	MSrchFramework enabler SHALL provide a mechanism to allow an application (in the same or different domain) to initiate a search request on behalf of the user.
	1.0
	Third-Party Support

	MSrchFramework-HLF-005
	MSrchFramework enabler SHALL allow sending search results to the user directly in case of application initiated search request.
	1.0
	Third-Party Support

	MSrchFramework-HLF-006
	MSrchFramework enabler SHALL provide a mechanism for user to authorize search request initiated by an application e.g. running inside the handset or present in the network.
	1.0
	Third-Party Support

	MSrchFramework-HLF-007
	MSrchFramework enabler SHALL provide a mechanism to target search request to the search engines registered with different   instance of MSrchFramework.
	1.0
	Interoperability

	MSrchFramework-HLF-008
	It SHALL be possible to consider the search engines registered with different instance of MSrchFramework while selecting the appropriate search engine(s).
	1.0
	Search Engine Integration
Interoperability

	MSrchFramework-HLF-009
	MSrchFramework enabler SHALL allow query building before sending the query to the search engines. This is to ensure that the recipient search engine would be able to recognize/process the query.
	1.0
	Request Management


	MSrchFramework-HLF-010
	MSrchFramework enabler SHOULD allow merging queries from different user according to the service provider/operator rules or policies.
	1.0
	Request Management


	MSrchFramework-HLF-011
	MSrchFramework SHOULD allow generating separate queries for a single request according to the service provider/operator rules or policies.
	1.0
	Request Management


	MSrchFramework-HLF-012
	MSrchFramework enabler SHALL allow selecting an appropriate search engine(s) for a particular search request. The criteria  for selection MAY include (not limited to) user location, search domain, search engine expertise, user preference etc.
	1.0
	Search Engine Integration

	MSrchFramework-HLF-013
	MSrchFramework enabler SHALL allow search engine registration with some search engine specific information.
	1.0
	Search Engine Integration

	MSrchFramework-HLF-014
	MSrchFramework enabler SHALL allow search engine de-registration.
	1.0
	Search Engine Integration

	MSrchFramework-HLF-015
	MSrchFramework enabler SHALL allow results personalization using context information like (not limited to) user profile, location, presence etc. before sending them to the user.
	1.0
	Personalization

	MSrchFramework-HLF-016
	MSrchFramework enabler SHALL allow aggregating and elaborating the results provided by different search engines.
	1.0
	Search Engine Integration
Personalization

	MSrchFramework-HLF-017
	MSrchFramework enabler SHALL allow multimedia inputs for the search requests.
	1.0
	Multimedia Support

	MSrchFramework-HLF-018
	MSrchFramework enabler SHOULD provide a means to make user related information (profile, preferences, LOC and other context information) available to the search engine(s).
	1.0
	Search Engine Integration

Personalization

	MSrchFramework-HLF-019
	MSrchFramework enabler SHALL provide functionalities to provide a Q&A service, integrating various Experts from different Q&A Fields.
	1.0
	Q&A

	MSrchFramework-HLF-020
	MSrchFramework enabler SHALL enable Experts registration with some Experts related information
	1.0
	Q&A

	MSrchFramework-HLF-021
	MSrchFramework enabler SHALL enable Experts de-registration.
	1.0
	Q&A

	MSrchFramework-HLF-022
	MSrchFramework enabler SHALL enable answers optimization (sorting based on skill level of the experts, redundancy check etc.) for the better and efficient service.
	1.0
	Q&A

Personalization

	MSrchFramework-HLF-023
	MSrchFramework enabler SHALL support functionalities to provide Subscribe-Push Service.
	1.0
	Subscribe-Push

	MSrchFramework-HLF-024
	MSrchFramework enabler SHALL enable delivery of targeted advertisements with the search results.
	1.0
	Personalization

	MSrchFramework-HLF-025
	MSrchFramework enabler SHALL provide a mechanism for the user to express and update (e.g. modify, delete, …) feedback about obtained result. 

Note: feedback can be a comment, a list of tags and/or a vote.
	1.0
	Search History & Recommendation

	MSrchFramework-HLF-026
	MSrchFramework enabler SHALL store obtained feedback / interaction.
	1.0
	Search History & Recommendation

	MSrchFramework-HLF-027
	MSrchFramework enabler SHALL associate the feedback / interaction to the specific user.
	1.0
	Search History & Recommendation

	MSrchFramework-HLF-028
	MSrchFramework enabler SHALL allow use of Search History (feedback, interaction) to personalize search results (e.g. for selecting recommended results, for sorting results, etc…).
	1.0
	Personalization
Search History & Recommendation

	MSrchFramework-HLF-029
	MSrchFramework enabler SHALL allow use of Search History (feedback, interaction) and user related information (profile, preferences, LOC and other context information) to provide recommendations of the results received from search engine(s).
	1.0
	Personalization
Search History & Recommendation

	MSrchFramework-HLF-030
	MSrchFramework enabler SHALL allow the user to opt for getting recommendations with the search results.
	1.0
	Personalization
Search History & Recommendation

	MSrchFramework-HLF-031
	MSrchFramework enabler SHALL allow users to get an answer from the answers already provided by the Experts. While sending the request (Question) user may opt of getting answers out of the answers which might be already provided for this particular question.
	1.0
	Q&A

	MSrchFramework-HLF-032
	MSrchFramework enabler SHALL provide (e.g. depending on the context information User Preference, Location etc) Search Domain(s) for a request about which no Search Domain is specified by the user.
	1.0
	Request Management

	MSrchFramework-HLF-033
	MSrchFramework enabler SHALL support means for the user to subscribe/unsubscribe to the Push Service for specific information by providing/updating one or more filtration criteria (e.g. sports, weather forecast, …)
	1.0
	Subscribe-Push

	MSrchFramework-HLF-034
	MSrchFramework enabler SHALL support several filtration criteria for Push Service such as:

· search keyword (“football”), 

· location, 

· pushing interval (“daily basis”, daily time-slot, week days, week-end days…), 

· only rated results  (based on users feedback/interaction)
· context,

· etc… 


	1.0
	Subscribe-Push


Table 1: High-Level Functional Requirements

6.2.1 Security

<intro text for Security requirements here>
	Label
	Description
	Release
	Functional module

	FOO-SEC-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 2: High-Level Functional Requirements – Security Items

6.2.1.1 Authentication

<intro text for Authentication requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST be able to authenticate the {requestor of this function | user | device | initiator | ...} {if required by the applicable policies}.
	
	

	
	This function MUST be able to authenticate the {provider of this function | server | proxy | responder | ...} {if required by the applicable policies}.
	
	

	
	This function MUST be able to provide data origination authentication {if required by the applicable policies}. This means, it MUST be possible to ensure confidence that a received message or piece of data has been created by a certain party at some (unspecified) time in the past, and that this data has not been corrupted or tampered with.
	
	

	
	This function MUST be able to provide replay protection {if required by the applicable policies} to ensure confidence that a received message has not been recorded and played back.
	
	

	
	This function MUST be able to authenticate the source of the broadcast or streaming {if required by the applicable policies}.
	
	

	
	This function MUST be able to implicitly authenticate the destinations of the broadcast or streaming {if required by the applicable policies}.
	
	

	
	This function MUST allow the user to authenticate himself to the {device | agent} e.g., by entering a PIN code or by using biometrics if applicable.
	
	

	
	
	
	

	
	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
6.2.1.2 Authorization

<intro text for Authentication requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST be able to authorize access only to requestors entitled to access the function.
	
	

	
	
	
	

	
	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

6.2.1.3 Data Integrity

<intro text for Data Integrity requirements here>

	Label
	Description
	Release
	Functional module

	
	This function MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	
	

	
	
	
	

	
	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

6.2.1.4 Confidentiality

<intro text for Confidentiality requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	
	

	
	
	
	

	
	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

6.2.2 Charging

<intro text for Charging requirements here>

	Label
	Description
	Release
	Functional module

	FOO-CHG-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 7: High-Level Functional Requirements – Charging Items

6.2.3 Administration and Configuration

<intro text for Administration and Configuration requirements here>

	Label
	Description
	Release
	Functional module

	MSrchFramework-ADM-001
	MSrchFramework enabler SHALL provide a mechanism allowing Experts to update their information provided at the time of registration.
	1.0
	Q&A

	MSrchFramework-ADM-002
	MSrchFramework enabler SHALL provide a mechanism allowing users to update their filtration settings in the context of Subscribe-Push Service.
	1.0
	Subscrine-Push

	MSrchFramework-ADM-003
	MSrchFramework enabler SHALL provide a mechanism allowing search engines to update their information provided at the time of registration.
	1.0
	Search Engine Integration


Table 8: High-Level Functional Requirements – Administration and Configuration Items

6.2.4 Usability

<intro text for Usability requirements here>

	Label
	Description
	Release
	Functional module

	FOO-USE-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 9: High-Level Functional Requirements – Usability Items

6.2.5 Interoperability

<intro text for Interoperability requirements here>

	Label
	Description
	Release
	Functional module

	FOO-INT-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

6.2.6 Privacy

<intro text for Privacy requirements here>

	Label
	Description
	Release
	Functional module

	MSrchFramework-PRV-001
	MSrchFramework enabler SHALL permit the user to determine which user related information (profile, preference, LOC and other context information) might be made available to the search engine(s).
	1.0
	All

	MSrchFramework-PRV-002
	MSrchFramework enabler SHALL not reveal user’s actual identification (MSISDN, IMSI, IMEI, any other kind of user identification) to the Search Engines(s).
	1.0
	All


Table 11: High-Level Functional Requirements – Privacy Items

6.3 Overall System Requirements

<intro text for System requirements here>

	Label
	Description
	Release
	Functional module

	FOO-SYS-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 12: High-Level System Requirements
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