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1. Scope
(Informative)

<< This clause defines the scope and applicability of the RD.  
DELETE THIS COMMENT >>

 The requirement document (RD) contains the use cases and requirements for Mobile Search Framework Enabler. This covers defining the requirements for an open framework providing different capabilities to support mobile search service. The capabilities of this enabler will include (not limited to) search engine integration, selection, results personalization.
<< This clause acts as a reminder to contributors of the RD:

The RD has to provide a prose description illustrating what the release is about.

The RD has to provide the requirements necessary for the service release technical specification activity.

The RD has to provide only the requirements in the scope of the work item under which it is created.

Use cases in the Appendix of the RD are additional to the main text in the RD and facilitate clarification of the requirements.
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 The work will not cover defining the functionalities for the search engines.
2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same release package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”,{ Version x.y,} Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


2.2 Informative References

Check the version of the Dictionary you are using and update the reference below.  Delete the [OMADICT] entry if the dictionary is not used.  In general, use the latest available version unless seeking alignment with an existing set of specifications.

DELETE THIS COMMENT

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  The following examples show how dictionary references should be made as well as locally defined terms.  This table should be maintained in sorted alphabetic order based on the labels of the terms.

Examples:


Entity
Use definition #1 from [OMADICT]


Interactive Service
Use definition from [OMADICT]


Local Term
The definition description would be presented directly
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	Search Engine
	Search Engine is a tool designed to search for information. We divide search engines into two categories i.e generic search engine and vertical search engine. Generic search engines are those search engines which maintain information in term of web pages. On the other hand, vertical search engines use databases at the back end to store very specific information which they meant to provide. Generic search engines uses indexes to retrieve HTML pages (containing results) according to the search inputs provided by the user. Vertical search engines generate HTML pages (containing results) dynamically at run time according to search inputs provided by the user. By the term “Search Engine” we refer to both the categories of search engine.

	Search Domain
	A Search domain is considered to be a category for search. All the incoming search requests can be categorize according to “Search Domain”. Service Provider can come up with several Search Domains according to their policies. Some of the example of Search Domain would be Hotels, Shopping, Medical,  etc.


	Q&A Service
	Q&A Service, in context of MSrchFramework, enabler is a kind of service in which user can send a particular question to service provider and get answer(s) from the person (human being) who is expert in that particular Q&A Field.

	Q&A Field
	Q&A Field, in context of MSrchFramework, is a type of categories which can be used to categorize question (in term of request) coming from user. It can also be used to categorize different people registered with MSrchFramework enabler. Service Provider can come-up with several Q&A Fields according to their policies. The example of Q&A Fields may include Medical, Automobile, Aviation etc.

	Experts
	In the context of MSrchFramework, the Experts are people who are experts in a particular Q&A Field and capable of providing correct information about that Q&A Field.


	Subscribe-Push Service
	Subscribe-Push service, in context of MSrchFramework, is a service which enable user to subscribe for specific information providing several filtration criteria. The information is sent to the user periodically.


	
	

	
	

	<< Add/Remove definition rows to this table as needed - DELETE This Row >>


3.3
Abbreviations

<< Add abbreviations as needed to the following table.  No special notation should be made regarding terms copied from the Dictionary.  This table should be maintained in alphabetic order.

DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	
	

	
	

	<< Add/Remove abbreviation rows to this table as needed - DELETE This Row>>


4. Introduction
(Informative)

<< This clause contains an introduction to this requirements specification, describing the background.

DELETE THIS COMMENT >>

With the advancement in the adoption of mobile devices by the users the need of an efficient mobile search service has evolved. Users carry their mobile devices with them all the time and would like to get the required information as and when required. The current mobile search solution suffers with various challenges for the complete value chain. 

· At present there are many search engines which are meant to search for a specific type of content or information. For Example: a search engine can be deployed which can search restaurant around People’s Square in Beijing. To get the accurate and appropriate information users have to remember many search engines. Additionally, users do not get the efficient and precise information due to the lack of context information (user profile, user preference, presence, location etc) with the search engines. It is impossible for search engines to personalize the search result without the context information. 

· Search engines mainly rely on the revenue generated by the advertisement provided with the search result. Due to the limited display of mobile devices search engines do not have enough space to provide advertisement so as for the mobile search they are loosing a big part of revenue which they were getting in the case of internet search. The search engines have to look for some alternative source of revenue for providing search services to the mobile devices. 

· Operators who are not involved in the mobile search service may have the risk to work only as a bridge between the users and the search engines in mobile search services. In this case they just forward the search request to search engines and response to users respectively but they could do more to promote the search service.

· Information is distributed at different places and maintained by different applications/engines. This information is not public to internet and cannot be accessed by generic search engines.

To tackle with the drawback of the current mobile search service it is required to define an open framework which is composed of Mobile Search Server, Mobile Search Client and which integrates the capabilities of many professional/vertical search engines. In this context this requirement document (RD) intends to provide requirements and use cases which are meant to be considered in the further development (AD, TS) of this enabler.

4.1 Actors for MSrchFramework enabler

The following figure shows the actors for MSrchFramework enabler.
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5. [Release name] release description 
(Informative)

<< This clause illustrates what the release is about, describing the release in terms of its functionalities, identifying the actors and their relationships. The inclusion of any pictures to back up text should be kept simple, showing various actors involved. The text shall summarize the functionalities of the release in a generic form which does not constrain terminal or network design. It is intended to allow an understanding of the release without regard to implementation. The description should include functional, charging, administration and configuration, usability, interoperability, privacy aspects as well as interactions with other releases.

Part of this text can be easily extracted from the WID
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<text>


[image: image3]
Figure 1: Example Figure

5.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the RD.  The description should be brief, target length should be a few paragraphs.   When the release or reference release is finished, this description should be aligned with the final functionality.   

DELETE THIS COMMENT

5.2 Version <x.y>

This section should be included for each new major or minor version of the RD.

It should provide a high level, concise and informative description of the new or modified functionality introduced in this version of the RD, compared to the previous version.  The description should be brief, target length should be a few paragraphs.  When the release or reference release is finished, this description should be aligned with the final functionality differences.

DELETE THIS COMMENT

5.2.1 Version <x.y.z>

This section should be included for each new service release of the RD.   It should describe at a high level the main changes made to the RD compared to the previous version.  The description should be brief, target length should be one paragraph.

DELETE THIS COMMENT

6. Requirements
(Normative)

<< This section should capture the requirements necessary for service releases to support end-to-end interoperability across different devices, networks, service providers and network operators.  Linkage of requirements to Use Cases is not mandatory.

In cases where a common or shared requirement document will supply requirements for a section below (e.g. Privacy RD), note it in the appropriate section and reference the requirements to be included.  Then, in the table, add any specific requirements not covered by the shared document.

Each requirement listed in the tables below includes an indication of release.  The value for the release should identify the release in which the requirement desired, expected, or is fulfilled.  In early phaes of RD development preceding the RD Review, this field should provide guidance on preferences.  Before commencing the Consistency Review, the fields should be updated, if needed, to reflect the actual requirement coverage fulfilled by the release.

Within the requirement description column in the tables of the following sections, “Notes” might be optionally included. These notes will be considered informative material. Notes are intended to be used to include any kind of information that could help to clarify the corresponding requirement (meaning, applicability, implications, etc.).

In order to improve further development it is recommended that the reason for classifying a requirement as "SHOULD" or “MAY”(instead of "SHALL") shall be given as an "Informational Note" for each such requirement.  See the following example:
	Label
	Description
	Release
	Functional module

	FOO-EXMPL-001
	The FOO Enabler MAY be capable to notify users or not based on political affiliations contained in the User Profile.

Informational Note: This requirement is optional because in some markets this functionality could be forbidden due to regulatory aspects.
	FOO V1.0
	Monitor


For each table (i.e. set of requirements) in this chapter, please provide introductory text describing the background to the requirements.

DELETE THIS COMMENT >>

6.1 Modularisation

<< This section depicts the whole release as a collection of different functional modules. This is NOT an architectural model or diagram but a collection of functional modules where each one is a group of requirements identified as related with the offering/delivering of a functionality.

Modules can be absolutely needed to be able to build a service using the release or it can be a merely optional part adding value. In some way, functional modules can be described as mandatory functionality (core functionality) or optional functionality (value-added functionality). 

Thus, this section will only include a description of each identified functional module and the general character (mandatory / optional) considered for it. 

RELATED WITH THE “FUNCTIONAL MODULE” COLUMN IN THE TABLES IN THE FOLLOWING SECTIONS:

Each requirement listed in the tables in the following sections shall include an indication of the functional module(s) it is intended to pertain to (from the list identified in this section) and if it considered mandatory or optional within each one. 

Each requirement can be part of more than one module and can have a different character in each one (mandatory in some of them and optional in others). 

Examples of functional modules would be: File distribution, Provisioning, Content protection, Remote management, etc.

DELETE THIS COMMENT >>

<Modularisation text goes here>
6.2 High-Level Functional Requirements

<< This clause identifies the high level functional requirements for this release.  These requirements will be used to describe and derive the functions and interfaces that the release will support, and which defines its core purpose.  When writing requirements, care should be taken to recognise the difference between the release specifying a mechanism to perform a function versus its required usage in any given deployment.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Whenever a requirement is directly attributable to a particular actor, it is recommended to mention it.

Examples of such requirements are:

The XYZ release SHOULD support content delivery estimation time before and /or during service execution.

The XYZ release MUST be capable of supporting the Service Provider to log information about invocations of this release
The XYZ release MUST allow the end user to terminate a session

The XYZ release MUST allow actor X to perform function Y

If possible, requirements should be listed in a logical sequence that intuitively captures the behaviour of the release (or feature of the release).

DELETE THIS COMMENT >>

<intro text for High Level requirements here>
	Label
	Description
	Release
	Functional module

	MSrchFramework-HLF-001
	MSrchFramework Enabler SHALL support content searching based on user preference information
	1.0
	TBD


	MSrchFramework-HLF-002
	MSrchFramework SHALL support searching a record among the content library of mobile entertainment services.  (e.g. Mobile TV, Music Downloading, Ring Tone, etc.)
	1.0
	TBD


	MSrchFramework-HLF-003
	MSrchFramework Enabler SHALL support search a communication record among text-based communication services.
	1.0
	TBD


	MSrchFramework-HLF-004
	MSrchFramework enabler SHALL provide a mechanism to allow an application (in the same or different domain) to initiate a search request.
	1.0
	TBD

	MSrchFramework-HLF-005
	MSrchFramework enabler SHALL allow sending search results to the user directly in case of application initiated search request.
	1.0
	TBD

	MSrchFramework-HLF-006
	MSrchFramework enabler SHALL provide a mechanism for user to authorize search request initiated by an application running inside the handset.
	1.0
	TBD


	MSrchFramework-HLF-007
	MSrchFramework enabler SHALL provide a mechanism to target search request to the search engines registered with different MSrchFramework.
	1.0
	TBD

	MSrchFramework-HLF-008
	It SHALL be possible to consider the search engines registered with different MSrchFramework while selecting the appropriate search engine(s).
	1.0
	TBD


	MSrchFramework-HLF-009
	MSrchFramework enabler SHALL allow query building before sending the query to the search engines. This is to ensure that the recipient search engine would be able to recognize/process the query.
	1.0
	TBD

	MSrchFramework-HLF-010
	MSrchFramework enabler SHOULD allow merging queries from different user according to the service provider/operator rules or policies.
	1.0
	TBD

	MSrchFramework-HLF-011
	MSrchFramework SHOULD allow generating separate queries for a single request according to the service provider/operator rules or policies.
	1.0
	TBD


	MSrchFramework-HLF-012
	MSrchFramework enabler SHALL allow selecting an appropriate search engine(s) for a particular search request. The criteria  for selection MAY include (not limited to) user location, search domain, search engine expertise, user preference etc.
	1.0
	TBD

	MSrchFramework-HLF-013
	MSrchFramework enabler SHALL allow search engine registration with some search engine specific information.
	1.0
	TBD

	MSrchFramework-HLF-014
	MSrchFramework enabler SHALL allow search engine de-registration.
	1.0
	TBD

	MSrchFramework-HLF-015
	MSrchFramework enabler SHALL allow results personalization using context information like (not limited to) user profile, location, presence etc. before sending them to the user.
	1.0
	TBD

	MSrchFramework-HLF-016
	MSrchFramework enabler SHALL allow aggregating and elaborating the results provided by different search engines.
	1.0
	TBD


	MSrchFramework-HLF-017
	MSrchFramework enabler SHALL allow multimedia inputs for the search requests.
	1.0
	TBD


	MSrchFramework-HLF-018
	MSrchFramework enabler SHOULD provide a means to make user related information (profile, preferences, LOC and other context information) available to the search engine(s).
	1.0
	TBD


	MSrchFramework-HLF-019
	MSrchFramework enabler SHALL provide functionalities to provide a Q&A service, integrating various Experts from different Q&A Fields.
	1.0
	TBD

	MSrchFramework-HLF-020
	MSrchFramework enabler SHALL enable Experts registration with some Experts related information
	1.0
	TBD

	MSrchFramework-HLF-021
	MSrchFramework enabler SHALL enable Experts de-registration.
	1.0
	TBD

	MSrchFramework-HLF-022
	MSrchFramework enabler SHALL enable answers optimization (sorting based on skill level of the experts, redundancy check etc.) for the better and efficient service.
	1.0
	TBD


	MSrchFramework-HLF-023
	MSrchFramework enabler SHALL support functionalities to provide Subscribe-Push Service.
	1.0
	TBD

	MSrchFramework-HLF-024
	MSrchFramework enabler SHALL enable delivery of targeted advertisements with the search results.
	1.0
	TBD


	
	
	
	

	
	
	
	


Table 1: High-Level Functional Requirements

6.2.1 Security

<< This clause identifies the high-level security needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements. 

in this area.

DELETE THIS COMMENT >>

<intro text for Security requirements here>
	Label
	Description
	Release
	Functional module

	FOO-SEC-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 2: High-Level Functional Requirements – Security Items

6.2.1.1 Authentication

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 
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<intro text for Authentication requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST be able to authenticate the {requestor of this function | user | device | initiator | ...} {if required by the applicable policies}.
	
	

	
	This function MUST be able to authenticate the {provider of this function | server | proxy | responder | ...} {if required by the applicable policies}.
	
	

	
	This function MUST be able to provide data origination authentication {if required by the applicable policies}. This means, it MUST be possible to ensure confidence that a received message or piece of data has been created by a certain party at some (unspecified) time in the past, and that this data has not been corrupted or tampered with.
	
	

	
	This function MUST be able to provide replay protection {if required by the applicable policies} to ensure confidence that a received message has not been recorded and played back.
	
	

	
	This function MUST be able to authenticate the source of the broadcast or streaming {if required by the applicable policies}.
	
	

	
	This function MUST be able to implicitly authenticate the destinations of the broadcast or streaming {if required by the applicable policies}.
	
	

	
	This function MUST allow the user to authenticate himself to the {device | agent} e.g., by entering a PIN code or by using biometrics if applicable.
	
	

	
	
	
	

	
	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
6.2.1.2 Authorization

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 
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<intro text for Authentication requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST be able to authorize access only to requestors entitled to access the function.
	
	

	
	
	
	

	
	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

6.2.1.3 Data Integrity

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 
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<intro text for Data Integrity requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	
	

	
	
	
	

	
	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

6.2.1.4 Confidentiality

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 
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<intro text for Confidentiality requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	
	

	
	
	
	

	
	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

6.2.2 Charging

<< This clause identifies the high-level charging needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.
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<intro text for Charging requirements here>
	Label
	Description
	Release
	Functional module

	FOO-CHG-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 7: High-Level Functional Requirements – Charging Items

6.2.3 Administration and Configuration

<< This clause identifies the high-level administration and configuration needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.
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<intro text for Administration and Configuration requirements here>
	Label
	Description
	Release
	Functional module

	MSrchFramework-ADM-001
	MSrchFramework enabler SHALL provide a mechanism allowing Experts to update their information provided at the time of registration.
	1.0
	TBD


	MSrchFramework-ADM-002
	MSrchFramework enabler SHALL provide a mechanism allowing users to update their filtration settings in the context of Subscribe-Push Service.
	1.0
	TBD



Table 8: High-Level Functional Requirements – Administration and Configuration Items

6.2.4 Usability

<< This clause identifies the usability needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.
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<intro text for Usability requirements here>
	Label
	Description
	Release
	Functional module

	FOO-USE-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 9: High-Level Functional Requirements – Usability Items

6.2.5 Interoperability

<< This clause identifies the high-level interoperability needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.
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<intro text for Interoperability requirements here>
	Label
	Description
	Release
	Functional module

	FOO-INT-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

6.2.6 Privacy

<< This clause identifies the high-level privacy needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

<intro text for Privacy requirements here>
	Label
	Description
	Release
	Functional module

	MSrchFramework-PRV-001
	MSrchFramework enabler SHALL permit the user to determine which user related information (profile, preference, LOC and other context information) might be made available to the search engine(s).
	1.0
	TBD


	MSrchFramework-PRV-002
	MSrchFramework enabler SHALL not reveal user’s actual identification (MSISDN, IMSI, IMEI, any other kind of user identification) to the Search Engines(s).
	1.0
	TBD



Table 11: High-Level Functional Requirements – Privacy Items

6.3 Overall System Requirements

<<This clause describes the general behaviour and characteristics of the release such as deployment options, conformance, exceptions, use of existing technologies and specifications, etc.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Examples of General System Requirements are:

The XYZ release MUST NOT restrict deployment options

The XYZ release MUST be defined in an execution environment neutral manner

The XYZ release MUST specify interfaces that are access technology neutral

The XYZ release MUST be able to support services applicable to any kind of users or segments

It SHOULD be possible to use existing OMA Device Management and Provisioning releases.

DELETE THIS COMMENT >>

<intro text for System requirements here>
	Label
	Description
	Release
	Functional module

	FOO-SYS-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 12: High-Level System Requirements
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(Informative)
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Appendix B. Use Cases
(Informative)

<< This clause provides high-level use cases focused on the users and deployment scenarios point of view, targeting release’s requirements. Use cases are additional to the main text in the RD and facilitate clarification of the requirements: actually, a use case has to be considered needed (and then added to the RD) when it helps the understanding of a set of requirements. For this reason, it is recommended that the total number of use cases be minimised. Pre conditions and Actors involved MAY be described at the beginning of each use case if this is found to be useful.

DELETE THIS COMMENT >>

<text here>
B.1 Content Searching based on user preference information
This use case demonstrates the abilities that MSrchFramework helps subscriber to get an appropriate searching result for the unique person him/herself, based on the user’s preference information.

B.1.1  ASK  \* MERGEFORMAT Short Description

The subscriber used the search client to search some information like “bar“.

The subscriber click “send” button or hyperlink and send the search request as a search input to MSrchFramework.

MSrchFramework send the searching request to the search engines, and the search engine returns the results back.

MSrchFramework consults the enablers that hold the user’s preference information, such as ServUserPorf.

MSrchFramework finds that subscriber prefers sports bar rather than music bar.

MSrchFramework processes search results and produces consolidated results. 

The results are sent back to the subscriber.

B.1.2 Market benefits

A smart and reasonable search function may give the subscribers a good service experience.  And this may boost the market acceptance of mobile searching services.  The content provider and operators may benefit from the increased consuming for contents. 



B.2 Communication Search
This use case demonstrates the abilities that MSrchFramework helps subscriber to find a communication record among the text-base communication services which he / her used, with some keywords,  and optional some other conditions, such as a time scope.

B.2.1  ASK  \* MERGEFORMAT Short Description

The subscriber uses the communication search tool with some keywords and optional time scope on his / her device.

The communication search tool sends the query to MSrchFramework.

The MSrchFramework finds the certain search engine(s) and send the query to it / them.

The search engines searches the subscriber’s communication records and returns the result set to the MSrchFramework.

The MSrchFramework incorporates the result sets and returns to the communication search tool.

The communication search tool shows the records to the subscriber in brief.
The subscriber could easily open the record with corresponding communication service to read the whole message.

B.2.2 Market benefits

A unified and easy using communication search tool may give the subscribers a good service experience.  And this may boost the acceptance of text-based mobile messaging services.  



B.3 Application initiated search

This use case describes how an application/service can use the search capabilities of MSrchFramework Enabler.
B.3.1 Short Description
Precondition

Alice is subscribed for a “Touring” service provide by SP1. In which she just have to provide her tour “date” and “place” to get all the relevant information like flight/train/bus schedule, hotels near by, main shopping places etc. 

Mobile search service (using MSrchFramework) is provided by SP2

Normal Flow
Alice is planning to visit Beijing on 22nd Nov 2009. She sends a related request to the Touring service. Touring service forms a search request(s) and send it to SP2, utilizing the interface provided by the MSrchFramework enabler. SP2 searches for the appropriate contents as per the policies (what all information to provide) between SP1 and SP2. The results are then provided to the user.
B.3.2 Market benefits

The search capabilities of this enabler can be provided to the user indirectly through other applications/service.



B.4 Query Optimization
This use case describes various methods to optimize users query for better result and efficiency.
B.4.1 Short Description
After receiving a search request form the user(s) and selecting the appropriate search engine(s) the following optimizations may be done (not limited to) by the MSrchFramework enabler on the query:

1. Query Building: The user query will be transform in a format registered by the search engine as its acceptable query format.

· For example: While registration search engine XYZ registered its acceptable query format (in URL) as “http://example.com/?q={searchTerms}&amp;pw={startPage?}/>” whereas search engine ABC registered as “http://example.com/?qw={searchTerms}&amp;sp={startPage?}&amp;tr={totalRecords}”. This implies that the query that is to be send to the search engine must be inline with this format otherwise search engines won’t be able to process the query. For the sake of clarity, the intended queries generated for the individual search engines would be:

· For XYZ:  http://example.com/?q=computer/>
· For ABC:  http://example.com/?qw=computer&amp;tr=10
2. Query Merge: Two queries from the different user about the same search domain can be merged together into one single query

· For example: Two search requests (“acer”, “lenovo”) may relate to the same search domain i.e “Computers”. In this case it would be feasible to join these two requests and send one consolidated query to the search engine(s) instead of several queries.

3. Query Split: One query which can relate to two different search domains can be spitted into two separate queries.

· For example: One search request (“apple”) may relate to different search domain i.e “Fruits” and “Electronics”. In this case it will be feasible to generate two different queries pertaining to each domain for the respective search engines.
B.4.2 Market benefits

Different requirements of different search engines about the acceptable request format could become transparent to the users.

Search engines will never get an invalid query resulting in a NULL result set or an error.
B.5 
 Personalized Multimedia Search

This use case describes how a multimedia can be accepted as the input for the search request and how the results are personalized.
B.5.1  ASK  \* MERGEFORMAT Short Description

This use case covers the following aspects

1. A multimedia input for the search request: User can send an image as the input for the search request. User can also provide some metadata related with the image for example “Red”, “Silk”.

2. Search engine selection: A proper search engine can be selected for the particular request. For example if the user’s current location is “Ocean Park in HongKong” then a search engine which is meant to serve in Hong Kong (or even for ocean park) will be selected.

3. Personalization: After getting search results from different search engines the results can be aggregated to produce the consolidated list for the user. Before sending the results to the user, personalization can also be done using context information like, not limited to, user profile, location, presence etc.
B.5.2 Market benefits

User will get the more accurate search result in terms of their location and preference. They can search about multimedia content (image, audio) easily.
B.6 
 Q&A

This use-case describes a special kind of mobile search facility which enables the users to send a question to the MSrchFramework enabler requesting an answer. It shows not only the Search Engines can work together with MSrchFramework, but also the Experts pertaining to different Q&A Fields can also be integrated with MSrchFramework.
B.6.1 Short Description
According to this use case a user can send a request as a question to the server. Server will find an Expert(s) (pertaining to a specific Q&A Field) to answer that question. The Expert(s) will send the answer as a response to the server. The following operations may be performed by the server before sending the answers back to the user.

1. Answers can be sorted depending on the skill level of the Experts: Experts skill level can be ascertain according to the SP policies. It may involve an examination/interview at the time of Expert registration resulting in the skill level of the Expert.

2. Duplicate answers can be removed.

B.6.2 Market benefits

It will enable integrating not only Search Engines but professional people from various Q&A Fields facilitating better service for the user. It will also enable users to get the latest information from the Experts of the particular Q&A Field.
B.7 
 Subscribe-Push

This use case describes a kind of mobile search service which enable user to subscribe for specific information/content providing several filtration criteria.
B.7.1 Short Description
User can subscribe for specific information providing several filtration criteria. Filtration criteria may include search keyword (“football”), pushing interval (“daily basis”) etc.

Server can initiate a search request, as per the filtration criteria, periodically and push the results back to the user. Before pushing, server may perform personalization on the search results according to the context information (user profile, preferences, etc.) 

Server may also provide targeted advertisement with the pushed result. A targeted advertisement implies a personalized advertisement using context information (LOC, preference, user profile etc.) The targeted advertisement is considered to be more useful than a general advertisement. For example: user has subscribed for NBA news on daily basis and his/her current location is Ocean Park, HongKong. An advertisement from a merchant (based in Ocean Park) who is selling tickets for an upcoming NBA event will be very appreciated by the user.

B.7.2 Market benefits

User won’t have to initiate a search request for some information which they need frequently.



B.8 <Use Case Title>

<< The level of detail of descriptions shall be above technical implementations of protocols. The sub-sections below should consist of one or two sentences.

DELETE THIS COMMENT >>
<text here>
B.8.1  ASK  \* MERGEFORMAT Short Description

<< Describe the interaction that occurs in this use case.
(mandatory)

DELETE THIS COMMENT >>

<text here>
B.8.2 Market benefits

<< Describe the consequence and benefits for the actors as a result of this use case.

(mandatory)

DELETE THIS COMMENT >>

<text here>
B.9 <Use Case Title>

<< For the second and subsequent Use Cases, the template for section B.1 should be followed.  DELETE THIS COMMENT >>

Appendix C. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.
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C.1 App Headers
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<More text>

C.1.1.1 Even More Headers

<More text>
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