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1 Reason for Change

This document contains a proposed resolution of RDRR comment A094 as agreed in the REQ-NGSI-CC on August 11th. 

	A094
	2008.08.06
	T
	6.2 NGSI-HLF-015
	Source: Ericsson

Form: INP OMA-REQ-2009-0181-Ericsson_review_comments_on_the_NGSI_RD
Comment: The term "operator" is not defined, the term "Service Provider" is. 

Proposed Change: Modify the requirement as follows (this is valid through-out the whole RD): 

The NGSI Enabler SHALL provide interfaces for 3rd party management functionalities in order to give an operator a Service Provider the ability to include service recommendations from 3rd party service providers to end-users.

Informational Note: This requirement relates to requirements NGSI-SR-001 to NGSI-SR-003 listed in section 6.9.
	Status: OPEN

Response:
Accept the proposed change.

AI to Olle to bring CR.


This CR therefore proposes to replace the term " operator" with "Service Provider" as appropriate through-out the RD. 
As the term "Service Provider" is defined in the OMA Dictionary, but not in this NGSI RD, it should be discussed whether to insert a sentence in the definition section of the RD stating that the definitions in the OMA Dictionary are valid in the RD unless otherwise stated in the definition section. A proposed such added sentence is shown in change 7 at the end of this CR.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is recommended to accept this proposal to resolve RDRR comment A070. 
The group is also recommended to discuss and agree on whether to add a sentence to the definition section of the NGSI RD referring to the OMA Dictionary. A proposed such added sentence is shown in change 7 at the end of this CR. 
6 Detailed Change Proposal

Change 1:  Section 6.1
6.1     Modularisation

The NGSI Enabler consists of the following functional modules:
· Session/ Call enhancements: This module defines the capabilities of NGSI Enablers facilitating session/ call control enhancement by adding application-defined media resources, e.g. for certain events during call, or during call/session setup on participant basis, by extensions of call handling methods, as well as by respecting preferences and context of users, device and network capabilities for defining the session/ call experience.

· Identity Control: This module defines the capabilities of NGSI Enablers facilitating the management of pseudonyms related to a user, of identifiers related to groups, and the federation of identities between services. Preference Handling,

· Preference Handling: This module defines the capabilities of NGSI Enablers facilitating the management and enforcement of preference settings and obligations for service usage of 3rd party applications.
· Enhanced Conferencing: This module defines the capabilities of NGSI Enablers facilitating functionalities for participant control, for secure the access to its conference facilities by application-specific authentications, and for adding application-specific privilege control.

· Multimedia List Handling: This module defines the capabilities of NGSI Enablers facilitating management of list of media resources of different types provided by multiple content providers and different modes of the list usage in applications and services. 

· Service data handling: This module defines the capabilities of NGSI Enablers facilitating the management of the data relevant to applications.

· Service recommendation: This module defines the capabilities of NGSI Enablers enabling the management of service offerings (=recommendations) to be easily published to the user’s UE, including their invocation preferences to theService Providers.
· Context management: This module defines the capabilities of NGSI Enablers facilitating functionalities for enabling and controlling the handling of Context Information about Context Entities.

· Composed services: This module defines the capabilities of NGSI Enablers facilitating the management and control of service composition for 3rd party applications.

· Group List management: This module defines the capabilities of NGSI Enablers facilitating group’s address list modifications.

Change 2:  Section 6.2, requirement NGSI-HLF-015
	NGSI-HLF-015
	The NGSI Enabler SHALL provide interfaces for 3rd party management functionalities in order to give a Service Provider the ability to include service recommendations from 3rd party service providers to end-users.

Informational Note: This requirement relates to requirements NGSI-SR-001 to NGSI-SR-003 listed in section 6.9.
	1.0
	Service Recommendation


Change 3:  Section 6.3, requirement NGSI-CSF-012

	NGSI-CSF-012
	The NGSI Enabler SHALL provide interfaces to allow an application to add background image/video/music based on the Service Provider's policy and personal preference when a call/ session is connected.
	1.0
	Session/ Call Control


Change 4:  Section 6.4

6.4     Functional Requirements for Identity control
This section identifies the requirements for interfaces related to the Identity control and federation. The information related to the user’s identity needs to be controlled in order to preserve the user’s privacy. The requirements for interface functionalities cover the management of pseudonyms related to a user, of identifiers related to groups, and the federation of identities between services. Through the required functionalities the user is kept in control which information are available to a specific service, while enabling to protect its privacy with respect to his or her identity. Additionally, federation allows a secure transition of user information across different services.

It is up to the Service Provider how the functionalities regarding the management of identifiers are provided to the user.

Change 5:  Section 6.9
6.9     Functional Requirements for Service Recommendations
The service recommendation feature allows service offerings to be easily published to the user’s UE. The feature is presented as a special representation (e.g. icon, link) for an additional service to the user that can be invoked upon decision of the user, upon automatic request of the Service Providers or not at all. The NGSI enabler shall provide interface functionalities in order to support applications to provide their service recommendation descriptions including their invocation preferences to theService Providers. However, it is up to the Service Provider to enforce how and when a service recommendation is issued to a certain user or a group of users. The Service Provider is able to enrich in this way ongoing communications with additional interesting services. The definition of the process to decide that a service recommendation is issued is up to the Service Provider's choice.  It has to be noted that also the selection of the service that is actually offered to the user is up to Service Provider differentiation or user’s choice, and is not be considered part of the NGSI enabler itself.
Change 6:  Section 6.9, requirements NGSI-SR-002 and NGSI-SR-003

	NGSI-SR-002
	The NGSI Enabler SHALL provide interfaces to allow an application to configure its service recommendations with regard to: 

· when to push service recommendation to the UEs (e.g. 
· on session setup or on registration, 
· on availability of the user, 

· on basis of ongoing communication only,

· on basis of meta data),

· what kind of content/services he wants to recommend (e.g. content links or plug-in),
· to whom the service recommendations are issued (e.g. same for all users, personalized, group-specific, on user basis),
· under certain conditions the service recommendations  are issued (e.g. specific context),
· how to invoke the service recommendations (e.g. presented on the user’s choice to use (manually), or to be invoked automatically (e.g. dynamic advertisement driven by service provider’s policies)) and
· how to involve a user choice to seek user’s consent, when invoking automatically
when the Service Provider is offering the ability to recommend services to end-users.
	1.0
	Service Recommendation

	NGSI-SR-003
	The NGSI Enabler SHALL provide interfaces in order to allow an application to define the minimum technical requirements of the service the application wants to recommend in order to allow the Service Provider to optimize the service recommendations to the user’s device capabilities.
	1.0
	Service Recommendation


Change 7:  Section 3.2, adding a sentence referencing to the OMA Dictionary
3.2     Definitions

The definitions in the OMA Dictionary are valid for this RD unless otherwise stated below. 
	Authorization
	A right or permission that is granted to an entity to access a system resource, or the process of granting the right or permission [RFC 2828] (see [IMF])

	Composition Profile
	Information used to describe services available for composition. The information shall contain data like:

· Textual description of the service

· the type of service provided (e.g. conferencing, voice mail box)

· specification of their functional features of offered interfaces

· the list of obligations which have to be fulfilled due to a requested access

	Context Access Language
	A language used for accessing (discover, query, provide) context information.

	Context Entity
	An entity about which context information is available. Examples: Context Entities could be users, devices, places, buildings, and many other (including virtual objects).

	Context Information
	Any information used to describe the state of a Context Entity. Context Information can be measured by sensors, manually set by humans, derived from operations on handset s or terminals, inferred from other information, or requested from databases.

	Context Information Model
	An abstract model defining the structure of the Context Information.

	Identifier
	A reference that uniquely maps to an Identity. One or more Identifiers are among the characteristics that define an Identity (as defined [IMF]). In a broader context, it includes Group Identifier and Pseudonym.

	Identity
	The characteristics by which an Entity or person is recognised or known.( see [IMF])

	Group Identifier
	A reference that uniquely maps to a given set of Identifier, each of which references to a specific Identity or another Group Identifier.

	Obligation
	An operation specified that should be performed in conjunction with the enforcement of an authorization decision or due to a triggered event.

	Framework
	See explanation in section 5.1 in [3GPP TS 23.198]

	PSA Framework
	See explanation in [OMA PSA]

	Pseudonym
	An arbitrary name used as an Identifier to refer to an Identity. A Pseudonym is usually known to a given entity only in the context of a dedicated relationship to the Identity.

	Service Recommendation
	Representation of an opportunity to use a new service to the end-user. The service recommendation shall define at least the following items:

· A representation of the service recommendation to the user (e.g. icon)

· A URI pointing to the service in the network

· A textual informal description of the service to be presented to the user

· An invocation tag that states if the service should be invoked and displayed automatically or manually by the receiving user
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