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1 Reason for Change

This document provides organization of the High level and functional requirements as dedicated modules.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend to review the input and to agree on the requirements
6 Detailed Change Proposal

Change 1:  Input for Organization of the requirements into modules
>

6. Requirements
(Normative)

6.2 Modularisation

The OpenCMAPI Enabler consists of the following functional modules:
· Network Types: This module defines the list of Networks/Bearers that OpenCMAPI Enabler will support

· Cellular Network Management: This module defines the capabilities of OpenCMAPI Enabler facilitating the management of the connection to cellular Networks.

· Device Service Handling: This module defines the capabilities of OpenCMAPI Enabler facilitating the handling of the different information related to the device.

· Connection Management: This module defines the capabilities of OpenCMAPI Enabler facilitating the management of the connection and including user profile management and Network selection modes. 
· Wi-Fi handling: This module defines the capabilities of OpenCMAPI Enabler facilitating the management of Wifi.

· CallBack: This module defines the capabilities of OpenCMAPI Enabler to present callback functionalities
· Status information handling: This module defines the capabilities of OpenCMAPI Enabler facilitating the management of different status information.

· Statistics Management: This module defines the capabilities of OpenCMAPI Enabler facilitating the management of statistics information. 
· SMS service handling: This module defines the capabilities of OpenCMAPI Enabler facilitating the management of SMS service.

· USSD service handling: This module defines the capabilities of OpenCMAPI Enabler facilitating the management of USSD service.

· GPS service handling: This module defines the capabilities of OpenCMAPI Enabler facilitating the management of GPS service.

· Power Management: This module defines the capabilities of OpenCMAPI Enabler in regards of power management aspects.

· Tethering handling: This module defines the capabilities of OpenCMAPI Enabler facilitating the management of tethering.

· PIN/PUK Management: This module defines the capabilities of OpenCMAPI Enabler facilitating the management of PIN/PUK.

6.3 High-Level Functional Requirements


This section identifies the high level functional requirements for the OpenCMAPI enabler. The detail requirements are further identified in the following sections according to detailed functions identified. The relationship between high level requirements and detail requirements are described in the ‘Informational Note’ of the individual requirements in this section when necessary.
	Label
	Description
	Release
	Functional module

	CMAPI-HLF-001
	The OpenCMAPI enabler SHALL support the management of different types of networks ( GERAN, UTRAN, CDMA2000, E-UTRAN, WLAN)
	1.0
	Network Types

	CMAPI-HLF-002
	The OpenCMAPI enabler SHALL support Basic Connectivity (connect/disconnect to Networks) functionalities.
	1.0
	Connection Management

	CMAPI-HLF-003
	The OpenCMAPI enabler SHALL support the management of Network Service (e.g. Radio Interface, Band, Attach, Registration, PLMN type, Roaming State, Signal strength…)
	1.0
	Cellular Network Management

	CMAPI-HLF-004
	The OpenCMAPI enabler SHALL support different network selection modes (Automatic, Manual…)
	1.0
	Connection Management

	CMAPI-HLF-005
	The OpenCMAPI enabler SHALL support access to Device Service parameters (e.g. Device info, IMSI, IMEI, operator name, FW version…)
	1.0
	Device Service

	CMAPI-HLF-006
	The OpenCMAPI enabler SHALL support profile management including mobile network parameters (e.g. APN, DNS, IP… / parameters could be defined for each profile/user)
	1.0
	Connection Management

	CMAPI-HLF-007
	The OpenCMAPI enabler SHALL support the handling of the Wi-Fi componant
	1.0
	Wi-Fi Handling

	CMAPI-HLF-007
	The OpenCMAPI enabler SHALL be able to support multi APN handling
	1.0
	Connection Management

	CMAPI-HLF-008
	The OpenCMAPI enabler SHALL be able to provide statistics information (e.g number of kB sent or received, upload/download speed…)
	1.0
	Statistics

	CMAPI-HLF-009
	The OpenCMAPI enabler SHALL be able to provide status information of the cellular interface
	1.0
	Status Information

	CMAPI-HLF-010
	The OpenCMAPI enabler SHALL be able to manage power management aspects including flight mode
	1.0
	Power Management

	CMAPI-HLF-011
	The OpenCMAPI enabler SHALL support the management of SMS functions (e.g. send, receive, notification…)
	1.0
	Complementary Services

	CMAPI-HLF-012
	The OpenCMAPI enabler SHALL support the management of USSD features
	1.0
	Complementary Services

	CMAPI-HLF-013
	The OpenCMAPI enabler SHALL support Multi-Instances (several applications/services can use it in parallel if necessary)
	1.0
	Overall System

	CMAPI-HLF-014
	The OpenCMAPI enabler SHALL support OMA DM.

Informational Note: Will be clarified at later stage.
	Future Release
	Device Management

	CMAPI-HLF-015
	The OpenCMAPI enabler SHALL be able to manage the device firmware upgrade
	1.0
	Device Service

	CMAPI-HLF-016
	The OpenCMAPI enabler SHALL be able to manage update process to update to newer version of the Open CM API
	1.0
	Overall System

	CMAPI-HLF-017
	The OpenCMAPI enabler SHALL be able to support Phone Book /Contacts management
	Future Release
	To be specified at later stage

	
	
	
	

	CMAPI-HLF-019
	The OpenCMAPI enabler SHALL be able to support VPN hooks
	Future Release
	To be specified at later stage

	
	
	
	

	CMAPI-HLF-021
	The OpenCMAPI enabler SHALL be able to support Single Sign On (SSO)
	Future Release
	To be specified at later stage

	CMAPI-HLF-022
	The OpenCMAPI enabler SHALL be able to support tethering functionalities
	1.0
	Tethering

	
	
	
	

	
	
	
	

	
	
	
	

	
	

	
	

	
	

	
	

	CMAPI-HLF-028
	The OpenCMAPI enabler SHALL be able to support  GPS features

	1.0
	GPS Service Handling

	CMAPI-HLF-029
	The OpenCMAPI enabler SHALL be able to support the CS domain service (e.g. voice call, video call, SMS) via GERAN/UTRAN/CDMA2000/EVDO network and WLAN data connection in parallel, subject to device capability.
	1.0
	TBD

	CMAPI-HLF-030
	The OpenCMAPI enabler SHALL be able to support the PS domain service (e.g. MMS) via GERAN/UTRAN/E-UTRAN/CDMA2000/EVDO network and WLAN data connection in parallel, subject to device capability.
	1.0
	TBD

	CMAPI-HLF-031
	The OpenCMAPI enabler SHALL be able to support the preferred RAT settings for different service types, subject to operator policy (e.g. WLAN is configured as the user preferred connection for data service ).
	1.0
	TBD

	CMAPI-HLF-032
	The OpenCMAPI enabler SHALL support RAT type management function.

Informational Note: Detailed requirements in section 6.3.3 , label CMAPI-RAT
	1.0
	Cellular Network Management

	CMAPI-HLF-033
	The OpenCMAPI enabler SHALL be able to support callbacks to enable CM applications to be notified when specified events of interest occur (e.g. a data session becomes disconnected, signal strength falls below a threshold).
	1.0
	Callback functions


Table 1: High-Level Functional Requirements
6.3.1 Security

This section identifies the high-level security needs for the Open CM API enabler.
	Label
	Description
	Release
	Functional module

	CMAPI-SEC-001
	The OpenCMAPI enabler SHALL support PINs/PUKs management
	1.0
	PIN Management

	CMAPI-SEC-002
	The OpenCMAPI enabler SHALL protect against potential security threats
	1.0
	Overall System


Table 2: High-Level Functional Requirements – Security Items

5.2.1.1 Authentication


This section identifies the high-level authentication needs for the Open CM API enabler.

	Label
	Description
	Release
	Functional module

	CMAPI-AUT-001
	The OpenCMAPI enabler SHALL offer selectable authentication mechanisms for Cellular:

· PAP

· CHAP

· Automatic
	1.0
	Connection Management

	CMAPI-AUT-002
	The OpenCMAPI enabler SHALL support EAP SIM authentication using the SIM/RUIM or UICC application credentials.
	1.0
	Wi-Fi Handling

	CMAPI-AUT-003
	The OpenCMAPI enabler SHALL support EAP AKA authentication using the SIM/RUIM or UICC application credentials.
	1.0
	Wi-Fi Handling

	CMAPI-AUT-004
	The OpenCMAPI enabler SHALL support WPA-PSK and WPA2-PSK authentication of WLAN network.
	1.0
	Wi-Fi Handling

	CMAPI-AUT-005
	The OpenCMAPI enabler SHALL support WPS
	1.0
	Wi-Fi Handling


Table 3: High-Level Functional Requirements – Authentication Items
5.2.1.2 Authorization

<intro text for Authentication requirements here>

	Label
	Description
	Release
	Functional module

	
	
	
	

	
	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

6.3.2 Administration and Configuration


The following requirements are related to the administration and management of configuration related to the use of Open CM API enabler functionalities.
	Label
	Description
	Release
	Functional module

	CMAPI-ADM-001
	The OpenCMAPI enabler SHALL work without administrator rights. Administrator rights could be required for installation or other critical operations.
	1.0
	Overall System

	
	
	
	


Table 5: High-Level Functional Requirements – Administration and Configuration Items

6.4 Network Types Functional Requirements

This section identifies the requirements for the types of networks supported by the Open CM API Enabler.
6.5 Cellular Network Management Functional Requirements

6.4.1
Network Management Functional Requirements
This section identifies the requirements for interfaces related to the Management of the network before connection
6.4.2
RAT Type Functional Requirements
This section identifies the requirements related to RAT type supported by the Open CM API Enabler.
6.4.3
CDMA Specific Functional Requirements
The following requirements are applicable for cdma2000 devices supporting Mobile IP
6.4.4
Mobile IP Specific Functional Requirements
The following requirements are applicable for cdma2000 devices supporting Mobile IP.
6.6 Device Functional Requirements

6.5.1
Device Service Functional Requirements
This section identifies the requirements related to the management of the device services supported by the Open CM API Enabler.
6.5.2
WWAN WLAN Module Functional Requirements

This section identifies the requirements related to the management of WWAN/WLAN module supported by the Open CM API Enabler.
6.7 Connection Management Functional Requirements

6.6.1
Profile Management for Cellular Network Functional Requirements
This section identifies the requirements for the profile Management aspects supported by the Open CM API Enabler.
6.6.2
Network Selection Functional Requirements
This section identifies the requirements for interfaces related to the Network Selection
6.6.3
Network Connectivity Functional Requirements
This section identifies the requirements related to Network connectivity supported by the Open CM API Enabler.
	Label
	Description
	Release

	…
	…
	…

	…
	…
	…


6.8 

Section Moved to 6.4.2
6.9 WiFi Functional Requirements


This section identifies the requirements for interfaces related to the WiFi handling

6.10 

Section Moved to  6.4.3
6.11 

Section Moved to  6.4.4
6.12 

Section Moved to  6.5.2

6.13 

Section Moved to 6.6.2

6.14 Information Status Functional Requirements


This section identifies the requirements for interfaces related to Information status

6.15 Statistic Functional Requirements

This section identifies the requirements for interfaces related to statistics

6.16 

Section Moved to 6.6.1

6.17 SMS Functional Requirements


This section identifies the requirements for interfaces related to SMS handling

	Label
	Description
	Release

	…
	…
	…

	…
	…
	…


6.18 GPS Functional Requirements


This section identifies the requirements for interfaces related to GPS service handling

	Label
	Description
	Release

	…
	…
	…

	…
	…
	…


6.19 

Section Moved to  6.5.1
6.20 Power Management Functional Requirements


This section identifies the requirements related to power management capabilities supported by the Open CM API enabler.
	Label
	Description
	Release

	…
	…
	…

	…
	…
	…


6.21 Callback Functional Requirements


This section identifies the requirements for callback interfaces supported by the Open CM API enabler.

	Label
	Description
	Release

	…
	…
	…

	…
	…
	…


6.22 Data Service Functional Requirements


This section identifies the requirements for Data and push Service features supported by the Open CM API enabler.

	Label
	Description
	Release

	CMAPI-PUSH-001
	The Open CM API enabler SHALL provide an access control mechanism to manage the data service using Push service. When The Push option is turned  ON by the user, application using the CMAPI is able to receive a push service; when the Push option is turned OFF by the user, application using the CMAPI is not able to receive push service without  affecting other data service manually performed by end user.

Informational Note: This requirement is applicable for smartphones and tablets
	1.0


Table 21: Data Services Functional Requirements
6.23 Tethering Functional Requirements

This section identifies the requirements for the tethering by the Open CM API Enabler.
	Label
	Description
	Release

	CMAPI-TETH-001
	When mobile phone is connected by the user (e.g. via USB cable or via Bluetooth) and is acting as a modem, the Open CM API enabler SHALL be able to manage the mobile phone as a datacard or embedded module (e.g. com port, modem port...).
	1.0

	CMAPI-TETH-002
	When mobile phone is connected by the user (e.g. via USB cable or via Bluetooth) and is acting as a modem, the Open CM API enabler SHALL rely on the security related aspects (e.g. PIN code, PUK code) which are addressed and handled by the mobile phone (e.g. PIN code set by the user on his/her mobile phone).
	1.0

	CMAPI-TETH-003
	The Open CM API enabler SHALL support same functionalities (e.g. feature as connect/disconnect, capabilities of get strength signal, SMS features) regardless whether the Open CM API enabler is used in tethering situation or not.
	1.0


Table 22: Tethering Functional Requirements

6.24 Corresponding Table – Devices Types and modules

The Open CM API enabler SHALL be supported by different types of devices requiring to access to mobile internet.

Some of the functionalities/modules are more important for certain types of devices rather than others.

The table below identifies what modules have to be supported according to the type of devices.
	Functional 

Module
	Mobile Broadband

Device
	M2M
	Smartphone
	Cloud Devices

	Network Types
	(((
	(((
	(((
	(((

	Network Management
	(((
	(((
	(((
	(((

	Device Service
	(((
	((
	(
	(

	Connection Management
	(((
	(((
	(((
	(((

	Wifi Handling
	(((
	(((
	(((
	(((

	Authentication
	(((
	(((
	(((
	(((

	Information Status
	(((
	(((
	(((
	(((

	Statistics
	(((
	((
	(
	((

	SMS
	(((
	(((
	
	(

	USSD
	(((
	
	
	

	GPS
	((
	((
	
	((

	Power Management
	(((
	(((
	(((
	(((

	Call back
	(((
	(((
	(((
	(((

	Data/Push Service
	
	
	(((
	

	Tethering
	
	
	(((
	

	PIN/PUK
	(((
	(((
	
	


Table 23: OpenCMAPI modules applicability per device type
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