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1 Reason for Change

To address review comments from NEC for section 6.1:

	A078
	2011.05.12
	T
	6.1
	Source: NEC

Form: OMA-REQ-2011-0101
Comment:
Requirement CMAPI-HLF-025:

The requirement is not very clear. 

It is not clear what this requirement is to support. 

If the term CS domain is used to mean ‘Circuit Switched’ why then WLAN is used here, when it is known that WLAN is packet switched only.

 Proposed Change: 

Please clarify and merge with CMAPI-HLF-026
	Status: Closed

	A079
	2011.05.12
	T
	6.1
	Source: NEC

Form: OMA-REQ-2011-0101
Comment: Requirement CMAPI-HLF-026. This is related with CMAPI-HLF-025. 

If the CMAPI-HLF-025 is addressed as proposed earlier, this CMAPI-HLF-026 can be closed 
 Proposed Change: 

Suggested to remove.
	Status: Closed
See A078

	A092
	2011.05.12
	T
	6.1.1.1
	Source: NEC

Form: OMA-REQ-2011-0101
Comment: Acronyms for PAP, CHAP, RUIM, AKA and PSK are missing in the abbreviation’s list 

Proposed Change: 

Add:

PAP-Password Authentication Protocol.

CHAP- Challenge Handshake Authentication Protocol

RUIM- Removable User Identity Module

AKA-Authentication and Key Agreement

PSK-PreShared Key

WPS-Wireless Protected Setup
	Status: Closed

	A094
	2011.05.12
	T
	6.1.1.1
	Source: NEC

Form: OMA-REQ-2011-0101
Comment: Requirement CMAPI-AUT-005

This requirement does not seem to be related with authentication section very much. This requirement belongs more to section 6.1.1

Proposed Change: 

Move to section 6.1.1
	Status: Closed

	A099
	2011.05.12
	T
	6.1.1.2
	Source: NEC

Form: OMA-REQ-2011-0101
Comment: 

6.1.1.1 talks about supporting authentication, but it is not clear if CMAPI can also support authorization. 

CMAPI should be able to support the authorization following an authentication performed on mobile phones and its credentials

Proposed Change: 

Suggest to add a requirement or two on authorization of the users who apply for authentication

“The OpenCMAPI enabler SHALL be able to authorize the mobile users when authenticated using any of the following authentication mechanisms, e.g. EAP SIM, EAP AKA, WPA-PSK and WPA2-PSK” 
	Status: Closed

	A100
	2011.05.12
	T
	6.1.1.2
	Source: NEC

Form: OMA-REQ-2011-0101
Comment:

If the comment A025 (earlier comment) is agreed, then the introductory text for this section/table should be added.

 Proposed Change: 

Add the following text to this section:

“This section provides the authorization requirements for Open CMAPI enabler”
	Status: Closed

	A106
	2011.05.12
	T
	6.1.2
	Source: NEC

Form: OMA-REQ-2011-0101
Comment: 

Requirement CMAPI-ADM-001:

This requirement is very limited in scope and implies that CMAPI will work only when there are no administrator rights. I am not sure if this is the intent of this requirement.

I believe the intent is more to say that CMAPI should also be able to work when there are no administrator’s rights.

In addition, the second sentence of this requirement does not sound as a requirement. Word ‘could’ to be replaced with a different word to  make it a requirement.

  Proposed Change: 

Suggest to change as follows: 

“The OpenCMAPI enabler SHALL be able to work without administrator rights. Administrator rights MAY be required for installation or other critical operations”
	Status: Closed


2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to the group to review the input and to agree to insert the proposed changes in the CMAPI RD. 
6 Detailed Change Proposal

Change 1:  High-Level Functional Requirements
	CMAPI-HLF-025
	
The OpenCMAPI Enabler SHALL be able to support in parallel WLAN data connection and CS domain (e.g. SMS) via GERAN/UTRAN/CDMA2000/EVDO network, subject to device capability. The OpenCMAPI Enabler SHALL not interfere with the voice call and video call that are managed by another entity.
	1.0

	CMAPI-HLF-026
	The OpenCMAPI Enabler SHALL be able to support in parallel WLAN data connection and PS domain service (e.g. MMS) via GERAN/UTRAN/E-UTRAN/CDMA2000/EVDO network, subject to device capability.

	1.0


Change 2:  Abbreviations

	PAP
	Password Authentication Protocol

	CHAP
	Challenge Handshake Authentication Protocol

	RUIM
	Removable User Identity Module

	AKA
	Authentication and Key Agreement

	PSK
	PreShared Key

	WPS
	Wireless Protected Setup


Change 3:  Abbreviations

CMAPI-AUT-005, seems to be more a high level requirement to support easy and secure establishment of a wireless home network and not a specific authentication requirement. Therefore, it should either be moved to section 6.1.1, Security section or to section 6.6.3, network connectivity
6.1.1 Security 

	Label
	Description
	Release

	CMAPI-SEC-001
	The OpenCMAPI Enabler SHALL support PINs/PUKs management
	1.0

	CMAPI-SEC-002
	The OpenCMAPI Enabler SHALL protect against potential security threats
	1.0

	CMAPI-SEC-003
	The OpenCMAPI Enabler SHALL support WPS
	1.0


6.1.1.1 Authentication

	Label
	Description
	Release

	· 
	· 
	1.0

	· 
	· 
	1.0

	· 
	· 
	1.0

	· 
	· 
	1.0

	
	
	


Change 4:  Authorization

6.1.1.2 Authorization


This section identifies the high-level authorisation needs for the OpenCMAPI Enabler
	Label
	Description
	Release

	CMAPI-AUTH-001
	The OpenCMAPI enabler SHALL support the authorization of the mobile users and/or an application when authenticated using authentication mechanisms, including EAP SIM, EAP AKA, WPA-PSK and WPA2-PSK
	1.0


Change 5:  Administration and Configuration
6.1.2 Administration and Configuration
This section identifies the high-level Administration and Configuration High Level requirements for the OpenCMAPI Enabler.


	Label
	Description
	Release

	CMAPI-ADM-001
	The OpenCMAPI Enabler SHALL be able to work without administrator rights. Administrator rights MAY be required for installation or other critical operations.
	1.0
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