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1 Reason for Contribution

During the Vienna meeting, three different contributions dealing with floor control enhancements and customization issues where presented (the contributions’ numbers were 008, 0039 and 0026). It was decided that they should be merged in order to achieve a coherent an integral proposal. This revision tries to introduce one part of the new proposal.

2 Summary of Contribution

The present contribution proposes the needed requirements for enhanced Media Burst control schemes and capabilities (Rule-based Media Burst Control, Moderated Media Burst Control, Configuration of maximum transmit time, etc).

3 Detailed Proposal

Use Case: : Floor control enhancements and customization
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Table 1: Affected Areas for “Floor Control Enhancement and Customization”

 ASK  \* MERGEFORMAT Short Description

This use case describes a scenario in which the PoC users are able to customize a concrete set of parameters, offered as configurable by the service provider, that are related to the floor control algorithm that will be applied to their PoC session.

Actors

All the actors considered are employees of a security company that watches several factories located in the same industrial park. They all use PoC to communicate to each other. They can be differentiated as follows:

Security guard manager: This user is the supervisor of the security company for the industrial park. He works in a fixed office built in the center of the park. His responsibility is to organize and coordinate the overall security group operation in an efficient manner.

Fixed security guards:  Each of these 10 employees is in charge of the security of a specific factory building (10 in total). They stay inside the building and do regular rounds to assure everything is OK in the factory.

Patrol security guards: Each of these 3 users drives a security car of the company to watch everything is OK in the common areas of the park as well as along the perimeter.

Service Provider: is providing PoC services on top of its cellular network.

Actor Specific Issues

The security guard manager wants to communicate with the other guards of the group in the easiest and most efficient possible manner so that he can better achieve his coordination objectives. For this reason, he expects the PoC service to adapt to the group communication needs and characteristics, as far as possible, in each situation.

Fixed security guards and, specially, patrol guards want to have an easy to use PoC service that helps them with the control of the communication while keeping watching.

The service provider is able to offer, based on some pre-defined policies, some configurable parameters that somehow customize the communication scheme for the PoC service on a session basis.

Actor Specific Benefits

The security manager benefits from a customizable communication scheme that enables him to efficiently use the PoC service depending on the situation and the speech characteristics.

The fixed and patrol security guards benefit from an easier to use PoC service that reduces the floor control complexity whenever possible.

The service provider can better address the needs of its customer, thus, increasing the penetration of the service, specially for professional environments.

Pre-conditions

· All the guards are equipped with regular PoC enabled terminals.

· The guard manager, based on policy, has the right to customize some parameter that defines the floor control algorithm used for the PoC session he establishes. These parameters can be defined by default and are associated to a pre-defined PoC group, but, in some situations, they can also be customized on a session basis, overriding the default settings.

· The guard manager can initiate any kind of PoC session to the rest of guards.

· The fixed and patrol guards, as configured by policy, can only initiate a traditional 1-to-1 session with any other component of the security group, including the manager.

· The service provider has provisioned the manager with special rights that let him choose the settings of certain parameters that define the floor control scheme to be used.

Post-conditions

The security manager can have PoC communications with his group in the best possible way for each situation, hence, enabling and easier and more efficient service that reduces the “floor control overhead”.
Normal Flow

1. At 10 p.m. the security employees begin their job and arrive to their assigned locations: the manager sits on his office, the fixed guards enter their positions in the factories and the patrol guards begin to drive along the park perimeter.

2. At 10:05 p.m. the manager wants to have the usual round communication with his group in order to know everyone is in place and OK. To do so, he establishes a PoC session using the pre-defined security group identity. For this group, a “round robin” like floor control algorithm has been set as default, by which the components of the group are granted to speak following a specific order.

3. One by one, following the pre-configured order, the guards receive the right to speak without having to request it (Note: this is only an ordered pre-granted right to speak).

4. Once that all of them have reported to be operative and that everything is ok, the manager finishes the session.

5. The manager will repeat this type of sessions every hour to control everything goes right. If no bad news are received, he just monitors his assigned area and waits for any potential communication coming from their guards.

6. At 3.30 a.m., fixed guard #3 detects a broken water pipe in his factory. Then, he begins a one-to-one traditional PoC session (on-demand floor control) with his manager and informs him about the issue. He is told to fix the problem and, therefore, he must go to pick his tools.

7. Since fixed guard #3 is going to be busy with the broken pipe, the manager starts an ad-hoc group session with the patrol guards using the traditional floor control (by default for ad-hoc session). He orders the nearest patrol to temporarily substitute guard#3 and, when the pipe is fixed, to come back to his usually assigned work.

8. It is 5.30 a.m. and the end of the “day” is coming for the guards. The manager has received some new security directives from his boss in the company and wants to inform his guards accordingly. During the night, he also has decided the organization of the summer vacations and wants to inform about that to his boys too. As he knows that he will need much longer speech periods, he decides to override the round robin floor control predefined for the group. He now specifies the use of on-demand floor control, but he also chooses to have unlimited speaking time for himself.

9. Consequently, the group session is initiated and the manager reads and explains the new security directives during 10 minutes. No one has to worry about the floor control during his explanation and the manager’s voice is sent without any interruption. When the manager finishes, he releases the floor and the guards can ask any question they have. The manager answers them all. Then, he proceed to tell the group how the summer vacations will be. He spends 5 minutes explaining it, because it is a complex thing and wants to justify his decisions. Again, the manager’s voice is sent without any interruption and without any floor control action. In case the guards request the floor while the manager is speaking, they are either denied or queued.

10. When everything is clarified, the session is ended. 

11. At 6 a.m the manager establishes the last session, but now he does not override the “round robin” like floor control. Everyone reports his status back and they are finally able to come back home.

Alternative Flow

This alternative flow considers one important exception in the flow described above that needs special attention in order to maintain the usefulness of the “round robin”-like floor control algorithm. The exception arises when one or more of the called parties, due to any reason, do not respond when they receive the pre-granted right to speak. This problem can be overcome as follows:

1. Same as above.

2. Same as above

3. One by one, following the pre-configured order, the guards receive the right to speak without having to request it (Note: this is only an ordered pre-granted right to speak).

4. All guards, but guard #7 and patrol #2, report their status back to the manager. When the right-to-speak is given to guard #7 and patrol #2, since they do not respond, their turns expire (based on an inactivity timer) and the right-to-speak is given to the next user in the ordered list.

5. When the end of the list is reached, the system gives again the right-to-speak to those users that did not respond (in this case, guard #7 and patrol #2). The system keeps on trying to give them the chance to speak until some number of preconfigured attempts is reached (two attempts in our case).

6. Guard #7 answers after the first attempt and patrol #2 answers after the second attempt. Now, the manager has spoken to all his guards and then finishes the session (Note: he could have chosen to go on with the session, in that case, it can proceed from the beginning of the ordered list).

7. Steps 5 to 11 in the above description.

Operational and Quality of Experience Requirements

· The manager can choose the floor control algorithm and customize the length of the speaking turns from his regular PoC client. The available floor control algorithms are simply: round robin or on-demand. The length of the speaking turns can be set from 0 to unlimited seconds and can differentiate between the inviter and the invited users.

· The manager manually configures offline the appropriate order to be used in the “round robin” sessions and associates it with the default behaviour for the group (stored in the network). However, nothing precludes to use some automatic ordering mechanism (alphabetically, based on location, etc).
· The fixed and patrol guards receive and indication of the floor control algorithm being used and the authorized speaking time for the caller (manager) and themselves respectively.

· For the “round robin”-like sessions, the guards simply know when to speak based on the regular noise signal emitted by their PoC terminals.

Proposed Normative Requirements 

B.2.8 Media Burst Control Enhancements
B.2.8.1 General

PoC 2 supports enhancements to PoC Media Burst Control in addition to PoC 1.
· If the Media Burst Control is applicable for the media type the PoC network elements SHALL support capability for an independent Media Burst Control for each media in a PoC Session.

· If the Media Burst Control is applicable for the media type the PoC network elements SHALL support capability for one Media Burst Control for multiple media in a PoC Session.

· It MAY be possible to add additional information on the Media Burst request.
Editor’s Note:  The “additional information” shall be clarified.  Also it is open, who is allowed to add this information.
· Service provider MAY support providing several Media Burst Control schemes (e.g. pre-granted Media Burst Control).

· The PoC Service SHALL  support the following Media Burst control capabilities:
Rule-Based Media Burst Control, Pre-emptive and priority based queuing, Media Burst Requestor Identification, Configuration of maximum transmit time, Pre-emptive Floor Recovery, Queue Reset.
B.2.8.2 Pre-granted Media Burst Control

PoC service can support the Pre-granted Media Burst Control for reducing the delay to right-to-speak.   

· The Media Burst MAY be Pre-granted to a PoC User before the PoC User has requested the Media Burst

· The pre-granted Media Burst Control MAY be given to one or many PoC User in a PoC Session. The number of PoC Users and which PoC User(s) that are given Pre-granted Media Burst is up to local policy in the PoC Server

· The Pre-granted Media Burst SHOULD expire if not used during a certain time period (to be configured by the PoC service provider)

B.2.8.3 Queue reset

When supporting an optional Media Burst queuing function and if queue reset is supported

· An authorised  PoC User SHALL be able to request queue reset.

· The PoC Server SHALL be able to clear all reserved Media Burst requests in queue when requested.

B.2.8.4 Talk Burst Reject Option

In some error cases it is useful to be able to stop PoC Server to transmit the on-going Media Burst.

· A PoC Client MAY be able to reject an incoming Media Burst any time in a way,  that the PoC Client is still able to receive subsequent Media Bursts in the same PoC Session.

· If the “Talk Burst Reject” functionality is supported by the PoC Server, the PoC Server SHALL stop sending the on-going Media Burst to the rejecting PoC Client.

B.2.8.5  Media Burst Requestor Identification  

· The PoC Service Entity SHALL support providing the identity of a PoC User requesting the floor to the PoC User who currently has the floor when the request does not pre-empt the PoC User who currently has the floor.
· The PoC Service Entity SHALL support providing the identity of a PoC User designated as an Answerer by a PoC User requesting the floor to the PoC User who currently has the floor when the request does not pre-empt the PoC User who currently has the floor.

· The PoC Service Entity SHALL support PoC Users to monitor their position in the Media Burst Request Queue.
· The PoC Service Entity SHALL support an authorised PoC Users to monitor the position of all other PoC Users in the Media Burst Request Queue.
B.2.8.6  Pre-emptive floor recovery  

· A  pre-empted PoC User SHALL be suspended from sending the media. 
· After the Pre-emptive user releases his floor, the floor SHALL be immediately granted back to the pre-empted PoC User who has been suspended providing another PoC User with a higher priority has not requested the floor or another higher precedence Media Burst control rule determines that another PoC User should be first granted the floor.
B.2.8.7  Rule Based Media Burst Control  

· The PoC Service Entity SHALL support Media burst control according to a set of rules of order associated with pre-arranged PoC Groups that determines the Media Burst request priority order and Media Burst time for each PoC User
· The set of rules of order associated with the PoC Group can assign priority precedence for Media burst control based on the number of Media Burst requests made by a PoC User or the number of times the PoC User has been granted the floor.
· The set of rules of order associated with the PoC Group can prioritise those PoC Users who have requested the floor many times since last obtaining the floor during the PoC Session or de-prioritise the requests of those PoC Users who have already been granted the floor many times.
· The set of rules of order associated with the PoC Group MAY dynamically assign different precedence priorities to different participants  based on different and flexible criteria.
· The set of rules of order associated with the PoC Group MAY assign different maximum transmit times to different participants.
· The set of rules of order associated with the PoC Group MAY specify the use of  Q and A Media Burst Control
· The set of rules of order associated with the PoC Group MAY specify the use of  Moderated Media Burst Control
· The set of rules of order associated with the PoC Group MAY specify Round Robin Media Burst control for a designated set of participants.

· The set of rules of order associated with the PoC Group MAY specify the use of  Pre-granted Media Burst Control
· The set of rules of order associated with the PoC Group MAY specify the use of combinations of the different control schemes based on the privilege level of the participants.
· The set of rules of order associated with the PoC Group MAY specify the use of combinations of the different control schemes at different stages of the PoC Session based on transition from one rule of order to another. 
B.2.8.8  Configuration of maximum transmit time  

· The PoC Service Entity SHALL support 
configuration of the maximum transmit time given to each  PoC User in a PoC session.
· The PoC Service Entity SHOULD support a range of values for the configuration of the maximum transmit time from zero to unlimited seconds.
· When Rule Based Media Burst Control is used, the PoC Service Entity SHALL support dynamic configuration of the maximum transmit time given to each PoC User during a PoC Session, based on the decision of the rule applied.
· When Rule Based Media Burst Control is not used, the PoC Service Entity SHALL support configuration of the maximum transmit time given to each member of  a Pre-arranged PoC Group at pre-arranged Group Creation Time.
· When Rule Based Media Burst Control is not used, the calling PoC Client MAY indicate, at session set-up, the maximum transmit time to be applied for outgoing 1-1 and Ad-hoc PoC Group Session. The specified maximum transmit time SHALL be applied for all the users of the PoC Session in that case.
B.2.8.9  Moderated Media Burst Control  

· The PoC Service Entity SHALL support forwarding of Media Burst requests from other PoC Users to an authorised PoC User (e.g a Moderator). 
· The PoC Service Entity SHALL support an authorised PoC User (e.g a Moderator) to authorise or deny the requests for the floor from other PoC Users.
· The PoC Service Entity SHALL support an authorised PoC User (e.g a Moderator) to grant the floor to another PoC User regardless of whether they have requested the floor or not.
· The PoC Service Entity SHALL support an authorised PoC User  (e.g a Moderator) to grant the floor to another PoC User for a maximum transmit time specified by the authorised PoC User.
B.2.8.10  Q and A Media Burst Control  

· The PoC Service Entity SHALL support a PoC User when requesting the floor to indicate in the Media Burst request another participant in the PoC Session to be assigned as the designated Answerer for the Media Burst.
· The PoC Service Entity SHALL support automatically pre-grant the Floor to the PoC User designated as the Answerer after the PoC User that designated the Answerer releases the floor (unless a higher priority participant has requested the floor).
B.2.8.11  Round Robin Media Burst Control  

· The PoC Service Entity SHALL support Round Robin Media burst control where a designated subset of participants are automatically granted the floor in turn for their specified maximum transmit time without having to request the floor.
· For pre-arranged PoC Group Sessions, the order of turns MAY be specified at the creation of the pre-arranged PoC Group.
	OMA-REQ-2005-0183R01-POC2-floor-control-requirement
	· PoC User MAY be able to reject the incoming Media Burst any time during a Media Burst the way that PoC Client is able to receive the next Media Burst in the same PoC Session.

· Upon receiving the Media Burst rejection message from a PoC Client PoC Server SHALL stop sending the on-going Media Burst  to the rejecting PoC Client, if the functionality is supported




	OMA-REQ-2005-0042R01
	The following MAY be included as a requirement on the Floor Control mechanism:
· It must be possible to support several algorithms for floor-control provided by the service provider on request by the PoC group administrator;

· It must be possible to have multiple floors in a PoC session for multiple media;

· It may be possible to add additional information about the request to the floor;


	OMA-REQ-2005-0038
(part 1)
	· A PoC user MUST be notified of the presence of a machine present or entering a PoC session.

· A PoC user MUST be able to deny access to a PoC Session to machines while in a PoC session using PoC Client capabilities.



	OMA-REQ-2005-0255R02-PoC2-UC-PoC Session Control for Crisis Handling

(part 1)
	· The PoC 2.0 enabler SHALL support indication of non-human PoC User that can be recognized by PoC Servers and PoC Clients.  Itcan be used if required by governmental regulations.

	OMA-REQ-2005-0039
	· The right to speak MAY be pre-granted to a PoC User before the PoC User has requested the right to speak
· The pre-granted right-to-speak MAY be given to one or many PoC User in a PoC Session. The number of PoC Users and which PoC User(s) that are given pre-granted right-to-speak is up to local policy in the PoC Server
· The pre-granted right-to-speak SHOULD timeout if not utilised after a certain threshold (to be configured by the PoC service provider)
Note: The pre-granted right to speak is signalled from the PoC Server to the PoC Client during the idle-state of the PoC communication. Basically, the Talk Burst Idle message is replaced with a Talk Burst Pre-Granted message that is sent to one or more PoC Clients in the PoC Session

	OMA-REQ-2005-0054

OMA-REQ-2005-0054R02-PoC2-use-case-for-Queue-reset
	When supporting Queue function, PoC system should support Queue reset function. To satisfy this requirement you should follow like below;

· A PoC User MAY be able to request Queue reset, if authorised.
· PoC Service infrastructure SHALL be able to clear all reserved talk burst request in Queue.


	OMA-REQ-2005-0328-R02-additional-requirements-for-Queue-reset
	When Queue function is supported,, which is optional, and if Queue reset is supported, the following SHALL apply; 

A PoC User SHALL be able to request Queue reset, if authorised 

The authorisation rights for Queue Reset SHOULD be configurable
PoC Service infrastructure SHALL be able to clear all reserved talk burst request in Queue. 

If use of the Queue Reset feature is requested but cannot be completed (e.g. the user is not authorised), then the requesting PoC participant SHALL be notified accordingly. The reason for failure MAY also be provided.

The PoC Server SHALL provide the capability to indicate to those PoC participants whose right-to-speak has been queued, that all right-to-speak requests in the queue have been reset after a Queue Reset request was successfully handled.

Editors Note: The user experience related to the interaction of optional features requiring the authorization of the PoC client needs to be examined.

	OMA-REQ-2005-0344R01-User-Alert-Talk-Burst-Revocation
	· PoC Client SHALL be able to alert the user, who has permission to send a talk burst but has almost talked to the maximum speaking length that is granted to the user, to indicate that the time granted is almost ending. The setting of the alert MAY be configurable by the user.

	OMA-REQ-2005-0330-PoC2-requirement-for-expanding-duration-of-speaking
	B. 2.8.x Expanding duration of speaking
If the PoC Server supports priority or queue function, for expanding duration of speaking,
· If there is no floor request in the queue or the PoC Client who is speaking now has Pre-emptive priority, the PoC Server SHALL expand duration of speaking.



	OMA-REQ-2005-0337R01-PoC-Talk-Priority-Enhancements
	B. 2.8.x  Interrupted floor recovery  

PoC V1 has a feature of priority level of floor. One of priority level is Pre-emptive which enables the PoC User to interrupt another PoC User who speaks now. PoC v1 supports this priority level of floor (e.g., Pre-emptive priority) and PoC v2 has backward compatibility. If the Pre-emptive priority user interrupts the PoC user who speaks now, PoC v2 MAY have the following requirements.

· The interrupted PoC User SHALL be suspended from sending the media. 
· After the Pre-emptive user releases his floor, the floor SHALL be immediately granted back to the interrupted PoC User who has been suspended. 


	OMA-REQ-2005-0018R01
	The following SHALL be included as a requirement on the Floor Control mechanism:
To indicate that, for one-to-one session, a PoC participant who is going to seize right-to-speak before other end explicitly releases his right-to-speak. 


4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We recommend that the above requirements and definitions are added to the draft PoC 2.0 RD.
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