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1 Reason for Contribution

The original motivation in 2005-0005R02 was to complement use cases and requirements proposed in 2005-0038 and 2005-0187R0, which describe requirements to use PoC Service to support external entities such as remote control surveillance cameras. Therefore, 2005-0005R02 complements use cases and requirements that are proposed in 2005-0038 and 2005-0187R0.
This contribution is a revision of 2005-0005R02, which combines with the Motorola contribution on the same functionality. 
In R01, comments provided in Seoul meeting are addressed.  The contribution 2005-0138 is merged with this contribution because the proposed requirement in 2005-0138 is closely related to the content in this contribution.
In R02, editorial comments provided during Seoul meeting are incorporated.
2 Summary of Contribution
There were a couple of proposals to utilize external entities (non human entities such as cameras or other PoC enabled devices) that utilize new PoC session capabilities to provide new applications that rely upon PoC service.  

In the following, we show two contributions mentioning external non-human entities to enrich PoC service;
 [OMA-REQ-2005-0038]

(from Requirement statement)

A PoC user MUST be able to retrieve/replay/store/delete PoC Session data stored by PoC enabled machines using PoC Client capabilities.
This contribution describes a "use case" where any of “PoC enabled machines” behaves like a PoC clients. The contribution implies that a PoC user can send an operation to a PoC enabled machine along with a  PoC media pointer that identifies the media to be transmitted on a given floor; however, derived requirements are not described in that contribution. 

[OMA-REQ-2005-0187R03-PoC2]

5.z Push To View (PTV)

Push-To-View (PTV) makes it possible for a user to remotely control a video camera from a PoC based terminal, and then watch the audio-video stream from the camera.

A system of multiple cameras (e.g., a house with a camera in every room) can be remotely controlled from a PoC device.  In this case, the user is able to select, control, and then receive streaming video from the selected camera.
Multiple PoC users control a set of cameras; an example could be family members or a security staff controls a set of cameras in a house or building. Mechanisms exist to automatically share the control of the cameras; this includes the assignment of priority levels to the users.
This contribution proposes that the video cameras are associated with PTV sessions, and thusly, are controlled by PTV human participants. In addition, an audio-video steam is distributed to one or more PTV human participants.

In the contribution, it is implied that PTV participants should have a method to send operational requests to PTV cameras that support the control of the cameras (e.g., focusing, positioning, etc.).  However, these types of requirements are not described in the contribution.

Missing from the use case is a capability to arbitrate one PTV participant from many to have the exclusive right to control a given PTV camera.

As prerequisite of this flow, the network should be aware of existence of the PTV cameras to handle control transactions on each camera.

Taking both of these contributions into consideration, there are missing categories of requirements. A new definition on “PoC external entity” and requirements for PoC2 about the “PoC external entity” are provided. 
1. 





3 Detailed Proposal

The following proposes text for the PoC release 2 RD (section ?).  The authors request the editor assign the correct section number.

Definitions
	PoC external entity
	An entity connected to a PoC system, which provides supporting functionalities for PoC session participants.  Authorised PoC participants are able to control the external entities to realize the desired functionalities.  

	
	


· 
· 
	B.2.14.X
	PoC external entity
	

	B.2.14.X.1
	PoC2 infrastructure SHALL support transport paths for accessing (e.g., for the purpose of sending external entity control messages) to PoC external entity from PoC client.
	

	B.2.14.X.2
	PoC2 infrastructure SHALL support a mechanism to allow a PoC client to access a PoC external entity exclusively.
	

	B.2.14.X.3

	An authorised PoC user SHALL be able to manage services provided by PoC external entity.
	


· 
· 
· .
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We request PoC2 group to discuss and approve the proposed requirement statements.
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