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1 Reason for Contribution
This contribution is to fulfill action item #5:
	AI-No.
	Assigned to:
	Content
	Status

	AI-5
	Andrew/RIM, Youngae/LGE
	Need to resolve of the inconsistency between optional support of the PoC service infrastructure for incoming/outgoing session barring and the mandatory support by the PoC service infrastructure for incoming media barring (see B.2.3.5)
	NEW


In addition to the mandatory incoming session barring feature specified in PoC 1, incoming PoC media barring, enhancements to incoming PoC Session barring and outgoing PoC Session barring have been proposed in PoC2. 

All of these new barring requirements have similar justifications from a user perspective to avoid the called user being unintentionally or unwillingly included in a PoC Session which may be unexpectedly expensive and to protect the privacy of the PoC User. However there is a big inconsistency between these barring requirements in terms of the mandatory or optional support point by the PoC Service Infrastructure. There has not been any justification given why the incoming PoC media barring is currently mandatory for the PoC Service Infrastructure but that the enhancements to incoming PoC Session barring and outgoing PoC Session barring is only optional for the PoC Service Infrastructure.
In fact it is argued that the enhancements to incoming PoC Session barring should be mandatory for the PoC Service Infrastructure because since the basic PoC Session Barring in PoC 1 is mandatory in PoC 1 it is very difficult for a PoC Client to support a convenient and easy to understand user interface for the user for Incoming Session Barring when some parts are supported and others are not without additional configuration or negotiation procedures that indicate whether the optional parts are supported. 
Also the support of outgoing PoC Session barring by the PoC Service Infrastructure is very important because there are likely to be many PoC Users where the PoC Subscriber to the PoC Service is their parents. Outgoing call barring (such as for international calls) is a standard feature that is virtually universally accepted and widely used by parents of younger mobile users to prevent large charges.
In fact the case for making Incoming PoC Media Barring mandatory is less strong as this feature could be supported in the PoC Client using standard SDP negotiation without support by the PoC Service Infrastructure.
2 Summary of Contribution

For consistency, it is proposed to make all barring requirements optional to be supported by the PoC Client and mandatory to be supported by the PoC Service Infrastructure.
Additionally the incoming and outgoing PoC Session barring shown in B.2.3.5 is divided. Because each is a different and independent feature. So the incoming PoC Session barring is placed in B.2.3.5 and the outgoing PoC Session barring is placed in B.2.3.6. Rewording and editorial corrections are included.
3 Detailed Proposal

B.2.3.4. Incoming PoC Media Barring 

In addition to what is specified in PoC 1 the incoming PoC Media Barring feature is needed when the receiving PoC User does not want to receive certain media at certain moment. He can require the barring without interfering to the conversion and media sharing within the rest group. 
	Label
	Description
	Enabler Release

	0
	Incoming PoC Media Barring
The PoC Service Infrastructure SHALL support incoming media barring and the PoC Client MAY support incoming media barring.

	

	0.1
	The PoC Client MAY support separate incoming media barring for each media type.
	

	0.2
	The PoC Client MAY support different accept and reject rules for each media type.
	

	0.3
	The PoC Service Infrastructure SHALL support separate incoming PoC Media barring for each media type.
	

	0.4
	The PoC Service Infrastructure SHALL use the manual answer mode as the default answer mode for the PoC Sessions when video is the media (The PoC User can configure the answer mode as he wishes).
	

	0.5
	The PoC Service Infrastructure SHALL use the automatic answer mode as the default answer mode for the PoC Sessions with only messaging media or when adding messaging to the on-going PoC Session.
	

	0.6
	The PoC Service Infrastructure SHALL use the answer mode according to the Answer Mode Setting  the same way as PoC1 specified.
	

	0.7
	The PoC Service Infrastructure SHALL use different accept and reject rules for each media type, if configured by the PoC Client.
	


Table 1: B.2.3.4. Incoming PoC Media Barring
B.2.3.5 Incoming PoC Session barring
In addition to what is specified in PoC 1 the Incoming PoC Session barring feature is needed. In case a PoC Subscriber does not want to be invited to new PoC Sessions under certain barring conditions, the PoC Subscriber can activate a setting to reject the conditioned new incoming PoC Sessions.
	Label
	Description
	Enabler Release

	0
	Incoming PoC Session barring
The PoC Service Infrastructure SHALL support incoming PoC Session barring and the PoC Client MAY support incoming PoC Session barring.

	

	0.1
	The PoC Client MAY support that a PoC Subscriber defines the barring conditions for automatic acceptance, for manual acceptance and for rejection of incoming PoC Session invitations, based on PoC Address information and/or network information such as the country or the region in which the inviting PoC User’s Home PoC Network is located as far as provided by underlying network, PoC Group Parameters (e.g. particular group members) or PoC Session Status (e.g. number of participants).

	

	
	
	

	
	
	

	0.2
	The PoC Client MAY support a PoC User to interrogate his incoming PoC Session barring settings from the PoC Service Infrastructure.
	

	03
	The PoC Service Infrastructure SHALL store the incoming PoC Session barring conditions according to the PoC Client’s request, if allowed.
	

	04
	The PoC Service Infrastructure SHALL provide a PoC User with his incoming PoC Session barring settings if the PoC User requested it.
	

	05
	The PoC Service Infrastructure SHALL verify the incoming PoC Session barring conditions defined by PoC User or PoC Subscriber if the PoC User or PoC Subscriber is authorised to access to the information that is required to verify the conditions and if this information is available and bar the incoming PoC Session invitation only if the conditions are fulfilled.
	

	
	
	

	6
	The PoC Service Infrastructure MAY notify a PoC User  that an incoming PoC Session invitation has been barred when it has been done due to the incoming PoC Session barring conditions defined by the  PoC Subscriber.
	


Table 2: B.2.3.5 Incoming PoC Session barring
B.2.3.6 Outgoing PoC Session barring
In case a PoC Subscribe does not want to invite some PoC Users to a PoC Session under certain barring conditions, the PoC Subscriber can activate a setting for not carrying out the conditioned PoC Session setup.

	Label
	Description
	Enabler Release

	0
	Outgoing PoC Session barring
The PoC Service Infrastructure SHALL support outgoing PoC Session barring and the PoC Client MAY support outgoing PoC Session barring.
	

	0.1
	The PoC Client MAY support that a PoC Subscriber defines the barring conditions for sending out an invitation, based on PoC Address information and/or network information such as the country or the region in which the invited PoC Users’ Home PoC Networks are located as far as provided by underlying network, presence information on the invited PoC Users or PoC Group Parameters (e.g. particular Group members).
	

	0.2
	The PoC Client MAY support that a PoC Subscriber defines outgoing PoC Session barring conditions using presence information on “Application-specific Willingness”, “Overriding Willingness”, “Application-specific Availability”, “Location-Type”, “Geographical Location”, “Time-zone”, “Mood”, “Session Participation” or “Class”, if it supports the definition of outgoing PoC Session barring conditions.
	

	0.3
	The PoC Client MAY support a PoC User to interrogate his outgoing PoC Session barring settings from the PoC Service Infrastructure.
	

	0.4
	The PoC Service Infrastructure SHALL store the outgoing PoC Session barring conditions according to the PoC Client’s request, if allowed.
	

	0.5
	The PoC Service Infrastructure SHALL provide a PoC User with his outgoing PoC Session barring settings if the PoC User requested it.
	

	0.6
	The PoC Service Infrastructure SHALL verify the outgoing PoC Session barring conditions defined by PoC User or PoC Subscriber if the PoC User or PoC Subscriber is authorised to access to the information that is required to verify the conditions and if this information is available and bar the outgoing PoC Session invitation only if the conditions are fulfilled.
	

	0.7
	The PoC Service Infrastructure SHALL notify an inviting PoC User that an outgoing PoC Session invitation has been barred when it has been done due to the outgoing PoC Session barring conditions defined by the PoC Subscriber. 
	


Table 3: B.2.3.5 Incoming PoC Session barring
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5 Recommendation

It is proposed to agree the proposed changes in this contribution into the PoC 2 RD before B.2.3.4 and B.2.3.5 are moved into the normative part of the document.
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