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1 Reason for Contribution

Most of the requirements are consolidated, but still the terminology is not very well used.  Also some requirements wording is difficult to understand.  This contribution proposes to correct these issues.  

In 179R02 editorials are covered up to B.2.8.4.  This contribution covers the rest of the RD.
R01:  This version covers the changes from B.2.8.4 (incl.)  to the B.2.12.5 (incl.).  Meeting (telco 3rd Nov 2005) comments are taken account.  This version will be automatically agreed, if no comments on e-mail list before Mo 7th Nov 2005. 
R02: E-mail comments incorporated (from Xhafer).  Sungin comment is not included, because it was not clear if the proposed EN about “Value Added PoC Service” was meant to cover only this subclause or whole the document.  The definition for “Value Added PoC Service” fits quite well for this subclause. 
R03: The meeting (Madrid) comments taken account.

2 Summary of Contribution

1) The defined terms are used always when possible.

2) Sub clause titles are written the way recommended in the template; each word starts with a capital letter (except prepositions, etc.)

3) Some requirements are reworded for readability.

4) Duplicated texts in the introduction and in the first bullet in the requirements table are removed.   

5) “He/she” is moved to “he” as was made in PoC 1.0 RD.

6) Some Editor’s Notes are added (in some sub clauses e.g. introductory text is missing).

7) Some duplicated requirements are proposed to be removed.

3 Detailed Proposal

See attachment (proposed changes are revision marked):
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4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposal is discussed and accepted. 
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1. Scope
(Informative)


The intention of PoC 2 Requirement Document (RD) is to define the requirements for the Push to Talk over Cellular services beyond those requirements created for PoC as developed in OMA [OMA PoC RD 1.0].  As stated in PoC 2 Work Item Document (WID), the following will be covered in this RD:

1. Interworking between PoC domains and non-PoC domains


2. Machine-to-user PoC SessionSessions

3. Automatic PoC SessionSessions initiated by outside applications

4. Seamless interaction between PoC and other enablers (e.g., instant messaging, VoIP)

5. Use of PoC by emergency organisations/services personnel (e.g. police, ambulance, fire)


6. Use of a variety of media formats to provide enhanced user experience within PoC (e.g. video)

2. References


2.1 Normative References


		[RFC2119]

		“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, 
URL: http://www.ietf.org/rfc/rfc2119.txt



		[OMA PoC RD 1.0]

		“OMA Push to Talk over Cellular Requirements, V 1.0”. Open Mobile Alliance™,  
URL: http://www.openmobilealliance.org/ftp/PD/OMA-RD_PoC-V1_0-20040916-C.zip



		[OMA PoC AD 1.0]

		“Push to talk over Cellular (PoC) – Architecture”. Open Mobile Alliance™,  
URL: http://www.openmobilealliance.org/ftp/Public_documents/poc/Permanent_documents/OMA-AD-PoC-V1_0-20050805-C.zip





2.2 Informative References


		[RFC3261]

		 IETF RFC 3261: “SIP: Session Initiation Protocol”, J. Rosenberg et al, June 2002. URL:http://www.ietf.org/rfc/rfc3261.txt



		[RFC2046]

		RFC 2046, Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types
URL:http://www.ietf.org/rfc/rfc2046.txt





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


.


3.2 Definitions


For the purposes of the PoC 2 specifications, the following terms and definitions apply.


Disclaimer: 
Several of these definitions have been taken from PoC 1 AD [OMA PoC AD 1.0]. While aiming at backwardscompatibility some of them have been enhanced for the present RD. Modified definitions are marked.  New definitions have been added.  



		1-1 PoC Session

		A feature enabling a PoC User to establish a PoC Session with another PoC User.



		1-many PoC Session

		A PoC Group Session that is not a 1-many-1 Session.



		1-many-1 PoC Session

		A PoC Group Session for a Pre-arranged PoC Group in which one Participant is a Distinguished Participant and each other Participant is an Ordinary Participant.



		Access Control

		User specified rules that restrict the set of other users that may establish PoC Sessions to the user.



		Ad-hoc PoC Group

		A temporary Group of Participants in an Ad-hoc PoC Group Session



		Ad-hoc PoC Group Session

		An Ad-hoc PoC Group Session is a PoC Session for multiple PoC Users that does not involve the use or definition of a Pre-arranged or Chat Group.



		Automatic Answer Mode

		Automatic Answer Mode is a PoC Client mode of operation in which the PoC Client accepts a PoC Session establishment request without manual intervention from the user; Media is immediately played when received.



		Chat PoC Group

		A Chat PoC Group is a persistent Group in which each member individually joins the PoC Session, i.e., the establishment of a PoC Session to a Chat PoC group does not result in other members of the Chat PoC Group being invited. 



		Chat PoC Group Session

		A Chat PoC Group Session is a PoC Session established to a Chat PoC Group.



		Condition Re-evaluation

		Repeated evaluation of conditions of PoC Users against the rules that define a dynamic PoC Group. According to the evaluation results PoC Users are invited to or removed from a PoC Session involving the dynamic PoC Group



		Contact List

		A Contact List is a list available to the PoC User that contains the addresses of PoC Users or PoC Groups.



		Continuous Media

		Media with an inherent notion of time. In the present document speech, audio, and video are examples of continuous media 



		Discrete Media

		Media that itself does not contain an element of time.In the present document all media not defined as continuous media. ( e.g images , text)



		Distinguished Participant

		The Distinguished Participant is a Participant in a 1-many-1 PoC Session that sends Media to all Ordinary Participants, and that receives Media from any Ordinary Participant. 


Note: this definition is modified from PoC 1 AD [OMA PoC AD 1.0].



		Dynamic PoC Group

		A Pre-arranged, restricted Chat or Ad hoc PoC Group whose membership is restricted based on the evaluation of a set of rules



		External P2T Network 

		Private or public circuit switched or packet switched networks that provide push-to-talk services similar to PoC Services



		Group Advertisement

		A Group Advertisement is a feature that provides the capability to inform other PoC Users of the existence of a PoC Group.



		Group List

		A list of members in a Pre-arranged or restricted Chat PoC Group. Each member is identified by a SIP URI or a TEL URI.



		Half Duplex Voice Chat

		A voice chat system allows peer-to-peer or conference based voice interactions (half duplex) between the voice chat clients. It is assumed to be implemented via SIP / RTP over the internet or an intranet domain.  A registrar and SIP proxy is available to appropriately route SIP messages.  The voice chat clients do not provide services like group management, floor control



		Hierarchical Group

		Ffs



		Home PoC Network

		The Home PoC Network is a network comprising a SIP/IP Core and PoC Server, both operated by the user's PoC service provider.  The Home PoC Network is the same as the Home Network defined in IMS and MMD specifications.



		Home PoC Server

		The Home PoC Server is the PoC Server owned by the PoC Service Provider that provides PoC service to the user.



		Incoming Instant Personal Alert Barring

		Incoming Instant Personal Alert Barring is a PoC service setting for the PoC Client that conveys the PoC User's desire for the PoC service to block all incoming Instant Personal Alerts.



		Incoming PoC Session Barring

		Incoming PoC Session Barring is a PoC service setting for the PoC Client that conveys the PoC User's desire for the PoC service to block all incoming PoC Session requests. 



		Inviting PoC Client

		An Inviting PoC Client is a PoC Client that invites other PoC User(s) to a PoC Session.



		Man-machine PoC Session

		Man-machine PoC Session is a PoC session in which non human participant(s) is(are) participating.



		Manual Answer Mode

		Manual Answer Mode is a PoC Client mode of operation in which the PoC Client accepts a PoC Session establishment request only after manual intervention from the user.



		Media

		Forms of information that are exchanged between PoC Participants. Media may come in different forms, which are referred to as Media Types.



		Media Burst

		Flow of Media from a PoC Client that has the permission to send Media.



		Media Burst Control

		Media Burst Control is a control mechanism that arbitrates requests from the PoC Clients, for the right to send Media and Multimedia. 



		Media Burst Request Permission Level

		A level of permission, which can be used to limit the PoC Clients to request Media Burst



		Media Type

		Media types share a characteristic of human perception. Media types may be realtime or non-realtime, like:


· audio (e.g. speech, music)


· video (without audio component)


· still image


· text (formatted and non-formatted)


· file



		Multimedia

		Multimedia is the simultaneous existence of multiple media types. (e.g.


· audiovisual 


· video plus subtitles 


)


Multimedia from a single source that involves real-time media types are assumed to be synchronized.



		Ordinary Participant

		An Ordinary Participant is a Participant in a 1-many-1 Session that is only able to send media to the Distinguished Participant, and that likewise is only able to receive media from the Distinguished Participant.



		Participant

		A Participant is a PoC User in a PoC Session.



		

		



		PoC Address

		A PoC Address identifies a PoC User. The PoC Address can be used by one PoC User to request communication with other PoC Users. 



		PoC Administrator

		An entity that creates and maintains relevant aspects of PoC service for a specific PoC subscriber or group of PoC subscribers.  The PoC service provider is the default PoC administrator.  PoC administrative rights may be assigned to a representative of a group of PoC subscribers (e.g. IT department of a corporation, or a VAS provider) for the purpose of administering a PoC service within that group of PoC subscribers 


Note: The definition above is an editorial enhancement the definition given in [OMA PoC RD 1.0]



		PoC Box

		A PoC Box is the functionality to store Media Bursts and related information (e.g. date & time, talker identity, participant information) on behalf of a PoC User.



		PoC Client

		A PoC Client is a PoC functional entity that resides on the PoC User Equipment that supports the PoC service. 



		PoC Group

		A PoC Group is a predefined set of PoC Users together with its attributes. A PoC Group is identified by a SIP URI.



		PoC Group Administrator



		A person(s) or entity who has the authority to define, delete or modify PoC Group memberships (i.e. administrative rights for group membership management are exercised in an “off-line” fashion).  The PoC Service Provider has group administrative rights by default.  PoC Group administrative rights may be assigned by the PoC Service Provider to a PoC Subscriber or his representative (e.g. IT department in a corporation) as part of the service provisioning, or assigned by the PoC Session Owner to a PoC Group Session Participant temporarily.  The PoC Group Administrator may be a Participant in all, some or none of the PoC Group Sessions.  PoC Group Administrator is a special case of PoC Administrator.  



		PoC Group Identity

		The PoC Group Identity is a SIP URI of the Pre-arranged PoC Group or Chat PoC Group.



		PoC Group Session

		A PoC Group Session is a Pre-arranged PoC Group, Ad-hoc PoC Group or Chat PoC Group Session. 



		PoC Dispatcher

		The distinguished PoC Participant in a 1-many-1 PoC Session that sends PoC media to all PoC Fleet Members and that receives PoC media from any PoC Fleet Member.


Editor’s Note: should be checked, if this is the same as the Distinguished Participant



		PoC external entity

		An entity connected to a PoC system, which provides supporting functionalities for PoC session participants.  Authorised PoC participants are able to control the external entities to realize the desired functionalities.  



		PoC Fleet Member

		A Participant in a 1-many-1 PoC Session that is only able to send PoC media to the PoC Dispatcher Participant, and that likewise is only able to receive PoC media from the PoC Dispatcher


Editor’s Note: should be checked, if this is the same as the Ordinary Participant



		PoC Network

		Private networks (e.g. Enterprise) or public networks (e.g. GPRS, UMTS, CDMA) which provide PoC capabilities and associated PoC capable user terminals which are compliant with OMA PoC Service Enabler specifications



		PoC Remote Access

		A method of providing a compliant PoC User access to a SIP/IP Core and PoC Network via an potentially non-SIP/IP based network



		PoC Server

		The PoC Server implements the 3GPP IMS and 3GPP2 MMD application level network functionality for the PoC service. 


Note: this definition is modified from PoC 1 AD [OMA PoC AD 1.0].



		PoC Service

		The user perception of service functionality provided by the PoC Service enabler. 



		PoC Service Enabler

		The basic functionality of the PoC Service Enabler is described in [OMA PoC RD 1.0] and are referred to as “PoC 1” in the present specification. Enhancements to the PoC Service Enabler are described in the present specification.



		PoC Service Infrastructure

		The PoC Service Infrastructure comprises of all PoC networks and their system elements.  PoC Networks are assumed to be interconnected to allow communication and data transfer among users. 



		PoC Service Setting

		The PoC Service Settings are Answer Mode Indication, Incoming PoC Session Barring and Incoming Instant Personal Alert Barring.



		PoC Service Provider

		A PoC Service Provider provides PoC Service – on its own or in conjunction with other Value Added Services – to his subscribers.



		PoC Session

		A PoC Session is a SIP Session established by the procedures of this Specification.  This Specification supports the following types of PoC Sessions:  1-1 PoC, Ad-hoc PoC Group, Pre-arranged PoC Group, or Chat PoC Group Session. 



		PoC Session Owner

		The PoC Session Owner in the case of 1-1 PoC Session and Ad-hoc PoC Group Session is the initiator of the PoC Session. In the case of a Chat PoC Group and a Pre-arranged PoC Group Session, the PoC Session Owner is the creator of the PoC Group.



		PoC Session Priority

		The PoC Session Priority is determined based on the PoC Service Provider’s Policy and the QoE profile associated to the PoC Session. It controls how the PoC Session is treated under competing situations with other PoC Sessions and may result in a preferred treatment for those PoC Session with a higher PoC Session Priority. The definition of different levels to be applied for this feature is a decision that belongs to the PoC Service Provider.



		PoC Subscriber

		A PoC Subscriber is one whose service subscription includes the PoC service. 


NOTE: In [PoC RD V1.0] the term “PoC Subscriber” is sometimes used to mean the same as term “PoC User“ in [OMA PoC AD].



		PoC User

		A PoC User is a user of the PoC service.


NOTE: In [PoC RD V1.0] the term “PoC Subscriber” is sometimes used to mean the same as term “PoC User“ in [OMA PoC AD].



		Policy

		 A policy is a plan of action based on certain defined criteria for handling the PoC service. A policy is established by one or more roles of the PoC Service Enabler (the PoC Service Provider, PoC Subscriber, PoC User, or Enterprise Customer IT Department on behalf of PoC end users) and may concern, e.g. expel rights in PoC Groups, release of PoC Sessions, network privacy rules, user preferences, assignment of priority levels, etc..  Policy may be applicable to different points in the end-to-end PoC session, e.g. client, PoC service entity, underlying network infrastructure.  


Note: ‘Service Provider’ policy is a special case; see definition.



		Pre-arranged PoC Group

		A Pre-arranged PoC Group is a persistent PoC Session Identity that has an associated set of PoC members.  The establishment of a PoC Session to a prearranged PoC Group results in all members being invited.  



		Pre-emptive Priority

		The right for an authorised PoC Participant who has requested the floor to be granted the right to speak in preference to PoC Participants with other priority levels



		Pre-established Session

		The Pre-established Session is a SIP Session established between the PoC Client and the PoC Server that performs the Participating PoC Function.  The PoC Client establishes the Pre-established Session prior to making requests for PoC Sessions to other PoC users.  To establish a PoC Session based on a SIP request from the user, the PoC Server conferences other PoC Servers/Users to the Pre-established Session so as to create an end-to-end connection. 



		Priority Levels

		A feature that controls the right of individual PoC Participants in an on-going PoC Session to make PoC talk burst requests. Priority Levels are defined as ‘Pre-emptive Priority’, ‘High Priority’, ‘Normal Priority’ and ‘Listen Only’.



		Served PoC User

		A PoC User that obtains a PoC service from a PoC Server located in the Home PoC Network 



		Service Provider Policy

		Service Provider Policy refers to the overall policy conditions actually selected by a service provider(s) for commercial implementation of a PoC Service.  Service Provider policy is established based on commercial considerations, which may concern, e.g. support/non-support of certain network or client capabilities or service features within a network .  Service Provider policy is applicable only to the network or subscribers over which the Service Provider has control.   



		Simultaneous PoC Session

		When a PoC User is a Participant in more then one PoC Session simultaneously using the same PoC Client.



		SIP Session

		A SIP Session is a SIP dialog.  From RFC 3261[RFC3261], a SIP dialog is defined as follows: A dialog is a peer-to-peer SIP relationship between two UAs that persists for some time.  A dialog is established by SIP messages, such as a 2xx response to an INVITE request. A dialog is identified by a call identifier, local tag, and a remote tag.  



		SIP URI

		From RFC 3261[RFC3261]: "A SIP or SIPS URI identifies a communications resource" and "follows the guidelines in RFC 2396 [5]".  PoC uses SIP URIs to identify PoC Clients, PoC Servers, and PoC Sessions, resource lists that point to URI lists, etc. 



		Talk Burst

		A Talk Burst is the flow of media from a PoC Client while that has the permission to send media. 



		Talk Burst Control

		Talk Burst Control is a control mechanism that arbitrates requests from the PoC Clients, for the right to send media. 


NOTE: In [PoC RD V1.0] the term “Floor Control” is used to mean the same as term “Talk Burst Control“ in [OMA PoC AD].



		Talker Identification

		Talker Identification is the procedure by which the current talker's PoC Address is determined and made known to listeners on the PoC Session. 


Note: this definition is modified from PoC 1 AD [OMA PoC AD 1.0].



		User Equipment

		User Equipment is a hardware device that supports a PoC Client e.g., a wireless phone. 



		Value Added PoC Service

		A service, provided by the PoC Service Provider to his PoC subscribers, that makes use of the PoC Service enabler and other capabilities (e.g. a CS voice call). 



		Vote Processing Entity

		Entity designated to process the voting result. This entity could either be the PoC Server, the originating client or a designated client



		Vote Group Types

		Open group Vote: The voting is open to any PoC user (e.g. the open chat group)


Closed group Vote: The voting is restricted only to the PoC group members (e.g. the closed chat group)



		Vote Result Types

		Disclosed result Vote: The voting result is sent to the participating members.


Undisclosed result Vote: The voting result is kept/sent only by/to the designated client (e.g. Vote originating client)


Secret result Vote: The voters identity is not disclosed to the vote processing entity



		Vote Response Types

		Real-Time vote response: As and when vote response is received from a client the response/accumulated response is forwarded to all the client(s).


Accumulated vote response: The vote response from clients is collected over a pre-defined time period. The voting result is computed and aggregate result is forwarded at the timeout. Any response received after the timeout is discarded.





3.3 Abbreviations


		IVR

		Interactive Voice Response



		OMA

		Open Mobile Alliance



		PoC 2

		Push to Talk over Cellular Version 2



		PoC 1

		Push to Talk over Cellular Version 1





4. Introduction
(Informative)


<< This clause contains an overview of this requirements specification, describing the background and general objective of this requirements specification.  The inclusion of any pictures to back up text should be kept simple, showing various actors involved.
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Figure 1: Example Figure


4.1 Roles and System Elements of the PoC Service enabler


The following figure shows the roles and system elements of the PoC Service enabler as used in the present PoC 2 Requirements Document.
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Figure 2: The PoC Service Enabler
- Roles and system elements in this document

Explanation:


The PoC Service Enabler comprises a set of system elements, their functional behaviour and the communication between them. The basic functionality of the PoC Service Enabler is described in [OMA PoC RD 1.0].  Enhancements to the PoC Service Enabler are described in the present specification. 
For the full spectrum of capabilities provided by the PoC Service enabler additional support by other enables (XDM, Presence …) may be needed. 


Roles:


A PoC Subscriber has a service subscription with the PoC service provider that includes the PoC service. A PoC User uses the PoC service (e.g. over a PoC client in a terminal)


Note: the distinction between PoC Subscriber and PoC User can be illustrated as follows: 


· The PoC Subscriber is an entity (e.g. a physical person, a company …), who has a commercial relationship - a service subscription that includes the PoC service - with the PoC Service Provider. The PoC Subscriber may or may not use the PoC Service but may e.g. request service customization by the PoC Service Provider within the limits of his subscription. In general the PoC Subscriber is the entity that is charged by the PoC Service Provider.
Except for special cases (e.g. anonymous pre-paid subscriptions) the PoC Subscriber can be identified by the PoC Service Provider.

· The PoC User is an entity (generally a physical person) that uses the PoC Service within the limitations set by the PoC Subscriber and PoC Service Provider. Usage may include all kinds of PoC communication and customization of PoC settings.
A PoC User can not be identified within the context of the PoC Service Enabler, however the PoC Client he uses can be identified through its PoC address.


· An example of the above would be a family father (PoC Subscriber), who pays the bill but requests the PoC Service Provider to bar international calls of his son (the PoC User), who happily chats via the PoC Client.


A PoC Service Provider operates a Poc Network conforming to the PoC standard. For a PoC Subscriber of that PoC Service Provider this is called the Home PoC Network.
An other PoC Service Provider may operate an other PoC network. The OMA standardised PoC Service enabler intends for communication and data transfer amongst these PoC networks, thereby allowing PoC communication amongst subscribers to different PoC Service Providers. 


In PoC 2 it is possible, that a PoC Subscriber can communicate with users of other (private or public, circuit switched or packet switched) networks that provide push-to-talk services similar to PoC Services. Such networks are called “External P2T Networks”. 

System elements:


The current Requirements Document deals with the following system elements that are relevant to the PoC enabler:


· The User Equipment (terminal) is a hardware device, e.g. a wireless phone, that supports a PoC Client.
The User Equipment is operated by the PoC subscriber (user).

· A PoC Client is a PoC functional entity that resides on the PoC User Equipment that supports the PoC service.
The PoC client is operated by the PoC subscriber (user).  For the support of Value Added Services the PoC Client may need enhancements by the PoC Service Provider. 

· PoC Remote Access allows PoC users to access PoC services when the user is not directly connected to the PoC Network, not necessarily using a PoC Client. For example, a PoC user, with a valid subscription, accessing PoC services via a PSTN terminal.

· The PoC Service Infrastructure comprises of all PoC networks and their system elements.  PoC Networks are assumed to be interconnected to allow communication and data transfer among users.

· The main system element of the PoC Network of a PoC Service Provider is a PoC Server, implementing the 3GPP IMS and 3GPP2 MMD application level network functionality for the PoC service.
The PoC Server is operated by the PoC Service Provider.

· The PoC Interworking Function is part of an External P2T Network and provides the interworking of that network with the PoC Service Enabler. Within the PoC Service Infrastructure it provides interconnection to other PoC Networks.
The PoC Interworking Function is operated by the operator of an External P2T network.

Note: No architectural assumptions are associated with the above list of system elements

5. Use Cases
(Informative)


<< This clause provides high-level use cases providing a backdrop or “storyboard” to the user experience within the scope of this requirements document and from which some or all of the requirements for this enabler will be derived.  In order to expedite the development of this requirements document, it is recommended that the total number of use cases be minimised, into a set (of as few as possible but in any case no more than approximately 10) that captures the essential purpose of the enabler from a user perspective.


Use cases do not contain any normative requirements and should not try to overly specify details of interactions or message flows between enablers or the components of this enabler.  Time spent on this section should be minimised, and the requirements development cycle should focus on the normative sections of this document.  Contributions providing new use cases should include relevant additions to the Requirements section as well.  Beyond the initial set of use cases, further use cases should be avoided and only be added in exceptional situations where people are unclear about the need for a new requirement, and the use case material is needed to explain why the requirement is needed.
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5.1 <Use Case Title>


<< The level of detail of descriptions in this Requirements Document shall be above technical implementations of protocols.  It shall be as detailed as to fully guide a non-technical reader from start to end, defining the behavior of each actor.
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5.1.1  ASK  \* MERGEFORMAT Short Description


<< In one or two sentences, describe the interaction that occurs in this use case.  Try not to regurgitate the basic course of events.  The short description may provide context that other sections do not contain.
(mandatory)
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5.1.2 Actors


<< A list of involved actors and a description of their specific role in this use case.  Actors are people, organisations or applications that interact during the course of events in the use case.  It might be useful to have a list of standard actors for mobile services such as End User (private/corporate), Network Operator, Service Provider, Content Provider etc., but we will also need freedom to introduce further actors in order to capture our requirements.
(mandatory)
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5.1.2.1 Actor Specific Issues


<< A list of specific issues for each actor in the defined use-case.  Listed issues shall highlight the important issues seen by each actor in the interaction with the enabler.
(mandatory)
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5.1.2.2 Actor Specific Benefits


<< A list of specific benefits for each actor in the defined use-case.  Shall be used in the valuation of the defined use-case.
(mandatory)
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5.1.3 Pre-conditions


<< Pre-conditions are steps that must be in place before the normal or alternative flow of the use case can occur.  They are part of the contract between this use case and the outside world.
(mandatory)
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5.1.4 Post-conditions


<< Like pre-conditions, post-conditions are part of the contract between this use case and the outside world. After this use case has been completed successfully, the post-conditions are satisfied. Post-conditions should be independent of the alternative (successful) paths taken inside the use case.
(mandatory)
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5.1.5 Normal Flow


<< This is the meat of the use case.  Describe the steps that each actor and the system go through to accomplish the goal of the use case.  The normal flow represents the ‘simple, correct path’ through the use case.  It is the most common path taken. For example, think of a use case that applies to 80% of the users, but for some reason, 20% of the users need to take an alternative path (they might come with different pre-conditions, for example, they might have ‘no credit card’).


The basic format here is a numbered list of steps that describe the actions of the actors and the system behaviour.  If it helps, a UML diagram might be added.
(mandatory)
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5.1.6 Alternative Flow


<< Alternative flows are needed to make the description complete, if a single flow of events does not cover the use case completely. However, avoid going into detail and do not describe all the exception handling as alternative flows unless it leads to specific requirements for the overall system.
(optional)
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5.1.7 Operational and Quality of Experience Requirements


<< Operational and Quality of Experience (QoE) requirements apply to the use case from the perspective of involved actors. Unlike pre- or post-conditions, operational requirements are relevant for the use case as whole (not just particularly before or after it). These may be along some or all of the following dimensions depending on the application: ease of use, performance, reliability and security.  Please refer to the OMA Technical Report on Applications Performance Issues for more information and guidance on Quality of Experience Requirements. [REFERENCE TO BE INSERTED].


Examples for such requirements are 


'The customer contact is always with a sales person' 


'The system shall allow for at least 1,000 concurrent transactions' 


'The order confirmation shall be sent not later than 1 hour after purchase' 


'If 5 items are purchased, there is a special discount on the sixth'


'The user shall have full control over his personal data' 


'The response time for receiving an acknowledgement of the on-line e-commerce transaction shall be no longer than 4 seconds.'
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5.2 <Use Case Title>


<< For the second and subsequent Use Cases, the template for section 5.1 should be followed.  DELETE THIS COMMENT >>


6. Requirements
(Normative)


<< This section should capture the requirements necessary for service enablers to support end-to-end interoperability across different devices, networks, service providers and network operators.  Linkage of requirements to Use Cases is not mandatory.


In cases where a common or shared requirement document will supply requirements for a section below (e.g. Privacy RD), note it in the appropriate section and reference the requirements to be included.  Then, in the table, add any specific requirements not covered by the shared document.


Each requirement listed in the tables below includes an indication of enabler release.  The value for the enabler release should identify the release in which the requirement desired, expected, or is fulfilled.  In early phaes of RD development preceding the RD Review, this field should provide guidance on preferences.  Before commencing the Consistency Review, the fields should be updated, if needed, to reflect the actual requirement coverage fulfilled by the enabler.
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6.1 High-Level Functional Requirements


<< This clause identifies the high level functional requirements for this enabler.  These requirements will be used to describe and derive the functions and interfaces that the enabler will support, and which defines its core purpose.  When writing requirements, care should be taken to recognise the difference between the enabler specifying a mechanism to perform a function versus its required usage in any given deployment.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Whenever a requirement is directly attributable to a particular actor, it is recommended to mention it.


Examples of such requirements are:


The XYZ enabler SHOULD support content delivery estimation time before and /or during service execution.


The XYZ enabler MUST be capable of supporting the Service Provider to log information about invocations of this enabler


The XYZenabler MUST allow the end user to terminate a Session


The XYZenabler MUST allow actor X to perform function Y


If possible, requirements should be listed in a logical sequence that intuitively captures the behaviour of the enabler (or feature of the enabler).  See the Requirements Best Practices Document for examples.
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		Label

		Description

		Enabler Release



		

		

		



		

		

		



		

		

		





Table 1: High-Level Functional Requirements


6.1.1 Security


<< This clause identifies the high-level security needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.
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		Label

		Description

		Enabler Release



		

		

		



		

		

		



		

		

		





Table 2: High-Level Functional Requirements – Security Items


6.1.2 Charging


<< This clause identifies the high-level charging needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.
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		Label

		Description

		Enabler Release



		

		

		



		

		

		



		

		

		





Table 3: High-Level Functional Requirements – Charging Items


6.1.3 Administration and Configuration


<< This clause identifies the high-level administration and configuration needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.
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		Label

		Description

		Enabler Release



		

		

		



		

		

		



		

		

		





Table 4: High-Level Functional Requirements – Administration and Configuration Items


6.1.4 Usability


<< This clause identifies the usability needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.
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		Enabler Release



		

		

		



		

		

		



		

		

		





Table 5: High-Level Functional Requirements – Usability Items


6.1.5 Interoperability


<< This clause identifies the high-level interoperability needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.
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		Label
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		Enabler Release



		

		

		



		

		

		



		

		

		





Table 6: High-Level Functional Requirements – Interoperability Items


6.1.6 Privacy


<< This clause identifies the high-level privacy needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>


		Label

		Description

		Enabler Release



		

		

		



		

		

		



		

		

		





Table 7: High-Level Functional Requirements – Privacy Items


6.2 Overall System Requirements


<<This clause describes the general behaviour and characteristics of the enabler such as deployment options, conformance, exceptions, use of existing technologies and specifications, etc.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Examples of General System Requirements are:


The XYZ enabler MUST NOT restrict deployment options


The XYZ enabler MUST be defined in an execution environment neutral manner


The XYZ enabler MUST specify interfaces that are access technology neutral


The XYZ enabler MUST be able to support services applicable to any kind of users or segments


It SHOULD be possible to use existing OMA Device Management and Provisioning enablers.


This clause can optionally include requirements describing how the actors identified in section 5 interact with this enabler.
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Table 8: High-Level System Requirements


Appendix A. Change History
(Informative)


A.1 Approved Version History


		Reference

		Date
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		No prior version –or- No previous version within OMA



		

		

		



		

		

		





A.2 Draft/Candidate Version <current version> History


<< This section is available in pre-approved versions – it should be removed in the actual approved versions.  DELETE THIS COMMENT >>


		Document Identifier

		Date

		Sections
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		Oct 27 04
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		Appendix B
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		Appendix B
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===  from May 25th ===


OMA-REQ-2005-0213R02-LATE-PoC2-unload-speed-of-media


OMA-REQ-2005-0236-POC2-B.2.9-Prioritization-consolidation


===  from June 1st   ===

OMA-REQ-2005-0262R04-POC2-B.2.3.4-requirement-consolidation


OMA-REQ-2005-0265R02-PoC2-B.2.4-requirement-consolidation


OMA-REQ-2005-0271R02-LATE-PoC2-combined-policy-requirements



		OMA-RD_PoC-V2_0-20050702-D

		July 02, 2005

		3.2 


Appendix B

		Changes according to theSan Diego meeting


OMA-REQ-2005-0200R02-PoC2-Requirement-Charging


OMA-REQ-2005-0241R03-PoC2_B.2.7_Dispatcher


OMA-REQ-2005-0255R02-PoC2-UC-PoC-Session-Control-for-Crisis-Handling


OMA-REQ-2005-0261R04-POC2-B.2.3.2-requirement-consolidation


OMA-REQ-2005-0296R02-LATE-PoC2-B.2.11-filtered-PoC-Groups


OMA-REQ-2005-0312R01-Update-of-PoC-2-Requirements-Definitions


OMA-REQ-2005-0313R03-POC2-B.2.8-floor-control-enhancements


OMA-REQ-2005-0314R01-PoC2-B.2.12-Interworking


OMA-REQ-2005-0315R03-PoC2-B-2-6-Requirement-Consolidation


OMA-REQ-2005-0316R02-PoC2-B.2.13-Requirement-Consolidation


OMA-REQ-2005-0364R01-LATE-PoC2--Interworking-Introduction


Note:


Not all changes, that were agreed at the San Diego meeting are yet included in this version because not all requested revisionswere yet available. 



		OMA-RD_PoC-V2_0-20050805-D

		August 05, 2005

		

		Changes according to the San Diego Meeting


OMA-REQ-2005-290R01-PoC2-PoCBox


OMA-REQ-2005-323R01-PoC2-MEDIA-consolidated-requirements


OMA-REQ-2005-0343R01-PoC-warning-header-language


OMA-REQ-2005-0344R01-User-Alert-Talk-Burst-Revocation


Changes according to Conference Call of 30.06.2004


OMA-REQ-2005-0330r1-PoC2 requirement for expanding duration of speaking.doc


Changes according to Conference call of  07.07.2005


OMA-REQ-2005-328R02-additional-requirements-for Queue-reset 


Changes according to Conference call of  21.07.2005


OMA-REQ-2005-0337R01-PoC-Talk-Priority-Enhancements.doc


Changes at the Vienna meeting:


OMA-REQ-2005-0296R05-PoC2-B.2.11-filtered-PoC-Groups


OMA-REQ-2005-0297R01-POC2-B.1-Potential-high-level-functional-requirements.


OMA-REQ-2005-0347R02-PoC2-Requirements-Split-and-Merge


OMA-REQ-2005-0362R02-continuous-checking-for-Session-barring.


OMA-REQ-2005-0376R05-PoC2-B.2.12-Interworking


OMA-REQ-PoC2-2005-0004R01-Multiple-PoC-sessions-in-active


OMA-REQ-PoC2-2005-0027R01-session-barring-issues


OMA-REQ-PoC2-2005-0028R01-PoC2-Use-Case-QoE-profiles


OMA-REQ-PoC2-2005-0029R03-PoC2-media-with-other-voice-enablers


OMA-REQ-PoC2-2005-0030R02-Enhanced-Session-Establishment1


OMA-REQ-PoC2-2005-0031R02-Enhanced-Session-Establishment2


OMA-REQ-PoC2-2005-0053R01-B.1.1-backward-compatibility--was-298R03


OMA-REQ-PoC2-2005-0055R01-B.2.3.4-addition-to-barring-was-387R01


OMA-REQ-PoC2-2005-0056R01-B.2.6-Re-wording-titles


OMA-REQ-PoC2-2005-0057R01-Some-corrections-to-dispatching


OMA-REQ-PoC2-2005-0058-B.2.11-Re-wording-the-title


OMA-REQ-PoC2-2005-0059R01-Media-Burst-Definition



		OMA-RD_PoC-V2_0-20050902-D

		September 02, 2005

		

		Specificatuíon changed to new RD template, using the new table format.


Included agreed revisions that became available


OMA-REQ-PoC2-2005-0007-B2.1--Consolidation-for-PoC-2-Media


OMA-REQ-2005-0329R02-PoC2-use-case-for-PoC-voting


Changes at the Montreal  meeting:


Included changes that were agreed in Montreal at presentation of OMA-RD_PoC-V2_0-20050805-D: 


OMA-REQ-2005-PoC2-0119R02-PoC-Interworking-Charging


OMA-REQ-PoC2-2005-0032R03-End-Session-Policy-Enhancement


OMA-REQ-PoC2-2005-0064-was-0307R02-POC2-B 2 10-mcast


OMA-REQ-PoC2-2005-0067R01-consolidation_multiple-PoC-Sessions-in-active


OMA-REQ-PoC2-2005-0069-B.2.12-Interworking-Service-Nomenclature-Change


OMA-REQ-PoC2-2005-0081R01-Requirement-addition-to-337R01-in-Appendix


OMA-REQ-PoC2-2005-0082R03-Some-editorial-changes-to-RD-20050805


OMA-REQ-PoC2-2005-0083R05-PoC2-UC-and-Requirements-for-Invoking-PoC-Client-and-Initiating-PoC-Session-While-Browsing


OMA-REQ-PoC2-2005-0097R03-Interworking-with-Voice-enabled-IM--Use-Case-and-Requirements


OMA-REQ-PoC2-2005-0073R01-SpecificationText_InvitationReservation


OMA-REQ-PoC2-2005-0093R01-B.2.6-Consolidation-of-Seamless-Session-Transfer-Requirement


OMA-REQ-PoC2-2005-0098R01-Editors_proposal_for_PoC2_RD_enhancements



		OMA-RD-PoC-V2_0-20050920-D

		September 20, 2005

		

		Changes according to Conference call of  11. 08. 2005:


OMA-REQ-PoC2-2005-0054R03-PoC2-Requirements-LI-Lawful-Interception


OMA-REQ-PoC2-2005-0060R01-Consolidation-of-B.2.13


Changes after email approval following  the Montreal  meeting:


OMA-REQ-PoC2-2005-0078R02-Media-Burst-Requirement


Changes according to Conference call of  1. 09. 2005


OMA-REQ-PoC2-2005-0102R02-B2.9.2-Consolidation--prioritization-and-pre-emption-


OMA-REQ-PoC2-2005-0117R01-Full-Duplex


Changes agreed during Seoul meeting on 12. September 


OMA-REQ-PoC2-2005-0118R01-Charging-requirements


OMA-REQ-PoC2-2005-0123R01-Editor_Proposal_2_for_RD_enhancement


OMA-REQ-PoC2-2005-0126R01-Dispatcher-section-clean-up


OMA-REQ-PoC2-2005-0129R01-Clarification-of-international-charging


OMA-REQ-PoC2-2005-0132R01-PoC-Group-policies-purpose


OMA-REQ-PoC2-2005-0134R01-Consolidation-for-Man-machine-PoC-Session-Release-Policies


OMA-REQ-PoC2-2005-0135R01-Remaining-Talk-Time-Notification-for-Advanced-Revocation-Alert


OMA-REQ-PoC2-2005-0094R03-Automatic-notification-of-limited-participant-information


OMA-REQ-PoC2-2005-0046R03-Multiple-PoC-Clients-


OMA-REQ-PoC2-2005-0108R02-granted-revoke-time-indication


OMA-REQ-PoC2-2005-0140R02-B.2.1-New-media-types-for-PoC-2


OMA-REQ-PoC2-2005-0145R01-Enhanced-PoC-Session-Control---B.2.6-Requirements-Consolidation


OMA-REQ-PoC2-2005-0146R01-PoC-Interworking-Charging-Requiremetns


OMA-REQ-PoC2-2005-0153R01-LATE-PoC-Session-Priority-definition-and-extra-requirement


OMA-REQ-PoC2-2005-0154-LATE-Enhancements-to-2.6.2---Full-Duplex-Call-Follow-on-Proceed


OMA-REQ-PoC2-2005-0157R01-was-0064-POC2-B.2.10-mcast-additional-Requirement


OMA-REQ-PoC2-2005-0075R03-Alert-for-unavailable-POC-users


OMA-REQ-PoC2-2005-0113R02-media-burst-life-time


OMA-REQ-PoC2-2005-0133R01-session-barring-editors-notes


OMA-REQ-PoC2-2005-0144R01-B-2.14-others-consolidation


OMA-REQ-PoC2-2005-0034R04-Calling-Line-Identification-Presentation-Negotiatedly


OMA-REQ-PoC2-2005-0149R02-PoC-Interworking-Security-Requirements


OMA-REQ-PoC2-2005-0163-replacing-77r02-interworking-with-IVR-system


OMA-REQ-PoC2-2005-0111R04-PoC-Value-Added-Service_PoC-Voting


OMA-REQ-PoC2-2005-0124R02-session-barring-clarifications


OMA-REQ-PoC2-2005-0137R02-PoC-external-entity


OMA-REQ-PoC2-2005-0165-advanced-revocation-alert-consolidation


OMA-REQ-PoC2-2005-0166-consolidation-of-B.2.12-with-97r03


OMA-REQ-PoC2-2005-0160R01-was-93-Cleaning-up-EN-B.2.6.1


OMA-REQ-PoC2-2005-0112R03-Crisis-Handling-Req-Enhancement


Changes agreed during Seoul meeting on 15. September


OMA-REQ-PoC2-2005-0022R04-prioritize-voice-than-new-media


OMA-REQ-PoC2-2005-0079R02-usecase-for-discrete-content


OMA-REQ-PoC2-2005-0106R03-Consolidation-of-B-2.8-Media-burst-control-enhancement


OMA-REQ-PoC2-2005-0171-Replacing-76r02-PoC-Session-substitution


In addition Tables have been split to be aligned with the Subsection-structure as agreed at the Seoul meeting


Changes agreed at conference call 20. September


OMA-REQ-PoC2-2005-0060R01-Consolidation-of-B.2.13


OMA-REQ-PoC2-2005-0174R01-PoC-Interworking-with-Voice-enabled-IM-to-include-Voice-Chat


OMA-REQ-PoC2-2005-0172R01-moderated-PoC-Groups-framework-for-170R01


OMA-REQ-PoC2-2005-0141R02--Revision-of-0008R01--Floor-control-enhancements-and-customization


OMA-REQ-PoC2-2005-0045R04-PoC2-Group-Mgmt-Enhancements


OMA-REQ-PoC2-2005-0023R04-PoC-Client-PoC-Box


OMA-REQ-PoC2-2005-0114R02-media-sharing-mode





Appendix B.  <Additional Information>
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B.1 Potential High-Level Functional Requirements 


….

B.1.1 Security


B.1.1.1 PoC Interworking Service Security


…

B.1.2 Charging


B.1.2.1 General charging requirements


…

B.1.2.2 Network domain based Charging


…

B.1.2.3 PoC Interworking Service Charging


…

B.1.3 Administration and Configuration


…

B.1.4 Usability


B.1.4.1 multiple PoC Clients with the same PoC Address

…

B.1.4.2 Alert for unavailable PoC Users

..


B.1.5 Interoperability


…


B.1.6 Privacy


..


B.2 Potential Overall System Requirements


B.2.1 New media types for PoC 2


…


B.2.2 PoC Session with multiple PoC Groups

..


B.2.3 Enhanced PoC Session Establishment

B.2.3.1 Requests with media components 


…


B.2.3.2 Invited parties identity information


…


B.2.3.3 Polite Calling


…


B.2.3.4 Incoming PoC Media Barring 


…


B.2.3.5 Incoming and outgoing PoC Session barring

…


B.2.3.6 Automatic notification of limited participating information

…


B.2.3.7 Indication of session establishment failure due to identity hiding


…

B.2.4 Invitation Reservation

…

B.2.5 PoC Box

…


B.2.6 Enhanced PoC Session Control

B.2.6.1 PoC Session Seamless Transfer


…


B.2.6.2 Full Duplex Call Follow-on Proceed


…


B.2.6.3 Expelling Participant(s) from a PoC Session


…


B.2.6.4 Group Specific Releasing rules


…


B.2.6.5 Checking for Session barring


…


B.2.6.6 Multiple PoC Sessions in Active

…


B.2.6.7 Man-machine PoC Session Release Policies

…


B.2.6.8 PoC Session Control for Crisis Handling


…


B.2.6.9 Splitting and Merging PoC Sessions


…


B.2.6.10 PoC Session substitution


…

B.2.7 Dispatcher Functions

…


B.2.8 Media Burst Control Enhancements

B.2.8.1 General


…


B.2.8.2 Pre-granted Media Burst Control


…


B.2.8.3 Queue reset


...


B.2.8.4 Media Burst Reject Option


In some error cases it is useful to be able to stop PoC Server to transmit the on-going Media Burst.

		Label

		Description

		Enabler Release



		

		



		



		B.2.8.4.1

		A PoC Client MAY be able to reject an incoming Media Burst any time in a way, that the PoC Client is still able to receive subsequent Media Bursts in the same PoC Session.

		



		B.2.8.4.2

		If the Media Burst reject functionality is supported by the PoC Server, the PoC Server SHALL stop sending the on-going Media Burst to the rejecting PoC Client.

		





Table 44: Media Burst Reject Option

B.2.8.5 Limiting the Permission to Request the Media Bursts

In some situations in which a PoC Service Provider chooses to limit the permission to request the Media Burst.  In such a case following applies:

		Label

		Description

		Enabler Release



		

		



		



		B.2.8.5.1

		PoC Server MAY indicate the PoC Client the Media Burst Request Permission Level(s), which are allowed to attempt Media Burst request

		



		B.2.8.5.2

		The Media Burst Request Permission Levels, if used, MAY be provisonable by PoC Service Provider.

		



		B.2.8.5.3

		PoC Client SHALL NOT attempt to send Media Burst request in case Media Burst request is allowed only for other Media Burst Request Permission Level(s) than the PoC Client belongs to.

		





Table 45: Limiting the Permission to Request the Media Bursts

B.2.8.6 Advanced Revocation Alert

Advanced revocation alert enables the PoC Client to provide the PoC User with an advanced alert so that the PoC User knows the transmit time is about to finish.

		Label

		Description

		Enabler Release



		B.2.8.6.1

		


The PoC Client SHOULD support advanced revocation alert feature. If this feature is supported:

		



		B.2.8.6.2

		The setting of the advanced revocation alert MAY be configurable by the PoC User.

		





Table 46: Advanced Revocation Alert

B.2.8.7 Remaining Transmit Time Notification for Advanced Revocation Alert

A notification of remaining transmit time is needed for the PoC Client to be able to generate an accurate advanced alert for the PoC User to inform revocation of granted Media Burst to occur. This is especially needed when the transmit time is changed after the PoC User has been granted the Media Burst.

		Label

		Description

		Enabler Release



		B.2.8.7.1

		



Remaining transmit time notification SHOULD be supported by the PoC Server and the PoC Client. If this feature is supported:

		



		B.2.8.7.2

		The PoC Server SHALL be able to send a notification of the remaining transmit time to the transmitting PoC Client during transmission.

		



		B.2.8.7.3

		The PoC Client SHOULD be able to give an alert for the PoC User to indicate the remaining transmit time.

		





Table 47: Remaining Transmit Time Notification for Advanced Revocation Alert

B.2.8.8 Stop Transmit Time Notification for Advanced Revocation Alert


A PoC Client may be notified beforehand about when its video Media Burst permission is expected to be revoked. This information is needed for the PoC Client to be able to generate an advanced revocation alert for the PoC User before or when starting video transmission.


		Label

		Description

		Enabler Release



		B.2.8.8.1

		



Stop transmit time notification SHOULD be supported by the PoC Server and the PoC Client. If this feature is supported:

		



		B.2.8.8.2

		In addition to what is specified in PoC 1 for voice Media the PoC Server SHALL be able to send a notification of the transmit time of a video Media Burst to the transmitting PoC Client before transmission.

		





Table 48: Stop Transmit Time Notification for Advanced Revocation Alert

B.2.8.9 Expanding Duration of Media Burst Transmitting

If the PoC Server supports pre-emptive Media Burst priority or Media Burst queuing function, the following requirements apply.

		Label

		Description

		Enabler Release



		

		



		



		B.2.8.9.1

		In case that there is no Media Burst requests in the queue, the PoC Server MAY expand duration of Media Burst transmitting. If the Media Burst request with same or higher priority is requested, expanding Media Burst transmitting time SHALL be revoked, except in the case when on-going Media Burst has pre-emptive priority.

		



		B.2.8.9.2

		In case that the PoC Client  is transmitting with pre-emptive priority and another pre-emptive Media Burst request is not requested, the PoC Server MAY expand duration of Media Burst transmitting. If the Media Burst  with pre-emptive priority is requested, Media Burst permission  SHALL be revoked after current maximum Media Burst transmitting duration.

		





Table 49: Expanding Duration of Transmitting

B.2.8.10 Interrupted Floor Recovery  


PoC 1 Service Enabler has Talk Burst priority levels. One of the levels is pre-emptive. It enables the PoC User to interrupt another PoC User, who is transmitting currently. If a PoC User with the pre-emptive priority interrupts another PoC User, who is transmitting currently, PoC 2 Service MAY support the following functionality.

		Label

		Description

		Enabler Release



		

		



		



		B.2.8.10.1

		The interrupted PoC Client SHALL be suspended from sending the Media.

		



		B.2.8.10.2

		After the Pre-emptive user releases his floor, the floor SHALL be immediately granted back to the interrupted PoC User who has been suspended providing another PoC User with a Pre-emptive priority has not request the floor.

		



		B.2.8.10.3

		When the Media Burst permission is granted back to the interrupted PoC Client, the PoC Client SHALL get confirmation from the PoC User before encoding and sending the Media.

Editor’s Note: The term ‘floor’ will be replaced after the appropriate word is found. 

		





Table 50: Interrupted Floor Recovery

B.2.8.11 Moderated PoC Groups


Moderated PoC Groups is a functionality of PoC 2 Service Enabler, which supports an authorized Participant of a PoC Group Session to be a moderator of the PoC Session. Moderator in a PoC Session has an ability to control the Media Burst Control entity of the PoC Session. Moderator is typically the owner of the Pre-arranged PoC Group, but he may be able to delegate the role of moderator to other PoC User, that is a Participant in a PoC Session.


Editor’s Note: The following text may need some further clarification.

		Label

		Description

		Enabler Release



		

		

If supported, then following requirements apply:




		



		B.2.8.11.1

		An owner of a Pre-arranged PoC Group or Chat PoC Group MAY be assigned the role of moderator.

		



		B.2.8.11.2

		The initiator of an Ad-hoc PoC Group Session MAY be assigned the role of moderator based on his PoC Client request.

		



		B.2.8.11.3

		A moderator SHALL be able to assign the role of the moderator to other authorized Participants of a PoC Session before or during a PoC Session.

		



		B.2.8.11.4

		PoC Client acting as a moderator SHALL be able to control the Media Burst Control entity of a moderated PoC Group Session.

		



		B.2.8.11.5

		Moderator SHALL be able to request permission to send the Media Burst on behalf of another PoC User.

		



		B.2.8.11.6

		PoC Client acting as a moderator SHALL be able to directly grant the permission to other PoC Client to send the Media Burst.

Editor’s Note: It is FFS whether and how PoC 1 Client is able to attend the Moderated PoC Session

		





Table 51: Moderated PoC Groups

…

B.2.9 Quality of Experience (QoE)


B.2.9.1 General


Editor’s Note: Introductory text is missing and should be added.

		Label

		Description

		Enabler Release



		

		



		



		B.2.9.1.1

		The Service Provider SHALL be able to define a QoE profile(s) for each PoC Subscriber. As a minimum, the following profiles SHALL be defined:


· Basic


· Premium


· Professional


· Crisis (this is a special profile intended to be used by professionals in the scope of crisis handling situations).



		



		B.2.9.1.2

		The PoC Service Provider SHOULD be able to use QoE profiles as a way to define a mapping between different types of quality of service expected by the PoC Users at application level and different profiles of performance criteria to be realized at underlying network level. These performance criteria SHOULD consider the following on a profile basis:


· QoS to be provided for the PoC Sessions and each of Media Types in the PoC Session, and/or

· PoC Session Priority.

And any mapping mechanism SHALL depend on the concrete underlying network capabilities (i.e. QoS framework…) and conditions.

		



		B.2.9.1.3

		The PoC Service Provider SHOULD be able to use QoE profiles to make a better usage of the network resources and capabilities, and available underlying network.

		



		B.2.9.1.4

		The PoC Group Administrator SHALL be able to define the QoE profile(s) for each PoC Group, according to Service Provider Policy and PoC Users' subscription.

		



		B.2.9.1.5

		The PoC Service Provider SHALL be able to restrict access to certain PoC Groups to PoC Subscribers having a minimum necessary QoE profile.

		



		B.2.9.1.6

		The PoC Client SHOULD be able to indicate the desired QoE profile to be applied on a session by session basis. When selecting the QoE profile for the PoC Session, the PoC User SHALL be able to choose his subscribed profile and all lower profiles (i.e. with lower QoS characteristics, lower PoC Session Priority, etc).


The PoC Client MAY store in the User Equipment the default settings for the desired QoE profiles to be applied outgoing PoC Sessions. These settings MAY be configurable via e.g. OMA Device Management.

		



		B.2.9.1.7

		The PoC Server SHALL be able to define the QoE profile applied for the PoC Session at the establishment of the PoC Session, according to policies defined by the PoC Service Provider based on the following parameters:


· QoE profile requested by the inviting PoC User,

· Highest QoE profile allowed by the invited PoC Users’ subscription, and/or

· Preferences associated to the PoC User(s) and/or the PoC Group.



		



		B.2.9.1.8

		The PoC Server SHALL be able to charge according to the QoE actually provided in each PoC Session.

		



		B.2.9.1.9

		The PoC Server SHOULD indicate to all Participants the actual QoE applied in each PoC Session. The PoC Server SHOULD also indicate to a Participant if the requested QoE is not provided (e.g. if it is unsupported by the network, or the PoC User is participating in a lower profile PoC Group, etc)

		



		B.2.9.1.10

		The PoC Client SHOULD be able to optimally select the network resources it requests for the transport of voice or other Media of the PoC Session based on the QoE profile(s) or any other parameters associated to the PoC User or the PoC Service Provider.

		



		B.2.9.1.11

		PoC Users having crisis QoE subscription SHALL be able to establish PoC Sessions with crisis QoE profile toward any PoC Users, regardless of the subscription of the invited PoC Users.

		





Table 52: General

B.2.9.2 Prioritization and Pre-emption

The PoC Session Priority associated to a PoC Session determines how the PoC Session is treated under competing situations with other PoC Sessions. In those cases, PoC Sessions with higher PoC Session Priority receive preferred allocation of those network resources controlled, directly or indirectly, by the PoC Server, (e.g. access to the service under load conditions, more bandwidth, faster media processing at PoC Server, etc).


Pre-emption considers the capability to tear down one or more PoC Sessions when another PoC Session, with a higher PoC Session Priority, needs more resources to be properly established. Policies related to the use of pre-emption might vary between regions.

Note: The following requirements apply to the PoC Server and/or the PoC Client but assume that a prioritization mechanism is available in the underlying access network. As stated above, the prioritization actions to be taken at the access network are derived from the QoE profile and communicated to the underlying network using some mapping mechanism or indication at PoC Session set up.

		Label

		Description

		Enabler Release



		

		









		



		B.2.9.2.1

		The PoC Session Priority of a PoC Session SHOULD be directly determined from the QoE profile selected for that PoC Session, as defined by the PoC Service Provider.

		



		B.2.9.2.2

		The PoC Server SHALL support prioritization of the PoC Sessions.

		



		B.2.9.2.3

		Under high load situations at the PoC Server the PoC Server SHOULD prioritise all Media involved in a PoC Session among the Media of other PoC Sessions with lower PoC Session Priority.

		



		B.2.9.2.4

		Under high load situations at the PoC Server, 

the establishment of PoC Sessions MAY force the pre-emption of other PoC Sessions with lower PoC Session Priority (i.e. PoC Sessions with lower PoC Session Priority are torn down by the PoC Server).

		



		B.2.9.2.5

		Under high load situations at the PoC Server and 

in case of several simultaneous requests of PoC Sessions associated to the same PoC Session Priority, the PoC Server SHALL proceed with the establishment by order of request.

		



		B.2.9.2.6

		Based on Service Provider Policy, the PoC Server SHALL be able to pre-empt ongoing PoC Session(s) of a PoC User when receiving a PoC Session request with a special PoC Session Priority (e.g. crisis) destinated to that PoC User.

		



		B.2.9.2.7

		When multiple PoC Sessions are in active, the PoC Client MAY support prioritization of the PoC Sessions (i.e. preferred allocation of resources for PoC Sessions with higher PoC Session Priority).

		





Table 53: Prioritization and Pre-emption

		OMA-REQ-PoC2-2005-0028R01-PoC2-Use-Case-QoE-profiles

		Quality of Experience (QoE)


B.2.9.1 General


· The Service Provider SHALL be able to define a QoE profile(s) for each PoC subscriber. As a minimum, the following profiles SHALL be defined:


· Basic


· Premium


· Professional


· Crisis (this is a special profile intended to be used by professionals in the scope of Crisis Handling situations)


Editor’s note: details on how prioritization and pre-emption relate to these QoE profiles is FFS. It has to be clarified that pre-emption is not really the way to achieve differentiation between  profiles, but an additional feature that will probably be used in especial cases such as crisis handling situations. Differentiation between profiles should be done e.g. by requesting QoS capabilities from the underlying network. 


· The Service Provider SHOULD be able to use QoE profiles as a way to define a mapping between different types of quality of service expected by the users at application level and different profiles of performance criteria to be realized at underlying network level. These performance criteria SHOULD consider the following on a profile basis:


· QoS to be provided for the PoC Sessions


· Priority (and pre-emption) associated to the PoC Sessions


And any mapping mechanism SHALL depend on the concrete underlying network capabilities (i.e. QoS framework…) and conditions.


· The Service Provider SHOULD be able to use QoE profiles to make a better usage of the network resources and capabilities, and available underlying network.


· The PoC Group Administrator SHALL be able to define the QoE profile(s) for each group, according to Service Provider policy and users' subscription.


· The Service Provider SHALL be able to restrict access to certain groups to PoC subscribers having a minimum necessary QoE profile.


· The PoC Client SHOULD be able to indicate the desired QoE profile to be applied on a Session by Session basis. When selecting the QoE profile for the Session, the PoC User SHALL be able to choose his/her subscribed profile and all lower profiles (i.e with lower QoS characteristics, lower priority, etc).


· The PoC Client MAY store in the terminal the default settings for the desired QoE profiles to be applied outgoing PoC Sessions. These settings MAY be configurable via e.g. OMA Device Management.


· The PoC Server SHALL be able to define the QoE profile applied for the PoC Session at the establishment of the PoC Session,  according to policies defined by the Service Provider based on the following parameters:


· QoE profile requested by the inviting PoC User


· Highest QoE profile allowed by the invited PoC Users’ subscription


· Preferences associated to the PoC User(s) and/or the PoC Group


· The PoC server SHALL be able to charge according to the QoE actually provided in each PoC Session.


· The PoC Server SHOULD indicate to all participants the actual QoE applied in each PoC Session. The PoC server SHOULD also indicate to a PoC participant if the requested QoE is not provided (e.g. if it is unsupported by the network, or the user is participating in a lower profile group, etc).


· The PoC Client SHOULD be able to optimally select the network resources it requests for the voice or media transport Session based on the QoE profile(s) or any other parameters associated to the User or the Service Provider.


B.2.9.2 Prioritization and pre-emption


The priority associated to a PoC Session determines how the Session is treated under competing situations with other Sessions. In those cases, Sessions with higher priority receive preferred allocation of those network resources controlled, directly or indirectly, by the PoC server, (e.g. access to the service under load conditions, more bandwidth, faster media processing at PoC Server, etc).


Pre-emption considers the capability to tear down one or more Sessions when another Session, with a higher priority level, needs more resources to be properly established. Policies related to the use of pre-emption might vary between regions.


Note: The following requirements apply to the PoC server and/or the PoC client but assume that a prioritization mechanism is available in the underlying access network. As stated above, the prioritization actions to be taken at the access network are derived from the QoE profile and communicated to the underlying network using some mapping mechanism or indication at Session set up.


· The priority level of a PoC Session SHOULD be directly determined from the QoE profile selected for that PoC Session, as defined by the Service Provider.


· The PoC Server SHALL support prioritization of the PoC Sessions.


· The PoC Client MAY support prioritization of the PoC Sessions


· The PoC Server SHALL prioritise all media involved in a PoC Session among the media of other PoC Sessions with lower priority level.


· The establishment of PoC Sessions MAY imply a pre-emption of other PoC Sessions with lower priority level.


· The establishment of a PoC Session MAY imply a removal of the PoC User/s from other PoC Sessions with lower priority level.


In case of several simultaneous PoC Sessions with the same priority level, the establishment SHALL be made by order of request.





B.2.10 Multicast 

The multicast applies to PoC Group Sessions and is optional for PoC 2. This feature requires multicast capabilities in the underlying radio access network.  


		Label

		Description

		Enabler Release



		

		

If this optional feature is supported the following requirements apply

		



		B.2.10.1

		Service Provider Policy and/or PoC User subscription SHALL determine if a given Pre-arranged or Chat PoC Group Session is able to utilize multicast capability for Media.

		



		B.2.10.2

		A multicast enabled PoC User accessing PoC Service via a multicast access network SHALL be able to establish a PoC Session that uses multicast capabilities for the transport of downlink Media.

		



		B.2.10.3

		The PoC Service SHALL provide capability to include PoC Group members that are not multicast capable through normal PoC procedures.

		





Table 54: Multicast

		OMA-REQ-2005-0146


OMA-REQ-2005-0146R01-PoC2-multicast_use_case

		· A PoC user SHALL be able to establish a PoC Session whose media makes use of multicast capabilities for the distribution of downlink PoC talk-bursts.   


· Service Provider policy and/or user subscription SHALL determine if a pre-arranged or chat group of users are able to utilize multicast capability for media or not.  


· The Service provider SHALL have the capability to configure multicast policy and related multicast service information for the PoC group



		OMA-REQ-PoC2-2005-0157R01-was-0064-POC2-B.2.10-mcast-additional-Requirement

		The PoC2 multicast feature applies to PoC Group Sessions and is optional for PoC2. This feature requires multicast capabilities in the underlying radio access network.  If this optional feature is supported the following requirements apply:


· Service Provider policy and/or PoC User subscription SHALL determine if a given Pre-arranged or Chat PoC Group Sessions is able to utilize multicast capability for media.  


· A multicast enabled PoC user accessing PoC service via a multicast access network SHALL be able to establish a PoC Session that uses multicast capabilities for the transport of downlink PoC media.   


· The service SHALL provide capability to include members that are not Multicast capable through normal PoC procedures .





B.2.11 Other (Interaction with OMA Service Enablers, e.g. group management …) 

B.2.11.1 PoC Group Policies


PoC Group policies are policies that apply to a specific PoC Group only. For example expel rights and releasing rules may be attached to a PoC Group.

		Label

		Description

		Enabler Release



		

		

 

		



		B.2.11.1.1

		A PoC User MAY set and modify general PoC Group policies used for Ad hoc PoC Group Sessions initiated by the PoC User, if not set in the PoC Session setup.

		



		B.2.11.1.2

		At the initiation of an Ad hoc PoC Group Session and/or during an Ad hoc PoC Group Session the initiator of the Ad hoc PoC Group Session MAY set and modify PoC Group policies specific for this Ad hoc PoC Group Session.

		





Table 55: PoC Group Policies

B.2.11.2 Dynamic PoC Groups


PoC 2 supports the use of rules to specify the membership of PoC Groups. PoC Groups with memberships determined in this way are called Dynamic PoC Groups, since memberships may change dynamically, depending on the evaluation of the rules.


		Label

		Description

		Enabler Release



		B.2.11.2.1

		



PoC Client and PoC Service Infrastructure MAY support Dynamic PoC Groups.

		



		B.2.11.2.2

		If PoC Client and the PoC Service Infrastructure support Dynamic PoC Groups, a PoC Group Administrator SHALL be able to specify a set of rules for the membership of Pre-arranged or restricted Chat PoC Groups.

		



		B.2.11.2.3

		If PoC Client and the PoC Service Infrastructure support Dynamic PoC Groups, a PoC User initiating an Ad hoc PoC Group Session SHALL be able to specify a set of rules for the membership of the Ad hoc PoC Group at the set up of the Ad hoc PoC Group Session.

		



		B.2.11.2.4

		If PoC Client and the PoC Service Infrastructure support Dynamic PoC Groups, a PoC User SHALL be invited to a PoC Session of a Dynamic PoC Group during PoC Session set up and SHALL be allowed to join or rejoin an ongoing PoC Session of a Dynamic PoC Group if and only if the set of rules for the Dynamic PoC Group can be evaluated and are matched.

		



		B.2.11.2.5

		If PoC Client and the PoC Service Infrastructure support Dynamic PoC Groups, 

Condition Re-evaluation MAY be supported in both, the PoC Client and the PoC Service Infrastructure.

		



		B.2.11.2.5.1

		If the PoC Client supports Condition Re-evaluation then the PoC User, who specified the rules for Dynamic PoC Group, SHALL be able to additionally require, that during an ongoing PoC Session the members of the Dynamic PoC Group are continuously monitored and the Dynamic PoC Group rules are re-evaluated continuously.

		



		B.2.11.2.5.2

		If the PoC Server supports Condition Re-evaluation and if for a PoC Session Condition Re-evaluation has been requested then the following SHALL apply during an ongoing PoC Session:
 - If for a member of the Dynamic PoC Group, who is currently not participating in the PoC Session, the Dynamic PoC Group rules can be evaluated and match, this member SHALL be (re)invited to the PoC Session, unless he had previously declined such an invitation.
 - If for a Participant in a PoC Session the Dynamic PoC Group rules can be evaluated and do not match any longer, this SHALL be signalled to the PoC Client and the Participant SHALL be removed from the PoC Session.

		



		B.2.11.2.6

		If PoC Client and the PoC Service Infrastructure support Dynamic PoC Groups, other OMA Enablers MAY be used for evaluating the Dynamic PoC Group rules.

		



		B.2.11.2.7

		If Dynamic PoC Group rules are supported, then at least rules that are based on location or on presence status information SHOULD be supported.

		



		B.2.11.2.8

		If PoC Client and the PoC Service Infrastructure support Dynamic PoC Groups, a PoC User who is a member of a Dynamic PoC Group SHALL be able to subscribe to the status of a Dynamic PoC Group and receive a notification as soon as there is at least one other PoC User, who matches the rules of the Dynamic PoC Group, other than the subscribing PoC User.

		



		B.2.11.2.9

		If PoC Client and the PoC Service Infrastructure support Dynamic PoC Groups, a PoC User, who is a member of a Dynamic PoC Group, SHALL be able to subscribe to the status of a Dynamic PoC Group and receive a notification when another PoC User who matches the rules becomes an active member of the dynamic PoC Group or when another PoC User who was an active member no longer matches the rules and ceases to be an active member of the Dynamic PoC Group.

		



		B.2.11.2.10

		If PoC Client and the PoC Service Infrastructure support Dynamic PoC Groups, a PoC Group Administrator MAY create a Dynamic PoC Group based on rules without the PoC Group Administrator explicitly predefining a set of members. In this case the PoC Service Infrastructure will populate the PoC Group Members dynamically based on the rules specified subject to the prior consent of the evaluated and matched PoC User to become a member of a Dynamic PoC Group of this type.

NOTE: In the case of Dynamic PoC Groups defined as above the scope of the search to populate the Dynamic PoC Group members is a matter of policy for the PoC Service Provider and may or may not be restricted. The actual implementation of this requirement is an architectural issue.

		



		B.2.11.2.11

		If PoC Client and the PoC Service Infrastructure support Dynamic PoC Groups, a PoC User MAY publish presence information about themselves that can be used for the evaluation of rules for the membership of Dynamic PoC Groups.

		



		B.2.11.2.12

		If PoC Client and the PoC Service Infrastructure support Dynamic PoC Groups, a PoC User MAY provide consent to become a member of a Dynamic PoC Group based on Dynamic PoC Group rules.

		



		B.2.11.2.13

		The PoC Service Infrastructure SHALL be able to create PoC Groups to which members are added dynamically at the crisis service invocation. Only PoC Service Provider can create such a special crisis PoC Group to which an authorized PoC User is assigned. Only authorized PoC User can invoke PoC Sessions with Crises Handling Request through his assigned PoC Group.

		





Table 56: Dynamic PoC Groups

B.2.11.3 XML Document Management Requirements


Editor’s Note: Introductory text is missing and should be added.

		Label

		Description

		Enabler Release



		B.2.11.3.1

		

The PoC Service SHALL handle XML document management transactions with multiple User Equipments having the same PoC Address.

		





Table 57: XML Document Management Requirements

B.2.11.4 Presence Requirements


Editor’s Note: Introductory text is missing and should be added.

		Label

		Description

		Enabler Release



		B.2.11.4.1

		

The PoC Service SHALL handle presence with multiple User Equipments having the same PoC Address.

		





Table 58: Presence Requirements

B.2.11.5 Management of PoC Groups and PoC Group Lists

Editor’s Note: Introductory text is missing and should be added.

		Label

		Description

		Enabler Release



		

		



		



		B.2.11.5.1

		In order to ensure that network resources are not wasted with obsolete or unused lists PoC Service Infrastructure SHOULD support removal of PoC Groups and PoC Group Lists which have not been accessed or used for PoC Sessions for a period of time set by the PoC Service Provider or by the PoC Subscriber.

		



		B.2.11.5.2

		Specifically it SHOULD be possible to specify an expiration time when creating PoC Groups and PoC Group Lists and the deletion of the PoC Groups and PoC Group Lists when the expiration time expires.

		



		B.2.11.5.3

		For PoC Groups and PoC Group Lists which do not have an expiration time it SHOULD be possible for the network to delete PoC Groups and associated PoC Group Lists which have not been used for a period of time set by the operator.

		



		B.2.11.5.4

		The PoC Service infrastructure SHOULD notify the PoC Group Administrator and PoC Group members of a pending deletion of PoC Groups and PoC Group Lists and SHOULD provide a mechanism to allow the PoC Group Administrator to request that the lifetime of the notified PoC Group or PoC Group List is renewed.

		



		B.2.11.5.5

		It SHOULD be possible for the PoC Service Provider to charge for the creation and storage of PoC Groups and PoC Group Lists and to charge based on the size of these documents and the period of time that such PoC Groups and PoC Group Lists exist.

Editor’s Note: Should we move this requirement to the Charging subclause ?

		





Table 59: Management of PoC Groups and PoC Group Lists

		OMA-REQ-2004-1020

		· The PoC service SHALL support filter criteria for PoC group Session set-up


· As a minimum "Location", defining a geographical area e.g. country, town, township or a location and a radius of tolerance) SHALL be supported as a filter criterion.


· When inviting to a PoC group Session the subscriber SHALL be able to define filter criteria.


· In pre-arranged PoC groups the PoC group administrator SHALL be able to define filter criteria


· If the PoC server is capable to verify these filter criteria then 


· only members of the group, that match the filter criteria SHALL be invited to the PoC Session.


only members of the group, that match the filter criteria SHALL be allowed to join the PoC Session.



		OMA-REQ-2004-1050

		· A PoC user SHALL be able to set the filter criteria for a Dynamic Sub-Group;


· (Dynamic Sub-Group is a subset of an original PoC group (a chat room or a group call). That means members of a Dynamic Sub-Group belong to the original PoC group.)


· A PoC user SHALL be able to set up a Dynamic Sub-Group Session according to the filter criteria;


· A PoC user who do not match the filter criteria SHALL not be invited to the Dynamic Sub-Group;


A PoC user who do not match the filter criteria SHALL not be allowed to join the Dynamic Sub-Group;



		OMA-REQ-2005-0032

		· A PoC user SHALL be able to define dynamic PoC groups by specifying requirements for participant properties


· A PoC user SHALL be able to initiate a PoC Session using a dynamic PoC group


· PoC users SHALL be automatically invited or removed from a dynamic PoC group Session such as to fulfil the requirements for the dynamic group’s participant properties


· A PoC user SHALL be able to define dynamic PoC sub groups by choosing participants from an existing PoC group and specifying requirements for participant properties


· A PoC user SHALL be able to initiate a PoC Session using a dynamic PoC sub group


PoC users SHALL be automatically invited or removed from a dynamic PoC sub group Session such as to fulfil the requirements for the dynamic sub group’s participant properties



		OMA-REQ-2004-1026R01


OMA-REQ-2004-0044R03

OMA-REQ-2005-0044R04-LATE-PoC2-Use-Case-Service-change-between-PoC-and-IM


(part 2)

		· A PoC Session Participant SHALL be able to establish a text messaging  Session with other PoC Session Participants.  


· A PoC Session Participant SHALL be able to participate in both voice and text messaging Sessions simultaneously.


· A PoC Session Participant SHALL be able to send and receive a text or multimedia message (containing e.g. images, audio or video) to other PoC Session participant(s).








B.2.12 PoC Interworking Service


B.2.12.1 General


The PoC interworking service provides the means to extend the PoC User experience and reach beyond the OMA defined PoC Service and PoC Network boundaries. This is accomplished by interworking with other networks and systems, while not PoC compliant, may be able to provide a reasonably comparable capability. The inteworking service manipulates interactions with these other networks and systems into PoC behaviour to hide the details of the variation from PoC.


For PoC 2 interworking service, the focus is limited to: interworking with External P2T Networks to provide PoC interactions between PoC Users and External P2T Network users; providing PoC Users remote PoC access when not directly connected to a PoC Network.


The thrust of this effort is to minimize the impact on PoC specifications of the accommodation of this interworking capability, both for interconnection with External P2T Networks and for remote PoC access. The requirements for interworking capability articulated in this specification sub-clause are limited in scope to those aspects of PoC interfaces supporting the export of PoC functions and capabilities beyond PoC Network borders. This means that the interworking service itself, interfaces to External P2T Networks and remote access networks are outside the scope of this OMA enabler.


Note: PoC 2 interworking service does not guarantee that all systems outside the OMA PoC domain will be capable to interworking without enhancements.  


		Label

		Description

		Enabler Release



		B.2.12.1.1

		

PoC Service MAY utilize the interworking service to support symmetric communication with PoC remote access users and users in External P2T Network.

		



		B.2.12.1.2

		PoC interworking service MAY support the following PoC communication modes:


Editor’s note: We need to specify the set of services supported only if our intention is to test these issues in the IOP Test Fests. 


· 1-1 PoC Session,


· PoC Group Sessions for Ad-hoc PoC Groups, Pre-arranged PoC Groups and Chat PoC Groups and 1-many-1 PoC Sessions,


· PoC Service Settings (e.g. Automatic/Manual Answer, Incoming Session Baring, Incoming Talk Burst Baring),


· Manual Answer Override,


· Instant Personal Alert,


· Group Advertisement.

		



		B.2.12.1.3

		PoC interworking service MAY support the following PoC functionality:


Editor’s note: Authentication and authorisation is FFS. 


· Address mapping of External P2T Network users requesting PoC Services from a External P2T Network,


· Charging of PoC Services offered to PoC Users or External P2T Users ,


Editor’s note: Charging requirements are covered in B.1.2.3 and ther equireemnt above could be removed. 


· Presence information supporting to the PoC Service,


Note: This only refers to the presence information that can be carried by the PoC protocols. Presence information exchange between presence servers interworking is outside the scope of this specification.


· Group identities used by the PoC Service or, 


· Conference state events information. 


Editor’s note: Security and Privacy are FFS. 




		



		B.2.12.1.4

		PoC interworking service MAY support the negotiation of:


· Media Burst Control Protocol in PoC Sessions.


· Codec and Media Parameter for PoC Sessions.


· PoC Session modifications,


· Media Burst Control Protocol options in PoC Sessions.


· User Plane adaptation in PoC Sessions.


Note:  Further details of the interworking service is out of scope of OMA specifications.

		





Table 60: General

B.2.12.2 External P2T Networks


The PoC 2 interworking defines a service for Push-To-Talk communication between users of OMA PoC Networks (PoC) and users of External P2T Networks.  Interworking service between a PoC Network and an External P2T Network is described here without describing the details of the services or specific functionality that may be provided by an External P2T Network. Interworking service is described from the perspective of a PoC Network and the communications that may be sent from a PoC Network toward an External P2T Network, and the communications that may be received into a PoC Network from an External P2T Network.


The External P2T Network is presumed to manage its own subscribers, users and services.


		Label

		Description

		Enabler Release



		

		



		



		B.2.12.2.1

		A PoC User MAY initiate, join or be invited to a PoC Session including authorized External P2T Network users.

		



		B.2.12.2.2

		A PoC User MAY send or receive an Instant Personal Alert to or from an authorized External P2T Network user.

		



		B.2.12.2.3

		A PoC User MAY send or receive a Group Advertisement to or from  authorized External P2T Network users.

		





Table 61: External P2T Networks

B.2.12.3 PoC Remote Access


A PoC Network may provide PoC remote access, allowing PoC Users to access PoC Services when the user is not directly connected to the PoC Network, not necessarily using a PoC Client. For example, a PoC User, with a valid subscription, accessing PoC Services via a PSTN terminal. 


		Label

		Description

		Enabler Release



		

		



		



		B.2.12.3.1

		A PoC remote access user, registered with a PoC Network MAY initiate, join or be invited to a PoC Session.

		



		B.2.12.3.2

		A PoC remote access user, registered with a PoC Network MAY send or receive an Instant Personal Alert.

		



		B.2.12.3.3

		A PoC remote access user, registered with a PoC Network MAY send or receive a Group Advertisement.

		





Table 62: PoC Remote Access

B.2.12.4 PoC User Experience Using PoC Interworking Service


The user experience for PoC interworking service is relevant for Participants in PoC Sessions involving interworking, which may include PoC Users in PoC Networks, PoC remote access users and External P2T Network users.

		Label

		Description

		Enabler Release



		

		

		



		B.2.12.4.1

		Introduction of PoC 2 interworking service SHALL not result in significantly diminished performance (e.g. delays, QoS, etc.) for PoC Users operating in the PoC Network.

		





Table 63: PoC User Experience Using PoC Interworking Service

B.2.12.5 Interaction of PoC - Video Only Session with Other Voice Call Enablers


A capability is provided by the PoC Client to initiate a PoC Session with video Media, invoked by or invoking another capability (such as a CS or VoIP client) resident in the same User Equipment as the PoC Client. This capability enables Value Added PoC Services.

		Label

		Description

		Enabler Release



		B.2.12.5.1

		

A capability MAY be provided by the PoC Client to initiate a video only PoC Session, invoked by or invoking another capability (such as a CS or VoIP client) resident in the same User Equipment as the PoC Client. 

		



		B.2.12.5.2

		If the above capability is supported then the Value Added PoC Service SHALL support the following characteristics:


PoC Users SHALL be able to invite other PoC Users to a video only PoC Session, anytime during an active voice call or at the voice call initiating time.

		



		B.2.12.5.3

		If the above capability is supported then Value Added PoC Service SHALL support the following characteristics:


The PoC User, who joins the voice call SHALL also be invited to the video only PoC Session.

Editor’s Note: we need to consider to reach the same – or different - terminal for PoC as for the voice call

		



		B.2.12.5.4

		If the above capability is supported then the Value Added PoC Service SHALL support the following characteristics:


The PoC User SHALL have the option to participate only in the voice call, without receiving the optional video stream of the PoC Session.

		



		B.2.12.5.5

		If the above capability is supported then the Value Added PoC Service SHALL support the following characteristics:


Anytime during an active voice call or at the voice call initiating time, the user SHALL have the option to add and release the video stream in the PoC Session.

		



		B.2.12.5.6

		If the above capability is supported then the Value Added PoC Service SHALL support the following characteristics:


Anytime during an active PoC Session, if a Participant releases the voice call, the Participant’s corresponding video PoC Session SHALL also be automatically released.

		



		B.2.12.5.7

		If the above capability is supported then the Value Added PoC Service SHALL support the following characteristics:


All Participants in the PoC Session MAY be able to receive the list of Participants that are capable to receive video Media.

		



		B.2.12.5.8

		If supported, the Value Added PoC Service SHALL support the following characteristics:


The PoC Service SHALL be able to establish or release the PoC Session requested by the PoC Client.

		



		B.2.12.5.9

		If supported, the Value Added PoC Service SHALL support the following characteristics:


The PoC Service SHALL automatically end the video PoC Session, when the voice call ends.

		



		B.2.12.5.10

		If supported, the Value Added PoC Service SHALL support the following characteristics:


The PoC Service SHALL support PoC 1 1-1, Ad-hoc, Chat, and Pre-arranged Groups PoC Sessions.

		



		B.2.12.5.11

		If supported, the Value Added PoC Service SHALL support the following characteristics:


The PoC Service SHALL invite the same PoC User to the PoC Session that are currently in the voice call. Participant, who leaves the voice call, SHALL be removed from the PoC Session. User who joins the voice call SHALL be added to the PoC Session.

		



		B.2.12.5.11

		If supported, the Value Added PoC Service SHALL support the following characteristics:


The Value Added PoC Service SHALL use the same Media Burst Control mechanism as the PoC Service.

Editor’s Note: In case of the group CS teleconference the interaction with the PoC service is FFS.

Editor’s Note: The wording above should be clarified, because Media Burst Control is valid only for PoC Sessions – not for CS and VoIP calls.  

		





Table 64: Interaction of PoC - Video Only Session with Other Voice Call Enablers

Security Requirements should be reviewed with the Security Working Group as early as possible.  The impacts and relationships to other security considerations need to be comprehensive.  In addition, the concerns raised for a particular feature described herein may be impactful for other features.  Early coordination of this material with Security WG will help assure the most complete set of descriptions possible across the set of OMA enabler activities.
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