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1 Reason for Contribution

Most of the requirements are consolidated, but still the terminology is not very well used.  Also some requirements wording is difficult to understand.  This contribution proposes to correct these issues.  

179R02 and 216R01 cover the editorials up to B.2.12.5.  This contribution covers the rest of the RD.
2 Summary of Contribution

1) The defined terms are used always when possible.

2) Sub clause titles are written the way recommended in the template; each word starts with a capital letter (except prepositions, etc.)

3) Some requirements are reworded for readability.

4) Duplicated texts in the introduction and in the first bullet in the requirements table are removed.   

5) “He/she” is moved to “he” as was made in PoC 1.0 RD.

6) Some Editor’s Notes are added (in some sub clauses e.g. introductory text is missing).

7) Some duplicated requirements are proposed to be removed.

3 Detailed Proposal

See attachment (proposed changes are revision marked):
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4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposal is discussed and accepted. 
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1. Scope
(Informative)


The intention of PoC 2 Requirement Document (RD) is to define the requirements for the Push to Talk over Cellular services beyond those requirements created for PoC as developed in OMA [OMA PoC RD 1.0].  As stated in PoC 2 Work Item Document (WID), the following will be covered in this RD:

1. Interworking between PoC domains and non-PoC domains


2. Machine-to-user PoC SessionSessions

3. Automatic PoC SessionSessions initiated by outside applications

4. Seamless interaction between PoC and other enablers (e.g., instant messaging, VoIP)

5. Use of PoC by emergency organisations/services personnel (e.g. police, ambulance, fire)


6. Use of a variety of media formats to provide enhanced user experience within PoC (e.g. video)

2. References


2.1 Normative References


		[RFC2119]

		“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, 
URL: http://www.ietf.org/rfc/rfc2119.txt



		[OMA PoC RD 1.0]

		“OMA Push to Talk over Cellular Requirements, V 1.0”. Open Mobile Alliance™,  
URL: http://www.openmobilealliance.org/ftp/PD/OMA-RD_PoC-V1_0-20040916-C.zip



		[OMA PoC AD 1.0]

		“Push to talk over Cellular (PoC) – Architecture”. Open Mobile Alliance™,  
URL: http://www.openmobilealliance.org/ftp/Public_documents/poc/Permanent_documents/OMA-AD-PoC-V1_0-20050805-C.zip





2.2 Informative References


		[RFC3261]

		 IETF RFC 3261: “SIP: Session Initiation Protocol”, J. Rosenberg et al, June 2002. URL:http://www.ietf.org/rfc/rfc3261.txt



		[RFC2046]

		RFC 2046, Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types
URL:http://www.ietf.org/rfc/rfc2046.txt





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


.


3.2 Definitions


For the purposes of the PoC 2 specifications, the following terms and definitions apply.


Disclaimer: 
Several of these definitions have been taken from PoC 1 AD [OMA PoC AD 1.0]. While aiming at backwardscompatibility some of them have been enhanced for the present RD. Modified definitions are marked.  New definitions have been added.  



		1-1 PoC Session

		A feature enabling a PoC User to establish a PoC Session with another PoC User.



		1-many PoC Session

		A PoC Group Session that is not a 1-many-1 Session.



		1-many-1 PoC Session

		A PoC Group Session for a Pre-arranged PoC Group in which one Participant is a Distinguished Participant and each other Participant is an Ordinary Participant.



		Access Control

		User specified rules that restrict the set of other users that may establish PoC Sessions to the user.



		Ad-hoc PoC Group

		A temporary Group of Participants in an Ad-hoc PoC Group Session



		Ad-hoc PoC Group Session

		An Ad-hoc PoC Group Session is a PoC Session for multiple PoC Users that does not involve the use or definition of a Pre-arranged or Chat Group.



		Automatic Answer Mode

		Automatic Answer Mode is a PoC Client mode of operation in which the PoC Client accepts a PoC Session establishment request without manual intervention from the user; Media is immediately played when received.



		Chat PoC Group

		A Chat PoC Group is a persistent Group in which each member individually joins the PoC Session, i.e., the establishment of a PoC Session to a Chat PoC group does not result in other members of the Chat PoC Group being invited. 



		Chat PoC Group Session

		A Chat PoC Group Session is a PoC Session established to a Chat PoC Group.



		Condition Re-evaluation

		Repeated evaluation of conditions of PoC Users against the rules that define a dynamic PoC Group. According to the evaluation results PoC Users are invited to or removed from a PoC Session involving the dynamic PoC Group



		Contact List

		A Contact List is a list available to the PoC User that contains the addresses of PoC Users or PoC Groups.



		Continuous Media

		Media with an inherent notion of time. In the present document speech, audio, and video are examples of continuous media 



		Discrete Media

		Media that itself does not contain an element of time.In the present document all media not defined as continuous media. ( e.g images , text)



		Distinguished Participant

		The Distinguished Participant is a Participant in a 1-many-1 PoC Session that sends Media to all Ordinary Participants, and that receives Media from any Ordinary Participant. 


Note: this definition is modified from PoC 1 AD [OMA PoC AD 1.0].



		Dynamic PoC Group

		A Pre-arranged, restricted Chat or Ad hoc PoC Group whose membership is restricted based on the evaluation of a set of rules



		External P2T Network 

		Private or public circuit switched or packet switched networks that provide push-to-talk services similar to PoC Services



		Group Advertisement

		A Group Advertisement is a feature that provides the capability to inform other PoC Users of the existence of a PoC Group.



		Group List

		A list of members in a Pre-arranged or restricted Chat PoC Group. Each member is identified by a SIP URI or a TEL URI.



		Half Duplex Voice Chat

		A voice chat system allows peer-to-peer or conference based voice interactions (half duplex) between the voice chat clients. It is assumed to be implemented via SIP / RTP over the internet or an intranet domain.  A registrar and SIP proxy is available to appropriately route SIP messages.  The voice chat clients do not provide services like group management, floor control



		Hierarchical Group

		Ffs



		Home PoC Network

		The Home PoC Network is a network comprising a SIP/IP Core and PoC Server, both operated by the user's PoC service provider.  The Home PoC Network is the same as the Home Network defined in IMS and MMD specifications.



		Home PoC Server

		The Home PoC Server is the PoC Server owned by the PoC Service Provider that provides PoC service to the user.



		Incoming Instant Personal Alert Barring

		Incoming Instant Personal Alert Barring is a PoC service setting for the PoC Client that conveys the PoC User's desire for the PoC service to block all incoming Instant Personal Alerts.



		Incoming PoC Session Barring

		Incoming PoC Session Barring is a PoC service setting for the PoC Client that conveys the PoC User's desire for the PoC service to block all incoming PoC Session requests. 



		Inviting PoC Client

		An Inviting PoC Client is a PoC Client that invites other PoC User(s) to a PoC Session.



		Man-machine PoC Session

		Man-machine PoC Session is a PoC session in which non human participant(s) is(are) participating.



		Manual Answer Mode

		Manual Answer Mode is a PoC Client mode of operation in which the PoC Client accepts a PoC Session establishment request only after manual intervention from the user.



		Media

		Forms of information that are exchanged between PoC Participants. Media may come in different forms, which are referred to as Media Types.



		Media Burst

		Flow of Media from a PoC Client that has the permission to send Media.



		Media Burst Control

		Media Burst Control is a control mechanism that arbitrates requests from the PoC Clients, for the right to send Media and Multimedia. 



		Media Burst Request Permission Level

		A level of permission, which can be used to limit the PoC Clients to request Media Burst



		Media Type

		Media types share a characteristic of human perception. Media types may be realtime or non-realtime, like:


· audio (e.g. speech, music)


· video (without audio component)


· still image


· text (formatted and non-formatted)


· file



		Multimedia

		Multimedia is the simultaneous existence of multiple media types. (e.g.


· audiovisual 


· video plus subtitles 


)


Multimedia from a single source that involves real-time media types are assumed to be synchronized.



		Ordinary Participant

		An Ordinary Participant is a Participant in a 1-many-1 Session that is only able to send media to the Distinguished Participant, and that likewise is only able to receive media from the Distinguished Participant.



		Participant

		A Participant is a PoC User in a PoC Session.



		

		



		PoC Address

		A PoC Address identifies a PoC User. The PoC Address can be used by one PoC User to request communication with other PoC Users. 



		PoC Administrator

		An entity that creates and maintains relevant aspects of PoC service for a specific PoC subscriber or group of PoC subscribers.  The PoC service provider is the default PoC administrator.  PoC administrative rights may be assigned to a representative of a group of PoC subscribers (e.g. IT department of a corporation, or a VAS provider) for the purpose of administering a PoC service within that group of PoC subscribers 


Note: The definition above is an editorial enhancement the definition given in [OMA PoC RD 1.0]



		PoC Box

		A PoC Box is the functionality to store Media Bursts and related information (e.g. date & time, talker identity, participant information) on behalf of a PoC User.



		PoC Client

		A PoC Client is a PoC functional entity that resides on the PoC User Equipment that supports the PoC service. 



		PoC Group

		A PoC Group is a predefined set of PoC Users together with its attributes. A PoC Group is identified by a SIP URI.



		PoC Group Administrator



		A person(s) or entity who has the authority to define, delete or modify PoC Group memberships (i.e. administrative rights for group membership management are exercised in an “off-line” fashion).  The PoC Service Provider has group administrative rights by default.  PoC Group administrative rights may be assigned by the PoC Service Provider to a PoC Subscriber or his representative (e.g. IT department in a corporation) as part of the service provisioning, or assigned by the PoC Session Owner to a PoC Group Session Participant temporarily.  The PoC Group Administrator may be a Participant in all, some or none of the PoC Group Sessions.  PoC Group Administrator is a special case of PoC Administrator.  



		PoC Group Identity

		The PoC Group Identity is a SIP URI of the Pre-arranged PoC Group or Chat PoC Group.



		PoC Group Session

		A PoC Group Session is a Pre-arranged PoC Group, Ad-hoc PoC Group or Chat PoC Group Session. 



		PoC Dispatcher

		The distinguished PoC Participant in a 1-many-1 PoC Session that sends PoC media to all PoC Fleet Members and that receives PoC media from any PoC Fleet Member.


Editor’s Note: should be checked, if this is the same as the Distinguished Participant



		PoC external entity

		An entity connected to a PoC system, which provides supporting functionalities for PoC session participants.  Authorised PoC participants are able to control the external entities to realize the desired functionalities.  



		PoC Fleet Member

		A Participant in a 1-many-1 PoC Session that is only able to send PoC media to the PoC Dispatcher Participant, and that likewise is only able to receive PoC media from the PoC Dispatcher


Editor’s Note: should be checked, if this is the same as the Ordinary Participant



		PoC Network

		Private networks (e.g. Enterprise) or public networks (e.g. GPRS, UMTS, CDMA) which provide PoC capabilities and associated PoC capable user terminals which are compliant with OMA PoC Service Enabler specifications



		PoC Remote Access

		A method of providing a compliant PoC User access to a SIP/IP Core and PoC Network via an potentially non-SIP/IP based network



		PoC Server

		The PoC Server implements the 3GPP IMS and 3GPP2 MMD application level network functionality for the PoC service. 


Note: this definition is modified from PoC 1 AD [OMA PoC AD 1.0].



		PoC Service

		The user perception of service functionality provided by the PoC Service enabler. 



		PoC Service Enabler

		The basic functionality of the PoC Service Enabler is described in [OMA PoC RD 1.0] and are referred to as “PoC 1” in the present specification. Enhancements to the PoC Service Enabler are described in the present specification.



		PoC Service Infrastructure

		The PoC Service Infrastructure comprises of all PoC networks and their system elements.  PoC Networks are assumed to be interconnected to allow communication and data transfer among users. 



		PoC Service Setting

		The PoC Service Settings are Answer Mode Indication, Incoming PoC Session Barring and Incoming Instant Personal Alert Barring.



		PoC Service Provider

		A PoC Service Provider provides PoC Service – on its own or in conjunction with other Value Added Services – to his subscribers.



		PoC Session

		A PoC Session is a SIP Session established by the procedures of this Specification.  This Specification supports the following types of PoC Sessions:  1-1 PoC, Ad-hoc PoC Group, Pre-arranged PoC Group, or Chat PoC Group Session. 



		PoC Session Owner

		The PoC Session Owner in the case of 1-1 PoC Session and Ad-hoc PoC Group Session is the initiator of the PoC Session. In the case of a Chat PoC Group and a Pre-arranged PoC Group Session, the PoC Session Owner is the creator of the PoC Group.



		PoC Session Priority

		The PoC Session Priority is determined based on the PoC Service Provider’s Policy and the QoE profile associated to the PoC Session. It controls how the PoC Session is treated under competing situations with other PoC Sessions and may result in a preferred treatment for those PoC Session with a higher PoC Session Priority. The definition of different levels to be applied for this feature is a decision that belongs to the PoC Service Provider.



		PoC Subscriber

		A PoC Subscriber is one whose service subscription includes the PoC service. 


NOTE: In [PoC RD V1.0] the term “PoC Subscriber” is sometimes used to mean the same as term “PoC User“ in [OMA PoC AD].



		PoC User

		A PoC User is a user of the PoC service.


NOTE: In [PoC RD V1.0] the term “PoC Subscriber” is sometimes used to mean the same as term “PoC User“ in [OMA PoC AD].



		Policy

		 A policy is a plan of action based on certain defined criteria for handling the PoC service. A policy is established by one or more roles of the PoC Service Enabler (the PoC Service Provider, PoC Subscriber, PoC User, or Enterprise Customer IT Department on behalf of PoC end users) and may concern, e.g. expel rights in PoC Groups, release of PoC Sessions, network privacy rules, user preferences, assignment of priority levels, etc..  Policy may be applicable to different points in the end-to-end PoC session, e.g. client, PoC service entity, underlying network infrastructure.  


Note: ‘Service Provider’ policy is a special case; see definition.



		Pre-arranged PoC Group

		A Pre-arranged PoC Group is a persistent PoC Session Identity that has an associated set of PoC members.  The establishment of a PoC Session to a prearranged PoC Group results in all members being invited.  



		Pre-emptive Priority

		The right for an authorised PoC Participant who has requested the floor to be granted the right to speak in preference to PoC Participants with other priority levels



		Pre-established Session

		The Pre-established Session is a SIP Session established between the PoC Client and the PoC Server that performs the Participating PoC Function.  The PoC Client establishes the Pre-established Session prior to making requests for PoC Sessions to other PoC users.  To establish a PoC Session based on a SIP request from the user, the PoC Server conferences other PoC Servers/Users to the Pre-established Session so as to create an end-to-end connection. 



		Priority Levels

		A feature that controls the right of individual PoC Participants in an on-going PoC Session to make PoC talk burst requests. Priority Levels are defined as ‘Pre-emptive Priority’, ‘High Priority’, ‘Normal Priority’ and ‘Listen Only’.



		Served PoC User

		A PoC User that obtains a PoC service from a PoC Server located in the Home PoC Network 



		Service Provider Policy

		Service Provider Policy refers to the overall policy conditions actually selected by a service provider(s) for commercial implementation of a PoC Service.  Service Provider policy is established based on commercial considerations, which may concern, e.g. support/non-support of certain network or client capabilities or service features within a network .  Service Provider policy is applicable only to the network or subscribers over which the Service Provider has control.   



		Simultaneous PoC Session

		When a PoC User is a Participant in more then one PoC Session simultaneously using the same PoC Client.



		SIP Session

		A SIP Session is a SIP dialog.  From RFC 3261[RFC3261], a SIP dialog is defined as follows: A dialog is a peer-to-peer SIP relationship between two UAs that persists for some time.  A dialog is established by SIP messages, such as a 2xx response to an INVITE request. A dialog is identified by a call identifier, local tag, and a remote tag.  



		SIP URI

		From RFC 3261[RFC3261]: "A SIP or SIPS URI identifies a communications resource" and "follows the guidelines in RFC 2396 [5]".  PoC uses SIP URIs to identify PoC Clients, PoC Servers, and PoC Sessions, resource lists that point to URI lists, etc. 



		Talk Burst

		A Talk Burst is the flow of media from a PoC Client while that has the permission to send media. 



		Talk Burst Control

		Talk Burst Control is a control mechanism that arbitrates requests from the PoC Clients, for the right to send media. 


NOTE: In [PoC RD V1.0] the term “Floor Control” is used to mean the same as term “Talk Burst Control“ in [OMA PoC AD].



		Talker Identification

		Talker Identification is the procedure by which the current talker's PoC Address is determined and made known to listeners on the PoC Session. 


Note: this definition is modified from PoC 1 AD [OMA PoC AD 1.0].



		User Equipment

		User Equipment is a hardware device that supports a PoC Client e.g., a wireless phone. 



		Value Added PoC Service

		A service, provided by the PoC Service Provider to his PoC subscribers, that makes use of the PoC Service enabler and other capabilities (e.g. a CS voice call). 



		Vote Processing Entity

		Entity designated to process the voting result. This entity could either be the PoC Server, the originating client or a designated client



		Vote Group Types

		Open group Vote: The voting is open to any PoC user (e.g. the open chat group)


Closed group Vote: The voting is restricted only to the PoC group members (e.g. the closed chat group)



		Vote Result Types

		Disclosed result Vote: The voting result is sent to the participating members.


Undisclosed result Vote: The voting result is kept/sent only by/to the designated client (e.g. Vote originating client)


Secret result Vote: The voters identity is not disclosed to the vote processing entity



		Vote Response Types

		Real-Time vote response: As and when vote response is received from a client the response/accumulated response is forwarded to all the client(s).


Accumulated vote response: The vote response from clients is collected over a pre-defined time period. The voting result is computed and aggregate result is forwarded at the timeout. Any response received after the timeout is discarded.





3.3 Abbreviations


		IVR

		Interactive Voice Response



		OMA

		Open Mobile Alliance



		PoC 2

		Push to Talk over Cellular Version 2



		PoC 1

		Push to Talk over Cellular Version 1





4. Introduction
(Informative)


<< This clause contains an overview of this requirements specification, describing the background and general objective of this requirements specification.  The inclusion of any pictures to back up text should be kept simple, showing various actors involved.
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Figure 1: Example Figure


4.1 Roles and System Elements of the PoC Service enabler


The following figure shows the roles and system elements of the PoC Service enabler as used in the present PoC 2 Requirements Document.
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Figure 2: The PoC Service Enabler
- Roles and system elements in this document

Explanation:


The PoC Service Enabler comprises a set of system elements, their functional behaviour and the communication between them. The basic functionality of the PoC Service Enabler is described in [OMA PoC RD 1.0].  Enhancements to the PoC Service Enabler are described in the present specification. 
For the full spectrum of capabilities provided by the PoC Service enabler additional support by other enables (XDM, Presence …) may be needed. 


Roles:


A PoC Subscriber has a service subscription with the PoC service provider that includes the PoC service. A PoC User uses the PoC service (e.g. over a PoC client in a terminal)


Note: the distinction between PoC Subscriber and PoC User can be illustrated as follows: 


· The PoC Subscriber is an entity (e.g. a physical person, a company …), who has a commercial relationship - a service subscription that includes the PoC service - with the PoC Service Provider. The PoC Subscriber may or may not use the PoC Service but may e.g. request service customization by the PoC Service Provider within the limits of his subscription. In general the PoC Subscriber is the entity that is charged by the PoC Service Provider.
Except for special cases (e.g. anonymous pre-paid subscriptions) the PoC Subscriber can be identified by the PoC Service Provider.

· The PoC User is an entity (generally a physical person) that uses the PoC Service within the limitations set by the PoC Subscriber and PoC Service Provider. Usage may include all kinds of PoC communication and customization of PoC settings.
A PoC User can not be identified within the context of the PoC Service Enabler, however the PoC Client he uses can be identified through its PoC address.


· An example of the above would be a family father (PoC Subscriber), who pays the bill but requests the PoC Service Provider to bar international calls of his son (the PoC User), who happily chats via the PoC Client.


A PoC Service Provider operates a Poc Network conforming to the PoC standard. For a PoC Subscriber of that PoC Service Provider this is called the Home PoC Network.
An other PoC Service Provider may operate an other PoC network. The OMA standardised PoC Service enabler intends for communication and data transfer amongst these PoC networks, thereby allowing PoC communication amongst subscribers to different PoC Service Providers. 


In PoC 2 it is possible, that a PoC Subscriber can communicate with users of other (private or public, circuit switched or packet switched) networks that provide push-to-talk services similar to PoC Services. Such networks are called “External P2T Networks”. 

System elements:


The current Requirements Document deals with the following system elements that are relevant to the PoC enabler:


· The User Equipment (terminal) is a hardware device, e.g. a wireless phone, that supports a PoC Client.
The User Equipment is operated by the PoC subscriber (user).

· A PoC Client is a PoC functional entity that resides on the PoC User Equipment that supports the PoC service.
The PoC client is operated by the PoC subscriber (user).  For the support of Value Added Services the PoC Client may need enhancements by the PoC Service Provider. 

· PoC Remote Access allows PoC users to access PoC services when the user is not directly connected to the PoC Network, not necessarily using a PoC Client. For example, a PoC user, with a valid subscription, accessing PoC services via a PSTN terminal.

· The PoC Service Infrastructure comprises of all PoC networks and their system elements.  PoC Networks are assumed to be interconnected to allow communication and data transfer among users.

· The main system element of the PoC Network of a PoC Service Provider is a PoC Server, implementing the 3GPP IMS and 3GPP2 MMD application level network functionality for the PoC service.
The PoC Server is operated by the PoC Service Provider.

· The PoC Interworking Function is part of an External P2T Network and provides the interworking of that network with the PoC Service Enabler. Within the PoC Service Infrastructure it provides interconnection to other PoC Networks.
The PoC Interworking Function is operated by the operator of an External P2T network.

Note: No architectural assumptions are associated with the above list of system elements

5. Use Cases
(Informative)


<< This clause provides high-level use cases providing a backdrop or “storyboard” to the user experience within the scope of this requirements document and from which some or all of the requirements for this enabler will be derived.  In order to expedite the development of this requirements document, it is recommended that the total number of use cases be minimised, into a set (of as few as possible but in any case no more than approximately 10) that captures the essential purpose of the enabler from a user perspective.


Use cases do not contain any normative requirements and should not try to overly specify details of interactions or message flows between enablers or the components of this enabler.  Time spent on this section should be minimised, and the requirements development cycle should focus on the normative sections of this document.  Contributions providing new use cases should include relevant additions to the Requirements section as well.  Beyond the initial set of use cases, further use cases should be avoided and only be added in exceptional situations where people are unclear about the need for a new requirement, and the use case material is needed to explain why the requirement is needed.
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5.1 <Use Case Title>


<< The level of detail of descriptions in this Requirements Document shall be above technical implementations of protocols.  It shall be as detailed as to fully guide a non-technical reader from start to end, defining the behavior of each actor.
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5.1.1  ASK  \* MERGEFORMAT Short Description


<< In one or two sentences, describe the interaction that occurs in this use case.  Try not to regurgitate the basic course of events.  The short description may provide context that other sections do not contain.
(mandatory)
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5.1.2 Actors


<< A list of involved actors and a description of their specific role in this use case.  Actors are people, organisations or applications that interact during the course of events in the use case.  It might be useful to have a list of standard actors for mobile services such as End User (private/corporate), Network Operator, Service Provider, Content Provider etc., but we will also need freedom to introduce further actors in order to capture our requirements.
(mandatory)
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5.1.2.1 Actor Specific Issues


<< A list of specific issues for each actor in the defined use-case.  Listed issues shall highlight the important issues seen by each actor in the interaction with the enabler.
(mandatory)
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5.1.2.2 Actor Specific Benefits


<< A list of specific benefits for each actor in the defined use-case.  Shall be used in the valuation of the defined use-case.
(mandatory)
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5.1.3 Pre-conditions


<< Pre-conditions are steps that must be in place before the normal or alternative flow of the use case can occur.  They are part of the contract between this use case and the outside world.
(mandatory)
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5.1.4 Post-conditions


<< Like pre-conditions, post-conditions are part of the contract between this use case and the outside world. After this use case has been completed successfully, the post-conditions are satisfied. Post-conditions should be independent of the alternative (successful) paths taken inside the use case.
(mandatory)
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5.1.5 Normal Flow


<< This is the meat of the use case.  Describe the steps that each actor and the system go through to accomplish the goal of the use case.  The normal flow represents the ‘simple, correct path’ through the use case.  It is the most common path taken. For example, think of a use case that applies to 80% of the users, but for some reason, 20% of the users need to take an alternative path (they might come with different pre-conditions, for example, they might have ‘no credit card’).


The basic format here is a numbered list of steps that describe the actions of the actors and the system behaviour.  If it helps, a UML diagram might be added.
(mandatory)
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5.1.6 Alternative Flow


<< Alternative flows are needed to make the description complete, if a single flow of events does not cover the use case completely. However, avoid going into detail and do not describe all the exception handling as alternative flows unless it leads to specific requirements for the overall system.
(optional)
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5.1.7 Operational and Quality of Experience Requirements


<< Operational and Quality of Experience (QoE) requirements apply to the use case from the perspective of involved actors. Unlike pre- or post-conditions, operational requirements are relevant for the use case as whole (not just particularly before or after it). These may be along some or all of the following dimensions depending on the application: ease of use, performance, reliability and security.  Please refer to the OMA Technical Report on Applications Performance Issues for more information and guidance on Quality of Experience Requirements. [REFERENCE TO BE INSERTED].


Examples for such requirements are 


'The customer contact is always with a sales person' 


'The system shall allow for at least 1,000 concurrent transactions' 


'The order confirmation shall be sent not later than 1 hour after purchase' 


'If 5 items are purchased, there is a special discount on the sixth'


'The user shall have full control over his personal data' 


'The response time for receiving an acknowledgement of the on-line e-commerce transaction shall be no longer than 4 seconds.'
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5.2 <Use Case Title>


<< For the second and subsequent Use Cases, the template for section 5.1 should be followed.  DELETE THIS COMMENT >>


6. Requirements
(Normative)


<< This section should capture the requirements necessary for service enablers to support end-to-end interoperability across different devices, networks, service providers and network operators.  Linkage of requirements to Use Cases is not mandatory.


In cases where a common or shared requirement document will supply requirements for a section below (e.g. Privacy RD), note it in the appropriate section and reference the requirements to be included.  Then, in the table, add any specific requirements not covered by the shared document.


Each requirement listed in the tables below includes an indication of enabler release.  The value for the enabler release should identify the release in which the requirement desired, expected, or is fulfilled.  In early phaes of RD development preceding the RD Review, this field should provide guidance on preferences.  Before commencing the Consistency Review, the fields should be updated, if needed, to reflect the actual requirement coverage fulfilled by the enabler.
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6.1 High-Level Functional Requirements


<< This clause identifies the high level functional requirements for this enabler.  These requirements will be used to describe and derive the functions and interfaces that the enabler will support, and which defines its core purpose.  When writing requirements, care should be taken to recognise the difference between the enabler specifying a mechanism to perform a function versus its required usage in any given deployment.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Whenever a requirement is directly attributable to a particular actor, it is recommended to mention it.


Examples of such requirements are:


The XYZ enabler SHOULD support content delivery estimation time before and /or during service execution.


The XYZ enabler MUST be capable of supporting the Service Provider to log information about invocations of this enabler


The XYZenabler MUST allow the end user to terminate a Session


The XYZenabler MUST allow actor X to perform function Y


If possible, requirements should be listed in a logical sequence that intuitively captures the behaviour of the enabler (or feature of the enabler).  See the Requirements Best Practices Document for examples.
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		Label

		Description

		Enabler Release



		

		

		



		

		

		



		

		

		





Table 1: High-Level Functional Requirements


6.1.1 Security


<< This clause identifies the high-level security needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.


DELETE THIS COMMENT >>


		Label

		Description

		Enabler Release



		

		

		



		

		

		



		

		

		





Table 2: High-Level Functional Requirements – Security Items


6.1.2 Charging


<< This clause identifies the high-level charging needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.
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		Label

		Description

		Enabler Release



		

		

		



		

		

		



		

		

		





Table 3: High-Level Functional Requirements – Charging Items


6.1.3 Administration and Configuration


<< This clause identifies the high-level administration and configuration needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.
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		Label

		Description

		Enabler Release



		

		

		



		

		

		



		

		

		





Table 4: High-Level Functional Requirements – Administration and Configuration Items


6.1.4 Usability


<< This clause identifies the usability needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.
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		Label

		Description

		Enabler Release



		

		

		



		

		

		



		

		

		





Table 5: High-Level Functional Requirements – Usability Items


6.1.5 Interoperability


<< This clause identifies the high-level interoperability needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.
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		Label
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		Enabler Release



		

		

		



		

		

		



		

		

		





Table 6: High-Level Functional Requirements – Interoperability Items


6.1.6 Privacy


<< This clause identifies the high-level privacy needs for this enabler.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>


		Label

		Description

		Enabler Release



		

		

		



		

		

		



		

		

		





Table 7: High-Level Functional Requirements – Privacy Items


6.2 Overall System Requirements


<<This clause describes the general behaviour and characteristics of the enabler such as deployment options, conformance, exceptions, use of existing technologies and specifications, etc.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Examples of General System Requirements are:


The XYZ enabler MUST NOT restrict deployment options


The XYZ enabler MUST be defined in an execution environment neutral manner


The XYZ enabler MUST specify interfaces that are access technology neutral


The XYZ enabler MUST be able to support services applicable to any kind of users or segments


It SHOULD be possible to use existing OMA Device Management and Provisioning enablers.


This clause can optionally include requirements describing how the actors identified in section 5 interact with this enabler.
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Table 8: High-Level System Requirements


Appendix A. Change History
(Informative)
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A.2 Draft/Candidate Version <current version> History


<< This section is available in pre-approved versions – it should be removed in the actual approved versions.  DELETE THIS COMMENT >>


		Document Identifier

		Date

		Sections
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		Description

		Enabler Release



		B.2.12.6.1

		

PoC Service MAY support the interworking with the IVR system. If supported:

		



		B.2.12.6.2

		In order to interworking with IVR system, PoC Service Enabler SHALL be able to transmit DTMF tones.

		



		B.2.12.6.3

		PoC Server SHALL be able to interwork with the IVR system.


Editor’s Note:  What actually is required here ?  PoC Server is able to receive and send DTMF tones to PSTN line or something else ?  Is this already covered by the previous requirement ? Can we remove this requirement ?

		





Table 65: PoC Interworking with IVR System

B.2.12.7 PoC Interworking with Voice-enabled Instant Messaging


A PoC supports interworking between the PoC Users and IM users who are equipped with voice-enabled IM clients (“Voice IM” users), or voice chat users, thus allowing for symmetric voice communications between PoC Users and voice IM or voice chat users.  


Note:  For purposes of PoC interworking, an IM system serving voice-enabled IM clients (or a HDVC system), which is interconnected to the PoC Network, is treated as a virtual External P2T Network for exchanging voice messages (i.e. Talk Burst) in a half-duplex manner.



PoC to voice IM (P2VIM) interworking, including PoC to HDVC (P2HDVC) interworking,  is intended to enable basic PoC communications and may support only a subset of PoC, IM or voice chat functionality. The PoC interworking  will provide the necessary functions to support PoC Users communicating with voice IM or HDVC users and should ensure that the PoC User experience is not negatively affected.

		Label

		Description

		Enabler Release



		B.2.12.7.1

		

PoC interworking service MAY support PoC-to-Voice IM (P2VIM) interworking as an option.  Similarly, PoC-to-Half-Duplex Voice Chat (P2HDVC) interworking MAY also be supported.

Both voice IM and Half Duplex Voice Chat interworking SHALL be subject to Service Provider Policy and agreement with voice IM or HDVC service provider(s), as applicable.


If P2VIM or P2HDVC interworking is supported, then the following requirements apply:

		



		B.2.12.7.2

		P2VIM or P2HDVC interworking SHALL enable interworking between PoC Users and authorised voice IM, or HDVC, users only; general unlimited interworking between PoC and IM or voice chat networks is beyond the scope of P2VIM or P2HDVC interworking.

		



		B.2.12.7.3

		Voice quality of PoC Sessions between PoC Users and voice IM or HDVC users SHOULD not be unnecessarily degraded by mechanisms and procedures in the PoC Network; similar issues in the voice IM or HDVC network affecting the voice quality (e.g. latencies) therein are beyond the scope of PoC 2 Service Enabler.

		



		B.2.12.7.4

		For purposes of PoC interworking, the voice IM, or HDVC, system is treated as a virtual External P2T Network; authorized voice IM or HDVC users are treated as authorized External P2T Network users.


If P2VIM or P2HDVC interworking is supported, unless otherwise specified, the following general PoC interworking service (B.2.12.1) requirements apply: 


Editor’s Note: Where are these “following requirements” or is the intention to say that all requirements in B.2.12.1 will apply ?

		





Table 66: PoC Interworking with Voice-enabled Instant Messaging

B.2.12.8 Interaction of PoC – Non-voice Media Only Session with Other Voice Call Enablers


Editor’s Note: Introductory text is missing and should be added.

		Label

		Description

		Enabler Release



		B.2.12.8.1

		

A capability MAY be provided by the PoC Client to initiate a non-voice Media only PoC Session, invoked by or invoking another capability (such as a CS or VoIP client) resident in the same User Equipment as the PoC Client. 


The requirements for a such a non-voice Media only PoC Session SHALL have requirements analogous to the requirements described in the sub-sections of B.2.12.5.

		





Table 68: Interaction of PoC – Non-voice Media Only Session with Other Voice Call Enablers

		OMA-REQ-2004-0875

		· The PoC enhanced enabler service MUST support interworking
 with Voice chat services deployed over the internet or within corporations


· The PoC enhanced enabler MUST interwork with VoIP network deployed over the internet or intranets.


· The PoC enhanced enabler MAY interwork with traditional voice services (e.g. PSTN)

· The PoC enhanced enabler MUST interwork with other OMA enabler


· The PoC enhanced enabler MUST interwork with other enabler across multiple domains or actors (e.g. in corporate versus service provider domain).



		OMA-REQ-2004-1044R03

		· A PoC user MUST be able to establish a PoC Session with pre-arranged groups from a non-PoC enabled domain


· A PoC user MUST be able to receive/participate in a PoC Session while in a non-PoC enabled domain.


· A PoC user MUST be able to initiate/join/be invited to a PoC Session including users, in both PoC enabled and non-PoC enabled domains


· An authorized non-PoC user MUST be able to initiate/join/be invited to a PoC Session including users, in both PoC and non-PoC enabled domains



		

		Editor’s note: “Non-PoC domain” has to be replaced by a new term when  such a term is found and agreed upon. 


Also some of the proposed requirements seem to belong to other sections


Note: PoC2 Interworking requirements do not guarantee that all systems outside the OMA PoC domain will be capable to interworking without enhancements. 


PoC Services


PoC Interworking Interfaces SHALL support interworking of basic 1-to-1 communication.


PoC Interworking Interfaces SHALL support interworking of basic 1-to-many communications for ad-hoc groups, pre-arranged groups and chat groups.


PoC Interworking Interfaces MAY support interworking of PoC Service Attributes (e.g. Automatic/Manual Answer, Incoming Session Baring, Incoming Talk Burst Baring)


PoC Interworking Interfaces MAY support interworking of PoC Manual Answer Override.


PoC Interworking Interfaces MAY support interworking of PoC Instant Personal Alert.


PoC Interworking Interfaces MAY support interworking of PoC Group Advertisement.


PoC Service Interworking pre-requisites


PoC Interworking Interfaces SHALL provide support for Authentication of PoC Clients or PoC Interworking Agents requesting PoC Services from a non-PoC domain.


PoC Interworking Interfaces SHALL provide support for Authorization of PoC Clients or PoC Interworking Agents requesting PoC Services from a non-PoC domain.


PoC Interworking Interfaces SHALL provide support for Address Mapping of  PoC Interworking Agents requesting PoC Services from a non-PoC domain.


PoC Interworking Interfaces SHALL provide support for charging of PoC Services offered to PoC Clients or PoC Interworking Agents in a non-PoC domain.


Service Enablers as relating to POC


PoC Interworking Interfaces MAY support interworking of PoC Service related Presence information supporting to the PoC Service. 


Note: This only refers to the Presence information that may be carried by the PoC protocols. Presence information exchange between presence servers interworking is outside the scope of this specification.  


PoC Interworking Interfaces MAY support interworking of Group Identities used by the PoC Service. 


PoC Interworking Interfaces MAY support interworking of PoC Conference State Events Information. 


Capabilities Negotiation in support of the PoC Service


PoC Interworking Interfaces SHALL provide support for Talk Burst Control Protocol negotiation in PoC Sessions.


PoC Interworking Interfaces SHALL provide support for codec negotiation for PoC Sessions.


PoC Interworking Interfaces SHALL provide support for PoC Session modification.


PoC Interworking Interfaces MAY provide support for Talk Burst Control Protocol negotiation of options in PoC Sessions.


PoC Interworking Interfaces MAY provide support for User Plane Adaptation negotiation in PoC Sessions.



		OMA-REQ-2005-0190R01-PoC2-Interworking-Services

		The user experience for PoC2 Interworking is relevant for participants in PoC Sessions involving interworking which may include PoC users in PoC domains, PoC users in non-PoC domains and proprietary P2T users in non-POC domains.


Note:  the following bullets do not constitute requirements, but are guideline for implementation

1. PoC Service interworking SHALL have no or minimal impact or change to the user experience for PoC Users in the PoC domain and P2T Users in a non-PoC domain.


2. PoC users in a non-PoC domain using PoC interworking services SHOULD have the same PoC user experience regardless of the non-PoC domain used.






		OMA-REQ-2005-0148R01-PoC2-Requirement-seamless-Session-transfer

		Seamless PoC Session transfer


For the seamless PoC Session transfer among PoC compliant terminals or between PoC compliant terminal and PoC interworking terminal, the following requirements are proposed as PoC Release 2 feature;

· With the PoC 2  enabler, a PoC User SHALL be able to transfer his/her participating PoC Session seamlessly from one PoC compliant terminal to other PoC compliant terminal(e.g. among PoC 2 terminals ).

· With the PoC 2 enabler, a PoC User MAY be able to transfer his/her participating PoC Session seamlessly between PoC compliant terminal and other PoC interworking terminal(e.g. between ordinary PoC 2 terminal and SIP-based voice service terminal or VoIP terminal).

Editor’s Note: 
”interworking” needs to be defined. Identification of the user (on both terminals) needs to be clarified



		OMA-REQ-2004-1019

		· The PoC service SHALL support an option for a PoC client to leave a 1:1 PoC Session with an indication to the peer client, that the user intends to set up a normal (i.e. full duplex) voice call with the peer entity immediately after termination of the PoC Session. 


· A PoC client leaving a 1:1 PoC Session with this indication MAY support automatic setup of a voice call to the peer entity. 


Note: That voice call could either be a SIP voice call or a circuit switched (CS) call.


· After termination of the PoC Session this indication MAY allow the peer entity to automatically accept the incoming call from the PoC client that had sent this indication.



		OMA-REQ-2005-0187R03-PoC2

		PTW:

· Whilst using another application  (e.g. on CS voice call or VoIP Session) the user SHALL be able to send live-streamed video using PoC video sharing capability. 


· The PoC video Session SHALL be established and released by the user or automatically ended if the voice call ends.


· User whilst on a PoC video sharing Session SHALL be able to switch back to the previous application that is still active  


· PoC service SHALL invite the same participants to the PTW Session that are currently in the voice Session. Participant who leaves the voice Session SHALL be removed from the PTW Session. Participant who joins the voice Session SHALL be added to the PTW Session.


· The failure to establish a PTW Session SHALL not lead to the termination of the voice Session.  


· PTW service SHALL support PoC 1.0  1-to-1, ad-hoc, chat, and pre-arranged groups.


· POTS users SHALL be able to join the voice Session without seeing the PTW video.


· PTW Session participants SHALL be able to see which Session participants are PTW video capable.


The PTW application SHALL use the same floor control mechanism as the PoC application.

PTS:


· Users using PTS SHALL have the same functionalities as the PoC Application. E.g. Inviting users to a Session, adding users to a Session, leaving a Session, using presence capabilities, etc.


· there is a unique floor control mechanism used both for audio and/or video and this is in line with the one designed in POC1


PTV:


· Users using the PTV SHALL have the same functionalities as the PoC Application. E.g. Inviting users to a Session, adding users to a Session, leaving a Session, using presence capabilities, etc.


· The PTV application SHALL use the same floor control mechanism as the PoC application.






		OMA-REQ-2005-PoC2-0119R02-PoC-Interworking-Charging

		B.2.12.x PoC Interworking Service Charging


PoC Interworking Service SHALL be able to provide charging information. The PoC Release 1 charging principles should apply to the PoC Interworking Service.


It SHALL be possible for PoC Service Providers to ascertain the usage of the PoC service entity by PoC subscribers accessing remotely the PoC Service. 


PoC Chargeable Events SHALL also indicate PoC Remote Access Usage.


CDRs SHALL be made available both for usage of data connections and usage of the PoC service entity for PoC Remote Access situations.



		OMA-REQ-PoC2-2005-0097R03-Interworking-with-Voice-enabled-IM--Use-Case-and-Requirements

		PoC 2 SWG is requested to include the above use case for P2VIM interworking and requirements identified herein.    Proposed P2VIM High level requirements to be added to the “PoC Interworking with Foreign P2T Networks” section of the PoC 2 RD (currently in Annex B.2.12.3) are as below:


1) PoC Service Entity MAY support PoC-to-Voice IM (P2VIM) interworking as an option, subject to PoC service provider policy and availability of interworking agreement(s) and interconnection facilities with IM service provider(s).

· P2VIM SHALL enable interworking between PoC users and authorised voice IM users only; general unlimited interworking between PoC and IM networks involving other media types is beyond the scope of  P2VIM.


· Interworking agreements and interconnection facilities with IM service providers as pre-conditions are beyond the scope of PoC 2.

2) If P2VIM interworking is supported, then PoC Service Entity SHALL be supported in alignment with the general structure of PoC 2 interworking with foreign P2T networks..  For purposes of interwork with PoC 2, voice-enabled IM system is treated as a ‘virtual’ foreign P2T system which may require support of emulated half-duplex exchange of voice messages as talk-bursts.


3) Voice quality of PoC sessions between PoC users and Voice IM users SHOULD not be unnecessarily degraded by mechanisms and procedures in the PoC network; similar issues in the Voice IM network affecting the voice quality (e.g. latencies) are beyond the scope of the OMA specification.


EDITOR’S NOTES:
All of the above requirements are subject to further consolidation in the general structure of PoC 2 interworking with foreign P2T networks, currently listed in  Annex B2.12.3.  
An appropriate definition of voice-enabled IM system will be furnished as a follow-up.





B.2.13 Performance Enhancements


The PoC 2 Service Enabler is developed with the intention to improve the overall Quality of Experience (QoE) when compared with PoC 1 and to allow the PoC Service Provider to provide the PoC Service according to PoC Users' expectations by using less resource than that of being used in PoC 1 and by making better use of the network resources and capabilities, including underlying network to best adapt to each customer’s needs.

Editor’s Note: The performance figures marked [*] are to be defined but are expected to be significantly better (where already defined) than those for PoC V1.0.


		Label

		Description

		Enabler Release



		

		

		



		B.2.13.1

		The PoC Client MAY convey information to the PoC Network that characterizes the Media processing throughput capabilities of the PoC Client; 


NOTE:  This is for User Equipment to indicate its own data rate for receiving and processing Media, and has nothing to do with user plane adaptation.

		



		B.2.13.2

		The PoC 2 Service SHALL support terminating User Equipments that have limited memory capabilities. Therefore, mechanisms SHALL be provided so that the PoC Service SHALL be able to convey an appropriate Media throughput to the PoC Client and thus the buffer overrun does not occur. 

Note: PoC Server – PoC Client mismatch causes problems in PoC 1 (e.g., memory overflow in the User Equipment due to the fast unloading of buffered of Talk Bursts).

		



		B.2.13.3

		The duration between the time the inviting PoC User initiates a PoC Session and the time he receives a Right-to-Speak (RtS) indication SHALL typically be less than [*] seconds.

Editors note The [*] numbers will be filled in till Sydney (with explanation). Otherwise these requirements will be deleted

		



		B.2.13.4

		When a Participant makes a request to talk in the PoC Session and his request is not queued, the Start-to-Speak (StS) time SHALL typically be less than [*] seconds.

		



		B.2.13.5

		The voice delay between the time spoken by a sending Participant and the time heard by the listening Participant SHALL typically be less than [*] seconds during the PoC Session.

		



		B.2.13.6

		The false probability of receiving a Start-to-Speak (StS) indication SHALL typically be less than [*]%.

Note : The requirement highlights the need to have high accuracy indications, especially in the identified emergency related scenarios.

		



		B.2.13.7

		In case of emergency dispatching:


Editor’s Note: Due to the new formatting this will need to be formulated as a requirement (with the subsequent sub-requirements)
Proposal: QoE requirements for emergency dispatch

		



		B.2.13.7.1

		The duration between the time the inviting PoC User initiates a PoC Session and the time he receives a Right-to-Speak (RtS) indication SHALL typically be less than [*] seconds.

		



		B.2.13.7.2

		When a Participant makes a request to talk in the PoC Session and his request is not queued, the Start-to-Speak (StS) time SHALL typically be less than [*] seconds.

		



		B.2.13.7.3

		The voice delay between the time spoken by a sending Participant and the time heard by the listening Participant SHALL typically be less than [*] seconds during the PoC Session.

		



		B.2.13.7.4

		The false probability of receiving a Start-to-Speak (StS) indication SHALL typically be less than [*]%.

Note : The requirement highlights the need to have high accuracy indications, especially in the identified emergency related scenarios.

		



		B.2.13.8

		When the enhanced Media Burst Control is used it SHOULD provide the methods to minimize the Start-to-Speak (StS) time, such as the use of shorter Media Burst Control messages.



		



		B.2.13.9

		When the Participants of a PoC Session are distributed across multiple PoC Networks, the PoC Server MAY support the optimization to reduce Media latencies and to enhance efficiency of reserved lines between the PoC Networks.

Note : When optimization is attempted, the performance metrics used in such optimization criteria (e.g. Media latency; see also PoC RD V1_0 Subclause 6.2.9 - Performance requirements, as applicable) as experienced by the PoC Session initiator or PoC Session Owner is not adversely allowed to be affected.

		





Table 69: Performance Enhancements

		OMA-REQ-2004-1033R04-PoC2-Requirements-Traffic-Routing

		a) Where the Participants of a PoC Session are distributed across multiple networks, the PoC Servers MAY support the optimization of media latencies and the amount of reserved lines between PoC networks.


Note:  When optimisation is attempted, the performance metrics used in such optimization criteria (e.g. media latency; see also PoC RD V1_0 Subclause 6.2.9 - Performance requirements, as applicable) as experienced by the Session Initiator or Group Session Host SHALL not be adversely affected.



		OMA-REQ-2005-0213R02-LATE-PoC2-unload-speed-of-media

		· The PoC Client SHALL be able to convey to the PoC network service flow parameters that characterize the media processing throughput capabilities of the PoC Client, as well as the traffic characteristics of the over-the-air connections to be used for the media; and


· PoC 2 SHALL continue to be supported by by terminals that have limited memory capabilities. Therefore mechanisms SHALL be provided that allow appropriate media processing throughput adaptation. Note, that this caused problems in PoC 1 (e.g. memory overflow in the terminal due to buffering of talk burst).


NOTE1:  The first bullet is for User Equipment to indicate its own data rate for receiving and processing media, and has nothing to do with User Plane Adaptation. 


NOTE2: This requirement sets shall be reviewed against the solution found for PoC 1.0. If the PoC 1.0 solution fulfills the requirement specified here, then the requirement sets in question are free to be removed.







B.2.14 Value Added PoC Services


B.2.14.1 General


Editor’s Note: Introductory text is missing and should be added.

		Label

		Description

		Enabler Release



		

		

		



		B.2.14.1.1

		

PoC 2 specification SHALL define framework to enable Value Added PoC Services (e.g. PoC voting).


Note: The framework design at the architecture stage should be generic enough to accommodate PoC voting as well as other similar Value Added PoC Services.

		





Table 70: General

B.2.14.2 PoC Voting Service

PoC voting is a mechanism to collect the opinion from Participants in a PoC Session, evaluate and notify the result to Participants without interference with Participant who has permission to send Media. PoC voting is an optional service.


		Label

		Description

		Enabler Release



		B.2.14.2.1

		

If PoC voting service is supported following requirement SHALL be applicable:

		



		B.2.14.2.2

		PoC voting service SHALL be able to specify Vote Group Type (open/closed).

		



		B.2.14.2.3

		PoC voting service SHALL be able to specify Vote Result Type (disclosed/undisclosed/secret).

		



		B.2.14.2.4

		PoC voting service SHALL be able to specify Vote Response Type (real time/accumulated).

		



		B.2.14.2.5

		PoC voting service SHALL be able to specify the timeout period in case of accumulated response type voting.

		



		B.2.14.2.6

		PoC voting service SHALL be able to specify vote processing entity (PoC Server, originating PoC Client or a designated PoC Client).


Editor’s Note: PoC Server as Vote processing entity is FFS

		



		B.2.14.2.7

		PoC voting service MAY be performed in respect with Media Bursts transmission.

		



		B.2.14.2.8

		A privileged Participant SHALL be able to specify a voting question with several options and send it to the PoC Server for the request of voting initiation.

		



		B.2.14.2.9

		Upon the receipt of the voting initiation request, the PoC Server SHALL be able to send the voting question(s) message to all Participants of a PoC Session.

		



		B.2.14.2.10

		Upon the receipt of the voting question message, the Participants SHALL be able to respond to that question(s) and send their choice to the PoC Server.

		



		B.2.14.2.11

		The vote processing entity  SHALL be able to receive and evaluate the PoC voting responses from Participants.

		



		B.2.14.2.12

		The PoC Server SHALL be able to notify the PoC voting evaluation result to all Participants depending on the setting of Vote Group Types, Vote Result Types and Vote Response Types.

		



		B.2.14.2.13

		Each Participant SHALL be able to receive the PoC voting evaluation results depending on the setting of Vote Group Types, Vote Result Types and Vote Response Types.

		





Table 71: PoC Voting Service

		OMA-REQ-2005-0329R02-PoC2-use-case-for-PoC-voting




		PoC voting


PoC voting is a mechanism to collect the opinion from PoC participants within a PoC Session, evaluate and notify the result to all PoC participants without interference with PoC participant who has permission to speak. If the PoC voting is supported, For the PoC voting; 

· PoC voting MAY be performed in respect with Talk Bursts transmission.

· A privileged PoC participant SHALL be able to specify a voting question with several options and send it to the PoC server for the request of voting initiation.

· Upon the receipt of the voting initiation request, the PoC server SHALL be able to send the voting question(s) message to all participants of a PoC Session. 

· Upon the receipt of the voting question message, the PoC participants SHALL be able to respond to that question(s) and send their choice to the PoC server.

· The PoC server SHALL be able to receive and evaluate the PoC voting responses from PoC participants.

· The PoC server SHALL be able to notify the PoC voting evaluation result to all participants.

· Each PoC participant SHALL be able to receive the PoC voting evaluation results.





		OMA-REQ-PoC2-2005-0111R02-PoC-Voting-Requirement-Enhancement

		B.2.x PoC Value Added Services


· PoC 2 specification SHALL define Framework to enable Value Added Services over PoC (e.g. PoC Voting).


Note: The framework design at the architecture stage should be generic enough to accommodate PoC voting as well as other similar value added services.


B.2.x.1 PoC voting Service


PoC voting is a mechanism to collect the opinion from PoC participants in a PoC session, evaluate and notify the result to PoC participants without interference with PoC participant who has permission to speak. PoC voting is an optional service. If PoC voting service is supported following requirement SHALL be applicable: 

PoC Voting Service setting related requirements:


· PoC voting service SHALL be able to specify Vote Group Type (open/closed)

· PoC voting service SHALL be able to specify Vote Result Type (disclosed/undisclosed/secret), 

· PoC voting service SHALL be able to specify Vote Response Type (real time/accumulated) 

· PoC voting service SHALL be able to specify the timeout period in case of accumulated response type voting.

· PoC voting service SHALL be able to specify Vote processing entity (PoC Server, Originating client or a designated client).

Editor’s Note: PoC Server as Vote processing entity is FFS.


PoC Voting Service execution related requirements:

· PoC voting service MAY be performed in respect with Talk Bursts transmission.

· A privileged PoC participant SHALL be able to specify a voting question with several options and send it to the PoC server for the request of voting initiation.

· Upon the receipt of the voting initiation request, the PoC server SHALL be able to send the voting question(s) message to all participants of a PoC session. 

· Upon the receipt of the voting question message, the PoC participants SHALL be able to respond to that question(s) and send their choice to the PoC server.

· The Vote Processing entity (PoC-Server/Originating-Client/Designated-Client) SHALL be able to receive and evaluate the PoC voting responses from PoC participants.

· The PoC server SHALL be able to notify the PoC voting evaluation result to all participants depending on the setting of Vote Group type, Vote Result type and Vote Response type.

Each PoC participant SHALL be able to receive the PoC voting evaluation results depending on the setting of Vote Group type, Vote Result type and Vote Response type.





B.2.15 Others

B.2.15.1 Operator Warning Header

Editor’s Note: Introductory text is missing and should be added.

		Label

		Description

		Enabler Release



		B.2.15.1.1

		

PoC Server MAY have the ability to send a warning message according to the Service Provider Policy. PoC Clients SHOULD be able to display such a message, if it is sent from the PoC Server and if the language is supported. User Equipments,  which have limited capability for displaying such a message, MAY be unable to support this capability.


Languages to be supported are totally optional both on the PoC Server and the PoC Client.

		



		B.2.15.1.2

		PoC Client SHOULD be able to request to the PoC Server the language that it can accept. Upon receiving such an accept language request, the PoC Server SHALL be able to send back a response using the requested language in the warning text if the language is supported.

		



		B.2.15.1.3

		PoC Server MAY be able to send warning message in a response to a request from a PoC Client. If supported, the warning text SHALL be able to contain miscellaneous information to be presented to the PoC User.  The PoC Service Provider can send an appropriate message to the PoC Client using the warning text.

		



		B.2.15.1.4

		PoC Client SHOULD display on the device the received warning message as it is received.

		





Table 72: Operator Warning Header

B.2.15.2 Browser-Based PoC Client Invocation


Editor’s Note: Introductory text is missing and should be added.

		Label

		Description

		Enabler Release



		B.2.15.2.1

		

Browsers are widely deployed in User Equipments and have extensive capability for presentations. A Web server which has connections to the XDM server facilitates PoC Session initiation as well as presents other information. In order to increase usability, a PoC User MAY be able to initiate PoC Sessions while the PoC User is browsing the Web server. If this functionality is supported, the following requirements apply: 


Editor’s Note: Trust model of the Web server is an architecture issue to be considered in the Architecture Phase and is FFS.

		



		B.2.15.2.2

		The PoC User SHALL be able to invoke a PoC Client and initiate a PoC Session (i.e. 1-1, Ad-hoc, Chat or Pre-arranged Group PoC Session), seamlessly and automatically, while browsing the Web site from the same User Equipment.

		



		B.2.15.2.3

		The PoC User SHALL be authenticated to access the group information from the browser.

		



		B.2.15.2.4

		In the case of 1-1, Chat and Pre-arranged Group PoC Sessions, the PoC User SHALL be able to initiate a PoC Session by clicking on a menu on a Web page presented on a browser. In the case of an Ad-hoc PoC Group Session, the PoC User SHALL be able to select the PoC Users to invite from a Web page presented on a browser before clicking on a menu to initiate a PoC Session.

		



		B.2.15.2.5

		To accomplish the above requirements for each PoC Session including enhanced ones, the mechanism SHALL be extensible to convey all the necessary current and evolving information to initiate a PoC Session.

		





Table 73: Browser-Based PoC Client Invocation

B.2.15.3 PoC External Entity

Editor’s Note: Introductory text is missing and should be added.

		Label

		Description

		Enabler Release



		

		

		



		B.2.15.3.1

		PoC 2 Infrastructure SHALL support transport paths for accessing (e.g., for the purpose of sending external entity control messages) to PoC External Entity from PoC Client.

		



		B.2.15.3.2

		PoC 2 infrastructure SHALL support a mechanism to allow a PoC Client to access a PoC External Entity exclusively.

		



		B.2.15.3.3

		An authorised PoC User SHALL be able to manage services provided by PoC External Entity.

		





Table 74: PoC External Entity

B.2.15.4 Lawful Interception

Editor’s Note: Introductory text is missing and should be added.

		Label

		Description

		Enabler Release



		

		

		



		B.2.15.4.1

		The PoC Service Enabler SHALL be able to provide information available in the PoC Network for support of lawful interception by regional law enforcement authorities of PoC Sessions of an identified PoC User.

		



		B.2.15.4.2

		The PoC Service Enabler SHALL be able to provide the available PoC Address information of all Participants of particular PoC Sessions, when supporting a lawful interception request regardless of anonymity or privacy settings.

		



		B.2.15.4.3

		The PoC Service Enabler SHALL be able to ensure that the Media Burst content is available to law enforcement in support of a lawful interception request (e.g. by providing decryption information or decrypting any encrypted content, or providing decompression information or decompressing any compressed content) when the PoC Service Provider furnishes the encryption or uses compression.

		



		B.2.15.4.4

		Available and applicable underlying network (e.g. SIP/IP Core) capabilities SHOULD be used to support lawful interception requirements as much as possible.  

Note:  Specific references (e.g., 3GPP) may be added to reference section at a later date.

		





Table 75: Lawful Interception

		OMA-REQ-2005-343R01-PoC-warning-header-language

		In order to enhance quality of operators’ service for improved user experience, the following requirement is proposed to be included in the PoC2 Requirement Document:


· PoC Client SHOULD be able to request to the PoC Server the language that it can accept. Upon receiving such an accept language request, the PoC Server SHALL be able to send back a response using the requested language in the warning text if the language is supported.


· PoC Server MAY be able to send warning message in a SIP response to a request from a PoC Client. If supported, the warning text SHALL be able to contain miscellaneous information to be presented to the user.  The network operator who runs the server can send an appropriate message to the PoC Client using the warning text.


· PoC Client SHOULD display on the device the received warning message as it is received.


The ability to send a warning message on the server side may be optional, because only the operator who needs this messaging capability will use this. But clients should be able to display such a message if it is sent from the server and if the language is supported. Client devices which have limited capability for displaying such a message may not be able to support this capability; hence “SHOULD” is suggested.


Languages to be supported should be totally optional both on the server and the client.





		OMA-REQ-PoC2-2005-0083R05-PoC2-UC-and-Requirements-for-Invoking-PoC-Client-and-Initiating-PoC-Session-While-Browsing

		Browser-Based PoC Client Invocation

Browsers are widely deployed in mobile handsets and have extensive capability for presentations. A Web server which has connections to the XDM server facilitates PoC Session initiation as well as presents other information. In order to increase usability, a PoC User MAY be able to initiate PoC Sessions while the PoC User is browsing the Web server. If this functionality is supported, the following requirements apply;


· The PoC User SHALL be able to invoke a PoC Client and initiate a PoC Session (e.g., 1-1, Ad-hoc, Chat or Pre-arranged group PoC Session), seamlessly and automatically, while browsing the Web site from the same User Equipment. 

· The PoC User SHALL be authenticated to access the group information from the browser.


· In the case of 1-1, Chat and Pre-arranged PoC Sessions, the PoC User SHALL be able to initiate a PoC Session by clicking on a menu on a Web page presented on a browser. In the case of an Ad-hoc Session, the PoC User SHALL be able to select the PoC Users to invite from a Web page presented on a browser before clicking on a menu to initiate a PoC Session.

· To accomplish the above requirements for each PoC Session including enhanced ones, the mechanism SHALL be extensible to convey all the necessary current and evolving information to initiate a PoC Session.


Editor’s Note. It is FFS, Trust model of the Web server is an architecture issue to be considered in the Architecture Phase.



		OMA-REQ-PoC2-2005-0054R03-PoC2-Requirements-LI-Lawful-Interception


(Use Case: Lawful Interception)

		The PoC enabler SHALL be able to provide information available in the network for support of lawful interception by regional law enforcement authorities of PoC sessions of an identified PoC User.


The PoC enabler SHALL be able to provide the available user PoC address information of all PoC session participants of particular PoC sessions when supporting a lawful interception request regardless of anonymity or privacy settings.


The PoC enabler SHALL be able to ensure that the media burst content is available to law enforcement in support of a lawful interception request (e.g. by providing decryption information or decrypting any encrypted content, or providing decompression information or decompressing any compressed content) when the PoC service provider furnishes the encryption or uses compression.


Available and applicable underlying network (e.g. SIP IP Core) capabilities SHOULD be used to support lawful interception requirements as much as possible.  Note:  specific references (e.g., 3GPP) may be added to reference section at a later date.





Security Requirements should be reviewed with the Security Working Group as early as possible.  The impacts and relationships to other security considerations need to be comprehensive.  In addition, the concerns raised for a particular feature described herein may be impactful for other features.  Early coordination of this material with Security WG will help assure the most complete set of descriptions possible across the set of OMA enabler activities.











� Interwork is used here as: allowing useful PoC/Voice Chat functionality to be shared between two or more different systems or components, possibly from different origins so that they can work together to perform some PoC/Voice chat task
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