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1 Reason for Contribution

PoC Session Priority Access is currently supported as an optional feature in the latest Draft PoC 2 RD (dated 2005-12-01).  This contribution proposes that IF this feature is supported, THEN the level of priority access levels is configurable by the Service Provider; up to a maximum of 5 priority levels should be supported.  The number of priority levels may be configured differently, depending on regional requirements, as appropriate.  For the U.S. region, in support of U.S. government Integrated Wireless Network Initiative (see details below), 5 priority levels shall be required.
Why 5 levels of Priority Access?

This proposal is motivated by a real life use case based on Wireless Priority Service (WPS) already deployed in the U.S. under administration of the National Communications System (NCS), albeit currently available in circuit switched mobile networks only.  Background information of the NCS and WPS may be found via the links below:  

http://www.ncs.gov/about.html  and  http://wps.ncs.gov/documents/WPS_Overview_Brief_21Apr05.ppt  
Attention is drawn to slide #10 in the WPS Overview package, indicating specific need for 5 levels of priority access for circuit switched mobile calls.  This requirements is also reflected in 3GPP TR 22.950 V6.4.0 [Ref: 1].  

With the advent of VoIP technology increasingly pervasive, the next phase of wireless prioritised access development (either full-duplex VoIP or half-duplex PoC) supporting the WPS-like 5-level prioritisation scheme will be extended to packet switched mobile network environments, such that: 
a) end user priority access service experience is achieved transparently regardless the of the underlying CS or PS technologies; and 
b) it also sets the stage for emerging data and multimedia applications requiring standards based prioritised IP session access.  
In the U.S. the above requirements are currently driven by the Integrated Wireless Network (IWN) initiative.   The IWN is a collaborative effort by the Departments of Justice, Homeland Security, and the Treasury to provide a consolidated nationwide federal wireless communications service that replaces stand alone component systems, and supports law enforcement, first responder, and homeland security requirements with integrated communications services (voice, data, and multimedia) in a wireless environment.  Background information of the IWN may be found here:  http://www.usdoj.gov/jmd/iwn/overview.html  
Specifically, this contribution proposes to add the granular priority levels as mentioned above to the current PoC 2 RD (Subclause 6.1.9.2 - Prioritisation and Pre-emption), to ensure that service providers will be able to utilise the OMA PoC 2 standard optional support of this feature to meet one of the key service requirements of the IWN, as a major use case.
OMA PoC 2 “Prioritisation and Pre-emption” Dependency on Underlying Infrastructure Capabilities
PoC 2 support of PoC Session Priority access merely provides the service/application layer interactions by allowing authorised users of Priority Access service to request his pre-assigned priority level towards the PoC Server.  Ability of the underlying infrastructure (radio access network and SIP/IP core network) to respond appropriately and allocate the necessary network resources (e.g. radio channel availability, bandwidth, QoS, prioritised queuing, and possibly pre-emption of other lower or non-priority PoC Sessions) is also a prerequisite to achieve end-to-end PoC 2 Priority Access service experience.  This is analogous to the current support of WPS by the underlying circuit switched public mobile networks (both GSM and CDMA).  [Ref: 1 & 2] 
Liaison with 3GPP and 3GPP2:
It is recommended that a liaison statement from OMA be sent to the 3GPP and 3GPP2, responsible for development of the underlying radio access and packet switched core networks, requesting their support to achieve end-to-end PoC Session 5-level Priority Access service experience.    

Wide Scale Applicability of OMA PoC Session Priority Access Service

Although this contribution is motivated by IWN initiative in the U.S., already there are ongoing work in other standards organisations addressing similar needs for priority service access in evolving digital and IP-centric networks, key among these are:

3GPP

· TR 22.953 V0.3.0 Multimedia Priority Service (MPS) Feasibility Study (Annex A – Overview and Assumptions)   
“MPS subscribers should be able to initiate MPS in the IP Multimedia Subsystem (IMS) and should receive priority over other subscribers in the establishment and completion of a voice call or a data (multimedia) session”.  For PoC 2 implementations over 3GPP IMS networks, it needs to be confirmed whether MPS in the IMS is a definitive prerequisite to PoC Session Priority Access operations, or alternatively a simpler solution might be possible (see Liaision with 3GP/PP2 mentioned above).     
Project MESA
· ETSI and TIA agreed to work collaboratively for the production of next-generation mobile broadband specifications for public safety professionals.  This international collaboration is known as Project MESA, which will support communications requirements of the public protection & disaster relief (PPDR) community by producing technical specifications that are globally applicable, consistent and interoperable.  Project MESA also supports the International Telecommunication Union (ITU) in its worldwide effort to harmonize PPDR communications as documented in ITU-R Report M.2033 [Ref: 3].
Background information of Project MESA may be found here:  http://www.tiaonline.org/standards/mesa/MESABrochure_TIA_Final.pdf 
Project MESA statement of requirements and the role of prioritised service levels therein is highlighted in the presentation found here:
http://wireless.fcc.gov/outreach/2004broadbandforum   (see slides #11 & 14)
With NCS IWN Project’s drive to extend WPS-like priority access capabilities into IP and mobile network environments in support of PoC, VoIP and other data and multimedia applications, solutions designed to meet IWN Project requirements could play a prominent role in harmonisation with other similar specifications expected from Project MESA.  Hence, OMA PoC 2 adoption of the 5-level prioritisation motivated by IWN requirements consistent with WPS and 3GPP will be well aligned with global directions as indicated by Project MESA and the ITU.
REFERENCES:
[1]
3GPP TR 22.950 V6.4.0 (2005-01) Priority Service Feasibility Study, Annex A - Regional (U.S.) Priority Service Requirements.  This is supported by TR 22.952 V6.3.0 (2005-09) Priority Service Guide, describing how existing 3GPP specifications support the requirements in TR 22.950.  [TR 22.952 effectively provides a reference implementation of WPS over GSM networks.]

[2]
TIA-917 Standard "Wireless Priority Service Enhancements for CDMA Systems".
[3]
ITU-R Report M.2033 “Radiocommunication objectives and requirements for public protection and disaster relief”.
2 Summary of Contribution

Adds the required priority levels in "FUNC-QOE-PP-010" below.

3 Detailed Proposal

6.1.9.2 Prioritization and pre-emption

The PoC Session Priority associated to a PoC Session determines how the PoC Session is treated under competing situations with other PoC Sessions. In those cases, PoC Sessions with higher PoC Session Priority receive preferred allocation of those network resources controlled, directly or indirectly, by the PoC server, (e.g. access to the service under load conditions, more bandwidth, faster media processing at PoC Server, etc).

Pre-emption considers the capability to tear down one or more PoC Sessions when another PoC Session, with a higher PoC Session Priority, needs more resources to be properly established. Policies related to the use of pre-emption might vary between regions

Note: The following requirements apply to the PoC Server and/or the PoC Client but assume that a prioritization mechanism is available in the underlying access network. As stated above, the prioritization actions to be taken at the access network are derived from the QoE profile and communicated to the underlying network using some mapping mechanism or indication at session set up.

	Label
	Description
	Enabler Release

	Conditionality 

	FUNC-QOE-PP-001


	The PoC Service Infrastructure MAY support the prioritization and pre-emption” functionality .


	PoC 2

	FUNC-QOE-PP-002
	The PoC Client MAY support prioritization and pre-emption functionality.
	

	Functionality 

	FUNC-QOE-PP-003


	The PoC Session Priority of a PoC Session SHOULD be directly determined from the QoE profile selected for that PoC Session, as defined by the PoC Service Provider
	

	FUNC-QOE-PP-004


	The PoC Server SHALL support prioritization of the PoC Sessions
	

	FUNC-QOE-PP-005


	Under high load situations at the PoC Server the PoC Server SHOULD prioritise all Media involved in a PoC Session among the Media of other PoC Sessions with lower PoC Session Priority.
	

	FUNC-QOE-PP-006


	Under high load situations at the PoC Server 

the establishment of PoC Sessions MAY force the pre-emption of other PoC Sessions with lower PoC Session Priority (i.e. PoC Sessions with lower PoC Session Priority are torn down by the PoC Server).
	

	FUNC-QOE-PP-007


	Under high load situations at the PoC Server and 

in case of several simultaneous requests of PoC Sessions associated to the same PoC Session Priority, the PoC Server SHALL proceed with the establishment by order of request.
	

	FUNC-QOE-PP-008


	Based on Service Provider's Policy, the PoC Server SHALL be able to pre-empt ongoing PoC Session(s) of a PoC User when receiving a PoC  Session request with a special PoC Session Priority (e.g. crisis) destinated to that PoC User.
	

	FUNC-QOE-PP-009


	When multiple PoC Sessions are in active, the PoC Client MAY support prioritization of the PoC Sessions (i.e. preferred allocation of resources for PoC Sessions with higher PoC Session Priority).
	

	FUNC-QOE-PP-010
	The levels of priority defined in 3GPP TR 22.950 V6.4.0 (2005-01) MAY be supported.
	


New Annex (Informative)
3GPP TR 22.950 V6.4.0 (2005-01) defines the following five levels of priority:

Level 1 Executive Leadership and Policy Makers

Users who qualify for the Executive Leadership and Policy Makers priority will be assigned Priority 1. A limited number of PLMN technicians who are essential to restoring the PLMN networks shall also receive this highest priority treatment. Wireless carrier may assign Priority 1 to its technicians with operational responsibilities.

Level 2 Disaster Response / Military Command and Control

Users who qualify for the Disaster Response/Military Command and Control priority will be assigned Priority 2. Individuals eligible for Priority 2 include personnel key to managing the initial response to an emergency at the local, State, regional and Federal levels. Personnel selected for this priority should be responsible for ensuring the viability or reconstruction of the basic infrastructure in an emergency area. In addition, personnel essential to the continuity of government and national security functions (e.g., conducting international affairs and intelligence activities) are included.

Level 3 Public Health, Safety, and Law Enforcement Command

Users who qualify for the Public Health, Safety, and Law Enforcement Command priority will be assigned Priority 3. Eligible for this priority are individuals who direct operations critical to life, property, and maintenance of law and order immediately following an event.

Level 4 Public Services/ Utilities and Public Welfare

Users who qualify for the Public Services/Utilities and Public Welfare priority will be assigned Priority 4. Eligible for this priority are those users whose responsibilities include managing public works and utility infrastructure damage assessment and restoration efforts and transportation to accomplish emergency response activities.

Level 5 Disaster Recovery

Users who qualify for the Disaster Recovery priority will be assigned Priority 5. Eligible for this priority are those individuals responsible for managing a variety of recovery operations after the initial response has been accomplished.

Note:
For US networks, these 5 priority levels are assigned by Office of the Manager, National Communications System (OMNCS) to key National Security and Emergency Preparedness (NS/EP) personnel in leadership positions
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Update the RD as reflected above
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