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1 Reason for Contribution

During the Paris meeting, it was suggested that a content life cycle be described to facilitate the understanding of the use cases.
2 Summary of Contribution
A content life cycle diagram is shown and described.
3 Detailed Proposal

Content Life Cycle
SCIDM aims to provide secure content identification service to facilitate the management of content for different applications, such as copyright protection, infringement content filtering, etc. To be securely identifiable, content should be registered to a content identity manager (CIM). A simple content life cycle is described here that includes the following states:
a) Created
b) Published

c) Registered

d) Identified 
e) Repurposed
f) Managed.
The following figure shows the state transition diagram, which includes the states (the ellipses) and actions (the arrows between ellipses).

[image: image1]
Fig. 4.1. A content life cycle diagram
After a content is created, it will be published, e.g., via a content hosting site. To be securely identifiable, content together with some associated metadata should be sent to CIM for registration. The registration can be done before or after the content is published. Upon registration, a CIM-issued certificate that binds the content with some of its metadata can be returned to be attached to the content. After registration, the content can be securely identified by querying the CIM, or by directly verifying the CIM-issued certificate that is attached to the content. The registered content may also be repurposed through, e.g., compression, trans-coding, reformatting, etc. The repurposed content may also be securely identifiable. Once the content is securely identified, it can facilitate more effective and efficient content management (e.g., copyright control, filtering, searching, etc.).
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss the contribution and agree with the detailed proposal to be included in the RD Introduction Section (Section 4).
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