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1 Reason for Contribution

SCIDM aims to correctly identify content for various applications through the secure means of content fingerprint matching. However for audio and video content identification, the fingerprint extraction and fingerprint search and matching could be computationally extensive and time- consuming, while in some scenarios Content Fingerprint based identification may not be necessary, as some other identification means not necessarily as secure as Content Fingerprint can be accepted. This use case discusses such scenarios and the associated requirements.
2 Summary of Contribution
This use case discusses the scenarios and requirements of using multiple content identification mechanisms to reduce the computational requirement in identifying audio and video types of content. 
3 Detailed Proposal

Appendix B. Use Cases
(Informative)

B.2 Leveraging multiple identification mechanisms 
B.2.1  ASK  \* MERGEFORMAT Short Description

There are several means of identifying content, e.g., by content ID value, by content metadata, by digital watermark, by 
Content Fingerprint, etc. Some of these methods are not necessarily secure and are possible to be circumvented with different levels of difficulty, while Content-Fingerprint- based approach is most difficult to compromise and is most secure. Yet considering the actual service environment, the methods not so secure may be acceptable in some applications and scenarios. For example, to identify the copyright-infringement content in the content-share websites, or to identify the content for advertisement association, if finding the matching content in CIM by the content ID value，metadata or the extracted watermark from the content to be identified is successful, the result is to some extent creditable and may be accepted. If finding the matching content by these “non-secure” means is not successful, then the Content-Fingerprint- based method can be tried. If it also fails, it can then be concluded that the content has not been registered with the CIM.
Another situation in actual service environment is that some content ID value and metadata can be changed purposely by someone, so that identification by these means will fail. For these contents, if the Content-Fingerprint- based approach can identify the content successfully, then the modified ID, metadata and this identification record (referred to as the identification history) can be used in later identification of the same content. So Content Fingerprint may not need to be used every time when identifying the same content.
Here is an example flow. When the Monitor Entity needs to verify a piece of content, it selects the appropriate identification means based on its performance requirement and security requirement, and then requests the CIM to identify the content using the selected means. If successful, the CIM returns the result to the Monitor Entity and the Monitor Entity can perform its managements on the content. If it fails and Content Fingerprint has not been used,  the Monitor Entity can choose to request the CIM to identify the content based on the Content Fingerprint.  
B.2.2 Market Benefits
Monitor Entity residing in website, service gateway or user device, and CIM can identify content with higher performance (less resource and time), therefore reducing the investment for content identification.
6. Requirements
(Normative)

6.1 Modularisation
6.2 High-Level Functional Requirements

	Label
	Description
	Enabler Release
	Functional module

	SCIDM-IDEN-xx1
	The SCIDM enabler SHALL support identifying content by content ID value.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-xx2
	The SCIDM enabler SHALL support identifying content by content metadata (e.g., MD5 value of the content.)
	SCIDM 1.0
	Content Identification

	
	
	
	

	SCIDM-IDEN-xx4
	The SCIDM enabler SHALL support identifying content by leveraging identification history.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN-xx5
	The SCIDM enabler SHOULD allow the CIM to support identifying content by digital watermark.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN- xx6
	The SCIDM enabler MAY allow the SCIDM Client to support identifying content by digital watermark.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN- xx7
	The SCIDM enabler SHALL allow the SCIDM Client to select the identification mechanisms.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN- xx8
	The SCIDM enabler SHALL support leveraging different mechanisms of identification that meet the security requirement and achieve the best performance.
	SCIDM 1.0
	Content Identification

	SCIDM-IDEN- xx9
	The SCIDM enabler SHALL support allowing the SCIDM Client to know the security implication of each identification mechanism.
	SCIDM 1.0
	Content Identification


Table 1: High-Level Functional Requirements

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended to discuss the contribution and agree with the detailed proposal to be included in the RD.
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