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1 Reason for Contribution

Contribution OMA-REQ-ServUserProf-2008-0004-INP_ServUserProf_Introduction has been submitted. 
2 Summary of Contribution

This document provides comments to the contribution OMA-REQ-ServUserProf-2008-0004-INP_ServUserProf_Introduction. It is LATE as it is comment on document to ensure these will be considered even if participation to the discussion meting may not be possible due to conflicts.
3 Detailed Proposal

We have the following comments:
· User service-related data has not been defined and it is unclear…We should not introduce the term until the concept is defined and agreed upon.

· What is a “non OMA service enabler”? This is not a defined concept. Please define or remove.

· The data management operations  are in contradiction with OMA-REQ-ServUserProf-2008-0002-INP_ServUserProf_Scope scope restrictions that indicate no management operations on user data that is used for service provisioning and subscription data. 

· As these data can not be distinguished from network data, service data or preferences, it seems that none of these operations are allowed by the scope proposal.

·  Alternatively if they are for some data, then one need to distinguish what that data would be. Figure 1 does not introduce such distinctions

· Applicability to requests to other enabler is problematic. See below.
· Figure 1 raises major issues around the notion of data ownership. It assumes that data can be manipulated via data access or request to enablers. That is simply not the case for most data about a user. As we contend user data can not be distinguished unambiguously between what is owned by the service or what is owned by BSS, OSS or NW component and expect appropriate subsequent business processes to result from manipulation of the data (e.g. provisioning of a billing system as a result of a change in preferences…). These are not accounted for in the figure and are in our view the main issue associated to manipulation of user data if write operations are allowed. It is therefore essential to update the figure to reflect these issues and ensures that this will be addressed to allow that data manipulation request are delegated to the data owner and only that way (through the result of the delegation) reflected din the profile…
· Querying enablers raises two types of questions:

· Request to enablers works if they present I0. However the introduction is unclear on how it is expected to work. Such data may be ephemeral and one need to therefore understand if the intent is to obtain snapshots at the time of query by requester, best guess snapshot based on recent status,  or actually a notification mechanism of changes? The first two options may or may not add any value on top of what the target enabler provides. The latter introduces a completely different usage model closer to presence. 

· For enabler another question is: do we just proxy request to the enablers or do we expect to access information in ways not easily (or not at all) expose by the enabler (e.g. access presence data model instance for user instead of subscribing to it via PAG or Parlay X).
· Data manipulation does not seem something that can not be delegated in general to the enabler unless if the enabler allows it… So additional clarification of what is expect is needed as well as reconciliation with the scope restrictions.
· We certainly would be concerned and consider that it is out of scope of the WID to play the role of a proxy to other enablers. This is not needed. We agree with a virtual data view not enabler proxies at least not until justified. The present enabler may allow for delegation to enablers via I2 but that is the extent on how it should focus on this.
· We do not see a difference between what is described here in terms of data access and manipulation with what GSSM provides, granted that GSSM does not describe a data model. The text should explain where a difference is expected. 

· Note with respect to comments above, GSSM model data about the user whatever it is. Data is accessed as I2 and if data is queried from enablers like presence nothing prevents it…

· The introduction actually does not describe what we would expect to be the main part: to characterize the data model.

· We expected a discussion of positioning with respect to existing user profile data like GSSm, XDM, CAB etc…

· What are the charging information triggers mentioned in the profile data management? Why would that be part of the data management? We recommend removing or we want to see a definition and discussion.

· Data management operation seem to first and foremost miss operations of aggregation and virtualization…

· What are the view of the data model? What is that? That notion does note exist at the data modelling level! 

· In “definition of conditions for usage and access to ensure controlled, secure access by authenticated or authorised entities” 
· Shouldn’t the aggregation rules / views also be function of the requester credentials and role…
· We believe there is a need to expose management of the profile (aggregation rules, caching rules, policies for exposure etc…). This is missing from the introduction.

· In general we believe that there are confusion in the text between the notion and role of the profile enabler in terms of:

· Data modelling versus Data virtualization
· Data access versus Composition and Business processes

· Manipulation versus delegation of manipulation

These should be addressed before we accept the text.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

We propose to note contribution OMA-REQ-ServUserProf-2008-0004-INP_ServUserProf_Introduction until clarification of the issues raised in section 3 is obtained. 
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