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1. Scope
(Informative)

The scope of this specification is to identify the requirements (and a few informative use cases where appropriate) for the Service User Profile Management (ServUserProf) enabler.  The objective is to determine the requirements for the access to, and management of, information related to a User’s service-related User Profile data. These requirements will identify support for both OMA service enablers and other resources requiring this support.  The objective is to determine the requirements for the common access data model for the User data, and the access to and management of such data.
2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same release package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”,{ Version x.y,} Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


2.2 Informative References

Check the version of the Dictionary you are using and update the reference below.  Delete the [OMADICT] entry if the dictionary is not used.  In general, use the latest available version unless seeking alignment with an existing set of specifications.

DELETE THIS COMMENT

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  The following examples show how dictionary references should be made as well as locally defined terms.  This table should be maintained in sorted alphabetic order based on the labels of the terms.

Examples:


Entity
Use definition #1 from [OMADICT]


Interactive Service
Use definition from [OMADICT]


Local Term
The definition description would be presented directly

DELETE THIS COMMENT>>

	
	

	
	

	<< Add/Remove definition rows to this table as needed - DELETE This Row >>


3.3
Abbreviations
	OMA
	Open Mobile Alliance

	Service Provider
	See [OMA-DICT]

	ServUserProf
	Services User Profile Management

	User
	See [OMA-DICT]

	User Profile
	See [OMA-DICT]


4. Introduction
(Informative)

In order for OMA enablers and other resources to personalise and contextualise services or services content for Users, consistent with the Users’ preferences, these enablers/resources require access to User’s Profile information .

The main objective of the ServUserProf enabler  is to define a unified data model for User service-related data, and provide one unique central management and access point for all User services-related data, fulfilling the need of OMA services/enablers, while avoiding the duplication of User Profile functionality in different enablers. The unified ServUserProfile data model will support contextualization and personalization of the User’s mobile and/or fixed services, as well as the content handled by those services. 
The RD will identify the roles/actors (e.g. User, SP Service Administrator, ServUserProf enabler) and use cases in which they are involved to facilitate the identification of these requirements (see figure 1). 
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Figure 1: High level diagram of ServUserProf scope

The ServUserProf enabler will re-use previously defined User services-related data and data access mechanisms, in order to achieve the following:

· definition of a common data model for User data (e.g. user preferences) residing in the Service Provider environment, regarding applications/services/services content:

· inclusion of underlying service-related data structures previously defined in other standards fora
· inclusion of previously defined different types of data and related elements (such as personalisation) provided by OMA enablers or other resources

· definition of additional (new) data to be included in the coomon data model

· definition of the different views supported by the common data model

· definition on how to extend the common data model for future data inclusion

· data management mechanism (creation, modification, search, retrieval, deletion etc.)
· access interface(s)
· definition of conditions for usage and access to ensure controlled, secure access by authenticated or authorised entities
· definition of charging information triggers

· consistent, unified and efficient access to previously defined User service-related data (e.g. via other services enablers)
Editors’s note: The introduction text will be reviewed once the requirements and use cases are clear; Issues raised by the members (e.g. OMA-REQ-ServUserProf-2008-0009-INP_Comments_0004.zip) must be revised and considered.

5. [Release name] release description 
(Informative)

<< This clause illustrates what the release is about, describing the release in terms of its functionalities, identifying the actors and their relationships. The inclusion of any pictures to back up text should be kept simple, showing various actors involved. The text shall summarize the functionalities of the release in a generic form which does not constrain terminal or network design. It is intended to allow an understanding of the release without regard to implementation. The description should include functional, charging, administration and configuration, usability, interoperability, privacy aspects as well as interactions with other releases.

Part of this text can be easily extracted from the WID

DELETE THIS COMMENT >>

<text>
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5.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the RD.  The description should be brief, target length should be a few paragraphs.   When the release or reference release is finished, this description should be aligned with the final functionality.   

DELETE THIS COMMENT

5.2 Version <x.y>

This section should be included for each new major or minor version of the RD.

It should provide a high level, concise and informative description of the new or modified functionality introduced in this version of the RD, compared to the previous version.  The description should be brief, target length should be a few paragraphs.  When the release or reference release is finished, this description should be aligned with the final functionality differences.

DELETE THIS COMMENT

5.2.1 Version <x.y.z>

This section should be included for each new service release of the RD.   It should describe at a high level the main changes made to the RD compared to the previous version.  The description should be brief, target length should be one paragraph.

DELETE THIS COMMENT

6. Requirements
(Normative)

<< This section should capture the requirements necessary for service releases to support end-to-end interoperability across different devices, networks, service providers and network operators.  Linkage of requirements to Use Cases is not mandatory.

In cases where a common or shared requirement document will supply requirements for a section below (e.g. Privacy RD), note it in the appropriate section and reference the requirements to be included.  Then, in the table, add any specific requirements not covered by the shared document.

Each requirement listed in the tables below includes an indication of release.  The value for the release should identify the release in which the requirement desired, expected, or is fulfilled.  In early phaes of RD development preceding the RD Review, this field should provide guidance on preferences.  Before commencing the Consistency Review, the fields should be updated, if needed, to reflect the actual requirement coverage fulfilled by the release.

Within the requirement description column in the tables of the following sections, “Notes” might be optionally included. These notes will be considered informative material. Notes are intended to be used to include any kind of information that could help to clarify the corresponding requirement (meaning, applicability, implications, etc.).

In order to improve further development it is recommended that the reason for classifying a requirement as "SHOULD" or “MAY”(instead of "SHALL") shall be given as an "Informational Note" for each such requirement.  See the following example:
	Label
	Description
	Release
	Functional module

	FOO-EXMPL-001
	The FOO Enabler MAY be capable to notify users or not based on political affiliations contained in the User Profile.

Informational Note: This requirement is optional because in some markets this functionality could be forbidden due to regulatory aspects.
	FOO V1.0
	Monitor


For each table (i.e. set of requirements) in this chapter, please provide introductory text describing the background to the requirements.

DELETE THIS COMMENT >>

6.1 Modularisation

<< This section depicts the whole release as a collection of different functional modules. This is NOT an architectural model or diagram but a collection of functional modules where each one is a group of requirements identified as related with the offering/delivering of a functionality.

Modules can be absolutely needed to be able to build a service using the release or it can be a merely optional part adding value. In some way, functional modules can be described as mandatory functionality (core functionality) or optional functionality (value-added functionality). 

Thus, this section will only include a description of each identified functional module and the general character (mandatory / optional) considered for it. 

RELATED WITH THE “FUNCTIONAL MODULE” COLUMN IN THE TABLES IN THE FOLLOWING SECTIONS:

Each requirement listed in the tables in the following sections shall include an indication of the functional module(s) it is intended to pertain to (from the list identified in this section) and if it considered mandatory or optional within each one. 

Each requirement can be part of more than one module and can have a different character in each one (mandatory in some of them and optional in others). 

Examples of functional modules would be: File distribution, Provisioning, Content protection, Remote management, etc.

DELETE THIS COMMENT >>

<Modularisation text goes here>
6.2 High-Level Functional Requirements
	Label
	Description
	Release
	Functional module

	ServUserProf -HLF-001
	The ServUserProf Enabler SHALL support the User, authorised Principal or Application to manage access to preferences information in the user profile (e.g. read/update/create permissions to perform operations on preferences information)
	ServUserProf V1.0
	TBD

	ServUserProf -HLF-002
	The ServUserProf Enabler SHALL support a User, authorised Principal or Application to interrogate the preferences information for each of the user’s services (e.g. read specific preferences information)
	ServUserProf V1.0
	TBD

	ServUserProf -HLF-004
	The ServUserProf Enabler SHALL support a User, authorised Principal or Application to interrogate the user related information (e.g. name, age, address) 
	ServUserProf V1.0
	TBD

	ServUserProf -HLF-005
	The ServUserProf Enabler SHALL support a User, authorised Principal or Application to update the user related information (e.g. name, age, address.)
	ServUserProf V1.0
	TBD

	ServUserProf -HLF-003
	The ServUserProf Enabler SHALL support a User, authorised Principal or Application to update preferences information for each of the user’s services (e.g. modifying preference information, enabling/disabling a service, creating preferences information etc.)
	ServUserProf V1.0
	TBD

	ServUserProf -HLF-006
	The ServUserProf Enabler SHALL support a User, authorised Principal or Application to specify the preferred interaction mechanisms for the user’s services (e.g. select which of the defined interactions mechanisms [email, SMS, Push etc.] is to be used to access/deliver a service) 
	ServUserProf V1.0
	TBD

	ServUserProf -HLF-007
	The ServUserProf Enabler SHALL support User, authorised Principal or Application to provision an association about which preferences information and which user related information in the User’s profile shall not be made available and accessible (e.g. identify that service preferences X shall not be made available to read)
	ServUserProf V1.0
	TBD

	ServUserProf-HLF-008
	ServUserProf Enabler SHALL support data model containing user context information about the user.
	ServUserProf V1.0
	TBD

	ServUserProf-HLF-009
	The ServUserProf Enabler SHALL support a data model containing user service usage data.
	ServUserProf 1.0
	TBD

	ServUserProf-HLF-010
	The ServUserProf Enabler SHALL support a data model containing the user subscription information.
	ServUserProf 1.0
	TBD


Table 1: High-Level Functional Requirements

6.2.1 Security

<< This clause identifies the high-level security needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements. 

in this area.

DELETE THIS COMMENT >>

<intro text for Security requirements here>
	Label
	Description
	Release
	Functional module

	FOO-SEC-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 2: High-Level Functional Requirements – Security Items

6.2.1.1 Authentication

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Authentication requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST be able to authenticate the {requestor of this function | user | device | initiator | ...} {if required by the applicable policies}.
	
	

	
	This function MUST be able to authenticate the {provider of this function | server | proxy | responder | ...} {if required by the applicable policies}.
	
	

	
	This function MUST be able to provide data origination authentication {if required by the applicable policies}. This means, it MUST be possible to ensure confidence that a received message or piece of data has been created by a certain party at some (unspecified) time in the past, and that this data has not been corrupted or tampered with.
	
	

	
	This function MUST be able to provide replay protection {if required by the applicable policies} to ensure confidence that a received message has not been recorded and played back.
	
	

	
	This function MUST be able to authenticate the source of the broadcast or streaming {if required by the applicable policies}.
	
	

	
	This function MUST be able to implicitly authenticate the destinations of the broadcast or streaming {if required by the applicable policies}.
	
	

	
	This function MUST allow the user to authenticate himself to the {device | agent} e.g., by entering a PIN code or by using biometrics if applicable.
	
	

	
	
	
	

	
	
	
	


Table 3: High-Level Functional Requirements – Authentication Items
6.2.1.2 Authorization

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Authentication requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST be able to authorize access only to requestors entitled to access the function.
	
	

	
	
	
	

	
	
	
	


Table 4: High-Level Functional Requirements – Authorization Items

6.2.1.3 Data Integrity

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Data Integrity requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	
	

	
	
	
	

	
	
	
	


Table 5: High-Level Functional Requirements – Data Integrity Items

6.2.1.4 Confidentiality

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Confidentiality requirements here>
	Label
	Description
	Release
	Functional module

	
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	
	

	
	
	
	

	
	
	
	


Table 6: High-Level Functional Requirements – Confidentiality Items

6.2.2 Charging

<< This clause identifies the high-level charging needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Charging requirements here>
	Label
	Description
	Release
	Functional module

	FOO-CHG-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 7: High-Level Functional Requirements – Charging Items

6.2.3 Administration and Configuration

<< This clause identifies the high-level administration and configuration needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Administration and Configuration requirements here>
	Label
	Description
	Release
	Functional module

	FOO-ADM-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 8: High-Level Functional Requirements – Administration and Configuration Items

6.2.4 Usability

<< This clause identifies the usability needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Usability requirements here>
	Label
	Description
	Release
	Functional module

	FOO-USE-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 9: High-Level Functional Requirements – Usability Items

6.2.5 Interoperability

<< This clause identifies the high-level interoperability needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Interoperability requirements here>
	Label
	Description
	Release
	Functional module

	FOO-INT-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 10: High-Level Functional Requirements – Interoperability Items

6.2.6 Privacy

<< This clause identifies the high-level privacy needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

<intro text for Privacy requirements here>
	Label
	Description
	Release
	Functional module

	FOO-PRV-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 11: High-Level Functional Requirements – Privacy Items

6.3 Overall System Requirements

<<This clause describes the general behaviour and characteristics of the release such as deployment options, conformance, exceptions, use of existing technologies and specifications, etc.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Examples of General System Requirements are:

The XYZ release MUST NOT restrict deployment options

The XYZ release MUST be defined in an execution environment neutral manner

The XYZ release MUST specify interfaces that are access technology neutral

The XYZ release MUST be able to support services applicable to any kind of users or segments

It SHOULD be possible to use existing OMA Device Management and Provisioning releases.

DELETE THIS COMMENT >>

<intro text for System requirements here>
	Label
	Description
	Release
	Functional module

	FOO-SYS-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	
	

	
	
	
	

	
	
	
	


Table 12: High-Level System Requirements

Appendix A. Change History
(Informative)

<< The following is a model of a revision table.  DELETE THIS COMMENT >>

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version –or- No previous version within OMA


A.2 Draft/Candidate Version <current version> History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-RD-Service_User_Profile_Management-V1_0
	12nd Feb，2009
	Scope Introduction Abbreviation 
Requirement

Use Cases
	Update according to agreed contributions.

	
	
	
	


Appendix B. Use Cases
(Informative)

B.1 User context information data approach
This use case demonstrates the abilities that ServUserProf helps subscriber to book an appropriate service type for the unique person him/herself, based on the user’s preference information.

B.1.1  ASK  \* MERGEFORMAT Short Description

The user interacts with the electronic news magazine service platform to subscribe electronic magazine for himself/herself.

 The electronic news magazine service platform access ServUserProf enabler storing user context information to fetch user context information. 

The user context information includes the user’s current handset brand and type, places user is visiting, etc.

The ServUserProf enabler should perform data fetching.. 

After this procedure, ServUserProf enabler returns the data to electronic news magazine platform.

The platform chooses the most appropriate magazines for the user and then presents them to user.
B.1.2 Market benefits

A smart and reasonable service offer mechanism function may give the subscribers a good service experience.  And this may boost the market acceptance of mobile value-added services.  The content provider and operators may benefit from the increased consuming from contents. 

B.2 User service usage data approach

B.2.1 Short Description
There is a user’s subscription in the mobile TV service platform. The user will pay for this service every month.

But the user didn’t know or has forgot this subscription. He/She has never use this service. The mobile TV service platform or other service enabler/application(e.g. integrated service management platform, service usage notification application) should notify this information to him/her. This can eliminate unnecessary misunderstanding.
The ServUserProf Enabler shall be able to support user service usage data approach. The mobile TV service platform or other service enabler/application access ServUserProf enabler storing user service usage information to fetch the number of times the user use the service over a period of time.

According to the frequency of use, the mobile TV service platform or other service enabler/application chooses whether or not  need to notify the user.
B.2.2 Market benefits
The user service usage data is very important information to the operator and service provider. The service provider may provide better and more services base on these informations. The user may get a good service experience. The operator and service providers may benefit from the increased service consuming.
Appendix C. <Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.

Note that the styles for the headers in the appendix (App1, App2, App3) are different than the main body.  The use below is intended to validate the styles to be used.  Remove if not needed.

DELETE THIS COMMENT
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Objectives


			To provide FT Group with a reference document of recent or ongoing standardisation activities in which FT Group participates.


			To be used by strategy, marketing, regulatory and technical areas of FT as an input to their strategy, requirements and design processes.


			To provide for each standardisation topic of most relevance to FT Group:


			Description of the standardisation technology, status and roadmaps


			Orange activity, position, achievements, objectives and next steps


			Main companies and their positions














Framework


			A new release of OGSR is published every 6 months:


			 OGSR version X.1 in H1 200X


			 OGSR version X.2 in H2 200X


			Owned by ROSI/ITN&PS/International Standards & Industry Relationships


			It is produced with contributions from the FT standards delegates


			Last OGSR version (OGSR v6.2) released in December 06 








   The purpose of this presentation is to provide an Executive Summary of


   OGSR v6.2 and a gap analysis compared to previous OGSR v6.1 (June 06)











Access to wiki-web site


			Volume of contributions





Over 150 contributions gathered in OGSR





			Number of individual contributors





Around 80 different contributors





			OGSR content information available at 





	https://ogsr.rd.francetelecom.com


	(wiki web-based tool with access control policy mechanisms)


			For the people of your teams interested in getting access to the wiki-web site please contact directly:





	 thibaud.mienville@orange-ftgroup.com 
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OGSR Scope


			The OGRS covers FT Group activities in technical industry organisations that are developing standard specifications for adoption by the telecommunications and IT industries.


			This includes both:


			Official Standards Development Organisations (SDOs) such as ETSI (European Telecommunications Standards Institute) and 3GPP (3rd Generation Partnership Project), and,


			Industry associations that produce ‘de-facto’ industry standards and/or lobby other SDOs, such as OMA (Open Mobile Alliance), Liberty Alliance, OASIS, Parlay, JCP (Java Community Process) , LiPS (Linux Phone Standards), GSMA (GSM Association)








	From onwards, OGSR also incorporates the fixed aspects of standards to match the integrated operator FT Group Strategy. It includes HGI (Home Gateway Initiative) , DLNA (Digital Living Network Alliance) and DSL Forum.  


	In addition, OGSR now covers TV and Audiovisual Services.                     




















FT Group Activities over Standards Organisations











Relationship between Standard Subjects and Standards Organisations











OGSR Structure


			The table below lists the individual Parts of the OGSR











New in OGSR v6.2


OGSR v6.1




















Template applying to every topic


			OGSR Template addressing every item covered in OGSR:











			Objectives: To provide a consistent and ‘in depth’ description of the technology and the associated ecosystem (Actors, FT strategy, stakes,…)
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OGSR v6.2 parts


			Person-to-Person Communications


			Access to Content


			Web Services and Interfaces for third parties


			Terminal Platforms and APIs


			Common Service Enablers


			Interoperability and Certification


			IMS & Network Platform


			Access Network


			Multicast and Broadcast


			TV and Audiovisual Services


			Physical Engineering of networks


			Home Networking








New in OGSR v6.2


to match the integrated operator FT Group strategy  











Part 1: Person to Person Communication 


			https://ogsr.rd.francetelecom.com/wiki/index.php?title=Person-to-Person_Communication


			This section encompasses personal communications services in their different forms (MMS, Instant Messaging, Push-to-Talk, Videotelephony) and some related tools that facilitate or encourage communication between people (network address book and calendar, presence enhanced address book, etc). 


			New items compared to OGSR v6.1:


			 ‘Converged IP Messaging’ (OMA): new enabler calling for a more rational suite of communication services, unifying the technologies and based on IMS


			 ‘Personal IM’ (GSMA): operator driven initiative to deploy interconnected Instant Messaging services by February 2007 














Part 1: Person to Person Communication 


			Special updates


			OMA SIMPLE Instant Messaging specifications were finalised and submitted to consistency review (expected to reach candidate status in Q2 2007, commercial products in 2008)


			Personal IM finalised its Phase 2 Service Definition (to be integrated in Orange Windows Live Roadmap)


			Converged IP Messaging is evolving in the direction that Orange wanted: to federate work on enablers for a future IMS communication suite


			Global objectives and recommendations


			Strongly link with internal projects such as OWL, IMS Communication Suite to ensure that standards under development that have impact on them in the short (GSMA), medium (GSMA, OMA) and long term (OMA) 


			Always include in your projects an evolution path towards standardised solutions which are the only viable way to provide high penetration, mass market communication services


			Section Owner: diego.anza@orange-ftgroup.com (ITN&PS/ISIR)














Part 2: Access to Content


			https://ogsr.rd.francetelecom.com/wiki/index.php?title=Access-to-Content


			This section encompasses content service enablers such as download, browsing, Digital Right Management (DRM), rich media technologies and streaming.


			New item compared to OGSR v6.1:





‘Dynamic Content Delivery’ (OMA): aims at providing an Enabler that enhances the mobile user’s experience through the periodic delivery of personalised or customized content to a device. Such content delivery may be based on the subscription and preferences of the user, operator or service provider.











Part 2: Access to Content


			Special updates





The service provider must ensure that the right content is sent to the right device. Sections ‘Dynamic Content Delivery’ and ‘Device Profile Evolution’ start to address this point.





			Global objectives and recommendations


			To ensure work consistency across W3C, MWI and OMA activities


			 The mobile Internet cannot be just a copy of the fix Internet, it needs adaptation and marketing guidance to have the best usability








			Section Owner: axel.ferrazzini@orange-ftgroup.com (NSM/RD)














Part 3: Web Services & Interfaces for 3rd parties


			https://ogsr.rd.francetelecom.com/wiki/index.php?title=Web_Services_and_Interfaces_for_third_parties


			This section encompasses standardisation of the web service framework and web service interfaces that can be used to expose operator capabilities (network, service capabilities, like presence, location…) both to 3rd parties Service Providers and to FT internal Services


			Special updates


			Liberty Alliance web service framework (ID-WSF2.0) has been approved


			Convergence is being pushed regarding WS-* and Liberty Alliance














Part 3: Web Services & Interfaces for 3rd parties


			Global objectives and recommendations


			Ensure the convergence between the different standard bodies regarding the web services and interfaces to 3rd parties


			Recommendation for marketing: 


			identify the different capabilities (network/services capabilities) interesting to expose in order to define the right APIs in standards


			Identify the web service framework needed for a telecom operator (its different functionalities required) in order to define and push it in OMA


			Identify what can be mutualised between a web service framework used towards the 3rd parties and the framework used for FT internal purposes


			Section Owner: aude.pichelin@orange-ftgroup.com (ITN&PS/ISIR)














Part 4: Terminal Platform and APIs


			https://ogsr.rd.francetelecom.com/wiki/index.php?title=Terminal_Platform_and_APIs


			This section encompasses device related standardisation activities targeting definition of consistent terminal platforms and fostering deployment of applications across the broadest customer base, as possible.


			Special updates:


			 Linux: Significant work progress in LiPS over the last 6 months


			 Java: Approval of JSR 248 (MSA); work progress on JSR 281 (IMS)


			 OMTP: Set-up of OMTP IMS activities


			Global objectives and recommendations:


			 Ensure work consistency across LiPS, JCP and OMTP regarding definition of handset recommendations and APIs specifications


			 Address Java de-fragmentation issues, from standardisation perspective


			Section Owner: thibaud.mienville@orange-ftgroup.com (ITN&PS/ISIR)














Part 5: Common Service Enablers


			https://ogsr.rd.francetelecom.com/wiki/index.php?title=Common_Service_Enablers


			This section encompasses the enablers/service enablers that can be mutualized between different services and that constitute the basic tools to provide services, like identity federation, charging, privacy, data synchronisation, location…


			Special updates


			The privacy enabler requirements have been finalised, work on the architecture is ongoing 


			Device Management: FUMO (firmware upgrade) enabler is in candidate status


			OMA Charging enabler has been approved as candidate enabler, next phases are being defined


			OMA Data Synchronisation 1.2 enabler has been approved


			Work on subscription, provisioning is happening in different standards

















Part 5: Common Service Enablers


			Global objectives and recommendations


			Ensure the maximum reuse of IMS by the different enablers concerned


			Ensure the mutualization and reuse of the common enablers to avoid redundancies, and avoid the creation of enablers in silo mode


			Ensure the convergence of the works regarding access to user data, provisioning of user data, across the different standard bodies


			Ensure a global view of the different common enablers, the service enablers and the links/interfaces defined between them, in order to define a coherent service architecture





			Section Owner: aude.pichelin@orange-ftgroup.com (ITN&PS/ISIR)














Part 6: IOP and Certification


			https://ogsr.rd.francetelecom.com/wiki/index.php?title=Interoperability_and_Certification


			This section encompasses interoperability, conformance testing and certification related activities in Standards.


			Special updates


			 GCF Work progressing on HSUPA


			 GCF Work initiated on UMTS 900 and OTA antenna measurement


			Global objectives and recommendations


			 Introduce Java certification in Global Certification Forum (GCF)


			 Reinforce Orange’s involvement in OMA IOP


			Section Owner: thibaud.mienville@orange-ftgroup.com (ITN&PS/ISIR)














Part 7: IMS and Network Platform


			https://ogsr.rd.francetelecom.com/wiki/index.php?title=IMS_and_Network_Platform


			This section encompasses IMS related standardisation activities (3GPP), core network platforms and functionality, core terminal functions.


			New items compared to OGSR v6.1:


			 ‘Contactless Interface’: covering Near Field Communication (NFC)


			 Service Requirements Evolution for the 3GPP System: covering expected service evolution requirements of 3GPP networks














Part 7: IMS and Network Platform


			Special updates


			 Most of IMS related WI’s for Release 7  are close to completion by end of 2006


			 3GPP completes the stage one requirements for 3GPP system evolution.


			 3GPP System Architecture Evolution (SAE) is close to completing the feasibility study.


			Global objectives and recommendations 





	It aims to ensures that the 3GPP work items definitions and the technical specifications to be line with Orange’s business interest and strategy.


			Section Owner: xiaobao.chen@orange-ftgroup.com (ITN&PS/ISIR)














Part 8: Access Network


			https://ogsr.rd.francetelecom.com/wiki/index.php?title=Access_Network


			This section encompasses wireless access networks (GSM, UMTS, LTE, WLAN, WIMAX etc) and fixed broadband access and service architecture


			New items compared to OGSR v6.1:


			 Integration of Fixed Broadband Access Architecture and Service Architecture part (to match the integrated operator FT Group strategy)


			 GERAN related items: 


			Latency reduction techniques


			Uplink enhancements


			 UTRA radio interface improvements related item:


			Delay Improvement in CELL-FACH state














Part 8: Access Network


			Special updates


			 The RAN Long Term Evolution study phase is complete and the specification phase has started


			 Six features now agreed to be included in GERAN Evolution


			 The 802.11k task group is addressing radio resource measurements; this could have useful application in seamless mobility between wireless access networks; completion is expected early next year


			 The 802.11u task group is addressing issues related to WLAN interworking with external networks


			 WIMAX promoters are trying to have 802.16 OFDM included by ITU-R as an IMT-2000 radio interface specification


			 The WIMAX Forum Network Working Group expects to complete the first release of the overall architecture description and protocols by the end of 2006


			Global objectives and recommendations 


			 Ensure the 3GPP RAN LTE performance requirements are met as the specification progresses


			 Drive activities on seamless mobility across different access types in support of FT strategy


			 Defend FTs position as a provide of mobile wireless services, and ensure FT can take advantage of or compete with new access technologies


			Section Owner: nick.sampson@orange-ftgroup.com (ITN&PS/ISIR)














Part 9: Multicast and Broadcast


			https://ogsr.rd.francetelecom.com/wiki/index.php?title=Multicast_and_Broadcast


			This section encompasses broadcast services and technologies.


			New item compared to OGSR v6.1:


			 ‘MBMS Services’: covering MBMS from a service perspective based on 3GPP SA1 


			Special updates:





Finalisation of OMA Mobile Broadcast specification (OMA BCAST 1.0) 


Orange successfully pushed into the specification strong requirements addressing acceptance of USIM for Protection (Smartcard Profile), security and device management related items.


			Section Owner: kunle.ibidun@orange-ftgroup.com (NSM/RD)














Part 10: TV and Audiovisual Services


			New part in OGSR v6.2


			This section encompasses TV (including IP and Mobile) as well as audiovisual services; it mainly covers standardisation activities in the scope of MBMS, DVB and Mobile Broadcast related technologies.


			It covers


			 IP TV


			 Mobile TV


			 Content Protection


			Section Owner: Olivier.martel@orange-ftgroup.com (ITN&PS/CST)














Part 11: Physical Engineering of Networks, Transmission and Multiplexing


			New part in OGSR v6.2, to match the integrated operator FT Group strategy.


			This section includes all aspects covering deployment and implementation of networks (cabling and installations included), environmental equipments, transmission systems (signal included), multiplexing and other forms of signal treatment up to digitalization in private and public domain. 


			It covers:


			 Environment and Energy


			 Physical Engineering of operator networks


			 Physical Engineering of customer premises networks


			 Transmission & multiplexing








			Section Owner: Dominique.roche@orange-ftgroup.com (ITN&PS/ISIR)














Part 12: Home Networking


			New part in OGSR v6.2, to match the integrated operator FT Group strategy.


			It covers home networking including residential gateway, physical infrastructure, application layers and enablers


			It provides FT Group strategy in the Home Gateway Initiative, in the Digital Living Network Alliance and in UPnP especially.


			Section Owner: philippe.calvet@orange-ftgroup.com  (ITN&PS/ISIR)
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Next plans


			Integration of TISPAN related items in OGSR


			Integration of IEFT related items in OGSR


			Potential refinement of the structure (e.g. merging of content related parts…)


			Potential improvement of the wiki web-based tool (ergonomics, …)

















Thank you





ROSI/ITN&PS/International Standards & Industry Relationships (ISIR)


December 2006 		     OGSR v6.2 - Executive Summary
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