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Change Request

	Title:
	CR for Issues in Section 3.2
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA REQ/SpamRep

	Doc to Change:
	OMA-RD-SpamRep-V1_0-20090526-D

	Submission Date:
	17 June 2009

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Clerical

	Source:
	Wenjun (Kevin) Zeng, Huawei, zengw@huawei.com  
Zheng Wang, Huawei, wzh@huawei.com  


	Replaces:
	n/a


1 Reason for Change

 To address the following review comments in the RDRR OMA-RDRR-SpamRep-V1_0-20090617-D.doc
	A007
	2009.06.06
	E
	3.2 
	Source: Huawei (Kevin Zeng)
Form: OMA-REQ-2009-0128-SpamRep_RD_Review_Comments_Huawei.doc

Comment: definition of Network Spam Box” needs a bit polishing.  
Proposed Change: Change to “The box that contains the blocked messages which are prohibited from being sent to the user device. The messages will be expired after certain time to save the server storage. For the unexpired messages only, the User is able to request the current blocked message list in the Spam Box”   
	Status: OPEN 



	A008
	2009.06.06
	E
	3.2 
	Source: Huawei (Kevin Zeng)
Form: OMA-REQ-2009-0128-SpamRep_RD_Review_Comments_Huawei.doc

Comment: definition of “Local Spam Box” needs a bit polishing.
Proposed Change: Change to “The box that  contains the messages delivered to the user device even if there is a history of spam reporting for the message sender and/or the message before. The messages contain a spam flag to indicate that it is possible that this message is a spam. This box may contain the messages filtered by local spam policy (e.g. spam word).”    
	Status: OPEN 



	A009
	2009.06.06
	T
	3.2 
	Source: Huawei (Kevin Zeng)

Form: OMA-REQ-2009-0128-SpamRep_RD_Review_Comments_Huawei.doc

Comment: need to add a definition for “By-Fingerprint”
Proposed Change: add a definition.  By-Fingerprint: The spam report contains a Fingerprint of the spam message which can be used to identify or retrieve the spam message content from the operator’s database
	Status: OPEN 




2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Incorporate the proposed changes into the SpamRep RD.
6 Detailed Change Proposal

Change 1:  make the following changes to Section 3.2
3.2 Definitions

	Spam
	In the context of the SpamRep enabler, Spam is defined as any Content received by a User that may be considered unwanted and/or inappropriate by the message recipient and/or operator

	Content
	In the context of the SpamRep enabler, Content refers to messages, files, and/or media streams that are transmitted to a Device in an arbitrary way (ie, via SMS, MMS, IM, Video Share, email, etc.)

	SpamRep Client
	An entity within the SpamRep system that composes and transmits Spam Reports upon invocation by a User or automatically based on Service Provider policy

	SpamRep Server
	An entity within the SpamRep system that receives Spam Reports transmitted by a SpamRep client

	Spam Report
	A message transmitted between the SpamRep Client and SpamRep Server containing information about the content and originator of an unsolicited and unwanted received message, as designated by a User

	By-Value
	The spam report contains the spam message content

	By-Reference
	The spam report contains a reference to the spam message which can be used to retrieve the spam message content from the operator’s database.

	Sender
	The source of the Spam Content.  This could be the Spammer or an innocent device infected with a virus that causes it to send Spam.

	Reporter
	The User that initiates and sends a Spam Report

	Network Spam Box
	The box that contains the blocked messages which were prohibited from being sent to the user device. The messages may expire after certain amount of time to save the server storage. For the unexpired messages, the User is able to request the current blocked message list in the Spam Box. 

	Local Spam Box
	The box that contains the messages delivered to the user device even if there is a history of spam reporting for the message sender and/or the message before. The messages may contain a spam flag to indicate the possibility of this message being a  spam. This box may contain the messages filtered by spam policy (e.g. spam word).

	 Fingerprint
	An arbitrary collection of one or more message descriptors that are derived from and can represent a message.  Each message descriptor may represent an aspect or portion of a message.  Examples of a descriptor include a hash representing a URL contained within a message, and the number of words in the fourth line of a message.  An example of a fingerprint is a collection of URL hashes and the number of words in the fourth line.  

	By-Fingerprint
	The spam report contains a Fingerprint of the spam message which can be used to identify or retrieve the spam message content from the operator’s database.
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