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2. Review Comments

2.1 OMA-RD-GPM-V1_0-20060405-D

	ID
	Open Date
	Edit
	Section
	Description
	Status

	A001
	2006.04.20
	Y
	General
	Source: Oracle

Form: OMA-REQ-2006-92

Editorial: update format to 2006 (e.g. © statement)
	Status: CLOSED
2006 Template will be automatically applied when the RD is submitted for TP approval.

	A002
	2006.04.20
	Y
	General
	Source: Oracle

Form: OMA-REQ-2006-92

Administrative: A RD in formal review should not be solely in change tracking mode. NO action required.
	Status: CLOSED
No Action Required.

	A003
	2006.04.20
	
	General
	Source: Obigo

Form: Email

Adding "permission Manager's Delegate" to (almost) every requirement muddles the whole document! This leads to the question:

Why do you need the role for "permission Manager's Delegate" in

the first place? Of course you can delegate! But from the system's point of view the delegate takes on the role of "Permission Manager"! Neither the

target nor the requester would know the difference, right?
	Status: CLOSED
No Action Required

It was not agreed that delegation is obvious. Delegation and roles are explained in the requirements and the actors have been perceived according to market analysis and use cases and not necessarily from a ‘systems’ perspective.



	A004
	2006.04.20
	
	General
	Source: Obigo

Form: Email
Why do you describe the Administrator? Of course there is always an administrator for every service, but it is NOT described in the Enabler! Is the Administrator role important to GPM as a concept?
	Status: CLOSED
No Action Required

The need for an Administrator and his/her relationship with the other actors is articulated in the agreed document OMA-REQ-GPM-2006-0036R02-New-Actor-requirements.

	A005
	2006.04.20
	
	General
	Source: Obigo

Form: Email
Overall, I believe GPM can be simplified. Remove the roles that are not necessary (adm, delegate), keeping only three roles (permission manager, permission target and requestor). Generalise the rules for what can be the target of GPM and who can do what on that.
	Status: CLOSED
Not Agreed. See disposition to A003 and A004. No Action Required

	A006
	2006.04.20
	
	1
	Source: Oracle

Form: OMA-REQ-2006-92

Is it correct that per the first paragraph the scope is only about end-users of OMA enabled services (i.e. Permissions Target) and therefore not target enablers or resources in general. What about applications not directly related to a specific enabler?
	Status: CLOSED
Agreed to add the following after the 1st paragraph of Scope:

“GPM would protect information about end-users being requested by other resources as well”

Also agreed to change the 2nd sentence of the 2nd paragraph to:

“GPM provides generic permissions checking and permissions management, which can be used by other resources, (e.g. OMA service enablers).”



	A007
	2006.04.20
	
	1
	Source: Oracle

Form: OMA-REQ-2006-92

The second paragraph speaks of service enablers. This is in contradiction with the issue raised in O-1 (A006)
	Status: CLOSED
See Comment A006

	A008
	2006.04.20
	
	1
	Source: Oracle

Form: OMA-REQ-2006-92

In second paragraph, based on first paragraph, the sentence finishing by which can be used by other OMA service enablers should in fact mention resources instead.
	Status: CLOSED
See Comment A006

	A009
	2006.04.20
	
	1
	Source: Oracle

Form: OMA-REQ-2006-92

We do not understand paragraph 3 of this section. Authorization and permission are synonymous in the industry. If a distinction is indeed expected, it should be explained. The definitions in section 2 and nothing in the RD text allows understanding that distinction. On that basis, we believe that that sentence is either unclear and need explanation here or a reference to an explanation elsewhere or it is incorrect and should be removed. 

Most probably the term permission alone but instead should be always qualified explicitly as “permission to access or communicate attribute”.
	Status: CLOSED
It was agreed to change the 3rd paragraph to:

“The scope of this RD does not include requirements for authorization to access services or service enablers. GPM specifically excludes authorization of an entity accessing another entity” 



	A010
	2006.04.20
	
	1
	Source: Oracle

Form: OMA-REQ-2006-92

In paragraph 4, the statement “The scope of this RD is focused on user permissions checking” is not correct English or at least meaningless. We suggest to change into something like “The scope of this RD is focused on determining if user attribute can be accessed or communicated by”
	Status: CLOSED
Para 4 agreed as follows:

“The scope of this RD is focused on determining whether a user attribute can be accessed for a particular usage as well as the management of permissions rules and other specific functions including interaction with the user”.

The rest of the text starting with ‘rather…” can be deleted.


	A011
	2006.04.20
	
	1
	Source: Oracle

Form: OMA-REQ-2006-92

In paragraph 5, most of the notions mentioned here are not self explanatory:

· What are broad authorization functions?

· What is the large variety of communicating entities across layer

· What is the meaning of the sentence?

We believe that correctly qualifying permission as proposed as resolution to O-4 (A009) may eliminate the need for paragraph 5 that is essentially not  understandable.
	Status: CLOSED
Covered by A009 and A010



	A012
	2006.04.20
	
	2.2
	Source: GPM Convenor

Form: OMA-REQ-2006-0081R01

Ensure that normative references have associated requirements. The only one that is associated to requirements is [Privacy] the other ones should be moved to the informative references section.

	Status: CLOSED
Agreed. Editor to make sure all references apart from [Privacy] and [RFC2119] are moved to Informative References Section.

	A013
	2006.04.20
	
	2.2
	Source: Oracle

Form: OMA-REQ-2006-92

Dictionary is not tractable on OMA public web site. We realize this issue is for all documents, but nobody seems to have raised the issue earlier. This must be fixed once and for all.
	Status: CLOSED
Not an issue for GPM AHG. No action on editor.

	A014
	2006.04.20
	Y
	3.2
	Source: Oracle

Form: OMA-REQ-2006-92

Style is mixed up (bold and character style)
	Status: CLOSED
Agreed. Editor to ensure that style is consistent.

	A015
	2006.04.20
	
	3.2
	Source: NEC

Form: OMA-REQ-GPM-2006-0049

Definition: Pseudonym

‘A fictitious identity, which may be used to conceal the true identity (i.e. MSISDN and IMSI, MDN/MIN, email address) of a Permissions Target’s device from the Target Attribute Requester and Target Attribute Consumer, or to conceal the true identity of the Target Attribute Requester and Target Attribute Consumer or the Permissions Target. (Adapted from [MLS])’.

It should be ‘from’ instead of ‘or’ the Permissions Target.

Or even different wording could be used:

“A fictitious identity, which may be used to conceal the true identity (i.e. MSISDN and IMSI, MDN/MIN, email address) of  Permissions Targets, Target Attribute Requesters and Target Attribute Consumers”
	Status: CLOSED
See resolution to comment A030.

	A016
	2006.04.20
	
	3.2
	Source: NEC

Form: OMA-REQ-GPM-2006-0049

Definition: Target Notification

Suggested to change to: Permissions Target Notification. 

It clarifies the definition by specifying who the notification is for. If agreed, this should be reflected across the RD
	Status: CLOSED
Agreed as proposed. Editor to apply the term Permissions Target Notification consistently throughout RD.

	A017
	2006.04.20
	Y
	3.2
	Source: Obigo

Form: Email

References are not always consistent (e.g. [DICT] is referenced as

[OMA-Dict] in 3.2)


	Status: CLOSED
Agreed. Editor to make consistent.



	A018
	2006.04.20
	Y
	3.2
	Source: Oracle

Form: OMA-REQ-2006-92

Administrator is a generic term. Definition used here is purely GPM specific and not adequate as generic definition. We recommend that either the definition be brought to Dictionary and generalized or that here and throughout the document we use the term GPM administrator instead of administrator.
	Status: CLOSED
Agreed to use the term ‘GPM Administrator’. Editor to apply the term consistently throughout RD.

	A019
	2006.04.20
	Y
	3.2


	Source: Ericsson

Form: OMA-REQ-2006-93

Definition of Target attributes

Proposal: Modify as follows:
Information pertaining to Permissions Target(s) and which are governed by permission rules.  Target attributes can be either static, i.e. that changes relatively infrequently such as information in an address book, or dynamic, i.e. that could change more frequently such as user presence or geographical location

	Status: CLOSED
See A031 for final definition



	A020
	2006.04.20
	Y
	3.2
	Source: Ericsson

Form: OMA-REQ-2006-93

Definition of Target Attribute Consumer
Proposal: Modify as follows: 

A principal (or group of principals) consuming/making use of a target attribute or a derivative (e.g. a map showing the location of the Permissions Target). This role will typically be played by an end-user or an application.
	Status: CLOSED
See A032 for final definition



	A021
	2006.04.20
	
	3.2
	Source: Oracle

Form: OMA-REQ-2006-92

The same issues as raised in O-19 (A030) applies to:

· Ask Request

· Ask Target
· Context
· Delegate (Isn’t it defined in Dictionary?)
· Target Attributes
· Target attribute requester
· Target attribute consumer
· Target notification
· Target request
· Target response
· Validity response
Most are met with different definitions for other OMA enablers.

As / if the definitions are GPM specific they must be qualified with “GPM” in front (e.g. target GM response).

This is to be updated throughout the RD
	Status: CLOSED
It was agreed to qualify ‘Context’, ‘Target notification’, Target request’, ‘Target response’ and ‘Validity Period’ as:

‘GPM Context’, 

‘GPM Target request’, ‘

‘GPM Target response’ and 

‘GPM Validity Period’

Also add the following note to the definition of ‘Delegate’:

‘(This definition is only valid in the context of GPM)’.

	A022
	2006.04.20
	
	3.2
	Source: Oracle

Form: OMA-REQ-2006-92

The definition of administrator is using unconventional terminology for what in the industry would be assigning roles (what can be done) and scopes (one what) or permissions (without qualifications). A lot of the document would gain clarity f conventional terminology and concepts were used instead of reinvented or used differently.
	Status: CLOSED
The definition of ‘Administrator’ was agreed as:

“An authorised principal that administers the role and GPM management rights of the Permissions Manager(s) e.g. assigning Permissions Targets to Permissions Managers.”

Also a definition of ‘GPM Management Rights’ will be provided. See A027

	A023
	2006.04.20
	
	3.2
	Source: Oracle

Form: OMA-REQ-2006-92

Ask Target: why not just say any principal that receives an ask request?
	Status: CLOSED
Agreed as: 

“Any principal (e.g. Permissions Target or Permissions Manager) who receives an ask request”.


	A024
	2006.04.20
	
	3.2
	Source: Oracle

Form: OMA-REQ-2006-92

Ask Request: Isn’t it typically what is called request for approval. Why not say request for approval for a GPM operation (or for attribute release). Why use equiry (not defined elsewhere)
	Status: CLOSED
Not Agreed.

Proposal is a circular definition. Privacy has very specific requirements on obtaining consent and existing definition is more specific to the underlying market requirements of GPM. It was agreed to keep the existing definition.

No Action Required

	A025
	2006.04.20
	
	3.2
	Source: Oracle

Form: OMA-REQ-2006-92

Context is unclear. How does it differ from attributes? Is it context of permission target, target attribute requester or actual context where GPM is deployed / used. This is to be clarified.
	Status: CLOSED
Context refers more to the target attribute requester/consumer and permissions target, NOT how GPM is deployed.

No Action Required

	A026
	2006.04.20
	
	3.2
	Source: Oracle

Form: OMA-REQ-2006-92

The definition of permissions rule is not an English sentence. It should not be based on example but be a crisp definition. We also recommend that it be consistent with the definition of policy and policy rules in PEEM. We believe it should match policy, not policy rules. The current definition does not convey that.
	Status: CLOSED
Agreed as follows:

“A combination of a condition and a returned decision if the condition is true. The condition is expressed in terms of target attributes and other information (e.g. requester identity, intended usage) and the decision indicates what action the requester should take. E.g. if requestor = “is in my domain” and “target attribute” = “my location” then grant.”


	A027
	2006.04.20
	
	3.2
	Source: Oracle

Form: OMA-REQ-2006-92

In the definition of Permissions Management, the concept of management rights is not defined.
	Status: CLOSED
 Agreed as: “Entitlement or privileges given to a principal with respect to which Permissions Management functions he/she can perform”

(Based on a proposal in OMA-REQ-GPM-2006-0056-GPM-Management-Rights-defn)



	A028
	2006.04.20
	
	3.2
	Source: Oracle

Form: OMA-REQ-2006-92

In the definition of Permissions Management, the concept of priority of permissions rules is not defined.
	Status: CLOSED
Agreed as proposed in OMA-REQ-GPM-2006-0065R01-permissions-rules-priority but with slight modification:

 “Permission rules priorities: Information that could be used by the enabler implementation to determine the order of evaluation of permissions rules”
See also A093

	A029
	2006.04.20
	
	3.2
	Source: Oracle

Form: OMA-REQ-2006-92

In the definition of Permission management delegate, the concept of management function is not defined.
	Status: CLOSED
It was agreed that there is no need to define ‘management function’ but add the following to the definition of Permission Manager’s Delegate:

“(…as defined by section 6.1.2)”



	A030
	2006.04.20
	
	3.2
	Source: Oracle

Form: OMA-REQ-2006-92

We are concerned that the definition of pseudonyms is overlapping but not necessarily aligned with the notion of identity and anonymization used for identity management. Has this been checked with MWS WG for consitency? Refer to O-10 (A021) and consider also adding text somewhere to relate to identity management related enablers and definitions.
	Status: CLOSED
Agreed as follows:

“Pseudonym:  An arbitrary name chosen by any Principal to protect their anonymity within the context of GPM.”

	A031
	2006.04.20
	
	3.2
	Source: Oracle

Form: OMA-REQ-2006-92

We do not understand the definition. Attributes as used in this document are governed by anything, not by GPM. GPM does not set, determine attributes. It only relates to who can access these attributes when using GPM and the permission to access or communicated is handled by GPM… The definition should be changed to reflect that it relates to whatever information is associated to a principal. 

Depending on the disposition of O-1 (A006) these attributes are also restricted to the ones that relates to users of OMA enabled services (i.e. not attributed related to enablers or network resources)…

Due to the current definition of attribute, any parameter returned by a function call (e.g. a request to an enabler) would qualify… This relates to subsequent significant scope comments.
	Status: CLOSED

Target attribute definition was agreed as follows: 

“Information pertaining to Permissions Target(s) for which access to is governed by GPM permissions rules…” {Rest of the text is the same}.



	A032
	2006.04.20
	
	3.2
	Source: Oracle

Form: OMA-REQ-2006-92

Derivative is not defined except by an example.  It is not clear what it is and how it relates to attributes. Its introduction seems to change the scope of GPM? Is this stored in a resource, provided by a service, provided in answer to a request to another enabler?
	Status: CLOSED
Although the term ‘derivative’ does not refer to what is protected by GPM, It was clearly causing confusion in this definition. It was agreed to remove the term to clarify that GPM is not protecting services but target attributes.

The final text was agreed as follow:

“Target Attribute Consumer: A principal (or group of principals) consuming/making use of a target attribute (e.g. for a map showing the location of the Permissions Target). This role will typically be played by an end-user or an application”

 

	A033
	2006.04.20
	
	3.2
	Source: Oracle

Form: OMA-REQ-2006-92

If derivative is not constrained, then we have an additional issue with section 1: paragraph 2 and 3 would be in direct contradiction with this. If indeed scope is broader use cases and requirements are to be revisited. If it is not careful, one should carefully revisit of the definition and notions of derivatives here and throughout the document. Indeed this would simply be the definition of authorization to access or  communicate anything that results or imply a request to a resource...
	Status: CLOSED
Resolved together with A032.



	A034
	2006.04.20
	
	3.2
	Source: Oracle

Form: OMA-REQ-2006-92

The definition of validity period is unconventional. Typically this is called time out etc… Also the definition (use of wait) has strong technical and architectural implications that should not be done in an RD: GPM acts work synchronously only and that the process is blocking.
	Status: CLOSED
Addressed by resolution of A021. No further action on Editor.

	A035
	2006.04.20
	Y
	4.1
	Source: Ericsson

Form: OMA-REQ-2006-93

Comment: The text describes a Target Attribute Consumer and a Target Attribute Requester whereas the related figure only shows a Requester.

Proposal: Modify either the text or the figure accordingly.
	Status: CLOSED

Editor to modify Fig. 1 to distinguish between Target Attribute Consumer and Target Attribute Requester


	A036
	2006.04.20
	
	4.1
	Source: Huawei

Form: Email

The role of ‘Requester’ in figure 1 should be ‘Target

Attribute Requester’ and ‘Target Attribute Consumer’. Where the arrow from Permissions Manager’s Delegate point to? ‘Consents to permissions set on his behalf’, what does it mean here? Why isn’t the arrow between ‘permissions target’ and ‘Service provider resources’ bidirectional?
	Status: CLOSED
Requester will be split as per comment A035.

Editor to re-direct arrow from Permissions Manager’s Delegate to terminate at GPM.

Editor to remove the box “‘Consents to permissions set on his behalf” as it is not always the Permissions Target who consents.

The arrow between ‘permissions target’ and ‘Service provider resources’ is not bidirectional because services are being delivered to the Permissions Target.



	A037
	2006.04.20
	
	4.2.1
	Source: Oracle

Form: OMA-REQ-2006-92

Second paragraph. The discussion is a architecture discussion not material for the RD. it should be re-phrased or removed. In particular, nothing in the discussion motivates that statement “This means that PEEM could evaluate policies for both authorisation rules which first determine if Requesters are allowed to access a service enabler, and permissions rules which determine the extent to which the Requester can access individual target attributes. In the latter case, when using the PEEM enabler in the proxy usage pattern, the GPM enabler is delegated to evaluate the permissions rules based on the user permissions rules that it manages. When PEEM is used in the callable usage pattern, it may be applied to evaluate the permissions rules to determine a decision.” Indeed, this is a choice that has not been made and at the minimum an at least as valid choice (for an RD discussion0 is the case where PEEM simply performs the GPM functions and GOM permissions rules are say PEEM policies. 

The text is to be removed or introduce text to discuss that presents on equal footing the second option.
	Status: CLOSED
It was agreed to remove section 4.2.1 completely.

	A038
	2006.04.20
	
	4.2.1
	Source: Oracle

Form: OMA-REQ-2006-92

Third paragraph. The discussion is a architecture discussion not material for the RD. Nothing in the document or in the section motivates such a statement. It is in any case an assessment to be done at architecture or specification stage. We do not agree with the analysis. In fcat there are no reasons why PEEM policies are not just what need to be done to implement / support / specify GPM. There is particular nothing that allows to state that GPM is more focused or more able at expressing anything. PEEM policies can express any combination of condition and action and supports delegation, management and evaluation/ enforcement in callable and proxy mode. These cover all the stated requirements in the document. As this paragraph is not motivated, not agreed, in our opinion factually incorrect it should be removed. It is not good practice to provide statements on other OMA enablers that are at best subjective. This section is to be removed.
	Status: CLOSED
See A037.

	A039
	2006.04.20
	
	4.2.2
	Source: Oracle

Form: OMA-REQ-2006-92

Considering the discussion in this section, one would expect here or elsewhere considerations or requirements on how this should relate to presence and location (i.e. do you want to manage the presence an location permissions or not? Do you plan to offer an alternative for these enablers to rely on? Will you deal with potential risk of conflicting information etc… Some discussions on the resulting requirements should be captured.
	Status: CLOSED

Wording could not be agreed and since section 4.2 is not from the RD template it was not felt necessary and therefore not harmful to remove 4.2.2. 

	A040
	2006.04.20
	
	4.2.2
	Source: Oracle

Form: OMA-REQ-2006-92

Why future tense and statement like “it is expected that the requirements from the GPM enabler will expand…”? We are at review time, don’t we know now if they do or not?
	Status: CLOSED

As a result of the resolution of A037 to A040, section 4.2 will be removed from the RD.

	A041
	2006.04.20
	
	5 
	Source: Obigo

Form: Email

Sections 5.x.7 are empty - either remove or mark "TBD" or "none".


	Status: CLOSED

Editor to mark ‘none’ wherever applicable (5.x.7)

	A042
	2006.04.20
	
	5.1
	Source: Oracle

Form: OMA-REQ-2006-92

The use case describes the notion of information request to an enabler. How is it distinguished with any other request to the enabler? Is this determination done by the enabler? How does the enabler distinguish a request for information about the principal (attributes) from another operation that affects / relates to the principals? If a request to the enabler implies that enabler to request / delegate to another resource or enabler how does the enabler know that this will involve attributes and what attribute will be involved. If it knows, won’t we automatically have multiple enablers asking about the same request to GPM (i.e. different permission requesters for a same operation…). The use case seem not to consider these aspects an not other use case discusses this.

We suggest that assumptions and requirements to address be captured in section 5.1.7.  Requirements do not seem to address this. Therefore we suggest that the problem should be re-considered and new requirements considered.

We understand that use cases are informative and all do not need to be captured in RD per RD guidelines. However these seem fundamental issues that have been overlooked
	Status: CLOSED

There was no consensus on adding additional text. It was felt that the information is covered by term ‘context’.

The comment is closed without any action on the editor.

	A043
	2006.04.20
	
	5.1
	Source: Oracle

Form: OMA-REQ-2006-92

Another issue not discussed is what happen if multiple enabler are invoked by the same application for the same attribute. What are the assumption and resulting requirements? They seem missing. 

We understand that use cases are informative and all do not need to be captured in RD per RD guidelines. However these seem fundamental issues that have been overlooked.
	Status: CLOSED
It was agreed (as per OMA-REQ-GPM-2006-0089-INP_AI_Closure_A043) to add the following statement into the Operational and Quality of Experience Requirements section of 5.5:

“GPM does not make any assumptions on responses for the same attribute given to different requesters. The responses may differ over time”.

.



	A044
	2006.04.20
	
	5.1.6
	Source: Obigo

Form: Email

Figure 3 (in 5.1.6) is not consistent:

Why does Application send request twice, before receiving the reply "wait for User A answer"?


	Status: CLOSED

The comment is addressed in the text below figure 3. This is about user experience. The rationale is that GPM has a built-in mechanisms (validity period) that avoids multiple notifications to the user for the same request.

	A045
	2006.04.20
	
	5.1.6
	Source: NEC

Form: OMA-REQ-2006-0087-GPM-RD-Review-comments
Use Case - Flow F

What happens if duration passes without reaction of the user?

How does the service need to react in case no user response as been received within duration? The answer shall not be “No” as this might cause bad user feelings.
	Status: CLOSED
The comment is already addressed by Ask-11 and Ask-12 requirements.

	A046
	2006.04.20
	
	5.2 & 5.3
	Source: Obigo

Form: Email

Use Cases 5.2 and 5.3 are complex and difficult to follow.


	Status: CLOSED

It was agreed that use cases are informative.

No action on editor.

	A047
	2006.04.20
	
	5.3
	Source: Oracle

Form: OMA-REQ-2006-92

The use case does not seem consistent with the definitions and explanations provided up to now in the document: the rules do not relate to accessing attributes or communicating such attribute but about sending contact to a user. This is rather an authorization to make a request to an enabler (push / messaging). This seems to violate the scope statements, definitions raised earlier. It does not match the notion of derivative that one might construed based on earlier text and definitions. It emphasizes the concern raised for example in O-22 (A033). 

We understand that use cases are informative and all do not need to be captured in RD per RD guidelines. However these seem fundamental confusions with the scope of the enabler.

In fact one may wonder if use cases 5.1 and 5.2 are not working without such issues just because the enabler request amounts to a request to access user attributes, but even in these cases these are just enabler request.

On this basis, we believe that GPM encompasses the functions of a generic authorization enabler. If it is the case WID, scope, use cases and requirements are to be accordingly scrutinized at the light of that observation.
	Status: CLOSED

Use Case to be modified as agreed in OMA-REQ-GPM-2006-0053R02-Use_Case_5 to remove ambiguities raised in this comment.

In addition, the following changes will be made:

Add to 5.3.2 Actor Issues (Mobile Service Provider):

· “Wants to allow some device characteristics to be considered as private information (i.e. GPM target attributes) because they could be considered as being sensitive; e.g. input/output modality may suggest a disability, visual impairment etc
 Change the wording of 5.3.7 step 7:

· “The new Sales Team member starts using applications now that his device has the appropriate information”
Also the term ‘Privacy aware applications’ should be changed to ‘applications’ from step 6

	A048
	2006.04.20
	Y
	5.4
	Source: Obigo

Form: Email

5.4 is good (misleading name)


	Status: CLOSED
Title of Use Case 5.4 renamed as:

“Setting Permissions Rules using Context Information”

	A049
	2006.04.20
	
	5.4
	Source: Oracle

Form: OMA-REQ-2006-92

Steps 12 and 13 in figure 4 has similar issues as the ones raised in O-30 (A047). Again it is not an issue of accessing or communicating attributes but checking if a particular operation is authorized.
	Status: CLOSED

It was agreed on the RD-DEV reflector on 4th August to change arrow 12 of figure 4 of the Normal Flow  (and all equivalent arrows in the alternative flows) to say the following:

"May I have the permission to access the attributes about John so I can use such information to send a Nearest Restaurant MMS?"


	A050
	2006.04.20
	Y
	5.5
	Source: Obigo

Form: Email

5.5. is OK, but I think alternative flow

1 is more reasonable that Normal flow!
	Status: CLOSED

Each of the flows in this use case help derive requirements.

No action on editor.

	A051
	2006.04.20
	Y
	5.5
	Source: Huawei

Form: Email

There is no dash arrow in alternative flow 1 (Figure 5) UC 5.5 though the step 2 describes 'notice dashed arrow'.
	Status: CLOSED

Diagram will be corrected to include the dashed arrow.

	A052
	2006.04.20
	
	5.5
	Source: Oracle

Form: OMA-REQ-2006-92

Steps 1 in figures 4, 5 and 6 is not realistic. In typical application determination of what are the enablers that may required “GPM” depends on the logic of the application. Many combinations of which enablers may be involved exist. It is unrealistic to expect that i) the list is in general capturable as described ii) The list will be made available.  Realistic cases should assume that determination of what is needed is dynamic or should be supported. Again none of these cases are discussed and analysis is missing in an operational requirement / assumption sections. As a result the requirements do not actually reflect these issues. 

We understand that use cases are informative and all do not need to be captured in RD per RD guidelines. However these seem fundamental issues that have been overlooked.
	Status: CLOSED

This step is intended to show how attributes needed by that application are needed in advance, and describes one way of doing this. The use case does not cover all combinations or possibilities.

However it was agreed to change OSR-20 to:

“GPM SHALL support mechanisms 

· To capture the list of attributes needed by an application and 

· To allow a Permissions Manager and/or Permissions Manager’s Delegate(s) to set up their Permissions Rules regarding a certain application in one single step (i.e. from Permissions Manager’s perception point of view), in order to enhance the Permissions Manager’s experience.”


	A053
	2006.04.20
	
	5.5
	Source: Oracle

Form: OMA-REQ-2006-92

We question the assumptions figure 7 and 8. Definitively the case f figure 7 will rarely result into having the application notifying its dependencies. We again believe that many issues are overlooked including third party providers including relying on multiple “operators/SPs”, conflicting rules, roaming dimension etc… We do not find any analysis of the assumptions and operational assumption nor do we see requirements resulting from a detailed analysis of the issues above. We would ike the analysis to be done and reflected at least in requirements or an illustration of how the requirements are actually handling these issues.
	Status: CLOSED

The preconditions of Use Case 5.5 already states that an agreement exits between content provider and operator. However it was agreed to add the following caveat after the first sentence of the first bullet in 5.5.3:

“This includes an obligation to notify information to GPM”

	A054
	2006.04.20
	
	6 
	Source: Obigo

Form: Email

When reading the requirements, especially 6.1.2, I get the feeling

you are describing a number of special cases, but fail to give the big picture. Have you considered a "Rule language" or a table based approach to cover all? I think you want to say something like: GPM manages Permissions to X, where X is an XML-based structure. For every element in

this structure the language (Schema or DTD) Y describes the possible

options......

	Status: CLOSED

Issues raised go beyond Requirements discussion and should be addressed at the TS stage. 

No action on the editor.

	A055
	2006.04.20
	Y
	6
	Source: Telcordia

Form: OMA-REQ-2006-91

There appears to be an empty column between:

· HLF-11 and HLF-12, and

OSR-26 and OSR-27
	Status: CLOSED

Empty column will be removed.

	A056
	2006.04.20
	
	6
	Source: Ericsson

Form: OMA-REQ-2006-93
Comment: There appear to be some similarities between requirements in the GPM and XDM RDs respectively. 

Proposal: If this is the case the GPM and the XDM owners / stakeholders (PAG, POC and future MWG?) should figure out how to deal with these joint requirements
	Status: CLOSED
It is acknowledged that some requirements might be similar to those in other RD’s e.g. XDM, Presence and Location. It was agreed to add the following text in the informative section (Introduction) to guide the reader:

“It should be noted that some of the requirements in this RD might show similarities to requirements that have been identified in RD’s of some other enablers, e.g. [XDM2RD]. Some requirements overlap analysis during the GPM AD stage is suggested.”

Also add XDM2.0 RD to the Informative References section.

	A057
	2006.04.20
	Y
	6
	Source: Ericsson

Form: OMA-REQ-2006-93

Comment: Many requirements contain the actors Target Attribute Consumer and Target Attribute Requester whereas the diagram in section 4.1 contains only one actor “Requester”.  

Proposal: Modify either the diagram or the requirements accordingly.
	Status: CLOSED
Addressed by A035.

	A058
	2006.04.20
	
	6
	Source: Oracle

Form: OMA-REQ-2006-92

We would like to see the requirements resulting from analyses of O-28 (A042),O-29 (A043), O-32 (A052) and O33 (A053) added to the section or a discussion that show that indeed the issues raised by these comments are taken care of. As we are not GPM experts we can’t offer a proposal at this stage but we do not see how they are addressed.
	Status: CLOSED

Already addressed: see A042, A043, A052, A053.

No action on editor.

	A059
	2006.04.20
	
	6.1 HLF-1
	Source: Oracle

Form: OMA-REQ-2006-92

It should say shall enable or support not allow.  This is not an issue of “authorizing” but “enabling”
	Status: CLOSED

Agreed as proposed in OMA-REQ-GPM-2006-0070, i.e. to change ‘allow’ to ‘enable’

	A060
	2006.04.20
	
	6.1 HLF-1
	Source: Oracle

Form: OMA-REQ-2006-92

Are we sure that any permission is suitable to this? Should it qualify that this is when this is the intention of the administrator of GPM (and may be others).

We may want to therefore allow setting if it is the case or not.
	Status: CLOSED

GPM is not about ‘any’ permissions, but permissions rules regarding user (target) attributes. 

Based on discussions on OMA-REQ-GPM-2006-0070, and subsequent discussion, it was agreed to add: “when such operation is required” at the end of the requirement. 


	A061
	2006.04.20
	
	6.1 HLF-2
	Source: Oracle

Form: OMA-REQ-2006-92

We note that this is limited to the access and usage of the target attributes; not other request to enablers. This requirements and the others do not support use case 5.3 as raised in O-30 (A047).

We recommend broadening the requirement to authorization to make any request to a resource, nothing that this wil always be about a target principal anyway. This however will require addressing the broader issues raised in O-30 and others.
	Status: CLOSED

Based on discussions on OMA-REQ-GPM-2006-0070, it was agreed that the resolution of other RDRR comments addresses this comment as well, (A006, A007 etc.).

Regarding use case 5.3, a CR to this use case in (OMA-REQ-GPM-2006-0053R01-Use_Case_5.3) makes it clear that GPM is purely about user permissions only and not about broad authorization functions and thus addresses the comment in A047.



	A062
	2006.04.20
	
	6.1 HLF-2
	Source: Oracle

Form: OMA-REQ-2006-92

Similar issue as O-36 (A037).
	Status: CLOSED

Based on resolution of A047 and A061.

No action on editor.


	A063
	2006.04.20
	
	6.1 HLF-2
	Source: Oracle

Form: OMA-REQ-2006-92

Is it just different rules or *any* rules? We believe that to accommodate any application and any possible use and situation *any* rule should be supported…
	Status: CLOSED

Based on resolution of A047 and A061.

No action on editor.

	A064
	2006.04.20
	
	6.1 HLF-4
	Source: NEC

Form: OMA-REQ-GPM-2006-0049

HLF-4

‘It SHALL be possible to request consent from either:

· The permissions Target, or

· Any authorized principal, as set by the Permissions Manager or a Permissions Manager’s Delegate
(Use Case 5.3)’
Is not clear what is consent needed for. It does not say why we need the consent
	Status: CLOSED

The requirement will be clarified as follows (note it was also agreed to remove the 1st bullet as it is covered by the 2nd bullet):

“It SHALL be possible to request consent for the release of target attributes from any authorized principal, as set by the Permissions Manager or a Permissions Manager’s Delegate”

	A065
	2006.04.20
	
	6.1 HLF-5
	Source: Oracle

Form: OMA-REQ-2006-92

This requirement seems to step outside the scope of OMA and GOM. A service provider should be able as part of the administration steps to decide how updates are handled and what policies / approach to follow when delays take place (i.e. wait, query the change, be notified of the change etc…) The requirement should rather identify all these options and require that GPM must support / enable them and let the administrator decide.

In any case the SHALL should be changed to a MAY.
	Status: CLOSED

Agreed to modify HLF-5 as follows:

“The GPM enabler MAY provide mechanisms for the GPM Administrator to determine the GPM enabler implementation behaviour that applies when changes to permissions rules cannot be made effective immediately, e.g. by notifying the permissions target(s), do nothing, logging etc. (Use Case 5.3)”.

	A066
	2006.04.20
	
	6.1 HLF-6
	Source: Telcordia

Form: OMA-REQ-2006-91

HLF-6: not sure what identified means in “A Permissions Target MAY be identified as a Permissions Manager, or as a Permissions Manager’s Delegate”.  Is it the intention to require that target attributes of a Permissions Manager or a Permissions Manager’s Delegate are subject to permission rules? Would “A Permissions Manager or a Permissions Manager’s Delegate MAY be a Permissions Target” be better?
	Status: CLOSED

Agreed to clarify HLF-6 as follows:

“The Permissions target MAY also be a Permissions Manager or a Permissions Manager’s Delegate”.

	A067
	2006.04.20
	Y
	6.1 HLF-7
	Source: Oracle

Form: OMA-REQ-2006-92

Editorial: Delegate that has  => that has
	Status: CLOSED

Editor to correct typo.



	A068
	2006.04.20
	Y
	6.1 HLF-7
	Source: Telcordia

Form: OMA-REQ-2006-91

Typo in HLF-7: “thathat”
	Status: CLOSED

Editor to correct typo.



	A069
	2006.04.20
	
	6.1 HLF-10
	Source: Oracle

Form: OMA-REQ-2006-92

Shouldn’t there be a way to ensure that such notification takes place via rules? At least there must be requirements about how this is managed and who is responsible for this? Is it captured in the permission rules? Is it part of the GPM management? What are the requirements?
	Status: CLOSED

Section 6.1.1already identifies that this takes place by using a rule: (PermTypes-4). See also additional requirements in A101.

It was agreed that no action is required to HLF-10, but PermTypes-4 will be modified to remove the word ‘specific’.



	A070
	2006.04.20
	
	6.1 HLF-10
	Source: NEC

Form: OMA-REQ-GPM-2006-0049

HLF-10

‘It SHALL be possible to notify a Permissions Target of any changes to permissions rules made on their behalf by a Permissions Manager and/or a Permissions Manager’s Delegate. (Use Case 5.3)’

This indicates that Permissions Target can make a request for changes to Permissions Rules. This requirement is missing. 

Suggested to add a new requirement that would enable Permissions Target to request changes to Permissions Rules

Suggested wording: Permissions Target SHALL be able to send requests to Permissions Manager for changes to Permissions rules
	Status: CLOSED

No change to HLF-10. It was also not agreed to add a new requirement as proposed as this could be realized by either the permissions target being the permissions manager (which is already captured) or by a communication channel between the actors, which is out of scope.

 

	A071
	2006.04.20
	
	6.1 HLF-11
	Source: Oracle

Form: OMA-REQ-2006-92

There are no reasons to limit this requirement to end users. This should apply to any principal / resource.
	Status: CLOSED

Agreed as follows (based on proposal in OMA-REQ-GPM-2006-0083):

“The GPM enabler SHOULD make use of existing, unique Identifiers (e.g. MSISDN/IMSI, MDN/MIN, e-mail Address) for addressing permissions targets.”


	A072
	2006.04.20
	
	6.1 HLF-12
	Source: Oracle

Form: OMA-REQ-2006-92

Can’t we just say that it MUST be possible to inform a Permission manager of his role and management permission or limitations. If you want also to inform when changes can not be applied, you need another requirements on error.
	Status: CLOSED

1st part: covered by A073.

2nd part:  The intention of HLF-12 does not include the idea of informing the permissions manager/delegate when changes cannot be applied. Therefore a an additional requirement is not necessary


	A073
	2006.04.20
	Y
	6.1 HLF-12
	Source: Ericsson

Form: OMA-REQ-2006-93

Comment: The requirement might be unclear in the relation between Permissions Managers and Permissions Managers’ Delegates respectively. 

Proposal: Modify as follows: 

If the Permissions Target is also the Permissions Manager or the Permissions Manager’s Delegate, and the management rights of this Permissions Managager or Permissions Manager’s Delegate are in whole or in part restricted by another Permissions Manager or Permissions Manager’s Delegate, (e.g., an enterprise IT Manager), the Permissions Target SHOULD be informed of his limitations with regards to managing his permissions rules when he tries to manage them.

(Use Case 5.3)
	Status: CLOSED
Agreed as follows:

“It MUST be possible to inform a Permissions Manager or Permissions Manager’s Delegate of his/her role, rights and limitations with regards to permissions management.”

	A074
	2006.04.20
	
	6.1 HLF-13
	Source: Oracle

Form: OMA-REQ-2006-92

Per discussion above how is a request for one or multiple attributed distinguished from another request that does not get attributes? Due to the current definition of attribute, any parameter returned by a function call (e.g. a request to an enabler) would qualify… We suggest that the requirement be carefully re-visited in conjunction with the definition of attriute and scope issues raised earlier.
	Status: CLOSED

See resolution of A043. The question of how to distinguish is a technical issue to be resolved in the TS.

No action on editor.

	A075
	2006.04.20
	
	6.1 HLF-13
	Source: NEC

Form: OMA-REQ-GPM-2006-0049

HLF-13

‘The permissions checking request SHALL be able to support a request for either a single attribute or a group of attributes of the permissions target’.

Wording is not very clear. Permission Checking Request is just a request. It should be GPM to support this request. 

Suggested to change to: 

‘GPM Enabler SHALL be able to support a Permission Checking Request for either a single attribute or a group of attributes of the permissions target’.
	Status: CLOSED

Agreed as proposed

	A076
	2006.04.20
	
	6.1 HLF-14
	Source: Oracle

Form: OMA-REQ-2006-92

Change allow to support or enable
	Status: CLOSED

Agreed. See also A078.

	A077
	2006.04.20
	
	6.1 HLF-15
	Source: Oracle

Form: OMA-REQ-2006-92

Per discussion above how is a request for one or multiple attributed distinguished from another request that does not get attributes? Due to the current definition of attribute, any parameter returned by a function call (e.g. a request to an enabler) would qualify… We suggest that the requirement be carefully re-visited in conjunction with the definition of attriute and scope issues raised earlier.
	Status: CLOSED

Based on proposal in OMA-REQ-GPM-2006-0083 but with added examples:

"It MUST be possible to associate any action to any permission rule, e.g.:

· ASK, 

· GRANT once, 

· GRANT always, 

· DENY once,

· DENY always, for this attribute X and not for the attribute Y."
Also HLF-15 will be moved to PMF section.

	A078
	2006.04.20
	
	6.1 HLF-15
	Source: Oracle

Form: OMA-REQ-2006-92

Requirement is unclear. Ask, grant Deny are not defined. What does it relate to. The requirement, if prescribing such specific things must also explain the arguments / context for these action verbs (e.g. grant to acces an attribute, grant to communicate an attribute, .. what else?). Are these combined?
	Status: CLOSED

It was agreed to clarify ask, grant and deny in HLF-14 shown below, (see also A076) to allow the use of these terms in HLF-15 and elsewhere in the RD.

“The GPM enabler SHALL enable Permissions Managers and/or Permissions Managers' Delegates to assign at least the following actions to permissions rules: 

· Ask for consent for consent from Ask Target, (‘ASK’), 

· Grant permission to release target attribute(s), (‘GRANT’) 

· Deny permission to release target attribute(s), (‘DENY’)”
Editor to also ensure that these terms are capitalized everywhere in the RD.

Also HLF-14 will be moved to PMF section.



	A079
	2006.04.20
	
	6.1 HLF-16
	Source: Oracle

Form: OMA-REQ-2006-92

Similar comment to O—46 (A078)
	Status: CLOSED

Based on proposal in OMA-REQ-GPM-2006-0083 and –0086:

"The GPM enabler MUST support returning any permission checking response and associating it to any attribute or combination of attributes, (e.g. GRANT for some attributes and DENY for others)".

	A080
	2006.04.20
	
	6.1 HLF-16
	Source: NEC

Form: OMA-REQ-GPM-2006-0049

HLF-16

‘Based on the context, the GPM enabler SHALL be able to give a permissions checking response with some granularity (grant for some attributes and deny for others). (Use Case 5.1)’

Already covered by HLF-15. Suggested to delete
	Status: CLOSED

It was agreed that HLF-15 and HLF-16 are distinct requirements. The proposal is not agreed.

No action on editor.

	A081
	2006.04.20
	Y
	6.1

HLF-17
	Source: Huawei

Form: Email

In HLF-17 last second bullet, there are two ' e.g. to access and modify a target attribute,'
	Status: CLOSED
Editor to remove duplication.

	A082
	2006.04.20
	Y
	6.1

HLF-17
	Source: Telcordia

Form: OMA-REQ-2006-91

Typos on HLF-17: “e.gtime” and first bullet has leading space
	Status: CLOSED

Editor to correct typo.

	A083
	2006.04.20
	Y
	6.1

HLF-17
	Source: Ericsson

Form: OMA-REQ-2006-93

Proposal: Modify as follows: 

GPM SHALL be able to give a permissions checking response based on information associated with

·  The Target Attribute Consumer (e.g. the identity of a single end-user or the identities of multiple end-users) and the Target Attribute Requester (e.g. the application(s) used)

· The Permissions Target identity (e.g. the identity of a single end-user or the identities of multiple end-users).

· The requested target attributes
 In addition to the above, the following information MAY be used:

· The intended use of the target attributes (i.e. use that will be made of this information by the application, e.g. to access and modify a target attributeor sharing medical data with doctors but not students)  

· User profile information and other relevant context information (e.gtime of day, number of requests per unit time or other information coming from OMA enablers) 

(Use Case 5.1)
	Status: CLOSED
Similar to A032. Agreed as proposed.

	A084
	2006.04.20
	
	6.1

HLF-18
	Source: Telcordia

Form: OMA-REQ-2006-91

Typo in HLF-18: “rule)every”
	Status: CLOSED

Typo will be corrected.

	A085
	2006.04.20
	
	6.1 HLF-18
	Source: Oracle

Form: OMA-REQ-2006-92

There MUST a requirement on who is responsible for that: GPM? Rules? And how it is managed? Is it part of GPM management?
	Status: CLOSED

This is covered by the permissions rules management functions, (see also PermTypes-7). However, it was agreed to clarify HLF-18 as follows:

“Once the permission to access a particular (set of) attributes has been expressed (e.g. GRANT always), it SHALL be possible for the GPM enabler implementation to notify the Permissions Target (or another principal, as required by the permission rule) every time the information is requested”.

See also new requirements in A101.

	A086
	2006.04.20
	
	6.1 HLF-19
	Source: NEC

Form: OMA-REQ-GPM-2006-0049

HLF-19

‘The target notification SHALL contain at least the following:

· The Target Attribute Requester identity (e.g. the identity of a single end-user or the identities of multiple end-users) and/or Target Attribute Consumer identity (e.g. the application(s) used), and’

How can an application be used as an identity for Target Attribute Consumer. 

Suggested to either change to (e.g. the identity of a single consumer or multiple of consumers) or remove ‘identity’ after Target Attribute Consumer and instead use ‘information’.

Additionally, suggested to make it a separate bullet point
	Status: CLOSED

It was realized that the examples are the wrong way around and unnecessary and so can be deleted. It was also agreed to put the target attribute consumer into a separate bullet as follows:

The Permissions Target notification SHALL contain at least the following:

· The Target Attribute Requester identity 

· Target Attribute Consumer identity 

· The attributes/group of attributes requested.

	A087
	2006.04.20
	
	6.1 HLF-21
	Source: Oracle

Form: OMA-REQ-2006-92

This requirement is imprecise. What does it mean? Is this a management requirement If such it should be identified and clarified as such. Is it about ways to relate to it and associated it to some criteria etc? How is it motivate. Isn’t it assuming particular design that may not be justified at this level? We would remove this requirement.
	Status: CLOSED
The discussions during the conference call of Jul 19th have shown that there are various situations where this is required in different configurations.

No action on editor

	A088
	2006.04.20
	
	6.1 HLF-21
	Source: Telcordia

Form: OMA-REQ-2006-91

We question if HLF-21 is a requirement that is used to describe and derive the functions and interfaces that GPM will support, and which defines GPM’s core purpose.  If such is not the case, it should be considered to remove the requirement.
	Status: CLOSED

HLF-21 might have an impact on the information that is passed on different interfaces therefore it should not be removed.

No action on editor

	A089
	2006.04.20
	
	6.1 HLF-22
	Source: Oracle

Form: OMA-REQ-2006-92

Are we sure that the use of context matches the definition in 3.2?
	Status: CLOSED

The term 'context' has been clarified as 'GPM context', (see A021). The examples given in this requirement are covered by the definition.

	A090
	2006.04.20
	
	6.1 HLF-23
	Source: Oracle

Form: OMA-REQ-2006-92

Is this a management step? Is this captured in permission rules? Requirement must be clarified.
	Status: CLOSED

Based on discussions on OMA-REQ-GPM-2006-0070, it was agreed to modify HLF-23 as below and move to the PMF section:

“Permissions Managers and/or Permissions Manager’s Delegates SHOULD be able to subscribe to notifications of management operations performed on permissions rules they manage.”

Note also PermType-4 and new requirements agreed in A101

	A091
	2006.04.20
	
	6.1 HLF-24
	Source: Oracle

Form: OMA-REQ-2006-92

Why is this limited to rules created on his behalf not al rules?
	Status: CLOSED

It was agreed to modify HLF-24 as follows:

“The Permissions Target SHOULD be able to view the permissions rules that pertain to him/her.”

	A092
	2006.04.20
	
	6.1 HLF-25
	Source: Oracle

Form: OMA-REQ-2006-92

Clarify which principal(s) is referred to in second part of the requirement.
	Status: CLOSED

HLF-25 to be clarified as follows:

“The GPM enabler SHALL provide principals (e.g. Permissions Target, Permissions Manager, Permissions Manager’s Delegate, Administrator, Ask Target) with the same experiences even when those principals are in a visited network”

	A093
	2006.04.20
	
	6.1 HLF-27
	Source: Oracle

Form: OMA-REQ-2006-92

Unreadable… Recommendation: rephrase to say that it MUST be able to apply any combination of rules that relates to the attribute request and context.
	Status: CLOSED

Agreed as follows (based on input: OMA-REQ-GPM-2006-0065R01-permissions-rules-priority):

“The Permissions Manager that has been assigned this specific responsibility by the GPM Administrator, SHALL be able to configure the permissions rules priority”.

	A094
	2006.04.20
	
	6.1 HLF-28
	Source: Oracle

Form: OMA-REQ-2006-92

Is this a management step? Is this captured in permission rules? Requirement must be clarified.
	Status: CLOSED

Agreed to add a new requirement to permission management functions section:

“It MUST be possible for the GPM enabler to send a notification to a resource and/or a designated principal when a permissions rule related to the resource is changed.”


	A095
	2006.04.20
	
	6.1 HLF-29
	Source: Oracle

Form: OMA-REQ-2006-92

Unclear, define network applications
	Status: CLOSED

Agreed to change to:

“The GPM enabler SHALL be able to apply consistent permission checking, to applications implemented both in a terminal and a network server.”


	A096
	2006.04.20
	
	6.1.1 PermType-1
	Source: Oracle

Form: OMA-REQ-2006-92

Unreadable… Recommendation: rephrase to state permission rules to specify what enablers can be access or communicated and in what context.
	Status: CLOSED

Agreed to change to: 

"Permissions rules SHALL allow the expression of what target attribute(s) can or cannot be accessed by a Target Attribute Requester and/or a Target Attribute Consumer”

	A097
	2006.04.20
	
	6.1.1 PermType-2
	Source: NEC

Form: OMA-REQ-GPM-2006-0049

PermTypes-2

‘Among the types of rules supported by GPM there MAY be a permissions rule that allows the Permissions Target to delegate some or all permissions management operations to one or more Permissions Manager’s Delegate(s)

(Use Case 5.3)’

This may cause some conflicts with HLF-27, between Administrator and Permissions Target when assigning a management task to a Permissions Manager. The requirement sounds as a MAY requirement, but actually the MAY is for the possibility of having such a rule that would allow the Permissions Target to assign a Permissions Manager. So if that type of rule exists, the Permissions Target shall be able to assign a Permissions Manager. 

So, what happens if Permissions Target and Administrator assign different Permissions Managers’?
	Status: CLOSED
Covered by the resolution of A098

	A098
	2006.04.20
	
	6.1.1 PermType-2


	Source: Ericsson

Form: OMA-REQ-2006-93 

Comment: This requirement seems to imply that a Permissions Target can delegate management rights whereas other requirements state that this can be done only by Permissions Managers or Permissions Managers’ Delegates. The Permissions Target in fact has no managements rights at all, but a single person can  take the roles of Permissions Manager or Permissions Manager’s Delegate and Permissions Target simultaneously. 

Proposal: Clarify what is the intention with this requirement.
	Status: CLOSED.

This is an editorial mistake. Agreed as follows:

“Among the types of rules supported by GPM there MAY be a permissions rule that allows the Permissions Manager to delegate some or all permissions management operations to one or more Permissions Manager’s Delegate(s)”.

	A099
	2006.04.20
	
	6.1.1

PermType-3
	Source: Oracle

Form: OMA-REQ-2006-92

Isn’t it  stage to ask the permission manager (or delegate) to worry about the service enabler when most of the time the user just worries about the attribute, not the enabler. Typically they don’t know about them… We understand that administrator / service provider may know about the service enabler. We recommend splitting and rephrasing to address.
	Status: CLOSED

It was agreed to remove this requirement as no agreement could be reached to re-word it. 

	A100
	2006.04.20
	
	6.1.1

PermType-4
	Source: Oracle

Form: OMA-REQ-2006-92

Is this a management step? Is this captured in permission rules? Requirement must be clarified.  
	Status: CLOSED

It was agreed that this is covered by the permissions rules management functions. No action from this particular comment, but see also A069 about removing ‘specific’ from PermType-4.

See also new requirements in A101.



	A101
	2006.04.20
	
	6.1.1

PermType-5
	Source: Oracle

Form: OMA-REQ-2006-92

Is this a management step? Is this captured in permission rules? Requirement must be clarified.  
	Status: CLOSED

Based on discussions on OMA-REQ-GPM-2006-0071, it was agreed to add a new requirement to the PMF section as follows, (to cover the Permissions Manager/Permissions Manager’s Delegate):

“It SHOULD be possible for Permissions Managers and/or Permissions Manager’s Delegates to be notified once changes to permissions rules take effect”

In the case of the permissions target, such notifications may only be possible if a rule is created to allow him/her to do so. Therefore it was agreed to clarify PermType-5 as follows:

“Among the types of rules supported by GPM there SHOULD be a permissions rule type that allow a Permissions Target) to be notified once changes to his permissions rules take effect.”



	A102
	2006.04.20
	
	6.1.1

PermType-6
	Source: Oracle

Form: OMA-REQ-2006-92

Rephrase to state that GPM must able to update permission rules? Why is this in section on permission types? It should be moved to elsewhere
	Status: CLOSED

Proposal in OMA-REQ-GPM-0086 agreed:

"The Permissions Manager and/or Permissions Manager's Delegate(s) SHALL be able to update permissions rules, including override permissions rules that impact (i.e., cancels or pre-empts) an existing permissions rule(s)."

This requirement shall also be moved to Usability section.



	A103
	2006.04.20
	
	6.1.1

PermType-7
	Source: Oracle

Form: OMA-REQ-2006-92

Is this a management step? Is this captured in permission rules? Requirement must be clarified. Why is this in section on permission types? It should be moved to elsewhere
	Status: CLOSED

As agreed in OMA-REQ-GPM-0083, i.e. move existing PermType-7 to PMF section and add the following new requirement to Permissions Rules Types:

“GPM MUST enable permission rules to express whether a target notification is required to be sent to the Permissions Target (i.e. a principal or group of principals)”

	A104
	2006.04.20
	
	6.1.1

PermType-8
	Source: Ericsson

Form: OMA-REQ-2006-93

Comment: This requirement seems to focus on the use of one or multiple devices rather than on what rules shall be possible in case one or multiple devices are used. 

Proposal: Modify as follows:  

If multiple devices are associated with a single Permissions Target, the GPM enabler SHALL support:

(a) The same or different permissions rules for each of multiple devices used simultaneously by one Permissions Target;

(b) The same or different permissions rules for each of multiple devices when one Permissions Target uses only one device at a given time or for a particular service.
	Status: CLOSED
Agreed as follows:

“If multiple devices are associated with a single Permissions Target, the GPM enabler SHALL support:

(a) The same or different permissions rules for each device used simultaneously by one Permissions Target;

(b) The same or different permissions rules for each device when one Permissions Target uses only one device at a given time or for a particular service.”

	A105
	2006.04.20
	
	6.1.1

PermType-12
	Source: Oracle

Form: OMA-REQ-2006-92

We are concerned that the term context here may not be aligned wit the definition in 3.2. Is it?
	Status: CLOSED

As proposed in OMA0REQ-GPM-0086:

“Among the types of rules supported by GPM there MAY be a permissions rule type which causes a permission checking response which depends on other contextual information, e.g. information related to earlier permission checking requests, the time of day, the permission target, or the interval between permission checking requests.”

	A106
	2006.04.20
	Y
	6.1.2 

PMF-1
	Source: Ericsson

Form: I OMA-REQ-2006-92

Comment: Wrong reference.

Proposal: Modify as follows: 

It SHALL be possible to assign “roles” to principals that determine the rights for the management of a given set of permissions rules (e.g. a “super permissions manager role” may imply that the authorised principal has the rights to perform all the functions described in PMF-3, a “reading-only permissions manager role” may be imply that the authorised principal may only able to read and list the permissions rules).
	Status: CLOSED

Agreed as proposed.

	A107
	2006.04.20
	Y
	6.1.2 

PMF-2
	Source: Telcordia

Form: OMA-REQ-2006-91

PMF-2: style issue: the color of the requirement is red.  Suggest to make it black.
	Status: CLOSED

Agreed to change font colour.

	A108
	2006.04.20
	Y
	6.1.2 

PMF-2
	Source: Huawei

Form: Email

The mentioned 'PMF-2' in PMF-4 should be 'PMF-3'.
	Status: CLOSED

Agreed (see also A106)

	A109
	2006.04.20
	
	6.1.2 

PMF-3
	Source: Oracle

Form: OMA-REQ-2006-92

Define prioritizing permission rules
	Status: CLOSED

See A028.

No further action on editor.



	A110
	2006.04.20
	
	6.1.2 

PMF-3
	Source: Oracle

Form: OMA-REQ-2006-92

Define management rights. Is this a management step? Is this captured in permission rules? Requirement must be clarified
	Status: CLOSED

See A027.

No further action on editor.

	A111
	2006.04.20
	
	6.1.2 

PMF-4
	Source: Oracle

Form: OMA-REQ-2006-92

Clarification needed: define or relate to roles in PMF-1
	Status: CLOSED

This requirement states that the permissions Manager’s Delegate can execute a subset of the Permissions Management functions depending on assigned rights. However it was agreed the add the following requirement:

“It SHALL be possible to assign a role to the Permissions Manager's Delegate”

	A112
	2006.04.20
	
	6.1.2 

PMF-4
	Source: Ericsson

Form: OMA-REQ-2006-93

Comment: Wrong reference 

Proposal: Modify as follows:
The Permissions Manager’s Delegate(s) SHALL be able to perform some or all of the permissions management functions described in PMF-3, depending on their assigned rights.
	Status: CLOSED

Agreed as proposed.

	A113
	2006.04.20
	
	6.1.2 

PMF-5
	Source: Oracle

Form: OMA-REQ-2006-92

Clarification needed: A combination or any combination. We believe it should say any combination.
	Status: CLOSED

It was agreed to clarify the requirement as follows, (based on OMA-REQ-GPM-0086):

“The Permissions Manager and/or Permissions Manager’s Delegate(s) SHALL be able to create permissions rules based on any combination of conditions and actions, e.g. some (or all) of the following::

· The Target Attribute Consumer (e.g. the identity of a single end-user or the identities of multiple end-users) and the Target Attribute Requester (e.g. the application(s) used)

· …etc


	A114
	2006.04.20
	
	6.1.2 

PMF-5
	Source: Ericsson

Form: OMA-REQ-2006-93

Comment: It is unclear whether a car accident would be synchronous or asynchronous, or what difference of experience these alternatives would imply. 

Proposal: Clarify what it is that events might be synchronous to, or avoid using those terms.
	Status: CLOSED
Based on discussions on OMA-REQ-GPM-2006-0071, it was agreed to remove the last bullet of PMF-5.

	A115
	2006.04.20
	
	6.1.2 

PMF-5
	Source: NEC

Form: OMA-REQ-GPM-2006-0049

PMF-5

This conflicts with PMF-4, since PMF-4 states that Permissions Manager’s Delegate SHALL be able to perform some or all Permissions Management functions, while PMF-5 states ‘The Permissions Manager and/or Permissions Manager’s Delegate(s)’  SHALL be able to create permissions rules…’. 

Suggested to say:  “The Permissions Manager and/or Permissions Manager’s Delegate(s) when applicable SHALL
 be able to create permissions rules based on a combination of some (or all) of the following:
	Status: CLOSED

Not agreed.

PMF-4 already makes the qualification that a permissions manager’s delegate can only perform functions depending on their assigned rights. Therefore there is no conflict with PMF-5 or any other requirements.

No action on editor.

	A116
	2006.04.20
	
	6.1.2 

PMF-6
	Source: NEC

Form: OMA-REQ-GPM-2006-0049

PMF-6

Same as above. Suggested to add ‘…when applicable…’
	Status: CLOSED
See A115.

	A117
	2006.04.20
	
	6.1.2 

PMF-6
	Source: Ericsson

Form: OMA-REQ-2006-93

Comment: This requirement might not reflect what seems to be its intention. 

Proposal: Modify as below: 

Permissions Managers and/or Permissions Manager’s Delegate(s) SHALL be able to be notified of additions of target attributes and be given the possibility to modify existing permissions rules.
	Status: CLOSED

The original requirement is not about the issue of being notified. Proposal not agreed and no action on editor.

	A118
	2006.04.20
	
	6.1.2 PMF-7
	Source: NEC

Form: OMA-REQ-2006-0087
Requirement label: PMF-7

Requirement: When creating or modifying permissions rules, the Permissions Manager and/or Permissions Manager’s Delegate(s) SHALL be able to specify multiple outcomes per permissions rule.

Comment:

This is unclear. What does it mean – multiple outcomes? A rule should be describing an if-then-else behaviour and there should be exactly one outcome – either that defined in the “then” or the one defined in the “else” case.
	Status: CLOSED
This requirement is about the permissions manager having a choice of multiple outcomes but only selecting one.

PMF-7 was agreed as; 

“When creating or modifying permissions rules, the Permissions Manager and/or Permissions Manager’s Delegate(s) MAY be able to specify a response per permissions rule out of a finite set of multiple possibilities defined by the deployer of the enabler implementation”.

	A119
	2006.04.20
	
	6.1.2 PMF-7
	Source: Oracle

Form: OMA-REQ-2006-92

Clarification needed. What is the meaning of multiple outcome? The requirement seems to imply design assumptions not appropriate for an AD. We suggest to say that permission rules MUST allow expressing any desired permission response.
	Status: CLOSED

See A118.

	A120
	2006.04.20
	
	6.1.2 PMF-8 to -12
	Source: NEC

Form: OMA-REQ-GPM-2006-0049

PMF-8 to PMF-12 would be better to be under section 6.1.4 Delegation


	Status: CLOSED

It was agreed to move PMF-8, -9, -11 and –12 to section 6.1.7 (Administration & Configuration) and move PMF-10 to 6.4 (Delegation).

	A121
	2006.04.20
	
	6.1.2 PMF-8 and -9
	Source: Oracle

Form: OMA-REQ-2006-92

Clarification needed between roles and rights. Definition needed.  Are these requirements overlapping, complementary or repetitive?
	Status: CLOSED

See A027

No further action required

	A122
	2006.04.20
	
	6.1.2 

PMF-10
	Source: Oracle

Form: OMA-REQ-2006-92

Define management right
	Status: CLOSED

See A027

No further action required

	A123
	2006.04.20
	
	6.1.2 

PMF-11
	Source: Oracle

Form: OMA-REQ-2006-92

This requirement seems confused and is confusing. It does not seem to taken into account common practices. Administrator conflicts are not issues. A unique role may exist as super administrator but multiple principals should be able to get it! Roles and principal are different concepts! Please reconsider the requirement.
	Status: CLOSED

Note PMF-11 is moved to ADMIN section. Reword as follows (based on OMA-REQ-GPM-0083):

“The GPM enabler MUST be able to support multiple principals with the same roles and provide mechanism to detect and handle any possible resulting management conflicts, e.g. by use of a management right to overwrite permissions rules priorities”


	A124
	2006.04.20
	
	6.1.3


	Source: Huawei

Form: Email

Minor difference between agreed

‘OMA-REQ-GPM-2006-0044R01-additional-requirement-to-Ask11’ and GPM RD. That is ‘ask-a’ and ‘ask-b’.
	Status: CLOSED

Editor to ensure that agreed changes in OMA-REQ-GPM-2006-0044R01-additional-requirement-to-Ask11’ are accurately captured in RD.

	A125
	2006.04.20
	Y
	6.1.3
	Source: Huawei

Form: Email

There are two ‘Ask-12’ and ‘Ask-13’ in GPM RD.

	Status: CLOSED

Editor to re-name duplicated Ask-12 and –13.

	A126
	2006.04.20
	
	6.1.3 Ask-1
	Source: Oracle

Form: OMA-REQ-2006-92

Are you sure? It should be a SHALL support but be left to choices. Then is this a management step? Is this captured in permission rules? Requirement must be clarified
	Status: CLOSED

Based on discussions on OMA-REQ-GPM-2006-0072, –0075 and - 0078, it was agreed that the notification does not have to be a rule type, rather a description of a particular rule.

See also A161 and A101



	A127
	2006.04.20
	
	6.1.3 Ask-2
	Source: Oracle

Form: OMA-REQ-2006-92

Clarification needed: assignment should be done by who? Is this a management step? Is this captured in permission rules? Something else?
	Status: CLOSED

Assigning an ask request to a rule is part of rules creation. This comment is already partly covered by PMF-2 and HLF-14 as well
However, to avoid the term ‘ask action’, it was agreed to modify Ask-2 as below:

“If the Permissions Manager/Permissions Manager’s Delegate(s) has assigned an ASK to a permissions rule, it SHALL be possible for them to assign one or more Ask Target(s)”.

	A128
	2006.04.20
	
	6.1.3 Ask-3
	Source: Oracle

Form: OMA-REQ-2006-92

Define priority? Is it related to permission rule priority or different? Is this a management step? Is this captured in permission rules? Something else? Requirement must be clarified
	Status: CLOSED

Priority in this case is not the same as permissions rules priority. It was agreed to clarify Ask-3 and Ask-4 based on discussion on OMA-REQ-GPM-2006-0072, but following discussion on OMA-REQ-GPM-0083it was agreed to change ‘priority’ to ‘order of asking’ in Ask-3. Ask-3: “In the case that multiple Ask Targets exist for the same Ask rule, it SHALL be possible for the Permissions Manager/Permissions Manager’s Delegate(s) to assign an order of asking (sending Ask Requests) to those Ask Targets”

Ask-4: “In the case that an Ask Request is sent to multiple Ask Targets for the same permissions rule, it SHALL be possible for Permissions Manager/Permissions Manager’s Delegate(s) to specify which Ask Target’s answer takes precedence over the others”


	A129
	2006.04.20
	
	6.1.3 Ask-3
	Source: NEC

Form: OMA-REQ-GPM-2006-0049

Ask-3

‘Ask rule’ is not defined

Suggested to either define it or change to Ask Request. Same applies to Ask-9
	Status: CLOSED

It was agreed that it is not necessary to define ‘Ask Rule’. Instead It was agreed to change ‘ask rule’ to ‘permissions rule’ in Ask-3.

Regarding Ask-9, it was agreed to change ‘ask rule’ to ‘ask request’.

	A130
	2006.04.20
	
	6.1.3 Ask-4
	Source: Oracle

Form: OMA-REQ-2006-92

Define priority? Is it related to permission rule priority or different? Is this a management step? Is this captured in permission rules? Define / explain taking precedence, it is absolutely not clear in such context. Requirement must be clarified.
	Status: CLOSED

See A128.

	A131
	2006.04.20
	
	6.1.3 Ask-5
	Source: Oracle

Form: OMA-REQ-2006-92

Clarify what information.
	Status: CLOSED

The information to be included is the fact that the Ask target is the target attribute consumer. It was agreed to clarify Ask-5 as follows:

“It SHALL be possible to notify a Target Attribute Requestor when the Ask Target is the same principal as the Target Attribute Consumer”.


	A132
	2006.04.20
	
	6.1.3 Ask-6
	Source: Oracle

Form: OMA-REQ-2006-92

Define ask and always or explain. It can be a normative statement to be guessed from a use case, especially considering the issues that are with some of the use cases I this document.
	Status: CLOSED

See A133.

	A133
	2006.04.20
	
	6.1.3 Ask-6
	Source: NEC

Form: OMA-REQ-GPM-2006-0049

Ask-6

‘It SHALL be possible that the Ask Request is sent to a principal other than the Permissions Target (i.e. a principal or group of principals), e.g., to the Permissions Manager or Permissions Manager’s Delegate(s). (Use Case 5.1)’

Not sure if we need this requirement. Any Ask Request can be sent to an Ask Target and an Ask Target can be any principal. 

See the definitions for Ask Target and Ask Request.

Suggested to delete.
	Status: CLOSED

Agreed to delete as Ask-6 is already covered by the definition of Ask Request.

	A134
	2006.04.20
	
	6.1.3 

Ask-10
	Source: Oracle

Form: OMA-REQ-2006-92

What does it mean? Isn’t it trivial that the validity field will have an argument at least? Clarify what is required.
	Status: CLOSED

As proposed in OMA-REQ-GPM-0083, this requirement will be moved to PMF section and reworded as follows:

“The Permissions Manager and/or Permissions manager’s Delegate MUST be able to assign values to parameters in permission rules that they are allowed to manage, e.g. for the validity period used by the Ask Target to convey his/her answer”

	A135
	2006.04.20
	
	6.1.3 

Ask-11
	Source: Oracle

Form: OMA-REQ-2006-92

We believe that this should be left to the service provider administrator or other principal to decide this if they want so. 

Please update to convey this.

Then is this a management step? Is this captured in permission rules? Something else?
	Status: CLOSED

The Ask management functions are part of the rules creation function. It was agreed that in most cases the Ask target will be the Permissions Manager and the requirement reflects default behavior set by the GPM administrator, (or other principals).

 Ask-11 was agreed as follows, (change the bullets to examples):

“The GPM Administrator or the Permissions Manager or the Permissions Manager’s delegate SHALL be able to determine the outcome if multiple permissions checking requests are received for the same permissions rule when the GPM validity period has not yet expired and the Ask Target has not yet responded. E.g.: 

· By NOT sending repeated Ask requests to the Ask Target, and
· By notifying the Target Attribute Requester by a predefined message that says that the request was already received and no additional Ask request was sent.”


	A136
	2006.04.20
	
	6.1.3   

Ask-12
	Source: Oracle

Form: OMA-REQ-2006-92

Shouldn’t there be other impact also (like instead of being notified being refused access to attribute etc…)? Requirements should be clarified or an addition requirement should be provided.
	Status: CLOSED

It was agreed to modify Ask-12 as follows:

“In the case the Ask Target indicates unwillingness to receive Ask Requests or the validity period expires before the Ask Target has responded, the Target Attribute Requester and/or Target Attribute Consumer SHALL be denied access to target attributes and optionally notified appropriately. (Use Case 5.1).”

	A137
	2006.04.20
	
	6.1.3  

Ask-13
	Source: Oracle

Form: OMA-REQ-2006-92

Clarify the notion of giving permission to a certain extent. That is not a concept that is clear or defined…
	Status: CLOSED

It is agreed that ‘extent’ is not clear. Ask-13 to be clarified as follows:

“Permissions rules SHALL include a mechanism to specify that consent needs to be explicitly obtained before permission is given to the release of target attributes, i.e. by means of an Ask request.”

	A138
	2006.04.20
	
	6.1.3  

Ask-14
	Source: Oracle

Form: OMA-REQ-2006-92

Is this a management step? Is this captured in permission rules? Something else?
	Status: CLOSED

No changes needed to the requirement, the decision on how this will be designed within the enabler will be made at a later stage.

	A139
	2006.04.20
	Y
	2nd Ask -12
	Source: Oracle

Form: OMA-REQ-2006-92

Editorial should be Ask-15
	Status: CLOSED

Agreed. See A125.

	A140
	2006.04.20
	Y
	2nd Ask -13
	Source: Oracle

Form: OMA-REQ-2006-92

Editorial should be Ask-16
	Status: CLOSED

Agreed. See A125

	A141
	2006.04.20
	Y
	2nd Ask -13
	Source: Oracle

Form: OMA-REQ-2006-92

EditorialL rue => rule
	Status: CLOSED

Agreed as proposed

	A142
	2006.04.20
	
	6.1.4 DEL-2
	Source: Oracle

Form: OMA-REQ-2006-92

Define right and relate to roles and permissions
	Status: CLOSED

See A027.

	A143
	2006.04.20
	
	6.1.4 DEL-1 to -7
	Source: Oracle

Form: OMA-REQ-2006-92

Is this a management step? Is this captured in permission rules? Something else?
	Status: CLOSED

Some of the requirements are management steps but it was agreed to keep them in a separate section and not move these requirements.

	A144
	2006.04.20
	Y
	6.1.5 SEC-6
	Source: Ericsson

Form: OMA-REQ-2006-93

Comment: Don’t rules apply to permission management operations, instead of permission management operations apply to rules? 

Proposal: Modify as follows: 

d) the permission rules that apply to the relevant permission management operations 
	Status: CLOSED
Agreed as proposed.

See also A167

	A145
	2006.04.20
	
	6.1.5 SEC-6
	Source: Oracle

Form: OMA-REQ-2006-92

Interesting that the permission target is not logged. It should be added. More importantly a requirement should be added stating that it should be possible to log whatever the administrator / SP wants to log
	Status: CLOSED

Based on discussion on OMA-REQ-GPM-0083 and –0086, it was agreed to add only:

“(e) Log the Permissions Target”

See also A167

	A146
	2006.04.20
	
	6.1.5 SEC-7
	Source: Oracle

Form: OMA-REQ-2006-92

Clarify:

· Are lay implications to be captured as permission

· Is there magic to otherwise take into account
· What else?
Is this a management step? Is this captured in permission rules? Something else?
	Status: CLOSED

.

It was agreed that since the original requirement is partly covered by PermTypes-6, SEC-7 will be changed to:

“GPM SHALL enable logged information to be made available to
authorized principals, e.g. authorized representatives of law enforcement authorities”

	A147
	2006.04.20
	
	6.1.5 SEC-7
	Source: Ericsson

Form: OMA-REQ-2006-93
Comment: It would be unfair to request the GPM Enabler to evaluate which laws to take into account, instead required functionality have to be specified as needed to follow the laws that shall be followed, and if laws are different and/or if there are choices to be made then functionality have to be specified to enable such differences and/or choices. 

Proposal: Delete this requirement and specify instead any possible mandatory and/or optional functionality that is needed to follow the laws that shall be possible to follow, and to give the flexibility to follow different laws.
	Status: CLOSED
See A146.

	A148
	2006.04.20
	
	6.1.6 CHRG-1


	Source: NEC

Form: OMA-REQ-2006-0087-GPM-RD-Review-comments
Requirement label:CHRG-1

Requirement: The GPM enabler SHALL be able to capture charging information.
Comment:

Why does the GPM have to capture charging information? GPM can query a dedicated charging resource, so why is there the need for GPM to capture charging information itself? This statement is unclear. 

Proposal: The re-use of MCC or needed functionality for MCC shall rather be considered.

MCC shall be referenced in section 2.2 also.
	Status: CLOSED
GPM should be producing charging information as any other enabler would and be able to use OMA defined charging mechanisms.

See A149

And add a normative reference to the MCC defined Charging enabler Requirements [CHARG].

	A149
	2006.04.20
	
	6.1.6 CHRG-1
	Source: Oracle

Form: OMA-REQ-2006-92

We do not understand why and what this means? Explain what information about charging and when. How does it relates to permission rules? Is this a management step? Is this captured in permission rules? Something else?

We recommend removing this requirement
	Status: CLOSED

Agreed to modify as follows:

“The GPM enabler SHALL be able to send charging information to the charging enabler”

	A150
	2006.04.20
	
	6.1.7 ADMIN-2
	Source: Oracle

Form: OMA-REQ-2006-92

Why is it restricted to different values? Just state that we can combine in any desired way any permission rule that apply to a request. Anything else is restricted or technology specific.
	Status: CLOSED

Agreed to remove the brackets in the original requirement, i.e. 

“…(if there are multiple sets of permission rules that include different values for the same permission target)” 

And to move the requirement to the permission rules types section.

	A151
	2006.04.20
	
	6.1.8 

USAB-3
	Source: Oracle

Form: OMA-REQ-2006-92

Clarify explain outcome and explain activation.
	Status: CLOSED

Based on discussions on OMA-REQ-GPM-0083 and –0086, USAB-3 will be modified as follows:

“It SHOULD be possible for a Permissions Manager and/or Permissions Manager’s Delegate(s) to check the response to the permissions request before deploying them for usage in the service provider domain, (e.g. ‘what-if’ testing)."

	A152
	2006.04.20
	
	6.1.8 

USAB-4
	Source: Oracle

Form: OMA-REQ-2006-92

Clarify explain outcome
	Status: CLOSED

See A151

	A153
	2006.04.20
	
	6.1.9 Privacy-1
	Source: Oracle

Form: OMA-REQ-2006-92

It should rather refer to identity management… This sole requirement is otherwise too restrictive. Otherwise add one on identity management.
	Status: CLOSED

It was agreed to add the following two requirements to the Privacy section:

"The GPM enabler SHALL be compatible with managed identities (e.g. anonymized, federated identity etc), where the principals are actors (e.g. target attribute requesters, target attribute consumers, administrator, permissions managers, permissions managers delegate(s), permission targets).”
And

"The GPM enabler SHALL handle the same managed identities identifiers for the permission rules as it handles the identifiers passed in the request (e.g. identifiers have to match to potentially result into a "grant"). GPM intrinsic functions explicitly SHALL NOT include resolving a pseudonym." 


	A154
	2006.04.20
	
	6.1.9 Privacy-1
	Source: NEC

Form: OMA-REQ-GPM-2006-0049

Privacy-1

‘The GPM enabler SHALL support the ability of a Permissions Target to use a pseudonym. [Privacy]’

This should be extended to include ‘Target Attribute Requester and Target Attribute Consumer’ to make it inline with the definition
	Status: CLOSED

It was agreed that the Target Attribute Consumer could use a pseudonym.

A new requirement was agreed as follows (based on OMA-REQ-GPM-2006-0067-attribute-consumer-uses-pseudonym):

“The GPM enabler MAY support the ability of a Target Attribute Consumer to use a pseudonym”


	A155
	2006.04.20
	
	6.2 OSR-3
	Source: Oracle

Form: OMA-REQ-2006-92

Clarify: explain what is meant by associating. 

Ensure that whatever association means it can be for any other context information – granted that context (or something else) as concept is also to be clarified…
	Status: CLOSED

It was agreed to modify OSR-3 as follows:

“It SHALL be possible to represent any relevant information about a permissions target as target attributes. The following are examples of target attributes:

*
Identity

*
Etc"

(i.e. keep the current list as examples).

	A156
	2006.04.20
	
	6.2 OSR-4
	Source: Oracle

Form: OMA-REQ-2006-92

This requirement is not motivated anywhere! It is absolutely unclear how users or applications would communicate with GPM, why etc… A user may do to manage but not to check permissions. Why? An application or a user does not know the attribute needed to perform a task done by enablers. Only the enablers that are used know that.

We believe that this requirement is confused and recommend removing applications and end user and / or restrict end user to management roles. 

It might be possible to rephrase as GPM must support principals that may be… or may be involved by …
	Status: CLOSED

It was agreed to change the wording of OSR-4 to:

“The interface to the permissions checking request SHALL be able to support multiple formats to ensure consistency between permissions rules and input arguments”

	A157
	2006.04.20
	
	6.2 OSR-5
	Source: Oracle

Form: OMA-REQ-2006-92

Similar to O-96 (A155). We do not understand what other resource. Plus text so far pointed to calls only by enbalers.

Please limit requirement to enbalers.
	Status: CLOSED

It was agreed to keep the term ‘resource’ but to re-word OSR-5 to:

“The GPM enabler SHALL support permissions checking requests from any resource and any domain (e.g. Service Provider domain or in a Terminal domain).”

	A158
	2006.04.20
	
	6.2 OSR-6
	Source: Oracle

Form: OMA-REQ-2006-92

Should be more to Permission type sections? Clarify the requirement. It seems to be a requirement about the expression of the permission rules. Is this a REQ level requirement or a next step of design more suitable to AD?
	Status: CLOSED

See A159.

	A159
	2006.04.20
	
	6.2 OSR-6
	Source: Ericsson

Form: OMA-REQ-2006-93

Comment: This requirement seems to be superfluous; input variables are utilised and output variables are generated, not vice versa.  
Proposal: Delete this requirement.
	Status: CLOSED
Agreed to remove OSR-6.

	A160
	2006.04.20
	
	6.2 OSR-7
	Source: Oracle

Form: OMA-REQ-2006-92

Replace variable by argument. This may affect disposition of OSR-6.
	Status: CLOSED

Agreed as proposed. Editor to effect this change elsewhere in the document.

	A161
	2006.04.20
	
	6.2 

OSR-9
	Source: Huawei

Form: Email

‘Ask for all or only a list of attributes', what does it mean in

OSR-9? Notification?
	Status: CLOSED

Based on discussions on OMA-REQ-GPM-2006-0075, it was agreed to modify OSR-9 as follows:

“Output variables SHALL include at least the following types of data:

· Grant for all or only a list of attributes

· Deny for all or only a list of attributes
The permissions checking response MAY contain any combination of the above output variables    (e.g. GRANT the attribute called 'ADRESS TOWN' and DENY all the other requested attributes).”

And, because of the overlap with Ask-1, it was agreed to generalise Ask-1 as follows:

“If the permission checking request, results in an Ask request, and when this Ask request is sent, it SHALL be possible for the GPM enabler to notify the Target Attribute Requester and the resource issuing the permissions checking request”.

See also A126.

	A162
	2006.04.20
	
	6.2

OSR-8, OSR-9, OSR-10
	Source: Oracle

Form: OMA-REQ-2006-92

Similar to OSR-7
	Status: CLOSED

See A160

	A163
	2006.04.20
	
	6.2 

OSR-11
	Source: Oracle

Form: OMA-REQ-2006-92

Add a requirement to state that it must support any information passed at permission management step.
	Status: CLOSED

OSR-11 was agreed as follows (I.e., from OMA-REQ-GPM-2006-0061-OSR-11):

“The GPM permissions management interface SHALL support any information required for permissions management operations, including the following:

· Permissions Managers with different roles (e.g. “Super Permissions Manager”)

· Different categories (e.g. subscription profiles) of permissions target using a single application

· Different device capabilities 

· The addition/removal of services used by the permissions target”


	A164
	2006.04.20
	
	6.2 

OSR-11
	Source: Oracle

Form: OMA-REQ-2006-92

Clarify requirement: reflect where? What does it mean?
	Status: CLOSED

Covered by the disposition of A163



	A165
	2006.04.20
	
	6.2 

OSR-11
	Source: Ericsson

Form: OMA-REQ-2006-93

Comment: This requirement seems to state that a Permissions Target and a Permissions Manager can be one and the same actor, instead of one (person) taking the role of two actors. 

Proposal: Modify as below: 

The identity of the Permissions Manager or the Permissions Manager’s Delegate, which can be the same as the identity of the Permissions Target.
	Status: CLOSED

Covered by the disposition of A163. 



	A166
	2006.04.20
	
	6.2 

OSR-13
	Source: Oracle

Form: OMA-REQ-2006-92

Define Telco grade in measurable ways
	Status: CLOSED

Agreed to reword as follows:

“The GPM enabler design SHALL maximize reliability, scalability and performance”

	A167
	2006.04.20
	
	6.2 

OSR-14
	Source: Oracle

Form: OMA-REQ-2006-92

Distinguish from SEC-6. Why in different sections?
	Status: CLOSED

It was discussed and showed that the requirements are not overlapping since one is on errors and operations and the other one on management operations. However it was agreed that both are related and agreed to move SEC-6 to the OSR section and place it next to OSR-14



	A168
	2006.04.20
	
	6.2 

OSR-15
	Source: Oracle

Form: OMA-REQ-2006-92

Unclear. The concept of sub-set of permission rules reused by other rules? Do you mean rules can be reused or rules can be reused and combined at will / in any possible ways. We recommend the latter
	Status: CLOSED

Agreed as proposed in OMA-REQ-GPM-0086:

“The GPM enabler SHALL support the re-use of a single permissions rule or a group of permissions rules as part of multiple sets of permissions rules.”

	A169
	2006.04.20
	
	6.2 

OSR-16
	Source: Oracle

Form: OMA-REQ-2006-92

Unclear. The permission rules are defined by administrator/manager not by requester… Please re-phrase accordingly.
	Status: CLOSED

It was agreed to reword as follows:

 "Input arguments to permissions checking requests SHALL be extensible to support data from various sources of permissions checking requests”

	A170
	2006.04.20
	
	6.2 

OSR-18
	Source: Oracle

Form: OMA-REQ-2006-92

This requirement is not realistic and out of scope. It is a requirement on applications! Service provider may enforce this, although we doubt, but not GPM. Please rephrase or remove.
	Status: CLOSED

The following was agreed by email and on the CC 16th August:

“GPM SHALL support mechanisms to make available, to an authorized principal (e.g. the Permissions Manager and/or Permissions Manager's Delegate(s)) via one single interaction from the user perspective, based on provided criteria (e.g. for a specified individual attribute, or for all attributes associated to a particular application, or for all attributes associated to a particular feature of an application (e.g. attribute A, B with feature X, attribute A, B, C with feature Y)) all relevant information (e.g. default permission rules, previously provisioned permission rules) needed to make a decision on a permissions rule to be set up”.


	A171
	2006.04.20
	
	6.2 

OSR-19
	Source: Oracle

Form: OMA-REQ-2006-92

This requirement has the same problem as O-107 (A170) for clause A / E for applications and C for requester (again it’s a requirement on requester!!!).

Break into pieces, it’s not understandable.

 Remove clause A, E ad C or re-phrase. Consider dropping D as we do not understand be believe that it is also affected by same issues.

These maybe good business contracts but not OMA enabler requirements.

We recommend removing this requirement or re-phrasing completely to address the issues raised.
	Status: CLOSED

The following was agreed by email and on the CC 16th August:

OSR-19 part 1:

“In order to enhance usability, the GPM enabler SHALL support mechanisms to ensure that an authorized principal (e.g. Permissions Managers and/or Permissions Manager's Delegate(s)) can:

A: Obtain all attributes and features of an application (e.g. core features of an application without which a service cannot be provided properly, optional features of an application without which a service will not be able to provide enhanced information, etc) related to a specific permissions rule.

B: Be informed at management time, (by using information provided in A) whether a permission rule would make a particular feature of an application not available”

OSR-19 part 2 (as a separate requirement):

“The GPM enabler SHALL support mechanisms to provide, as part of an Ask Request to an Ask Target, additional information received as input parameters in the permissions checking request, as dictated by the permissions rules, such as:    

· Identifier of the requesting resource (e.g. application)

· Identity of the end-user, if the GPM target request is initiated by a use other than the Permissions Target 
· Identifier of the resource (e.g. application) making use of the target attribute, if the Target Attribute Requester is asking for target attributes on behalf of another resource (e.g. application)”


	A172
	2006.04.20
	
	6.2 

OSR-20
	Source: Oracle

Form: OMA-REQ-2006-92

Same issues as O-107 (A170) and O-108 (A171). Remove requirement or fix to accommodate comments
	Status: CLOSED

See resolution of A052. No further action on editor.

	A173
	2006.04.20
	
	6.2 

OSR-21
	Source: Oracle

Form: OMA-REQ-2006-92

Clause B-2 has same issues as O-107 (A170), O-108 (A171) and O-109 (A172) and should be removed. These are not requirements on GPM.
	Status: CLOSED

The following text was agreed by email on RD-DEV on 7th August as 

Replacement for OSR-21:
“The GPM enabler SHALL limit the repeated sending of Ask Requests, (e.g. by use of a provisionable parameter to determine the number of such "Ask request" in a given time interval)”

	A174
	2006.04.20
	
	6.2 

OSR-21
	Source: Oracle

Form: OMA-REQ-2006-92

For clause not covered by O-111 (A174): Is this a management step? Is this captured in permission rules? Something else?
	Status: CLOSED

See A173. No further action on editor.

	A175
	2006.04.20
	
	6.2 

OSR-21
	Source: NEC

Form: OMA-REQ-GPM-2006-0049

OSR-21

‘GPM SHALL support mechanisms to protect the Permissions Target from spamming and improper use of attributes/enablers. These mechanisms SHALL:

· A: Allow GPM to be able to deny Permissions Checking Request’s not related to a legitimateTarget Request’

Should be worded differently. ‘These mechanisms SHALL: 

A: allow denial of Permissions Checking Requests …’
	Status: CLOSED
 See A173.

	A176
	2006.04.20
	
	6.2 

OSR-22
	Source: Oracle

Form: OMA-REQ-2006-92

Same issues as O-107 (A170), O-108 (A171), O-109 (A172) and O-110 (A173) and should be removed. These are not requirements on GPM.
	Status: CLOSED

The following text was agreed by email on RD-DEV on 7th August as replacement for OSR-22:

“Default permissions rules MAY include an Ask Request to be sent to the Ask target”.

	A177
	2006.04.20
	
	6.2 

OSR-23
	Source: Oracle

Form: OMA-REQ-2006-92

Issue related to O-107 (A170), O-108 (A171), O-109 (A172), O-110 (A173) and O-112 (A176). Application is not requester, enablers are! Requirement should be removed.
	Status: CLOSED

The following was agreed by email and on the CC 16th August:

“The GPM enabler SHALL enable an authorised principal to identify: 

a) Permissions rules association with attributes of an application and/or features of an application

b) Permissions rules association with a Permissions Manager (or a Permissions Managers' Delegate)

c) Permissions rules association with a Permissions Target”

	A178
	2006.04.20
	
	6.2 

OSR-25
	Source: NEC

Form: OMA-REQ-GPM-2006-0049
OSR-25

‘The GPM enabler SHALL support principals (e.g. Permissions Manager and/or Permissions Manager’s Delegate(s), Target Attribute Requester, Target Attribute Consumer, Ask Target etc.) located in the same or different domains to the Permissions Target’

Is not clear what is here to be supported. To support principals to do what?
	Status: CLOSED
Agreed as follows:

‘The GPM enabler SHALL support principals (e.g. Permissions Manager and/or Permissions Manager’s Delegate(s), Target Attribute Requester, Target Attribute Consumer, Ask Target etc.) to perform their functions when they are located in a different domain to the Permissions Target’


	A179
	2006.04.20
	
	6.2 

OSR-26
	Source: Oracle

Form: OMA-REQ-2006-92

We do not understand the charging statement. 

It seems that this should include any request to any resource based on all wat has been proposed so far in the RD.
	Status: CLOSED

1st part: Agreed to remove ‘Charging’.

2nd part: See A180

	A180
	2006.04.20
	
	6.2 

OSR-26
	Source: Ericsson

Form: OMA-REQ-2006-93

Comment: There is no clear division between static and dynamic data as proposed in this requirement. It might be better to describe it in other words. 

Proposal: Modify as below: 

The GPM enabler SHALL be able to distinguish between different types of target attributes (e.g. data that are updated more frequently such as raw presence information or calendar information, data that are updated less frequently such as phone book entries or devices used, and other data such as charging information ).
	Status: CLOSED
It was agreed to remove the terms ‘static’ and ‘dynamic’ and to split OSR-26 into the following:
OSR-xx: “It SHALL be possible to categorize target attributes into target attribute types, e.g. types are updated more frequently such as raw presence information or calendar information and types that are updated less frequently such as phone book entries or devices used.”

OSR-yy: “It SHALL be possible to associate permissions rules with any target attribute type”.


	A181
	2006.04.20
	Y
	6.2 

OSR-26/27
	Source: Oracle

Form: OMA-REQ-2006-92

Editorial: empty row
	Status: CLOSED

Editor to ensure empty row is removed.



	A182
	2006.04.20
	
	6.2 

OSR-27
	Source: Oracle

Form: OMA-REQ-2006-92

Re-phrase. We do not understand what it says.
	Status: CLOSED

It was agreed to re-phrase OSR-27 to:

“The GPM enabler MUST support the ability for a Target Attribute Requester to provide proof that the GPM target request is authorised”.



	A183
	2006.04.20
	
	6.2 

OSR-28
	Source: Oracle

Form: OMA-REQ-2006-92

Replace variable by parameters or data
	Status: CLOSED

See A160. ‘Arguments’ will be used.

	A184
	2006.04.20
	
	6.2 

OSR-32
	Source: Oracle

Form: OMA-REQ-2006-92

Implies security requirements that are missing
	Status: CLOSED

The following re-wording of OSR-32 was agreed by email on RD-DEV:

“The GPM enabler SHOULD support deployments where permission rules are distributed rather than centralized (e.g. between network entity(ies) and device(s)). If permission rules are distributed, the GPM enabler SHALL provide mechanisms to ensure their consistency in a secure and efficient manner.”

	A185
	2006.04.20
	
	6
	Source: Oracle

Form: OMA-REQ-2006-92

Add requirements on how to deal with existing rules (e.g. for presence and locations) and have the enabler interacting. What is expected on the GPM side?
	Status: CLOSED

The following requirement was agreed over email reflector and confirmed on conference call of Jul 19th

“GPM MUST be able to coexist with existing enabler-specific mechanisms

for protecting end-user privacy (e.g. MUST not prevent from continuing use of such existing mechanisms)."

The following additional requirement was agreed on the conference call of 26th July:

“GPM SHALL be able to support the equivalent privacy controls that existing enablers provide (e.g. the way location and presence enablers define privacy controls)”.

	A186
	2006.08.03
	
	6.1 

HLF-8
	Source: Lucent Technologies

Form: Email to RD-DEV 3/8/06

When we changed/agreed to administrator and permissions managers roles/responsibilities, we may have left an artifact in HLF-8 that should be corrected (maybe we can consider this as an editorial artifact ... or can we address it when we do a final pass after all RDRR issues are resolved, or do we need a CR ?).
The HLF-8 requirement states:
It SHOULD be possible for the Administrator/Permissions Manager to provision default permissions rules for the Permissions Target.

But in reality, other requirements indicate that the Administrator assignes roles/responsibilities to Permissions Manager, and the Permissions Managers (and delegates) are the ones that then deal with permissions rules. Of course, and Administrator can assign to him/herself the role of a Permissions Manager, but that is already captured in a different requirement.

I suggest that HLF-8 should read:

It SHOULD be possible for the Permissions Manager (or designated Permissions Manager Delegate) to provision default permissions rules for the Permissions Target.
	Status: CLOSED

This comment was added to the RDRR as a result of an email thread. It was closed on the teleconference of 9th August. 

It was agreed (as per the email on 9th August from Michael) to delete HLF-8 and amend the first bullet of PMF-3 as follows: “Create permissions rules (including default permissions rules)”
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