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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

Background:

The OMA DM protocol is currently used to manage devices where direct communication between the OMA-DM Server and the OMA-DM Client exists. However, direct communication is not always possible, nor desirable, due to inaccessibility of devices behind a firewall or devices supporting a management protocol other than OMA-DM. There is a business need to provide a framework for OMA DM to manage devices indirectly – through a gateway. This gateway will be managed by an OMA DM server, and in turn, the gateway will manage other devices under it.
  
Work Areas:

The Gateway Management Object (GwMO) WID entails the following work areas:

· Management of devices under the Gateway:
· Transparent Mode: The Gateway maintains a mapping between the local/private and global/public identity of the device to assist the DM server in sending a notification to the DM client,
· Proxy Mode: The Gateway manages devices on behalf of the OMA-DM Server,
· Adaptation Mode: The Gateway manages non-OMA-DM devices on behalf of the DM Server.
· Management of the Gateway and associated functionalities (e.g. NAT, firewall, router).
· Adaptation of other protocol data to OMA DM management object format.

Issues this Work Item is Aimed to Solve:
The issues that the GwMO WID solves are:

· Management of devices deployed behind firewalls and NAT devices

· Management of devices that support management protocols other than OMA-DM (e.g. UPnP-DM and TR069)

· Management of nomadic devices (i.e. devices that frequently move from one network to another e.g. home network and business network)

· Management of devices within a Machine-to-Machine (M2M) ecosystem 
· Management of gateways
Market Benefits:

The GwMO WID provides the following market benefits:

· Ability to manage devices that are deployed in local networks - for example, home, SOHO (Small Office Home Office), Enterprise settings, or behind firewalls / NAT devices,
· Ability to manage nomadic devices as they are moved from one network to another (e.g. home network and business network),
· 
· Ability to manage electronics devices that may support OMA DM or other management protocols (e.g. UPnP-DM and TR069),

· Ability to manage various devices by leveraging a single framework and hence reducing requirements related with CAPEX and OPEX for operators.
Expected Market Penetration:

The GwMO WID complements the OMA-DM protocol.  According to a report by Ovum titled "Support for device management in mobile handsets: 2007 to 2009 (4Q07 update)", it is estimated that by the end of 2009, 84% of new mobile phone shipments supported OMA-DM.  The GwMO WID will enable even more market penetration for OMA-DM by allowing management of devices that are deployed in SOHO and enterprise settings. Additionally, Operators have been asking for this functionality for several years now, as they want a single server to handle many different types of devices.
Complexity:

Protocol adaptation across different management protocols is a fairly complex endeavour, with a chequered history at best.  Keeping this in mind, the GwMO WID focuses on a management object approach for providing the gateway functionality.   The actual protocol adaptation between OMA-DM and other protocols (e.g. UPnP-DM and TR069) will be left to the implementation and is outside the scope of this WID.


Time to Market:

By providing a standalone work item that concentrates solely on the gateway issue, the enabler will be able to reach the market faster than by lumping it into larger work items.  “Smaller, faster, smarter” will get this enabler to Candidate status within a year.

Uniqueness:

This WID addresses the issue of remotely managing devices in situations where direct and unaided interaction between the management server and the management client is not possible.  There is no other work activity within the OMA that overlaps with this activity.

Existing Specifications or Documents Affected:

The GwMO WID will work with the existing OMA-DM v1.x protocol.  There is no anticipated change needed for the OMA DM enabler to support this. 
Linked Work Items:

· OMA-DM 1.3

· OMA-DM 2.0

Linked Affected OMA Groups and External Fora

· OMA ARC

· OMA REQ
· OMA IOP

· OMA-CD-CPNS

· OMA-SEC

· UPnP Forum (UPnP DM)

· BroadBand Forum (TR069)

2 Planned Deliverables

Enabler Release Package:

 FORMCHECKBOX 

Full life-cycle work flow with specifications (RD, AD, TS, etc) and interoperability testing. 
 FORMCHECKBOX 

Other – Describe:_ White paper describing the GwMO framework. 
Reference Release Package:

 FORMCHECKBOX 

RD Package – This is not intended to be part of an enabler.

 FORMCHECKBOX 

AD Package (Includes associated RD, if needed) – This is not intended to be part of an enabler.

 FORMCHECKBOX 

White Paper Package – Informative technical document not associated with an enabler.
 FORMCHECKBOX 

Data Description Package (e.g. Schema, MO) – Data description whose definition is not part of an enabler.
 FORMCHECKBOX 

Other – Describe:_
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Service Impacts:


Terminals and gateways implementing GwMO will expose control points through their management tree for use by GwMO aware Device Management Servers. This will allow the remote management of the gateway, and devices behind the gateway, using the OMA DM protocol.
Architecture Impacts:

None expected

Charging/Billing Impacts:

None expected

Security Impacts:

The security impact of introducing a new entity in the OMA-DM ecosystem needs to be investigated.  

Privacy Impacts:

None expected

IOT Impacts:

Work with IOP-MEC and IOP working groups to arrange for proper IOT will be required.
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