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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

APIs are programmatic interfaces used by application software developers to create applications and services. These programmatic interfaces are abstract in that they are defined independent from underlying technologies (such as operating system and network access). Such abstract APIs can then be bound to a specific protocol to communicate with resources in the network, e.g. invoke operations on a server and carry results back to the application. 
As defined in OMA Push, currently a single protocol binding is defined for the Push Access Protocol (PAP) interface, via which a Push Initiator interfaces with the Push Proxy Gateway (PPG). This is an XML/HTTP binding in which the control operations and content are delivered in the body of HTTP POST, using a multipart structure as applicable for the operation. . The recent industry focus on REST-style interfaces as an alternate binding that may be more appropriate in some cases, leads to the motivation for OMA to create a RESTful profile of the OMA Push PAP protocol.

The objective of the “RESTful binding for OMA Push Access Protocol” WID therefore is to specify a RESTful binding for the OMA Push PAP interface.

The justification for the “RESTful binding for OMA Push Access Protocol” WID is to increase the industry adoption of the OMA Push enabler by taking advantage of the ease of Push-enabled application development and integration that a RESTful binding offers, and thus to and attract more and different software developer communities.

In addition, the advent of LTE will open up broad new options and value for Push services. The features that have been defined in OMA Push were designed to enable adaptive Push event delivery across a broad array of networks/bearers, with a variety of delivery service options. The broadest market use of the Push enabler so far has however been limited to WAP1 Push/SMS for the various OMA-defined enabler clients. This has been primarily due to two factors, both of which are diminishing in effect:

· Closed nature of the OMA Push enabler, i.e. inability to send Push to arbitrary applications: As of Push 2.2 and CSEA, this limitation has been removed.
· The narrowband nature of early mobile networks, which has inhibited the growth of "always-on" services. With the advent of Push 2.2, SIP/IMS/3G, and especially LTE, increases in network capacity and flexibility of the delivery methods (e.g. SIP Push) will enable "always-on" services that do not require persistent user-plane data connections.

The features of OMA Push have thus been ready for this environment for years, but networks and the siloed nature of the OMA enablers has inhibited growth of the application market.

The current Push Access Protocol (PAP) is itself a relatively simple XML/HTTP protocol for which the transactions can easily be mapped into a RESTful architectural style. OMA CD should play a key role in this activity, as CD is aware of the technical details of the Push enabler and can best guide the detailed mapping of the features.
As the WID defines a new protocol binding for the existing Push PAP interface, the interface definition itself is not changed. And therefore there are no backwards compatibility concerns involved with this WID. And for the same reason, a protocol binding is optional (i.e. the service provider can select any support protocol binding for deploying their abstract API), hence there is no impact on existing deployments using the currently specified protocol binding.
Fast track will be used to complete this work item.
Work Areas:
Provide a RESTful API binding for the Push PAP protocol.

Issues this Work Item is Aimed to Solve
The nature of the existing Push PAP protocol binding (XML/HTTP, with operations and content combined in a multipart POST body) is likely more complex to use than a hypothetically equivalent RESTful API. This tends to inhibit development of Push-enabled applications, especially as deployed by smaller 3rd party service providers and the “long-tail” developer.

The “RESTful binding for OMA Push Access Protocol” WID aims to solve this issue by specifying an additional protocol binding choice for the Push PAP protocol.
Market Benefits
Subscribers

· Will benefit from a larger pool of Push-enabled 3rd party applications from which to choose from.

Application Software Developers

· Have the ability to pick and choose the protocol binding and design paradigm that fits their experience and adheres to their development environment and tools

Operators

· Can tap into larger and different developer communities to have applications developed for their networks

· Can pick and choose the protocol binding that supports their service provider policies and fits their deployment infrastructure

· Lower the barrier to entry for Web providers 

· Encourage innovative, 3rd parties to deliver services to operator’s customers; reaching out to the “long-tail” customers desiring such services.

Expected Market Penetration:
OMA Push is one of the most widely deployed OMA service enablers. Push methods are becoming popular within the Internet / Web marketplace at large, as represented in standards such as HTML5’s EventSource API. The value of the Push delivery model is clearly understood by developers, and thus its use is expected to increase as the desire for “always-on” applications increase.

Complexity:
RESTful API’s are generally considered to be more light-weight and easier to develop to than the OMA “native” protocols that have been designed to use operations and data fully embedded within the body of requests and responses. 

However, both approaches for protocol binding have their merits, and depending on the deployment scenario, one will be more appropriate or suitable than the other. Both have a place in the industry, and supporting both options will help to increase the adoption of the APIs.
The effort to create a RESTful binding of the Push PAP protocol is itself considered to be relatively low, resulting in the opportunity to complete this via a fast-track work item.

Time to Market:
Since the current Push PAP protocol has the same underlying HTTP protocol binding as a RESTful version, the RESTful PAP API can likely be implemented by existing Push Proxy Gateway products with moderate effort.

Uniqueness:
There is no current standardized RESTful API that supports the features of the Push PAP protocol.

Existing Specifications or Documents Affected:

This WID concerns a new protocol binding for an existing OMA enabler interface. There are no impacts on the architecture of the OMA Push enabler, the functionality of the Push PAP interface, or other OMA Push specifications.

Linked Work Items:

None
Linked Affected OMA Groups and External Fora

Internal: OMA CD
External: None
2 Planned Deliverables

Enabler Release Package:

 FORMCHECKBOX 

Full life-cycle work flow with specifications (RD, AD, TS, etc) and interoperability testing. Note: as a fast track enabler, there are no requirements or architecture changes expected, and only a single TS is expected to be included in the enabler release package.

Reference Release Package:

 FORMCHECKBOX 

RD Package – This is not intended to be part of an enabler.

 FORMCHECKBOX 

AD Package (Includes associated RD, if needed) – This is not intended to be part of an enabler.

 FORMCHECKBOX 

White Paper Package – Informative technical document not associated with an enabler.
 FORMCHECKBOX 

Data Description Package (e.g. Schema, MO) – Data description whose definition is not part of an enabler.
 FORMCHECKBOX 

Other – Describe:_______________________________________________
3 Impacts

	Service Requirements
	Arch
	Charging
	Security
	Privacy
	IOT

	Smart Card
	Terminals
	Servers
	Access
	
	
	
	
	

	
	
	x
	
	
	
	
	
	


Service Impacts:

A RESTful protocol binding for the Push PAP interface will increase the deployment footprint of applications developed using the OMA Push enabler, to deployments where the new protocol binding is more appropriate.

Architecture Impacts:

This WID concerns a new protocol binding for an existing OMA enabler interface. There are no impacts on the interface specification itself, or on the architecture thereof.

Charging/Billing Impacts:

There are no specified charging/billing functions related to the Push PAP interface, thus no impacts due to the work on this new protocol binding of it.

Security Impacts:

There are no specified security functions related to the Push PAP interface, thus no impacts due to the work on this new protocol binding of it.

Privacy Impacts:

There are no specified privacy functions related to the Push PAP interface, thus no impacts due to the work on this new protocol binding of it.

IOT Impacts:

The new protocol binding will have to be IOT tested.
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