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1 Description

Description and Objectives of Work to be undertaken (including Justification and Use Cases):

OMA Device Management Enablers v1.x and v2.0 enable Management Authorities to remotely manage devices thanks to the protocols and mechanisms specified by the Device Management Working Group. It optimizes a subscriber’s experience and reduces overall network-operating costs.
The DM Client is considered a core component of the device ecosystem. It is widely deployed and used throughout the wireless industry. One of the reasons of its successful adoption by the Industry, is the use of Management Objects.  Management Objects provide a high degree of modularity, ease of definition and simplicity of use.
Management Objects enable the targeting of management operations, using OMA DM protocol commands. It is used to setup a large variety of services defined both by OMA and external organizations.
To enhance the adoption of other OMA DM enablers, this work item proposes to define a standardized framework to enable applications on a device to access the Management Objects supported by the OMA DM Client resident on the device. It would allow a device’s applications to communicate with the OMA DM Client and greatly simplify the configuration of these applications by reusing the Management Objects in a controlled and secure environment.
This DM Client API Framework aims at being a generic and does not target any specific Management Objects.

Key use cases can include:
· A user installs an application on her mobile device, instead of having to manually enter configuration settings to make the application function properly, the application itself would automatically register with the OMA DM Client to access the application specific Management Object (MO). If authorized, the application would then retrieve the parameters from the MO, and automatically install itself based on the available MO parameters.
· Assuming the application is already registered with the OMA DM Client to access a specific Management Object and the Management Authority remotely updates the MO: using the standard client API framework, the OMA DM Client notifies the registered application automatically and/or the OMA DM Client pushes the updated configuration parameters from the MO to the application.
· A user installs an application on her device, and the application automatically registers with the OMA DM Client to access a specific Management Object. The OMA DM Client notifies the application that the requested MO does not exist.
Subsequently the Management Authority creates the MO.
The OMA DM Client using the standard client API framework notifies the registered application automatically and/or the OMA DM Client pushes the parameters from the newly created MO to the application. Subsequent updates to the MO may be pushed to the application, subject to policies/preferences.
Based on the above key use cases, it is proposed that the work item addresses at least the following areas for the API:
1. Application registration and deregistration with the DM Client
2. DM Client notification of updates to an existing MO, and creation/availability of a new MO
3. Retrieval of MO and its parameters by the Application
4. Authorization of the Application
5. MO update by the Application
Work Areas:

The following has been identified as work areas for DMClientAPIFw 1.0:

	Work to be undertaken by OMA
	Priority

	Application registration and deregistration with the DM Client
	high

	DM Client notification of updates to an existing MO, and creation/availability of a new MO
	high

	Retrieval of MO and its parameters by the Application
	high

	Authorization of the Application
	high

	MO update by the Application
	medium


Issues this Work Item is Aimed to Solve:
There is demonstrated interest in exposing client-side OMA enablers via API’s, and the supporters of this WID agree that there is a greater opportunity here for the market to build upon existing OMA enablers. However, OMA enablers are currently inaccessible to many applications through standardized API’s, and will remain so unless OMA takes the lead in initiating work in this area, by specifying requirements for those API’s.
Market Benefits:
As already highlighted in the introduction, the definition of the DM Client API Framework enabler would greatly simplify the configuration of a device’s applications, would certainly decrease the use of customer cares and enhance the end user’s experience.
Expected Market Penetration:

As OMA DM 1.x continues to penetrate the wireless market, the same is also expected for DMClientAPIFw 1.0.
Complexity:

The complexity will not increase significantly compared to the already specified OMA DM enablers.
Time to Market:

The current application market for mobile devices is growing at an exponential rate.

This enabler is needed within a very short period of time to embrace the flood of new Applications and Software being distributed and deployed to wireless customers. 

The aim of 18 months for the final TS, followed by IOT related material would be optimal.
Uniqueness:

There is no current standardization activity focused on access to OMA DM enablers via client-side application API’s.
Existing Specifications or Documents Affected:

OMA DM 1.2, OMA DM 1.3, DM 2.0.
Linked Work Items:

OMA DM 1.2, OMA DM 1.3, DM 2.0
Linked Affected OMA Groups and External Fora

OMA DM, OMA REQ, OMA ARC, OMA IOP.
2 Planned Deliverables

Enabler Release Package:


Full life-cycle work flow with specifications (RD, AD, TS, etc) and interoperability testing. 

Reference Release Package:


RD Package – This is not intended to be part of an enabler.


AD Package (Includes associated RD, if needed) – This is not intended to be part of an enabler.


White Paper Package – Informative technical document not associated with an enabler.


Data Description Package (e.g. Schema, MO) – Data description whose definition is not part of an enabler.


Other – Describe:_______________________________________________________________
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Service Impacts:

It will offer new opportunities for developers, but is not expected to impact existing services. 
Architecture Impacts:

The work defined in this work item may impact the architecture diagram assumed by the Device Management 1.x and 2.0 Enabler Release. Any enhancements will be included in the Device Management Client API Framework AD that is included as a deliverable.
Charging/Billing Impacts:

None expected.
Security Impacts:

OMA DM enablers may have particular security-related requirements that should be identified in the development of the API.
Privacy Impacts:

None expected
IOT Impacts:

IOT testing will be necessary as will drafting of the appropriate test documents to progress specifications to approved status.
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