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5. Mobile Broadcast Landscape



Before discussing use cases is is important to understand what is specific about “Mobile Broadcast”.



5.1 What does Broadcast Mean?



Before being able to describe the mobile broadcast landscape it is necessary to clarify the terminology and the framework.  The first term requiring a common understanding is “broadcast”.  Based on the definition of ITU-T, we understand broadcast as:



In general, to broadcast (verb) is to cast or throw forth something in all directions at the same time. A radio or television broadcast (noun) is a service in which the transmission is intended for direct reception by the general with a receiver tuned to the right signal channel.



In discussions the term “broadcast” is used in two fundamentally different meanings.  Whereas the definition refers to a specific transport mechanism, it is also used as a synonym for a specific service.



· Broadcast Transport



Describes transport mechanisms which allow to simultaneously distribute content to many recipients.  This requires that all receivers can “receive” the same physical resource (link or radio frequency) and can simultaneously connect to the same transport protocol.



· Broadcast Service



A broadcast service is a “content package” suitable for simultaneous distribution to many recipients (potentially) without knowing the recipient.  Either each receiver has similar receiving devices or the content package includes information, which allows the client to process the content according to his current conditions.



Looking at broadcast transport / delivery mechanisms it is relevant to understand what is specific about broadcast:



· 1:N distribution (simultaneous delivery to multiple receivers/consumers)



· unidirectional (content is delivered over unidirectional bearers, return channels may exists for charging, authentication, subscription etc. The return channel is likely to be non real time in nature)


· it is a push service (delivery is transmitter initiated)



· basically content agnostic, suitable to deliver any kind of content (as allowed by regulatory bodies)


· suitable for streaming content with time constraints (real-time)



· in principle agnostic to transport mechanisms such as download, streaming, carousel, etc.



· receiver and its capabilities are not known; or broadcast is dedicated to a class of devices with similar capabilities (all devices have basic standard capabilities e.g. traditional Televisions)



· reception by any entitled consumer with a broadcast enabled device 



In particular in the IP world there is another transport mechanism called “multicast”, which is sometimes mixed up with broadcast.  Strictly speaking broadcast differs from Multicast in that in Multicast



· the recipient has to actively / explicitly join (subscribe) a multicast session



· an individual return channel must exist to join the session



Note: 3GPP MBMS defines a multicast mode which should no be confused with IP Multicast. And for the purposes of this report is applicable, many aspects are to “Mobile Broadcast”


As this BoF report addresses specifically “mobile broadcast” it is essential to understand what that means. “Mobile Broadcast” references the situation, that 



· the recipient / receiver is mobile (e.g. the location of the recipient/receiver may change over time)



· 


· 


· 


· the mobile receiving device has an additional bidirectional unicast link available 


· the receiving device may be used in very different context (home, street, travel, shopping, ….)



The framework spanned by these aspects can be used in very different ways.  In Error! Reference source not found. the report lists some interesting usage scenarios to give a clue of the broad variety, how this setup can be used.  The usage scenarios are driven from a user perspective, but it is important to note as well, that all stakeholders involved and the service providers in particular have a specific interest of the design of  “Mobile Broadcast Services”.



5.2 A Model for Mobile Broadcast Service Framework



The former subsection outlines a particular framework for “Mobile Broadcast Services” from a terminal perspective. Using mobile devices enables to utilize both specific broadcast transmission links and cellular transmission links in various combinations. This flexibility requires a high degree of interaction between the different infrastructure components, but also new kinds of business relations between the players involved. The interfaces, function splits, and co-coperation options, which are impacted by the business relations of the players, are far from being understood and specified. A model for a mobile broadcast service provisioning framework is depicted in Figure 1 below.



This flexibility offered by the framework attracts various potential stakeholders as it offers new business opportunities. However, this framework imposes also a couple of requirements on the whole infrastructure necessary to provide “Mobile Broadcast Services”. This attractiveness is reflected also in the fact that there are standardization bodies working already on several parts of the framework. But up to now,  it is not clear  if all components necessary to unleash the whole set of opportunities for “Mobile Broadcast Services” are in place. This report identified already 3 necessary aspects, which are elaborated later on.
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Figure 1: A Model for a Mobile Broadcast Service Provisioning Framework



5.3 Mobile Broadcast Stakeholders



The following is a list of current stakeholders in Mobile Broadcast and an explanation of their potential benefits (to be added later, see a future CR):



· Mobile network operators



· Mobile service providers



· Broadcast network operators



· Broadcasters



· Media companies



· Terminal vendors



· Network vendors



· IT infrastructure vendors



5.4 Related Work in OMA and Other Organizations



Regarding mobile broadcast services we have surveyed both OMA as well as a set of other organizations on completed and ongoing work. We have identified is significant work ongoing in other standardisation bodies that is relevant to the area of mobile broadcast services. The next sections summarize the survey in terms of general description how broadcast area is tackled and especially how the enablers indentified in this BOF – service discovery, service/content protection and purchase/payment – are related.



5.4.1 OMA



Regarding service discovery, we have identified some linkages inside OMA that all need further analysis and requirements work. 



· Browser and Content, PUSH WG: A linkage exists since service discovery data is conveyed over unidirectional broadcast delivery/download. The delivery is somewhat similar to PUSH but is of broadcast in nature.



· Device Management WG: Since mobile broadcast services are unidirectional in their nature, the services are provided as-is, without capability negotiation. This possibly has several implications on how the clients need to be provisioned. First, there are parameters associated with mobile broadcast services that need to be provisioned: access keys, service discovery information location, etc. Also, this means that service discovery has to be able to convey what is required from the end system in order to receive the service (display size, required A/V codecs, required support for file formats, required amount of free memory, etc.).



· Mobile Commerce and Charging WG: The purchase model may impose requirements on service discovery model – namely when price/access data is to be included in service discovery data. 



Considering charging and purchase of content and services, there exist MCC working group in OMA. Using the terms of OMA Payment reference model, the mobile broadcast service is distinguished to be unidirectional, from Merchant to the Customer. This implies that any communication between sender and receiver is asynchronous, and may incur a much longer delay than inherent in cases where there is a back-channel from the Customer to the Merchant (which may be mediated by a third party, such as an operator). However, the reference model is agnostic in terms of the communications channels and time sequences. All prevalent models of payment (i.e. prepaid, postpaid, pay-per-view, etc) can still be applied, according to the reference model.This may have two implications to the work of MCC group. 



· 


· Transaction. Since there is no guarantee that  the Customer can provide the Merchant with transaction credentials (rights to access the service) at the time of service access, these may need to be pre-provided to the Merchant prior to service access, e.g access rights stored in the terminal).



Other than these, the existing reference model holds for broadcast as well. Issues that may arise will likely be in the protection of content, not the payment model(s) as such.



Related to service protection, the Download+DRM (DLDRM) sub-working group within the Browser and Content group is working on DRM specifications that could be used to provide content protection for Mobile Broadcast Services.  The DLDRM sub-working group is in the final stages of developing the OMA DRM version 2 enabler release 


 The OMA DRM Release 2 is going to support protecting of both downloaded and streamed content independent of the content transmission used. It is to be verified that this work can be applied to mobile broadcast


5.4.2 IETF



Regarding service discovery, there is ongoing work in IETF MMUSIC WG under the topic of Internet Media Guides, which is of major importance to mobile broadcast services. An Internet Media Guide (IMG) is a structured collection of multimedia session descriptions expressed using SDP, SDPng or some similar session description format. It is used to describe a set of multimedia sessions (e.g. television program schedules, content delivery schedules etc.) but may also refer to other networked resources including web pages. An IMG provides an envelope for metadata formats and session descriptions defined elsewhere with the aim of facilitating structuring, versioning, referencing, distributing, and maintaining (caching, updating) such information.  There are currently two WG chartered documents of interest:



· “Protocol Requirements for Internet Media Guides”, http://www.ietf.org/internet-drafts/draft-ietf-mmusic-img-req-02.txt, Internet-Draft, Work in Progress; and;



· “A Framework for the Usage of Internet Media Guides”, http://www.ietf.org/internet-drafts/draft-ietf-mmusic-img-framework-02.txt, Internet-Draft, Work in Progress.



There are two methods specified by IETF to provide unidirectional delivery of service discovery information in a bearer independent manner. First one is IETF RFC 2974, “SAP: Session Announcement Protocol”. SAP was designed to carry single SDP descriptions. Thus for the use of service directories the SAP has been largely criticized because of the fundamental problems it has delivering complete directories of metadata: only one description per SAP message, lack of reliability, lack of fragmentation, etc.



Another method is FLUTE (IETF RMT WG Internet-Draft: “FLUTE - File Delivery over Unidirectional Transport”, http://www.ietf.org/internet-drafts/draft-ietf-rmt-flute-07.txt, Internet-Draft, Work in Progress), a protocol building on RMT WG basic techniques ALC and LCT. The specification has currently finished second iteration of WGLC and now entering RFC Editor queue for publication as an RFC. This is fundamentally a file delivery protocol. However, as pointed out by the IMG Framework, the protocol fulfills the requirements of a general broadcast delivery protocol for service discovery information. 



Regarding bearer independent way of structuring and describing mobile broadcast services, in IETF there is a standardized and well-established method to describe IP-based multimedia sessions: IETF RFC 2327, “SDP: Session Description Protocol”. The multimedia sessions being described can be of any kind: A/V streams, A/V streams with auxiliary data streams, application specific sessions, or whatever that can be provided in form of IP-sessions. SDP is widely implemented and used in the Internet. Also, the 3GPP specifications make use of SDP. The IMG work described in the previous section gives good guidelines for the structuring and describing the mobile broadcast services, as well.



5.4.3 DVB



DVB Organization develops standards for ETSI in the area of digital broadcasting. Considering the Mobile Broadcast Services BoF there are two top-level activities of interest. First, DVB Organization is standardizing DVB-H (Broadcast transmission system for mobile handheld terminals). Second, the DVB is developing an end-to-end solution covering various system aspects of mobile broadcast.  The specifications are targeted for small handheld devices running IP-based services over DVB-H. In the specification work the performance implications (power saving, memory size), mobility implications (performing the broadcast hand-over) and the purchase implications (signaling the purchasable service entities, their price and payment method) will play an important role. 



Regarding service discovery, service/content protection and purchase/payment, the DVB Technical Module will provide a solution by the end of 2004. 



Further, considering service and content protection, the DVB Project work under the Commercial Module in DVB CM- CP (Copy Protection) and DVB CM-CPT (Copy Protection Technologies) may be relevant for mobile broadcast services.


There may be potential for overlap with planned work in OMA


5.4.4 3GPP



In the area of broadcast services, there is relevant work ongoing in 3GPP under the title “Multimedia Broadcast/Multicast Services” (MBMS) [TS 22.146]. The MBMS funtion will be specified for 3GPP system Release 6.



Considering service discovery, the 3GPP has specified examples of how service announcements could me made . It is unlikely that the work in 3GPP will specify in detail service discovery mechanisms: the data model and the service/content descriptions. Rather, the 3GPP MBMS system will be able to carry several types of data models and descriptions. 



Regarding service protection. 3GPP SA3 is looking at techniques to protect the data being transmitted to the deviceIn addition the use of DRM to protect the content stored on devices may be used.  The 3GPP specification changes are targeted for Release 6 in early 2004.



5.4.5 3GPP2


3GPP2 has started work on updates to the cdma2000 family of specifications to include support for broadcast/multicast services (BCMCS). This includes updates to the air interface to support a shared traffic channel and necessary signalling to support the traffic channel. Included in the signalling is a reverse link to help with power control. This work is basically complete with the exception of adding support of a second framing protocol. The network group has a solid framework for BCMCS, and is working to add an additional framing protocol to the specification. The specification should be available for publication the second half of 2004. There is also a recently published Security framework (S.R0083 V1.0) document for BCMCS.



Regarding service protection. Since service protection for Mobile Broadcast Services involves the protection of streamed content, the activities within 3GPP2 S4 to enhance the '3GP' packetized file format for DRM services may be applicable.



5.4.6 Others – Service and Content Description



Regarding service and content descriptions there are two pieces of work relevant to mention here



5.4.6.1 MPEG



MPEG-7 will be a standard for describing the multimedia content data. The standard applies, in principle, to both real-time and non real-time applications. MPEG will not standardize or evaluate applications. MPEG may, however, use applications for understanding the requirements and evaluation of technology.



5.4.6.2 TV-Anytime



The TV-Anytime forum has designed a set of metadata specifications targeted to fixed set-top-boxes with a high capacity local hard disk and Personal Digital Video Recorder (PVR). The metadata and related functions have been specified to PVRs according the traditional TV-program model. The specifications are documented as ETSI TS 102 822  “Broadcast and On-line Services: Search, select, and rightful use of content on personal storage systems ("TV-Anytime Phase 1")”.  There are two parts that may contain applicable techniques and/or definitions. “Part 3 – Metadata” provides metadata schemes extending MPEG-7 to describe TV programs. “Part 4 – Content referencing” provides technique called CRID to mark content with unique ID and to resolve IDs.



5.4.7 Others – Service and Content Protection



Regarding service and content protection there are two pieces of work relevant to mention here



5.4.7.1 ISMA



The Internet Streaming Media Alliance (ISMA) has approached OMA and 3GPP with their solution for protecting streamed content, entitled ISMACrypt.  While OMA did not see a fit between its existing work and the ISMACrypt offering, this solution may be applicable to Mobile Broadcast Services. 



5.4.7.2 MPEG-21



ISO MPEG-21 is developing a generalised Multimedia Framework to "...exchange, access, consume, trade and otherwise manipulate Digital Items in an efficient, transparent and interoperable way." [MPEG21].  A key component of the Multimedia Framework is the Intellectual Property Management and Protection (IPMP) framework designed to enable authentication of components within the delivery chain and "integrating Rights Expressions."  [OMA has initiated the process of establishing a liaison relationship with ISO MPEG-21.]
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