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1 Reason for Contribution

NSN’s contribution OMA-CMR-2007-0090-INP_BoF_Scope gives out one opinion:
(2) From the observation at the meetings, some member companies had several views on the activity. One of them includes the work done as "CMR Framework". It is seen as the architecture view however, the author cannot help thinking of a big "jump" from the use cases to the said Framework. The work lacks of the concrete requirements and the said Framework indicates one aspect which may differ from other solutions. 

[Reply] It’s agreed that there may be some differ framework base other solutions and may be the functions in that framework are not needed. We think the functions modified in charter 7 are deduced from the use cases in charter 6 even no requirements are given. Such as: from UC “Subscribe Multimedia Clip in Mobile TV as CMR”, it may indicate that the subscriber profile management function is needed, and CMR server need to interaction with mobile TV service or BCAST enabler. And from the UC “message related scenarios”, if we want to control the CMR resource which playing to message receiver, we may need subscribe profile management and CMR logic service control. So some description is needed in charter 7. And it suggest in this contribution to change the figure more general.

Ericsson proposes an input contribution OMA-CMR-2007-0091-INP_comments_to_CMR_WP which points out some unclear points in current CMR WP. 
0091 points out the major problems in chapter 7:

Chapter 7, Figure 1:
It is suggested to add a legend to describe the distinction of the tone of gray vs white filled boxes.
[Reply]This contribution gives out the description.

Chapter 7, the numbering of the bullets 1 to 7 is out of sync with figure 1. Probably renaming the “Service Control” bullet to “(2) Service Control” will help fixing it.

[Reply] This clerical change also be reflected in this contribution.

Chapter 7, bullet 4 and 5 seem to both hint at the same topics:

(4) Interfaces between CMR Enabler and OMA/non-OMA Enablers: 

CMR enabler coulde not only invoke the other OMA enablers（e.g. Presence enabler, XDM enabler, charging enabler,etc), but also be invoked by the other OMA enablers
(e.g. PoC enabler, MMS enabler) or service platforms(e.g. PSS server). The interfaces between CMR Enabler and OMA/non-OMA Enablers should be defined in OMA.

CMR should provide interfaces to other OMA/non-OMA enablers or service platforms, these interfaces can also be open service APIs:

· Communicate and interact with other enablers.

· Enable other enablers or service platforms to reuse the function of CMR.

(5) Service APIs:

The CMR enabler’s service APIs should be provided to portal for end user provisioning or for SP/CP to develop the CMR applications. Enable subscribers to configure their profiles on the portals (e.g. Web, Wap, IVR), enable content provider upload a picture, a clip or other media to CMR service platform as CMR resource through portal. Open service API for Content Provider, for Subscriber Provisioning, for Network Operator and other Service Provider should be supported in CMR Enabler. They can invoke these service open APIs to send their request to CMR Enabler through portal. The APIs consist of the following four parts:

· Authentication API – used to start, stop a provisioning session

· Subscriber profile API – including profile management, requests

· Content offering API – including content related requests

· Customer care API – externalize customer-care features 



In case the last paragraph in “(4) Interfaces between CMR Enabler and OMA/non-OMA Enablers” aims to refer to “(5) Service APIs”, it is suggested to reword (4) and (5) to:

(6) CMR reusing Interfaces of other enablers: 

CMR enabler could reuse (i.e. invoke) the other OMA enablers（e.g. Presence enabler, XDM enabler, charging enabler,etc), but also be invoked by the other OMA enablers that use the CMR Service APIs (see next bullet, e.g. PoC enabler, MMS enabler) or service platforms(e.g. PSS server). The interfaces between CMR Enabler and OMA/non-OMA Enablers should be defined in OMA.

(7) 
(8) 
(9) 
(10) Service APIs:

CMR should provide interfaces to other OMA/non-OMA enablers or service platforms, these interfaces can also be open service APIs to Enable other enablers or service platforms to reuse the function of CMR.

The CMR enabler’s service APIs should be provided to portal for end user provisioning or for SP/CP to develop the CMR applications. Enable subscribers to configure their profiles on the portals (e.g. Web, Wap, IVR), enable content provider upload a picture, a clip or other media to CMR service platform as CMR resource through portal. Open service API for Content Provider, for Subscriber Provisioning, for Network Operator and other Service Provider should be supported in CMR Enabler. They can invoke these service open APIs to send their request to CMR Enabler through portal. The APIs could consist of the following four parts:

· Authentication API – used to start, stop a provisioning session

· Subscriber profile API – including profile management, requests

· Content offering API – including content related requests

· Customer care API – externalize customer-care features 

[Reply] It’s suggested to modify Figure1 to reflect the interfaces and service APIs changes. And the description about these interfaces needs to be reorganized according to the figure changes.
2 Summary of Contribution

This contribution is to clarify some confusion and unclear points in CMR WP charter 7.
3 Detailed Proposal

7. Possible Customized Multimedia Ringing Work in OMA
NOTE: This section specifies perticular features and capabilities of OMA CMR. 
In section 6, it gives out some use cases of configuring and playing CMR. Even these use cases only give out some service using scenarios, but some service requirements can be educed from these use cases. Such as: from UC “Subscribe Multimedia Clip in Mobile TV as CMR”, it may indicate that the subscriber profile management function is needed, and CMR server need to interaction with mobile TV service or BCAST enabler. And from the UC “message related scenarios”, if we want to control the CMR resource which playing to message receiver, subscribe profile management and CMR logic service control function model may be need in CMR.
It’s better to continue the service enabler specification work in OMA to fill these service requirements. 

CMR Enabler work in OMA will major focus on:

· The definition of CMR.

· The logical function architecture of CMR enabler.

· Logical service functions and related function modules. 

· Particular interfaces with other enablers.

· The interfaces between CMR server and CMR client.

· Normal flows particular including the basic function flows.

· Performance, charging and privacy issues that may impact on CMR implementation.


Following is a possible CMR work sketch map:
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Figure 1: Possible CMR work sketch map
Note:  The white filled box and arrows are the possible logical function modules and interfaces to full fill CMR service. The gray filled box and arrows are the existed enablers, entities or interfaces defined by OMA or other STB.
It may need CMR server, CMR Client and some open interfaces to realize CMR:

(1) Possible Logical functions of CMR:

CMR enabler may contain a set of logical functions: Subscriber Profile Management, Service Control, Resource Management and CMR Resources Store. 

· Subscriber Profiles Management:

CMR Service allows subscribers to configure their profiles. The Subscriber Profiles Management takes responsibility for managing these user profile information and provide these profiles to other function modules. The user profile information consists of user priority, personal resources repository, the ringing box, the ring playing rules (e.g. playing base on the time, date or the location information, the ring-playing sequence, the filter policy, and setting the specific ringing group) and so on. 

The user profile information can be manipulated implicitly by the application, other management system or explicitly by the user. User profile information can be set and stored in Subscriber Profiles Management module and can be updated and retrieved.

· Service Control:

The Service Control module is responsible for control the service logic. According to the playing rules, the core service logic activated the media playing device to play the multimedia resource to user. The Service Control determines whether multimedia ring is played on CMR Enabler, or transferred to user terminal, control the presenting process of CMR resource, handle the request from terminal in the presenting process.

· Resource Management:

The Resource Management takes responsibility for managing the resource information and resource data stored in CMR Resources. The resource information include multimedia resource name, type(audio, video, text, picture, e-card or their combination), size, encoding format etc. 

· CMR Resources Store:

CMR Resources module is responsible for storing CMR resources. The multimedia ring data includes audio, video, text, picture, e-card etc.

(2) Interfaces:

In order to realize the CMR service’s special features, CMR enabler should interact with other OMA enablers or other service platforms. The terminal capability should also be improved. 

· CMR reusing Interfaces of other enablers: 

CMR enabler could reuse (i.e. invoke) the other OMA enablers（e.g. Presence enabler, XDM enabler, charging enabler,etc). The interfaces between CMR Enabler and OMA Enablers should be defined in OMA. CMR enabler can communicate 

and interact with other enablers using these interfaces.

· 
· CMR open interfaces:

CMR can be invoked by other OMA enablers (e.g. PoC enabler, MMS enabler) or service platforms (e.g. PSS server). So CMR should provide interfaces to other OMA/non-OMA enablers or service platforms, these interfaces can also be open service APIs to enable other enablers or service platforms to reuse the function of CMR.
The CMR enabler’s service APIs should be provided to portal for end user provisioning or for SP/CP to develop the CMR applications. Enable subscribers to configure their profiles on the portals (e.g. Web, Wap, IVR), enable content provider upload a picture, a clip or other media to CMR service platform as CMR resource through portal. Open service API for Content Provider, for Subscriber Provisioning, for Network Operator and other Service Provider should be supported in CMR Enabler. They can invoke these service open APIs to send their request to CMR Enabler through portal. The APIs could consist of the following four parts:

· Authentication API – used to start, stop a provisioning session

· Subscriber profile API – including profile management, requests

· Content offering API – including content related requests

· Customer care API – externalize customer-care features 
· Service control API – used to start, stop media presentation session
· The interface between server and client

This interface is used to realize the interaction between CMR client and CMR server to realize some CMR scenarios, for example: 

· Subscribe CMR service or manage user profile in line, such as: subscribe multimedia clip in mobile TV as CMR resource.
· Replicate the terminating party’s CMR resource as his/her own CMR resource.
· Control the CMR resource to continue playing or not: continue playing or stop playing CMR.

· Support Ad hoc Ringing.

· Filter CMR according to user settings.
(3) Terminals: 

In order to realize the specific CMR service feature, the terminal’s capability should be improved. The CMR Client in terminal side needs to communicate with CMR enabler for subscriber policy management, service logical control and so on. 

·  CMR Client:

The terminal needs to be improved to support CMR, such as:
 the terminal’s signal processing program should be changed so as to realize the call-related CMR service logic, the message-related CMR service, etc.

· 

· 
· 
· 
· 
So CMR Client is responsible for interaction with CMR enabler in the server side and interaction with other OMA/none-OMA Enabler clients. CMR Client is also able to handle the command from the terminal side.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

CMR BOF considers this contribution, accept these changes.
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