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1 Reason for Contribution

To start the detailed technical gap analysis discussions, the use cases presented during the Cancun F2F meeting need to be further elaborated in detail. For the selection of use cases, the BoF agreed to pursue 3 categories of uses cases from “OMA-TP-DMBCAST-2008-0009-INP_Use_Cases” during the Cancun F2F meeting. This contribution describes in detail the 3rd use case category “Device Capability Control” (5th use case from Doc-0009).
In revision 01:

· Comments received during the informal call on Jan. 21st have been applied.

2 Summary of Contribution

This contribution proposes to describe the Device Capability Control use case based on the old OMA RD use case format. 
3 Detailed Proposal

1. Device Capability Control
1.1  ASK  \* MERGEFORMAT Short Description

This use case describes the Service Provider invoking a Device Capability Control command on targeted Devices (e.g specific model) in a targeted broadcast area (e.g. theatres, hospitals schools etc.) . Device capabilities such as ringtone, camera, radio, storage etc. may be enabled/disabled or set to a specific setting as required by the Service Provider via broadcasting the Device Capability Control command. The Service Provider may target the messages for particular Devices by physical characteristics such as manufacturer, model, and capabilities or by location characteristics such as cells, location names etc. 

1.2 Actors

Service Provider

Provides the Mobile Broadcast Service and Device Management Commands to the End User. The Service Provider creates and broadcasts the Device Management Commands and also maintains information about End User’s and their Devices.  

End User
Receives and executes the Mobile Broadcast Service delivered Device Management Commands. 
1.2.1 Actor Specific Issues

End User
Wants the Service Provider to provide Device Capability Control to enhance the user experience by automating the Device capabilities in the appropriate situations.

Service Provider

Wants to efficiently manage End User Device capabilities for service, operation and maintenance and legal purposes on large scale through broadcasting.  

1.2.2  Actor Specific Benefits

End User
The End User benefits from having automated and seamless Device Capability Control provisioning by the Service Provider for the appropriate situations.
Service Provider

The Service Provider benefits from being able to remotely manage Device capabilities on a large scale through broadcasting. 

1.3 Pre-conditions

The End User’s Device must have a configuration for access and registration to Device Capability Control service of the Mobile Broadcast Services of the Service Provider. The Service Provider must be aware of the End User Device capabilities so that Device Capability discovery is not required for broadcasted command deployment and execution. The End User must switch on the Device and execute Mobile Broadcast Services for the Device to be able to access the Service Guide. After retrieving the Service Guide, the Device must parse the Service Guide.

1.4 Post-conditions

TBD

1.5 Normal Flow

1. The Device finds the Device Capability Control Service in the Service Guide

2. The Device downloads the Device Capability Control command from the file Carousel

3. The BCAST Client on the Device checks for the event triggering parameters for the downloaded command 

4. The Device executes the downloaded Device Capability Control when the Device detects a match for the command execution event

5. The Device applies the new settings per the command

6. When the event parameters for the command are no longer valid the Device returns to the original settings
1.6 Alternative Flow

For the final step ‘6’ the Device may not revert to the original settings if the executed command is to be permanent. 

1.7 Operational and Quality of Experience Requirements

TBD

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To discuss and accept the proposal as a baseline for Device Capability Control use case.
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