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1 Reason for Contribution

The OMA REQ EPEM TR calls for use case contributions.
In our experience, e-mail and PIM are among the most important applications for enterprise mobilization.

2 Summary of Contribution

This contribution provides a use case for enterprise use of mobile e-mail and PIM. Something that is available today only in the form of proprietary solutions with more restricted scopes.

3 Detailed Proposal

5.16 Handling Changes in Execution Policies
5.16.1  ASK  \* MERGEFORMAT Short Description

This use case describes the use of mobile e-mail and PIM by enterprises. 
5.16.2 Actors

The involved actors are:

· Service providers on whose networks the enterprise employees are with their devices
· Enterprise with its internal e-mail and PIM service (Personal Information Management).
· Employees who uses e-mail and PIM while mobile.
5.16.2.1 Actor Specific Issues

The issues for the actors are:

· Enterprise and employees:

· When an e-mail arrives or other messages must be transmitted to its employees an e-mail can be sent that will:

· Be as soon as possible securely transmitted to the employees devices:

· Immediacy depends on employee presence on a network

· If the network is not present, it is defined as capability to access this information as soon that the network is again present

· If the network capabilities are limited, this means in addition being able to be notified of relevant messages and / or being able to access them with graceful degradation as defined below.

· Security implies end-to-end confidentiality and integrity of the messages 

· If the employee is not present on the network as expected, it should be possible to provide graceful degraded access to the e-mail:

· Via (actionable) notification

· Via browsing

· Via phone call

· Via fax

· Via MMS

· Etc…

This may be based on preferences or a follow-me capability

· Any other server-side change can be communicated immediately, if needed, the employees:

· This is an example of event-based synchronization

· Examples include:

· E-mail store changes

· Address changes

· Calendar changes 

· When the employee sends an e-mail it should be send as soon as possible: 

· Securely (confidentiality and integrity)

· Immediately (as soon that the employee is online)

· From the corporate network (i.e. from the corporate e-mail server not from other servers that have different address, are in different domains and are not directly monitored by the enterprise).

· Any other device-side change can be communicated immediately, if needed, the employees:

· This is an example of event-based synchronization

· Examples include:

· E-mail store changes (deletion, folder changes).

· Address changes

· Calendar changes 

· Employee should be able configure their systems while mobile:

· E.g. filtering rules

· Preferences

· Enterprise should be able to configure the mobile e-mail and PIM application of its employees

· Enterprise should be able to provide end-to-end support for the mobile e-mail and PIM application of its employees

· Enterprise should be able to monitor and audit the usage mobile e-mail and PIM application by its employees
· Mobile e-mail and PIM should be integrated with the enterprise e-mail and PIM
· Mobile e-mail and PIM should work with the fleet of devices used by its employee as well as across the different service providers / network technologies
· Enterprise should be able to control and optimize the cost of usage mobile e-mail and PIM application by its employees

· Employees:

· Use their e-mail and PIM client when connected and interact with immediacy
.

· Use their e-mail and PIM when offline

· Receive notification of relevant e-mail and when not connected as expected or on a network with the right capabilities.

· Access in a gracefully degraded
 manner e-mail and PIM when not connected as expected or on a network with the right capabilities

· Service providers:

· Provide immediate and secure
 transport of e-mail and PIM exchanges between enterprise and employees devices
· Provide notifications and graceful degradation
 when needed.

· Support the enterprises IT department / help desk

· Support the employees with any issues

· Interoperate with the fleet of devices on their network

· Interoperate with any relevant enterprise backend

· Be able to host the mobilization of enterprise e-mail and PIM if needed

· Be able to bill for usage

· Be able to monitor usage

5.16.2.2 Actor Specific Benefits

The benefits for the actors are:

· Enterprises:

· Employees are always reachable via e-mail

· Corporate PIM is extended to these mobile employees

· Corporate security / IT guidelines are respected.

· Productivity is increased

· Cost are controlled

· Employees:

· Being able to immediately
 receive e-mails and PIM messages while anywhere on the road 

· Being able to send e-mails while anywhere on the road  that are immediately
 sent

· Being able to manipulate their e-mail and PIM accounts while anywhere on the road that are immediately
 reflected in their corporate e-mail

· Being able to setup preferences and other configurations while anywhere on the road

· Being able to interact and manipulate with e-mail and PIM offline

· Have graceful degradation notification and e-mail and PIM access options when needed

· Service Provider:

· Increase revenue:

· Being able to increase data (or voice in graceful degradation) on their network

· Increasing subscription to service

· Increased added value

· Extend service to personal e-mails, PIM and messaging for the employee

· Ability to exploit the existing fleet of devices

· Possibility to offer hosting services for smaller enterprise and other organizations
5.16.3 Pre-conditions

The required pre-conditions are:

· The employees have a mobile device with an mobile e-mail and PIM client

· The enterprise has mobilized its e-mail and PIM application
· The service provider supports the mobile e-mail and PIM exchanges
· The enterprise and service provider have established a business relationship:
· Either between enterprise and service provider for its employee
· Or through contracts between employees and service providers
5.16.4 Post-conditions

The required post-conditions are:

· Any event (incoming e-mail, change to corporate e-mail repository, change to PIM) has been immediately and securely propagated to the employee

· Any event (outgoing e-mail, change to client e-mail repository, change to client PIM, configurations) has been immediately and securely propagated to the corporate server and any e-mail to be sent has been sent from the corporate e-mail.
5.16.5 Normal Flow

The normal flow for this use case is:

1. A new e-mail (or other event as discussed above) arrives at the corporate e-mail or PIM server.

2. Network presence of the target employee is determines:
· Device / client capability

· Address

· Service provider

· Network technology

3. Employee preferences / configurations are determined
4. The e-mail (or other event) is immediately sent to the device and reflected in the client e-mail or PIM repository.

5. The employee composes a new e-mail (e.g. answer) or performs another e-mail or PIM manipulation.

6. The client connects securely and immediately to the enterprise server.

7. The event is reflected in the corporate server and if it is an e-mail to be sent, the e-mail is sent from the corporate server.

5.16.6 Alternative Flow

· Preferences and configurations can be similarly setup and communicated to the corporate server.
· If the employee is offline, e-mail and PIM exchanges are delayed until online. Employee can continue to work and manipulate its client e-mail and PIM repository. If possible notifications to come online or use gracefully degraded alternatives can be provided
.

· Follow-me exchange until receipt of e-mail / event is provided

· The enterprise may need to provide the capabilities above through numerous service providers, network technologies and device types.

5.16.7 Operational and Quality of Experience Requirements

· Need to specify and deploy open and standardized:

· Mobile e-mail enabler
· Mobile PIM enabler
· Need to interoperate with:

· Any device

· Any service provider

· Any network technology

· Need to support aggregation across service providers and network technologies

· Need to expose network presence and/or “follow-me” capabilities

· Need to provide mobile e-mail and PIM graceful degradation capabilities
4 Intellectual Property Rights Considerations

We are not aware of any IPR associated to this contribution.

5 Recommendations

We recommend adoption of the text of section 5 of the OMA-ENTBOF TR:

� As defined earlier.


� As defined earlier.


� Both concepts have been defined earlier.


� As defined earlier.


� As defined earlier.


� As defined earlier.


� As defined earlier.


� This can be independent of having an event coming issued first from the enterprise server. It could come unsolicited or initiated solely by the employee. 


� See discussions earlier
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