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1 Reason for Contribution

This contribution discusses additional needs for enterprise
2 Summary of Contribution

We propose to add a series of needs to section 6.3 of the Enterprise BOF TR.

Some considerations could also be considered for section 8 and 9.

Note that a portion of this reintroduces with variations the needs proposed in OMA-BOF-Enterprise-2003-0023-Needs_including_0021 that we never discussed.
3 Detailed Proposal

3.1.1 Capability to access and use resources present in the operator’s network if authorized
This is motivated by the need to be able to expose mobile features in their applications that rely on capabilities provided by resources controlled by the operators, because these resources are exposed within the operator domain or by terminals.
This is a consequence of the previous considerations on taking advantage of mobile feature in mobilized applications or accessing mobile information.
3.1.2 Capability to rely on a secure access between the terminal of employees and enterprise’s network 

This is motivated by the need to be able to have secure exchange between the enterprise and the terminal of the employee.

3.1.3 Capability to rely on a secure access between resources in service provider’s network and enterprise-based resources 

This is motivated by the need to be able to have secure exchanges between the enterprise and the capabilities available in the operator’s network.
3.1.4 Capability to rely on a secure access between resources in service provider’s network and enterprise-based resources 

This is motivated by the need to be able to have secure exchanges between the enterprise and the capabilities available in the operator’s network.

3.1.5 Capability to systematically establish business relationships between enterprises and service providers as required to support the mobilization of their applications 

This is motivated by the need by enterprises to deal with a large set of different service providers. 

It involves:

· Establishing credentials

· Determining available terms (contract types)

· Negotiating resources / services / capabilities 

· Signing SLAs

· Relationship to employee if needed depending on the type of services

The term “systematic” implies:

· Similar processes

· Automatable processes i.e. could be totally or partially done through machines

3.1.6 Capability to express to provide requestor’s meta-data in all messages to resources

This is motivated by the need by enterprises to be able to interface with resources present in service provider networks or on employees’ terminal.
This meta-data may be use to authorize access and usage, to appropriately charge for it and to control what can be done for who.

There are possibly two aspects to this:
· Adding such meta-data to the interfaces of the resources and this includes:
· Adding such parameters to the enabler specifications

· Recommending that services and applications that can be of use for enterprise mobilization add support for such parameters
· Providing mechanisms to support exchanges of such meta-data in addition (in parallel or in another exchange) to the exchanges with the resource through its conventional (i.e. as they are usually now) interface that does not cater to such exchanges of information.

3.1.7 Capability to access service provider’s operational and management data and forecast if authorized
This is motivated by the need to be able provided end-to-end support for the service provided to its employees (and possibly partners or customers). 

This includes capabilities for the enterprise to monitor or access information on the status, availability of network resources (enabler, coverage, …) - accessing or being notified of:
· Status

· Quality of service

· Outage details

· Outage or problem predictions

if authorized based on the SLAs in place.

3.1.8 Capability to affect service provider’s operational and management if authorized

This is motivated by the need to be able provided end-to-end support for the service provided to its employees (and possibly partners or customers). 

This includes requesting or recommending ways around, fixes of problems or outages or extending beyond the nominal usage conditions to provide end to end services. This may include capabilities to extend the terms as needed or re-routing services through other service providers
3.1.9 End-to-end interoperability between capabilities developed in service providers networks and enterprises

This is motivated by the need to integrate solutions deployed in enterprises and solutions deployed on the internet and in mobile networks. 
This is especially important for services that are deployed in parallel by different communities and standard industries.

Examples include:

· Instant messaging

· Presence

· Voice over IP

· Streaming

· Collaboration applications
· E-mail and PIM

· Presentation sharing
· Voice / Web / Multi-media conferencing

· PoC, …

This includes interoperability:

· from devices in service provider networks to solutions developed in enterprises
· from solutions developed in enterprises to devices in service provider networks

· across sources of capabilities aggregated across mobile service providers, enterprise solutions and internet / wired service providers

This also implies:

· Interoperability across the different enterprise backend 

· Interoperability across network technologies

· Interoperability across terminals

something that typically requires open and standardized solutions instead of proprietary solutions.

3.1.10 Capability to aggregate capabilities across service providers and other sources (wired / internet, enterprises) 

This is motivated by the discussion above.

3.1.11 Capability to control end-to-end the lifecycle management of any enterprise data 

This is motivated by typical corporate IT policies. 

This include on employee’s devices as well as network providers or technologies.
Security considerations, support of application and system management of them implies the need to allow the IT department of an enterprise to be able to fully control the life cycle of application or data that are loaded on the device.
The latter is also motivated by the need to support access across multiple network, operators and technologies.
3.1.12 Capabilities to support authenticated and authorized access to applications, enablers and services deployed in other networks than the network currently supporting the user. 
This includes access across network technologies, across network providers or to / from corporate intranet (e.g. between WLAN and WWAN, or between SIP (VoiIP, multimedia, collaboration like screen sharing) applications deployed in a corporate network and other networks like IMS). 

This is motivated by the need to be able to 1) mobilize applications with features provided by one or multiple networks (across multiple operators) 2) allow access to applications and data from these different networks 3) allow aggregation across networks 4) allow the applications / enterprise to notify  / affect / message to its employee devices independently of the network / operator that they use 5) allow the enterprise to identify and monitor the employee usage independently of the network that they use. 
3.1.13 Capabilities to maintain application level connection across network providers or technologies as user moves
This is motivated by the need to allow seamless switch between networks and to support application resiliency to such switches

3.1.14 Capabilities to maintain application level connection despite physical losses of connections 
This is motivated by the need to support application resilient to intermittent losses of connectivity (coverage drop or “offline use). This is a key “usage” requirement of numerous business applications that must be able to do business even in the absence of coverage and not risk losing critical data if connectivity is suddenly lost.

3.1.15 Capabilities to provision devices and application settings on employees’ devices 
This is motivated by the need to allow the enterprise support department to monitor the settings of an employee’s device and modify these settings. This may be to resolve technical problems or to deploy or update existing applications.

3.1.16 Capabilities to query the device and application settings on employees’ devices 
This is motivated by the need to allow the enterprise support department to monitor the settings of  an employee’s device

3.1.17 Capabilities to query the device and application settings on employees’ devices 
Security considerations, support of application and system management of them implies the need to allow the IT department of an enterprise to be able to fully control the life cycle of application or data that are loaded on the device.

3.1.18 Capabilities for policy description, registration, discovery, selective delivery, enforcement and validation 
This is motivated by the need to allow the enterprise to set up policies associated to the usage of their resources and possibly policies for the usage of services by their employees that other service providers should enforce. 

More importantly, this is motivated by the need to enable service providers to expose their resources and enablers in ways that would allow them to guarantee that the services are exposed and used in a secure, manageable manner that is compatible with a viable business model (e.g. billable) and is automatable. This way, once protected by policies, enablers and resources can be expose to third parties.

Accordingly, enterprise are able to access and use these resources across a wide set of networks and operators as they can automatically determine the conditions of usage and satisfy them.

3.1.19 Capabilities to discover how to satisfy the conditions (or rule set or policies) for using a service enabler exposed by a particular service provider
This is motivated by the considerations above.

This should be automatable.

3.1.20 Capabilities for enterprises to communicate the data needed to satisfy the conditions for using a service enabler exposed by a particular service provider
This is motivated by the considerations above.

This should also be automatable.

3.1.21 Capabilities for access services or resources exposed by a particular service provider
This is motivated by the considerations above.

It includes the list of available resources that may be:
· As advertised as available prior to having a business relationship established

· As available to the enterprise based on the existing business relationship

It also includes the resource or list of resources that satisfy a particular capability request from the enterprise.

Interfaces and terms of usages (cost, needed credentials, conditions that affect the requestor, etc…) should be part of what can be accessed.

This should also be automatable.

3.1.22 Capabilities for enterprises to access the profile of their employees maintained by service providers
This is motivated by the need to identify and monitor employees’ usage and devices.

3.1.23 Capabilities for enterprise to access the bill and usage details of their employees
This is motivated by the need for enterprise to control costs

3.1.24 Capabilities for enterprises to condition / restrict / limit usage of services or service enablers based on enterprise-controlled logic (e.g. what can be done, expense quota, etc…) 
This is motivated by the need for enterprise to restrict the use of resources and services by their employees and to do so sometimes to delegate the enforcement of such restrictions to the different involved service providers. It is also motivated by the need to control cost.

3.1.25 Capabilities to evaluate the cost of a request / exchange (e.g. get a prediction of the cost) 
This is motivated by the need for enterprise to control costs

3.1.26 Mobile e-mail capabilities 
This is motivated by considerations of the most important enterprise applications to mobilize.

3.1.27 Mobile PIM capabilities
This is motivated by considerations of the most important enterprise applications to mobilize.

3.1.28 Actionable notifications
Actionable means that the recipient can engage a message-based exchange. The notifications are associated with an application dialog.

This is motivated by considerations of the most important enterprise applications to mobilize

3.1.29 Event-based synchronization
This means that synchronization of data takes place immediately after an event changed data in the enterprise network, in another network or on the employee device. 

This is motivated by considerations of the most important enterprise applications to mobilize and by the need of immediacy for business critical applications.
3.1.30 Multi-channel / multi-modal capabilities
This is motivated by the fact that enterprise want to provide mobile as well as telephony and voice access to their enterprise applications.

3.1.31 Device backup and restore capabilities
This is motivated by IT department for security and support reasons and often captured in corporate IT guidelines

3.1.32 Capabilities to manage and adapt files and data for access or manipulation through mobile devices and networks
This is motivated by the need to access enterprise data and use it from mobile terminals.

3.1.33 Mobile applications should reuse of the IT (internet / e-business) systems, tools and skills acquired by enterprise in e-business developments and deployments and associated security considerations
This is motivated in order to reduce cost and facilitate deployment and support of mobilized applications by enterprise that have already developed “internet / online” versions of them.

3.1.34 Capabilities to support the exchange of information (status, predicted outage or potential problems, QoS availability, QoS requests) between enterprise and service providers
This should also be automatable.
4 Intellectual Property Rights Considerations

We are not aware of any IPR associated to this contribution. 
5 Recommendations

We recommend that the proposals in 2 and 3 be adopted:
· The text in section 6 should be added to section 6.3 of the Enterprise BOF TR.

· Some considerations (e.g. explanations of what this may imply) presented in section 6 should also be included and expanded in sections 8 or 9.
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