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1 Description

Description and Objectives of Work to be undertaken (including Justification and Use Cases):

Description: 

Following first SCWS 1.1 deployments some clarifications and improvements are identified. This WID intends to implement these clarifications and improvements towards SCWS Enabler.
Smart Cards offer now new possibilities in terms of interfaces such as high speed protocol (IC USB) and high density memory. SCWS could greatly benefit of those new features to offer “online server-like” capabilities, such as a database. The usage of high speed protocol is already specified in SCWS 1.1, but several clarifications might be added to fully take advantage of this new feature. 

A new Smart Card runtime environment is also under development in ETSI SCP. This runtime environment (multi-threaded) will improve the user experience. The SCWS may take advantages of this new runtime environment. 

New networks infrastructures are becoming a reality (i.e. LTE, IMS, …), in this context it might be interesting to analyse if there isn’t any opportunity to improve the SCWS enabler. 
The opportunity to include SCWS related capabilities to the OMA enablers handling the device profile (i.e. UAprof) should be studied.
All these services will be accessible via the WAP/xHTML browser.

Objectives: 

This WID proposes to identify new requirements, eventual architecture updates and to improve the Technical Specification of the SCWS Enabler.
This WID doesn’t address new devices such as removable memories. 
Justification: 
Following the first deployments of the SCWS enabler, several items of improvements have been identified. Some clarifications might also be required to improve the interoperability of the SCWS solutions.
ETSI defined IC USB for Smart Card, and the Ethernet Emulation Model above it. It shall be clarified how to use this interface for the SCWS either for browsing the SCWS or for the remote administration of the SCWS.
Moreover, IC USB gives the possibility to have a Smart Card with much more memory. With this space available, it is possible to consider having extended applications and complex structures such as a database, new type of data such as rich media. It shall be clarified how these new data types can be accessed through the SCWS.
The Smart Card runtime environment under definition by ETSI SCP may have an impact on the SCWS Enabler.
There is a need to improve the integration of the SCWS within the new network architecture and components.
Use cases:  
1. The management of SCWS resources by trusted entities is already handled by the SCWS 1.1 but some improvements are required to ease this remote management especially the audit mechanisms.
2. Thanks to the high speed protocol, use cases defined for SCWS 1.1 will be still available but in a more fluent and convenient way for the subscribers.

3. The subscriber may browse rich media content on his Smart Card. 

Work Areas:

The SCWS 1.2 will allow:

· Some clarifications to avoid misinterpretation of the current specification and to keep a high level of interoperability

· Improvements of the remote administration especially when the resources are managed by trusted entities (e.g. additional audit commands, resources allocation)

· The clarification of the usage of a much faster communication interface

· New type of applications thanks to the availability of the higher memory capacities and the new Smart Card runtime environment.

· A better integration with the network protocols (e.g.SIP infrastructure).

· A better integration with other OMA enablers such as the enablers managing the device profile (e.g. UAprof).

Issues this Work Item is aimed to solve

This work item intends to solve issues that have been identified during the SCWS deployments and to take into account the new Smart Card capacities.
Market Benefits:

For the operator:

· The operator will be able to fully take advantages of the new Smart Card capabilities
· The operator will be able to propose to the subscriber new applications and better user experience.

· The operator will have an easiest management of the SCWS content when providing access to third parties.

For the Smart Card vendor

· The Smart Card vendor may develop and sell new applications requiring high speed interface and large storage space.

For the handset manufacturer

· The handset manufacturer will benefit of the resolution of interoperability issues on the handset – Smart Card interface, if any.
For the subscriber:
· A faster access to the SCWS content

· Access to larger and enhanced web pages

· Larger collection of applications.
· New services provided by the operator or by content providers.
Expected Market Penetration:

SCWS Enabler has started to be available on several handsets. Clarifications to reduce the potential interoperability issues and the integration of the Smart Card new capacities will improve the market penetration of the SCWS technology. 
Complexity:

The SCWS 1.2 is mostly widening the scope of SCWS1.1. No architecture changes are expected at this stage.
Time to Market:
Deployments of SCWS v1.1 are on-going; some clarifications are required to ease implementation by new comers and to facilitate the deployments when ressources are managed by trusted entities.  
Smart Cards and devices including enhanced features such as the high speed protocol are currently under development. Clarifications of the SCWS to take benefit of theses features have to be available for integration as soon as the market will ask for these new Smart Cards and devices.
New network architecture are also being deployed, to keep SCWS good integration with the network, it is time to look at the potential evolutions of the SCWS specification.
Uniqueness:

There isn’t any other OMA enabler or any other Standard Development Organisation working on this topic.
Existing Specifications or Documents Affected:

None
Linked Work Items:

SCWS 1.1 (WID 0092)
Linked Affected OMA Groups and External Forms
OMA ARC-SCT group, OMA CD-MCE group.
Smart Card related standard organizations. ETSI SCP, Java Card Forum, GlobalPlatform standards may be affected.
2 Planned Deliverables

Enabler Release Package:

 FORMCHECKBOX 

Full life-cycle work flow with specifications (RD, AD, TS, etc) and interoperability testing. 

Reference Release Package:

 FORMCHECKBOX 

RD Package – This is not intended to be part of an enabler.

 FORMCHECKBOX 

AD Package (Includes associated RD, if needed) – This is not intended to be part of an enabler.

 FORMCHECKBOX 

White Paper Package – Informative technical document not associated with an enabler.
 FORMCHECKBOX 

Data Description Package (e.g. Schema, MO) – Data description whose definition is not part of an enabler.
 FORMCHECKBOX 

Other – Describe:_______________________________________________________________
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Service Impacts:

Smart Cards, terminals and servers specifications will be affected.
Architecture Impacts:

At this stage, no architecture updates compared to SCWS 1.1 are identified. WID supporters would like to keep the door open for a potential review/rework of the existing architecture document.
Charging/Billing Impacts:

No impact..

Security Impacts:

No impact.

Privacy Impacts:

No impact.
IOT Impacts:

Full IOP process to reach the Approved status is planned.

4 Document History
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