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1 Description

Description and Objectives of Work to be undertaken (including Justification and Use Cases):

OMA Device Management Enablers allow Management Authorities to remotely manage devices thanks to the protocols and mechanisms specified by the Device Management Working Group. It optimizes a subscriber’s experience and reduces overall network-operating costs.
The DM Client is considered a core component of the device management ecosystem. It is widely deployed and used throughout the wireless industry. One of the reasons of its successful adoption by the Industry, is the use of Management Objects (MOs) and the flexibility of defining new MOs without changing the core protocol specifications.  MOs provide a high degree of modularity, ease of definition and simplicity of use.
MOs enable the targeting of management operations, using OMA DM protocol commands. It is used to setup a large variety of services defined both by OMA and external organizations. Such MOs are registered with OMNA with a unique Management object identifier (MOID) which identifies the MO.
The number of MOs increases continuously and with the next OMA DM release supporting Multiple Management Authority we can expect the number of MO to increase even more.
To enhance the adoption of OMA DM MOs and facilitate their management, this work item proposes to define a standardized Management Object that would list the Management Objects supported by the OMA DM Client resident on the device and exposed by the device.  It would allow a Device Management Server to easily retrieve the list of the supported MOs and any associated details.  Management Authorities can use this information for various management operations, for example provisioning services to capable devices through creating or updating DM tree based on MO information.  It would greatly simplify the MO management.
This Standard Management Object aims at being a generic and does not target any specific OMA DM release.

Key use cases can include:
· A Device Management Server (DMS) wants to know what Management Objects are supported on the device. For example, a DMS might want to deploy a service that requires a MO. Today, there is not a central placeholder to easily retrieve a list containing the device supported MO and associated MO details. Thanks to this WI, the authorized DMS would simply get this new MO and thus retrieve the required information.
· A new Management Object is installed on a device (either through new firmware or new application). The support of this MO will be automatically/dynamically added to the MO defined by this WI. Thus it would allow DM Management Authorities / DM Servers to easily and efficiently obtain this information if required.
Based on the above key use cases, it is proposed that the work item addresses at least the following areas for the MO:
1. Structure for a new Management Object to list supported MOs and associated data.
2. Dynamic Update of this new Management Object.

Work Areas:

The following has been identified as work areas for DMOMO 1.0:

	Work to be undertaken by OMA
	Priority

	Structure for a new Management Object to list supported MOs and associated data
	high

	Dynamic Update of this new Management Object
	high


Issues this Work Item is Aimed to Solve:
There is demonstrated interest in defining more and more Management Object to easily deploy services and features. However the management of those Management Objects could become cumbersome: how to quickly and efficiently know what Management Objects are supported by the DM Client and what Management Authority can access it?
The supporters of this WID agree that there is a great opportunity to leverage existing releases of OMA DM here and future releases of OMA DM. This work simply proposes a Standard Management Object that would list the DM Client’s supported MOs and instances. This MO would be dynamically updated when an MO is created/deleted/modified. It would be used like an index.
Market Benefits:
As already highlighted in the introduction, the definition of this Management Object would greatly simplify the management of a device’s MOs, would certainly decrease the use of customer cares and enhance the end user’s experience.
Expected Market Penetration:

This Management Object would be usable with existing OMA DM 1.x and future OMA DM release such as OMA DM 2.x.
Complexity:

The complexity will not increase significantly compared to the already specified OMA DM enablers.
Time to Market:

This enabler is needed within a very short period of time to embrace the flood of new Management Object being defined, distributed and deployed. 

The aim of a very short fast track would be optimal. But in the worst case 18 months for the final TS, followed by IOT related material would be acceptable.
Uniqueness:

There is no current standardization activity focused on management of OMA DM Management Objects.
Existing Specifications or Documents Affected:

OMA DM 1.2, OMA DM 1.3, DM 2.0.
Linked Work Items:

OMA DM 1.2, OMA DM 1.3, DM 2.0
Linked Affected OMA Groups and External Fora

OMA DM, OMA REQ, OMA ARC, OMA IOP.
2 Planned Deliverables

Enabler Release Package:


Full life-cycle work flow with specifications (RD, AD, TS, etc) and interoperability testing. 

Reference Release Package:


RD Package – This is not intended to be part of an enabler.


AD Package (Includes associated RD, if needed) – This is not intended to be part of an enabler.


White Paper Package – Informative technical document not associated with an enabler.


Data Description Package (e.g. Schema, MO) – Data description whose definition is not part of an enabler.


Other – Describe:_Fast track – one document, one consistency review
3 Impacts
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Service Impacts:

None expected.
Architecture Impacts:

None expected.
Charging/Billing Impacts:

None expected.
Security Impacts:

None expected.
Privacy Impacts:

None expected
IOT Impacts:

None expected.
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