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1 Description

Description and Objectives of Work to be Undertaken (including Justification and Use Cases):

Thanks to Web 2.0 technologies, the World Wide Web has turned into a social space, moving from document links to people links. Individuals and organizations are now linked and leverage on user-generated content, communities, networking and social interaction.

Whilst the Web is becoming increasingly social, social networking itself is heavily fragmented due to the multitude of disparate services that are popular among users.

The existing hundreds of social network sites available on the Internet are based on centralised isolated systems and works standalone, ignoring other siblings, implementing a “walled garden” approach. . Users on one Social Network (SN) cannot (easily) interact with users on another Social Network and people will often have to sign up for an account on multiple SNs to keep in touch with different groups of friends.

Unfortunately, or fortunately, there is no single social graph (or even multiple which interoperate) that is comprehensive and decentralized. Rather, these several disperse social graphs are often operated by a single company, sometimes small and with unproven record. This inconvenience ultimately results in a few very large networks with an inordinate amount of control over peoples’ most personal data and a lack of choice and privacy for users.

In this regard, such walled gardens are data silos where user data can easily be inserted, but only accessed and manipulated via proprietary interfaces for humans and machines. This further prevents users from moving easily from one SN provider to another as their social data cannot be shared across networks.

This Work Item aims at allowing large-scale deployments and interoperability of MSN Clients and MSN Servers in a timely manner, further guaranteeing social network federation so that users can easily communicate with users on other SNs and migrate their data. In particular, this Work Item intends specifying a new MSN Enabler, by identifying a coherent subset of functionalities specific to MSN that can be rapidly specified as a core specification. 
This Work Item is derived from the outcome of the Whitepaper on “Mobile Social Network Work Item Investigation” developed in OMA REQ.
Use Case 1 - Gateway Scenario 

This scenario aims at enabling users to interconnect with “external” SNs on which they already have an account (e.g. Facebook, Twitter, others) using the proprietary interfaces of such networks. This scenario introduces the concept of direction in interacting between an OMA-compliant SN and one or more external SNs.

In particular, inbound interactions relate to the concept of aggregation of activities and media from external networks, making thus possible to allow users that own accounts on multiple external SNs to access aggregated information about their friends (e.g. contact information, activities) on these networks. Outbound interactions, on the opposite, relate to the ability of cross-posting activities and/or media to multiple external SNs. In this way, users could potentially share their activities over all their external SNs at once.

Step 1: User A updates status and gets notification based on comments from User B to the status update:

1. user A associates her identity on external SNs (SN i with i=1,2, …) with its identity on an OMA-compliant SN using the proprietary procedures required by the external SNs

2. At a later stage, user A wants to update her status

3. user A selects to which external SN her status update will be posted and posts it (at least she selects SN 2) (cross-posting)
4. user B2 is a friend of user A2 (other identity of user A) on external SN 2, and sees user’s A2 new status

5. user B2 comments the new status of user A2 on external SN 2 (out-of-scope)

6. comment from user B2 gets notified to user A on her OMA-compliant SN (aggregation)
Step 2: User B updates status and User A gets notification based the update:

7. user B2 updates her status on external SN 2, which is seen by user A2

8. user A gets notified of user B2 status update on her OMA-compliant SN (aggregation)
Use Case 2 - Federated Scenario

The federated Social Web community has defined a simple social federation scenario named “Social Web Acid Test - Level 0” [SWAT0] as an integration use case for the federated social web.

This scenario aims at enabling users to interact in a standard way across social networks run by service providers compliant with a set of interoperable specifications.

The generalized flavour of this scenario is copied here for convenience, where “different services” has to be understood as “different services on different Social Networks”:

“ 

1. user A takes a photo of B from their phone and posts it

2. user A explicitly tags the photo with B

3. B gets notified that they are in a photo

4. C who follows A gets the photo

5. C makes a comment on the photo

6. A and B get notified of the comment 

Where users are on at least 2 (ideally 3) different services […], and the users only need to have *one* account, on the specific service of their choice (requiring the users to have an account on each service that is interacting misses the point of Federation)”
[SWAT0] URL: http://federatedsocialweb.net/wiki/SWAT0
Use Case 3 - Multiple devices support

This scenario aims at enabling user using different mobile phones or devices to access his mobile social network services. User would like to access the mobile social network from different devices, such as using PC while at home or using a mobile phone while on the road. A user may also use multiple mobile phones to connect the social network sites. The mobile social network services need to be provided as other mobile services which are independent of the devices. Some of the operations that users can carry out in multiple devices scenario are:

1. user A accesses the mobile social network service by PC.

2. user A writes a new blog.

3. user B accesses the mobile social network service through his mobile phone.

4. user B follows user A and get the notification that user A has post a new blog.

5. user A selects to access the mobile social network service using his mobile phone.

6. user A updates his status through his mobile phone. 

Use Case 4 - Multiple device applications support

This scenario aims at enabling multiple applications running in a device benefit from the interworking with SNs in an optimized fashion. In fact there may be multiple applications in a device that require exchanging information with one or several SNs. Instead of managing this interworking with the SNs on their own, the applications may rely on a specialized entity in the device, i.e. the MSN Client, which relieves the applications from this task by centralizing the communication with the user’s OMA Compliant Mobile Social Network, which in turn interworks with other OMA or non-OMA Compliant Mobile Social Networks. The centralization of this interworking through the MSN client results also in an optimization of the use of air data traffic. 

Device applications may have different needs in terms of interworking with SNs, for instance:

· Application 1: Social Network Aggregation Client, that allows a real-time interaction with multiple SNs (A, B and C):

· Receive push notification of updates from SNs A, B and C

· Update status and post media to SNs A, B and C

· Application 2: Multimedia Gallery application that stores all pictures from SNs A and C in which the user is tagged 

· Receive push notifications about the user having been tagged in pictures from SNs A and C.

· Application 3, Address Book application, that enriches the contacts with information from SN B

· On demand access to contact information from SN B

As a first step the different applications have to register to the MSN Client their needs in terms of interaction with the SNs. The user needs to grant permission to each application to access the requested resources and/or perform the requested operations.

Provided that the user grants access, the applications are able from that point of time to interwork with the SNs as requested, that is, the applications are provided with the information from the SNs that matches the filters indicated by the application at the registration and are also able to post information towards the selected SNs.

A special case occurs when an application posts towards the SNs a piece of information that another application running in the same device is intended to receive. In this case the MSN Client may cache this information to make it available to any other interested applications on the same device, in addition to posting it to the network. In this case there is no need to get this piece of information delivered back from the network to the MSN Client, as it was generated at the device and the MSN Client has already cached it locally.

Work Areas:

The Work Areas in the scope of this Work Item are:

· to define the requirements and reference architecture to allow interoperability between clients & servers and server-to-server federation of OMA-compliant SNs, supporting at least features such as:

· profile discovery;

· publication and sharing of contents, activities & follow-up actions;
· to specify the interface between an MSN Client entity and an MSN Server entity (intra-domain) that support the identified features;
· to specify the interface between MSN Server entities (inter-domain) that support the identified features;
· to expose Device APIs & Network APIs, as well as an appropriate privacy framework, to easily integrate OMA-compliant SN with external applications;
· to create guidelines to reuse existing OMA enablers for providing additional MSN features (e.g. profile search using OMA MSF);
· to liaise with W3C “Federated Social Web” Incubator Group to identify in a cooperative way the strategic standardization opportunities wrt MSN.
In particular, with respect to interface specification, it is the intention of this Work Item:

· to consider the endorsement of OStatus-related specifications, in particular for server-to-server interactions;
· to consider the endorsement of OpenSocial REST protocol and/or AtomPub, in particular for client-server interactions;
· to consider the endorsement of OpenSocial JavaScript APIs as Device APIs;
· to consider to reuse OAuth 2.0 and related specifications as privacy framework for APIs;
· to consider to reuse OMA Push enabler to support notifications to MSN client entities (e.g. for follow-up actions delivery, private message delivery, user status notification, etc).
As outcome of the activity of this Work Item, a new “MSN Enabler” is expected to be specified. In addition, some requirements may be handed off to other OMA WGs to enhance existing WIs with specific features (e.g. of OMA CAB Enabler for MSN user profile, groups & relationship management) and/or to other SDOs (e.g. W3C).
Issues this Work Item is Aimed to Solve
This WI aims at enabling client-server communication in a standard way between mobile devices and SN servers, as well as between servers from different service providers. Connections with external SNs are expected (through gateways implementing proprietary interfaces) but the definition of which external Social Network will be interconnected (and how) is out-of-scope of this activity.

In addition, the availability of APIs, both Device APIs and Network APIs, is expected to foster integration with third party applications and mashups.

Market Benefits:

[image: image1]
Subscribers / end users will have more options and freedom to use the mobile social network services which they feel more valuable without having to switch operators or mobile phones. End users and their friends will be able to interact with each other more conveniently across mobile social networks. 

Operators (MSN provider) will have more customer loyalty and will be able to retain customers even if subscribers use a different social network service. Furthermore, operators will also be able to increase their customer base and improve ARPU by offering unique, differentiated value of their mobile social network service to subscribers.

Manufacturers will be able to provide mobile phones that can connect to all mobile social network services irrespective of the operators. Thus, manufacturers will benefit from customer loyalty, lowering the development cost, shortening the time to market, and increasing the market share by outreaching the broader market.

Authorized Service Providers and Application Providers will be able to access end users’ personal data (such as identities, email address) from the mobile social network, thus enabling them to provide richer services and applications to attract the user and thereby generate revenue.

Developers will also benefit this value chain by providing richer applications or widgets according to the mobile social network APIs. 
Expected Market Penetration:
Social Network Service (SNS) has a reach of 66% of Internet, and is a rising phenomenon in Mobile Internet. The mobile phone is a ubiquitous personal device and is hence becoming the best medium for accessing social network communities as updates can be sent and received on the move and in real time. 
Mobile phone users are increased tremendously in the last five years. After reaching around 4.6 billion mobile cellular subscriptions by the end of 2009, at the beginning of 2010 ITU has foreseen the number of mobile cellular subscriptions globally to exceed five billion at the end of 2010. With the current growth rates, the number of people accessing web on the move — via laptops and smart mobile devices – is likely to exceed the number of people accessing web from desktop computers within the next five years. 
Complexity:
Federated systems have proven over time to have several advantages: they are robust, they encourage technical innovation, and they are more secure. At present, any individual, company, or organization can own a Web site or a mail server and be part of the World Wide Web. Any such entity should hence be able to bring its own identity to any SN, or run its own.

The importance of distributed social networks can be outlined in the advantage that the user gains: freedom to choose among any compatible service providers without losing access to their contacts, and privacy control.

However, a critical problem in realizing this vision of a distributed and secure SN is the fact that any “distributed” social network will become yet another walled garden unless it is based on open standards. Via open standards, multiple social network platforms ranging from large vendors to simple personal websites will be able to interoperate with each other.

Time to Market:
Time to market will be reduced by the results of this Work Item.
Without doing this work, manufacturers need to make different software components in order to work with different mobile social networking services. Different code development work and related version control and maintenance not only increase the cost but also defer the time to market. From end user perspective, they have to wait until the mobile phone is ready to work with a specific mobile social network services.

With the interoperability in place, the manufacturers will make the mobile phones “write once, run everywhere”. Thus the development cost will be lowered, the code maintenance will be simpler, the time to market will be shortened, the broader market can be outreached and the market share will be increased.

In addition, this Work Item explicitly intends to provide a rapid specification of an MSN Enabler that achieves the minimum goals of interoperability and federation of basic SN features, which could be further enriched through the progressive incorporation of additional features.
Uniqueness:
Many initiatives exist currently in the Social Web arena, and some of them are clearly becoming more popular. However, many of them are still evolving, having different degrees of maturity and adoption by the major SN players. In addition, most of the current players and specifications do not specifically focus on mobile aspects, thus potentially leading in difficulties when adopting such solutions over mobile networks scenarios.
Hence, this Work Item intends to ensure mobile support for upcoming SN specifications.

In addition, although various OMA enablers are related to MSN and can be leveraged to provide some functionalities, a missing gap has been found within the context of OMA to enable core MSN functionalities. This Work item proposes to fill this gap.
Existing Specifications or Documents Affected:

None. This is a new Work Item on Mobile Social Network, and it does not affect any existing specifications or documents.

Linked Work Items:

Autho4API, “Authorization Framework for Network APIs (1.0)”

CAB, “Converged Address Book”

CAB_APIs, “Converged Address Book APIs”

CAB1.1, “Converged Address Book v.1.1”

CMI, “Content Management Interface”

CPM, “Converged IP Messaging”

CSEA, “Client-Side Enabler API”

MSF, “Mobile Search Framework”

NGSI, “Next Generation Service Interfaces”

NGSI-S, “SOAP Binding for NGSI V1.0”

ParlayREST2, “RESTful bindings for Parlay X Web Services v.2.0”

Privacy, “Privacy Requirements for Mobile Services”

PSA, “Parlay Service Access”

PUSH, “Push Over The Air”

RC_APIs, “APIs for Rich Communications”

SCAB, “CAB architecture simplification with new market requirements”

SIMPLE-IM, “Instant Messaging”

WRAPI, “Web Runtime API”

XDM, “XML Document Management”
Linked Affected OMA Groups and External Fora

OMA REQ, ARC, COM, CD

W3C, IETF, others
2 Planned Deliverables

Enabler Release Package:  FORMCHECKBOX 


(Full life-cycle work flow with specifications (RD, AD, TS, etc) and interoperability testing. )
Reference Release Package:  FORMCHECKBOX 

	Please Indicate how requirements will be documented
	Select one

	Baseline (pre-existing) Requirements
	

	None
	X

	Requirements are documented in an existing OMA RD or combined Release document (ER or RR)
	

	Reference to external requirements (note a CA/CF must be in place allowing for this)
	

	New Requirements
	

	None
	

	Create New OMA RD or combined Release (ER or RR)
	X

	Update an existing OMA RD or combined Release document (ER or RR)
	

	Other (please describe) _____________________________________________________________
	

	Please Indicate how new requirements will be reviewed

(Note: If there are new requirements then these need to be reviewed)
	Select one

	RD Review at the end of the requirements phase
	X

	Closure review at the end of the Requirements phase
	

	Requirements reviewed as part of the ER/RR at the end of the development phase
	

	No requirements review (please justify)
	

	

	Please Indicate how Architecture will be documented
	Select one

	New Architecture Document (AD) (or new version of existing AD)
	

	Architecture will be documented in combined Release document (ER or RR)
	X

	No Architecture documentation
	

	Other (please describe) _____________________________________________________________
	

	Indicate how Architecture will be reviewed

(Note: If there are Architecture components then these need to be reviewed)
	Select one

	AD Review at the end of the Architecture phase
	X

	Closure Review at the end of the Architecture phase
	

	Architecture reviewed as part of the ER/RR at the end of the development phase
	

	No Architecture review (please justify)
	

	

	Development Phase (please indicate which type of deliverable(s) will be produced)
	Tick all that may apply

	Technical Specifications


	

	Combined Release document (ER or RR)
	X

	Data Description Specifications (e.g. Schema, MO, DDS, etc)
	

	White Paper
	

	Other (please describe) _____________________________________________________________
	

	None
	

	Please Indicate how the release will be reviewed
	Select one

	Consistency review at the end of the development phase
	

	Closure review when the Release is complete
	X

	None (please justify) ________________________________________________________________
	


3 Impacts

	Service Requirements
	Arch
	Charging
	Security
	Privacy
	IOT

	Smart Card
	Terminals
	Servers
	Access
	
	
	
	
	

	
	X
	X
	
	X
	
	X
	X
	X


Service Impacts:

Enable client-server communication in a standard way between mobile devices and SN servers. Enable communication between servers from different service providers

Architecture Impacts:

Definition of the architecture required between client and server components to support and enable interaction and access to services/contents.

Charging/Billing Impacts:

There are no specified charging/billing functions related to this enabler. 
Security Impacts:

When necessary, existing transport layer security will be used to secure the communication within the entities that will be defined within this work item
Privacy Impacts:

Support for privacy of user related information, in particular when sharing information to other users and/or applications.
IOT Impacts:

Interoperability is a basic requirement to federated social network.. IOP testing will be taken into account accordingly to OMA process
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