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1 Reason for Contribution

The purpose of this contribution is to clarify all of the requirements in the SIP PUSH RD.

2 Summary of Contribution

The following changes are reflected from the Hawaii meeting discussion of the OMA-BAC-PUSH-2004-0029 contribution.  These changes are in the High Level System Requirements, Security, Charging, and Privacy Sections.
3 Detailed Proposal
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4 Intellectual Property Rights Considerations

None

5 Recommendation

Adopts the attached change proposal.
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6. Requirements
(Normative)


6.1 High-Level system Requirements

		REQ1

		

The addressing scheme shall provide a unique way to identify the user, the device and the application within the device.



		REQ4

		

Push OTA-SIP SHALL be able to deliver any content type.



		REQ6

		

 



		REQ7

		





		REQ9

		The application protocol (i.e. OTA-SIP) SHALL be based on SIP.



		

		Push OTA-SIP SHALL comply to Push Architecture [PUSHARCH]



		

		The Push OTA-SIP SHALL reuse existing standard protocols and data formats to the extent possible.




		

		It SHOULD be possible to support OTA-SIP, whilst roaming.



		

		The Push OTA-SIP SHALL provides same level of user experience as other Push OTA method (i.e. WSP, HTTP).



		

		The Push OTA-SIP SHALL be agnostic to the underlying network. 





Table 1: High-Level System Requirements


6.1.1 Security




		REQ10

		The user SHALL be able to use the OTA-SIP in an authorized and authenticated manner. 



		REQ11

		

The confidentiality and integrity of SIP-PUSH message SHALL be ensured.



		

		





Table 2: High-Level Functional Requirements – Security Items


6.1.2 Charging


		<Ref: Use Case Title, HLFR>

		It SHALL be possible to charge for the service based on the following attributes:


a. Content types, length, storage time in the network, etc


b. Delivery time, upload / download method


c. Push Service sender / -recipient


d. Number of push messages sent


e. Number of push messages received


f. Roaming conditions (e.g. in a visited network)


g. Location conditions


h. Media





Table 3: High-Level Functional Requirements – Charging Items


6.1.3 Administration and Configuration


None


6.1.4 Usability


None


		

		







6.1.5 Interoperability


None




		

		







6.1.6 Privacy


		

		Privacy requirements SHALL be compliant with requirements stated in [Privacy].





Table 6: High-Level Functional Requirements – Privacy Items


6.2 
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