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1 Reason for Change

The proposed changes are on going with the WID-054 SIP PUSH.

2 Impact on Backward Compatibility

None

3 Impact on Other Specifications

These changes affect the following specifications:

1. WAP Push Architectural Overview: WAP-250-PushARchOverview-20010703-a

2. Push OTA Protocol: WAP-235-PushOTA-20010425-a

3. Push Proxy Gateway Service: WAP-249-PPGService-20010713-a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Nokia recommends the working group to adopt the following proposal.

6 Detailed Change Proposal

1. Scope
[…]

This specification defines the Over the Air protocol for delivery of content to a WAP terminal from a WAP server

(PPG), referred to as Push OTA protocol. The protocol specified in this document is an application layer protocol that

can run on top of the WSP protocol [WSP], on top of HTTP 1.1 [RFC2616], or Session Initiation Protocol [SIP].
2. References

2.1. Normative References


	[RFC3261]
	"SIP: Session Initiation Protocol", RFC3261, URL: http://www.ietf.org/rfc/rfc3261.txt?number=3261

	[RFC3428]
	Session Initiation Protocol (SIP) Extension for Instant Messaging. B. Campbell, Ed., J. Rosenberg, H. Schulzrinne, C. Huitema, D. Gurle. December 2002.

	[IMSRD]
	OMA Requirements for the utilization of IMS Capabilities, URL:http://www.openmobilealliance.org/

	[IMSARCH]
	IMS in OMA Architecture Document; URL:http://www.openmobilealliance.org/

	[IOPPROC]
	“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/


3.3. Abbreviations

[…]

OMA
Open Mobile Alliance

ASP
Application Service Provider
IMS
IP Multimedia Subsystem

MMD
Multimedia Domain
NAI
Network Access Identifier (in the form username@realm)
OTA-SIP
(Push) OTA over SIP
SIP
Session Initiated Protocol

SIMPLE
SIP for Instant Messaging and Presence Leveraging Extensions
UDP 
User Datagram Protocol
4. Introduction

[…]

The push architecture allows a PPG to send data to a terminal in an asynchronous manner. The PPG and the terminal

communicate using the Push OTA protocol, which utilises WSP [WSP], HTTP [W-HTTP], and/or Session Initiated Protocol [SIP] services. The first

protocol variant is referred to as "OTA-WSP", "OTA-HTTP", and latter as “OTA-SIP”.

[…]
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Figure 1: WAP Push Architecture

Editor Note: replace the old figure 1.
5. Protocol Variants

The Push OTA Protocol can be implemented to run on top of WSP [WSP], as described in section 6, on top of HTTP

1.1 [RFC2616], as described in section 7, or on top of SIP [RFC3261] as described in section 8. The WSP variant, henceforth referred to as "OTA-WSP", provides for both

connection-oriented and connectionless push.

The HTTP variant, referred to as "OTA-HTTP", only provides functionality for connection-oriented push. If TLS

[WAPTLS] is implemented in conjunction with OTA-HTTP to provide transport layer hop-by-hop security, this

protocol variant is referred to as "OTA-HTTP-TLS".

A terminal MUST support either the connection-oriented services provided by OTA-WSP or those provided by

OTA-HTTP, and OTA-SIP when connection-oriented push is implemented, and MAY support both. A Push Proxy Gateway SHOULD

implement all variants in order to support a wide range of mobile terminals. Both the terminal and the PPG MUST

support the connectionless services provided by OTA-WSP as defined in section 6.2.1.
8. Push OTA Protocol over SIP (OTA-SIP)
Editor Note: Entire section of Session Initiation Request will move to new Section 9.
8.1 Protocol Description

The IETF has defined the core set of technology for establishing multimedia session between two or more participants.  Session Initiated Protocol (SIP) provides session management and setup, user reachability and availability.  

The SIP/IP Core Network provides a rich peer-to-peer media sessions, client-server sessions, and a smooth interaction of services (e.g. utilization of presence information by other services).  In addition, its offer service control point, such as authentication and authorization for SIP clients and services, and centralized charging control point.

OMA Push OTA over SIP (OTA-SIP) is to leverage these standards by transporting push content from PPG to the client via using IP bearer and Session Initiated Protocol (SIP) messages.  OTA-SIP is another [PushOTA] variant protocol. The OTA-SIP relies upon the existence of the SIP/IP Core Network capabilities in the network and the client.
OTA-SIP enables Push Proxy Gateway (PPG) to send Push content, and request delivery reports, when using a number of different accesses, or when roaming between different access networks, e.g., GPRS and WLAN.  OTA-SIP supports an addressing scheme that is independent of any network access characteristics, i.e., a single SIP URI.

8.1.1 SIP/IP Core Network

3GPP and 3GPP2 have defined a SIP/IP Core Network as an architectural solution in 3GPP and 3GPP2 networks [IMSARCH].  The SIP/IP Core Network is a Session Initiation Protocol (SIP) based IP multimedia infrastructure that provides a complete architecture and framework for providing multimedia services. This includes security functions (e.g. authentication, authorization), routing, charging, and default codecs. Thus, it provides a platform for globally interoperable IP multimedia services, especially in the mobile environment. The SIP/IP Core Network service capabilities consist of session management, user data access, event subscription and notification, messaging, data manipulation, and conference control.

OTA-SIP protocol shall treat the SIP/IP Core Network [IMSARCH], as a network capability providing both IP transport and other functions as described in the above paragraphs.
The SIP/IP Core Network includes a number of SIP proxies and SIP registrars.  OTA-SIP requires the following support functions from The SIP/IP Core Network:

· Routes the SIP signaling between the PPG and client

· Provides discovery and address resolution services

· Supports SIP compression

· Performs authentication and authorization
· Maintains the registration state
In the context of 3GPP or 3GPP2 networks, the OTA-SIP SHALL utilize the capabilities of IMS as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A], respectively.

SIP/IP Core Network shall support the SIP registrar functionality as defined in as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A], respectively.

8.1.2 Push Proxy Gateway

The Push Proxy Gateway (PPG) [PPGService] is the entity that does most of the work in the Push framework.  Its responsibilities include acting as an access point for content pushes from the Internet to the mobile network, and everything associated therewith (authentication, etc).
As the PPG is the entry point to a mobile network, it may implement network access-control policies about who is able to gain access to the network, i.e. who is able to push content and who is not, and under which circumstances, etc.  The PPG SHALL support the following interfaces to the SIP/IP Core Network [IMSARCH], as defined in as defined in as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A], respectively.
1. ISC interface: The ISC interface defines between the PPG and the SIP/IP Core Network. The ISC interface provides the PPG with SIP/SDP call control, SIP event related subscription and notification, SIP messaging, etc. 

2. Sh interface: The Sh interface defines between the PPG and HSS in the SIP/IP Core Network. The Sh interface provides the PPG with read and write operations of user data related to SIP/IP Core Network. It also provides with functionality for subscription and notification of changes in the user data related to SIP/IP Core Network.

3. Dh interface: The Dh interface defines between the PPG and the Service Locator Function (SLF) in SIP/IP Core Network. The Dh interface is quite similar to the Sh interface and uses by the PPG to get the address of the HSS that handles a particular user in those networks where there are several HSS.
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Figure 1:  Interfaces to SIP/IP Core Network

8.1.3 Client

Client is a device that expects to receive push content from a PPG.

The client SHALL support the following interfaces to the SIP/IP Core Network [IMSARCH], as defined in as defined in as specified in 3GPP [3GPP TS 23.228] and 3GPP2 [3GPP2 X.S0013-002-A], respectively.

1. Gm interface: The Gm interface is defined between the client and the SIP/IP Core Network. The Gm interface provides SIP/SDP call control, SIP event related subscription and notification, SIP messaging, etc.
8.2 Push Operations Overview

8.2.1 Registration

8.2.2 Application Addressing

8.2.3 Content Push

8.3 Security Consideration
8.4 Data Format and MINE
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