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1 Reason for Change

The reason for change is to provide comments to the OTA-SIP Push Architecture document to clarify the description of the architecture, and the non-mandate of OTA-SIP on terminals. Additional editorial comments are provided.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

TIM recommends the working group to adopt the proposed changes.
6 Detailed Change Proposal

…

2.2 Informative References

	…
	…

	[RFC3261]
	"SIP: Session Initiation Protocol". J. Rosenberg et al. June 2002. URL:http://www.ietf.org/rfc/rfc3261.txt

	…
	…


…
4. Introduction

…

This architecture introduces the concept of Push Sender agent and Push Receiver agent, as part of OTA-SIP protocol. Push Sender agent and Push Receiver agent are functional elements that are capable of the service defined for Push using SIP [PushSIP]. In illustration: 
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Figure 1:  OTA-SIP Protocol

With reference to the push framework architecture [PushArch], OTA-SIP protocol provides a subset of the service provided by a push proxy gateway (PPG). A push proxy gateway provides the push service [PushArch], interfaces with a push initiator and a push over SIP service. In illustration:
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Figure 2:  Overall Push Framework

Note: The protocol between agent and application as depicted in Figure 2 is out of scope of OTA-SIP Push.

5. OTA-SIP Features
SIP Push utilises SIP [RFC3261] for over-the-air communication between the OTA-SIP Push Sender and Receiver agents and is hence primarily to be used in conjunction with a SIP/IP Core Network, such as IMS [IMSArch].

Push content is delivered using a SIP request, which means that that the Push Sender agent acts as a SIP user agent client and the Push Receiver agent (i.e. the mobile device) as a SIP user agent server. In the SIP Push definition [SIPPush] the collective name of the interface will be OTA-SIP.

OTA-SIP is not a vertically integrated push service. OTA-SIP is rather a component that can be used with other OMA enabler to build a complete SIP push application.

The OTA-SIP supports the following areas:

· Push Sender agent initiated push to the Push Receiver agent.

· Push Sender agent request delivery reports from Push Receiver agent.

· Push Sender and Push Receiver agents are capable to support large content delivery (e.g. greater than 1300 bytes)

· Push Receiver agent can make itself available for push from Push Sender agent

· Application addressing scheme independent of network technology, i.e., standard SIP URI.

· Exchanging push control information between the push server agent and the push client.

· Authentication and authorization.
· Access independence and discovery.
· Client capability negotiation for push service
· Mapping of OTA-SIP delivery status (e.g SIP response code) to application level status information for communication to the initiator of the push, via the Push Sender agent.

6. OTA-SIP Architecture Overview

OTA-SIP leverages the SIP/IP Core network [IMSArch] by transferring the push content from the push sender agent to the push receiver agent using Session Initiation Protocol (SIP) messages. OTA-SIP is an alternative Push OTA [PushOTA] binding, using SIP as the underlying transport mechanism. Support for OTA-SIP is dependent on the availability of SIP/IP Core network capabilities in the both the network and the push client.

The OTA-SIP Push Sender and Receiver agents are the elements, which interacts with the IMS Core [IMSArch] to fulfil the Push over SIP service utilising 3GPP IMS and 3GPP2 MMD networks. It is anticipated that OTA-SIP Push Sender and Receiver agent can be use with SIP capable applications to send push content to the push client.



6.1 Push Sender Agent

Push Sender agent is a logical entity that creates a push request, and then uses the OTA-SIP procedure to send push content.

In the case where OTA-SIP utilizes with [PushArch], the Push Proxy Gateway (PPG) uses OTA Push Sender agent when delivering push over SIP.

6.2 Push Receiver Agent

Push Receiver agent is a logical entity that receives push content and generates a response to the Push Sender agent request.

In the case where OTA-SIP utilizes with [PushArch], a Push Client uses OTA-SIP Push Receiver agent when receiving push over SIP.

6.3 SIP/IP Core network

The SIP/IP Core is a network of servers, such as proxies and/or registrars that perform a variety of services in support of OTA-SIP, such as routing, authentication, compression, etc. The specific features offered by different types of SIP/IP Core Networks will depend on the particulars of those networks.

In particular, when OTA-SIP is realized using IMS or MMD as SIP/IP core network, the Push Sender and Receiver agents will utilize the capabilities of IMS as specified in [3GPP] and [3GPP2], respectively. In such cases the IMS network performs the following additional functions in support of OTA-SIP:

· Routes the SIP signalling between the Push Sender and Receiver agents

· Provides discovery and address resolution services

· Supports SIP compression

· Performs authentication and authorization of the Push Sender and Receiver agents

· Maintains the registration state
· Provides charging information
In the context of an IMS Architecture [IMSArch] (3GPP IMS and 3GPP2 MMD networks), it is considered that OTA-SIP will be the primary mechanism for Push Over-The-Air. 
Future releases may fully specify how OTA-SIP [PushSIP] utilises additional types of SIP/IP Core Networks.
The Push Sender and Receiver agents (which act as the push service enabler) references a number of interfaces defined in [IMSArch].
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Figure 3: OTA-SIP Architecture Overview Push agent in IMS Context

With reference to Figure 3, the OTA-SIP Push Sender agent [SIPPush] when interfacing with the SIP/IP Core can make use of the following interfaces:

1. ISC interface: The ISC interface defines between the Push Sender agent and the SIP/IP Core Network. The ISC interface provides the Push Sender agent with SIP/SDP call control, SIP event related subscription and notification, SIP messaging, etc. 

2. Rf interface: The Rf interface is defined between the Push Sender agent and the Charging Data Function of the offline charging system. It allows the Push Sender agent to report events that lead to the creation of Charging Data Records in the CDF.

3. Ro interface: The Ro interface is defined between the Push Sender agent and the Online Charging System and allows the Push Sender agent to request credit before providing a Push service.

4. Sh interface: The Sh interface defines between the Push Sender agent and HSS in the SIP/IP Core Network. The Sh interface provides the Push Sender agent with read and writes operations of user data related to SIP/IP Core Network. It also provides with functionality for subscription and notification of changes in the user data related to SIP/IP Core Network.

5. Dh interface: The Dh interface defines between the Push Sender agent and the Service Locator Function (SLF) in SIP/IP Core Network. The Dh interface is quite similar to the Sh interface and uses by the Push Sender agent to get the address of the HSS that handles a particular user in those networks where there are several HSS.

With reference to Figure 3, the OTA-SIP Push Receiver agent [SIPPush] when interfacing with the SIP/IP Core will make use of the following interfaces:

1. Gm interface: The Gm interface is defined between the client and the SIP/IP Core network. The Gm interface provides SIP/SDP call control, and SIP event related subscription and notification, etc.

The interfaces referred here are referenced in the [IMSArch], and defined in the associated references [3GPP] and [3GPP2].
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