Doc# OMA-PUSH-2005-0038R02-PushUsingSIP-ClientCapabilities.doc[image: image3.jpg]"sOMaQa

Open Mobile Alliance




Input Contribution

Doc# OMA-PUSH-2005-0038R01-PushUsingSIP-ClientCapabilities.doc
Input Contribution



Input Contribution

	Title:
	Push Using SIP: Push Client preferences
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	OMA-BAC-PUSH

	Submission Date:
	12 September, 2005

	Source:
	Thinh Nguyenphu, Nokia

+1 972-894-5189

thinh.nguyenphu@nokia.com

	Attachments:
	n/a
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	Replaces:
	OMA-BAC-PUSH-2005-0038R01-PushUsingSIP ClientCapability


1 Reason for Contribution

The purpose of this contribution is to provide technical specification to the Push Using SIP and shows the changes from September 06, 2005 conference call.
2 Summary of Contribution

Version R02 changes are in Section 8: bullet 3 and 4, and adding appendix XX.

In order to achieve either the same or better capabilities for Push Using SIP, Presence Service can be use to provide the user presence information supplied by the network.  With Presence Service, Push Sender agent can be informed when the user register to the SIP/IP Core network, and aware the push client preferences.  The following figure illustrates a Push Using SIP with Presence Service, where the Push Sender agent subscribes the user presence information before the user publishes it.  In the case where the user already published the presence information before the Push Sender agent subscribes the information, then Step 5 and 6 go before Step 1, and Step 7 and 8 are not necessary.
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Figure 1 Presence Service method

1. Push Sender agent sends SIP SUBSCRIBE request to the SIP/IP Core Network with an Event header field set to presence, together with an indication of the length of time this periodic subscription should last.

2. The SIP/IP Core Network authenticates and authorizes the subscription and answer with a 200 OK response.

3. SIP/IP Core Network also sends a SIP NOTIFY request to indicate the status of the subscription.

4. Upon receiving SIP NOTIFY, Push Sender agent sends 200 OK response.

5. Push Receiver agent (e.g. Presence Source) generates a SIP PUBLISH request, which contains a presence document. 

6. The SIP/IP Core network routes the request to the correct Presence Server (PS). The PS authorizes the presence publication, and checks the information the message contains. The PS then processes the presence information, and sends a SIP 200 OK response back to Presence Source via the SIP/IP Core network.

7. Upon the presence information for the presentity changes, the PS determines, which authorized Push Sender, agent (e.g. watcher) is entitled to receive notification. The PS sends a SIP NOTIFY request that contains the updates to the presence information. The SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core network of the watcher.

8. Upon receiving SIP NOTIFY, Push Sender agent sends 200 OK response.
3 Detailed Proposal

The following text is for Section 2 and 8 of the Push Using SIP Technical Specification.

3. References

3.1 Normative References

	[PresSpec]
	“Presence SIMPLE Specification”, OMA-TS-Presence_SIMPLE-V1_0-20050427-C URL:http://www.openmobilealliance.org/


4. Capabilities

The Presence Service [PresSpec] provides the ability for the home network to manage presence information of a user’s device, service or service media.  A user’s presence information may be obtained through input from the user, information supplied by network entities or information supplied by elements external to the home network.

Push Using SIP SHALL use Presence Service to learn the capabilities of the Push Receiver Agent.  

The Push Sender and Receiver agents SHALL follow the rules and procedures of [PresSpec] with the clarification the following subclauses:

The Push Sender agent SHALL acts as presence watcher and subscribes to a presentity's presence information. 
1. The Push Sender Agent SHALL subscribes and stores the presence information including the capabilities information of the Push Receiver Agent, such as application type or push type.

2. The Push Sender agent SHALL manage the capabilities information (e.g. sharing the capabilities information to the application)
3. The Push Sender agent SHALL select the type of push method to the Push Receiver agent, depending on the supported capabilities and application push request.
4. The Push Receiver agent SHALL acts as presence source that publishes the push capabilities information of the Push Receiver Agent, such as type of push application or type of push, as part of the presence information.

5. Appendix X. Subscribing and publishing capbilities sample flow
(Informative)

The following figure illustrates a Push Using SIP with Presence Service, where the Push Sender agent subscribes the user presence and capabilities information before the user publishes it.  In the case where the user already published the presence and capabilities information before the Push Sender agent subscribes the information, then Step 5 and 6 go before Step 1, and Step 7 and 8 are not necessary.
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Figure 1 Subscribing and publishing capabilities sample flow
1. Push Sender agent sends SIP SUBSCRIBE request to the SIP/IP Core Network with an Event header field set to presence, together with an indication of the length of time this periodic subscription should last.

2. The SIP/IP Core Network authenticates and authorizes the subscription and answer with a 200 OK response.

3. SIP/IP Core Network also sends a SIP NOTIFY request to indicate the status of the subscription.

4. Upon receiving SIP NOTIFY, Push Sender agent sends 200 OK response.

5. Push Receiver agent (e.g. Presence Source) generates a SIP PUBLISH request, which contains a presence document. 

6. The SIP/IP Core network routes the request to the correct Presence Server (PS). The PS authorizes the presence publication, and checks the information the message contains. The PS then processes the presence information, and sends a SIP 200 OK response back to Presence Source via the SIP/IP Core network.

7. Upon the presence information for the presentity changes, the PS determines, which authorized Push Sender agent (e.g. watcher) is entitled to receive notification. The PS sends a SIP NOTIFY request that contains the updates to the presence information. The SIP NOTIFY request is sent along the path of the SUBSCRIBE dialog to the SIP/IP Core network of the watcher.

8. Upon receiving SIP NOTIFY, Push Sender agent sends 200 OK response.
1) 
2) 
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Nokia recommends approving the Section 3 (Detail Proposal) text the Push using SIP specification.
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