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1 Reason for Contribution

The purpose of this contribution is to provide technical specification of a delivery mechanism for Push Using SIP.

2 Summary of Contribution

This contribution proposes a delivery mechanism for Push using SIP based on the SIP MESSAGE method.

The contribution serves to provide technical input to the SIP Push work item, by providing a SIP MESSAGE based delivery mechanism for the TS.

3 Detailed Proposal

6 References

6.1 Normative References

	[RFC3841]
	“Caller Preferences for the Session Initiation Protocol (SIP)”.J. Rosenberg, H.Schulzrinne, P.Kyzivat, Aug. 2004

	[RFC3325]
	“Private Extensions to the Session Initiation Protocol”, C. Jennings, J. Peterson, M. Watson, Nov. 2002

	[3GPP TS 24.229]
	“Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3”, WG: C1

	
	


7 End to End Push Service
(Informative)

Within the scope of this specification the end-to-end push service is concerned with the relationship between the Push Sender agent and the Push Receiver agent. There are three types of push to consider:

· Generic Push: Push is available towards user’s device, asynchronously, whilst the user is registered with the SIP/IP Core network (e.g. used to broadcast content to a large community of users, and for generic content2person applications); 

· “Trusted” Push: for pushing high value, trusted and certified information (e.g. device management/configurations, policies, based on terminal characteristics or user profile and related to application/service/user configuration)

· Selective Push: push can be used to provide content or application-related information in a personalized way, depending on user profile, user preferences or explicit interests, and device capabilities.

In delivering service for each of these types of push, within the context of SIP, more than one mechanism is required. The SIP-Based models re-used in this specification are based on subscription and paging.

In the SIP-based event subscription mechanism is described in [RFC3265] and allows for asynchronous notification of events during the duration of the subscription. Subscription is performed by a subscriber entity, which can refresh it periodically, whilst termination can be done either by subscriber or notifier entity. Once created, subscription provides a point-to-point, dedicated channel between Push Sender agent and the Push Receiver agent, for the Push Sender to send push content and information. 200 Ok for notifications may be interpreted as delivery notifications from the terminal without requiring extra signalling.

In the Paging through SIP can be provided through the MESSAGE method ([RFC3428]), which may be more appropriate in some usages. The MESSAGE method [RFC3428] is an extension to SIP that allows the transfer of messages to the client. Since the MESSAGE request is an extension to SIP, it inherits all the request routing and security features of that protocol. The MESSAGE request carries the content in the form of MIME body parts. MESSAGE requests carry the content in the form of MIME body parts. MESSAGE requests do not themselves initiate a SIP dialog; under normal usage each MESSAGE stands alone, much like pager messages. Thus, each MESSAGE request is independent and no session states are stored in the system. The push messages are carried in a SIP Message body.
8 Push Methods
(Normative)

This section describes two delivery mechanisms for Push Using SIP. It is the choice of the individual Push Sender Agent to implement and select the appropriate Push method. The selection criteria is considered out of scope of the standardization.

8.1 Message method

The MESSAGE method [RFC3428] is an extension to SIP that allows the transfer of messages to the client. Since the MESSAGE request is an extension to SIP, it inherits all the request routing and security features of that protocol. The MESSAGE request carries the content in the form of MIME body parts. MESSAGE requests carry the content in the form of MIME body parts. MESSAGE requests do not themselves initiate a SIP dialog; under normal usage each MESSAGE stands alone, much like pager messages. Thus, each MESSAGE request is independent and no session states are stored in the system. The push messages are carried in a SIP Message body. 

8.1.1 Addressing framework

8.1.1.1 Feature tag

The Feature tag is set in the Accept-contact [RFC3841] header field by the Push Sender Agent when the MESSAGE request is constructed and SHALL be used by the terminal SIP stack to route the incoming MESSAGE to the correct Push Receiver Agent. The value of the feature tag is a matter for further specification.
The Push Receiver Agent is in turn responsible for delivering the received push message to the correct application. 

Note: The feature tag is also included in the header of the SIP REGISTER request, during the Registration procedure (see Chapter 7).

An example usage (sample flow) of the MESSAGE method with feature tag is shown in Appendix Y.

8.1.2 Procedures at the Push Receiver Agent

8.1.2.1 MESSAGE processing

Upon receiving an incoming MESSAGE, the Push Receiver Agent

1) SHALL verify that a P-Asserted-Identity exists according to the procedures of [3GPP TS 24.229]

2) SHALL deliver the received push message to the correct application

3) SHALL generate a response in accordance to [RFC3428] and the procedures of the SIP/IP Core 

The responses to the MESSAGE request SHALL be handled in accordance with [RFC3428] and the procedures of the SIP/IP Core.
8.1.3 Procedures at the Push Sender Agent

8.1.3.1 Generating a MESSAGE request

The Push Sender agent SHALL generate a MESSAGE request in accordance with [RFC3428] and [RFC3841].

The Push Sender agent

1. SHALL set the Accept-contact header field to contain the feature tag of the targeted Push Receiver Agent

2. SHALL, in accordance with [3GPP TS 24.229] and [RFC3325], include a P-Asserted-Identity in the header field of the MESSAGE request if the message initiator is trusted by the Push Sender Agent
3. SHALL send the MESSAGE request towards the SIP/IP Core according to the procedures of the SIP/IP Core.

8.2 Appendix Y. Message sample flow
(Informative)
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Figure 1 - MESSAGE flow with an example feature tag
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Ericsson recommends that the working group approve the text in section 3 (Detail Proposal) in the Push using SIP specification.
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