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1 Reason for Contribution

BAC Push is progressing work item on SIP Based Push; the current AD does not define the role of the application; This input is to clarify the role of the application and what is in and out of scope. It is written as a change-barred version of section 4(Introduction) of the current draft of the architecture document.
2 Summary of Contribution

This proposal is written as a change barred version of section 4 of the architecture document http://www.openmobilealliance.org/ftp/Public_documents/BAC/PUSH/Permanent_documents/OMA-AD-SIP_Push_AD-V0_6_0-20051214-D.zip; the intention of the proposal is to clarify the role of the application and to deal with comments raised in the formal architecture review (and recorded in the ADRR - http://www.openmobilealliance.org/ftp/BAC/PUSH/ID/05/OMA-PUSH-2005-0061R02-OMA-ADRR-SIP_Push-V1_0-20051207.doc.zip)
3 Detailed Proposal

4. Introduction


In the "normal" client/server model, a client requests a service or information from a server, which then responds in transmitting information to the client. This is known as “pull” technology: the client “pulls” information from the server. Browsing the World Wide Web is a typical example of pull technology, where a user enters a URL (the request) that is sent to a server, and the server answers by sending a Web page (the response) to the user.

In contrast, the “push” technology, which is also based on the client/server model, does not require an explicit request from the client before the server transmits its content.

Push using SIP enabler allows the client to explicitly subscribe to a ‘push’. Push will takes a form of content delivery via subscription for a service or via an asynchronous message.

This architecture introduces the concept of Push Sender agent and Push Receiver agent, as part of SIP Push protocol.  Push Sender agent and Receiver agent are functional elements that act as the interface points to the SIP IP/Core. In illustration: 


 
Figure 1:  SIP Push Enabler

Using the capabilities provided by the SIP IP/Core these interface points will allow for push applications bound to the sender and receiver to establish a push service. In illustration:
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Figure 2:  Example of Push Sender and Receiver agents mapping

The application binds to the Push Sender Agent on the server side and the Push Receiver on the client side. A push service is represented by both the Application and Agent on client and server. 
The responsibility of the application on the server is to utilize the capabilities of the SIP IP/Core to communicate the push to the client. The application on the server may also use the client physical characteristics, availability and ‘willingness to receive push service’ to optimize whether it is appropriate to send any particular push. An example of an application may be considered to be a push proxy gateway. 
The responsibility of an application on the client side is primarily to present or distribute pushes received based on specific application semantics. In addition the application on the client may provide data on physical characteristics (such as acceptable content types, specific push application identifiers supported [OMNA]) as well as information whether the service is available and willing to receive push. This latter function will be achieved in combination with a presence server [PAG]. In this case the application bound to the receiver agent may use the capability provided by the receiver agent (and SIP IP/Core) to act as a source of presence. The application bound to the sender agent may use the capability provided by the sender agent (and SIP IP/Core) to act as a watcher of presence data. Illustrated below:
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Figure 3:  Application and Sender and Receiver Agent acting as Presence Source and Watcher
The interface between the application and the sender and receiving agent is out of scope of the SIP Push Enabler. The application level semantics (presentation, storage and processing of push content) is also beyond the scope of this enabler.
In the scope of this architecture will be the functions required from the SIP IP/Core in order that the sender and receiver agents can provide the features required by applications on the server and client to provide push service. The functionality of the SIP IP/Core and the features of sender and receiver agent are identified at a high level in this architecture document.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The recommendation is that this input be used as a basis for discussion for editing AD document 
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