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1 Reason for Change

This contribution fulfils the Editorial Action Item mentioned in OMA-CD-2006-0125-MINUTES_05Oct2006_DCD_ConfCall, related to the DCD flow. 
2 Impact on Backward Compatibility

There is no impact on backward compatibility.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the group agrees on this definition.
6 Detailed Change Proposal
5.6.1 Example of Initial Registration of DCD Enabled Client Application

This is the call flow use case that illustrates the first registration of DCD Enabled Client Application with a DCD Client, when the user takes the initiative to activate the service for the first time. The pre-registration scenario (out-of-box) is not excluded.

5.6.1.1 Assumption

The device may be pre-configured with a default DCD Service address (URL or SMS destination number) for one or more applications. It is up to the application to initiate the service registration, via the DCD Client. The DCD Server is implied by the metadata supplied by the DCD Enabled Client Application.
5.6.1.2 Call Flows
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Figure 5: Initial Registration of DCD Enabled Client Application

5.6.1.3 Notes

0.1 and 0.2 are possible prerequisites.

1. The DCD Enabled Client Application triggers the application registration. Registration request is being sent to the DCD Client. A trusted DCD Enabled Client Application can initiate a DCD Client registration with dedicated DCD server required by DCD Enabled Client Application
2. The DCD Client registers the new application with the DCD Server. Optionally, the DCD Client establishes a session with the new DCD Server, with subscriber’s identification (see DCD Client registration diagram).

3. The DCD Server registers the new application and matches the content requirements specified by metadata with content offered by the registered Content Provider. Alternatively the metadata may contain reference to a particular Content Provider and the DCD Server establishes the relation between the application and the Content Provider. The registration may be independent from the registration status of the Content Provider

4. The DCD Server sends a registration acknowledgment.

5. The DCD Client confirms registration to the DCD Enabled Client Application
5.6.2 Registration of Content Service with DCD Server

5.6.2.1 Availability of a New Content Service with Known Registered DCD Enabled Client Application

This is the call flow use case that illustrates the registration of new content service with a DCD Enabler
5.6.2.1.1 Assumption

The DCD Enabled Application is already registered in the DCD Client and the DCD Server.
5.6.2.1.2 Call Flows



Figure 6: New Content Service with Known Registered DCD Enabled Client Application
5.6.2.1.3 Notes

1. The Content Provider registers new content service with the DCD enabler. This may be part of new Content Provider registration or an update of the list of services with a registered Content Provider. 

2. Optionally the DCD Server updates the Service Guide.

3. Optionally the DCD Server match new content service with registered DCD Enabled Client Application

4. DCD Server send announcement to DCD Client about new content service. Alternatively, the DCD Client may become aware of the new content through a Service Guide update. In this case, step (6) below would not apply.

5. The DCD Client notifies the DCD Enabled Client Application about the new content service availability.

6. Optionally DCD Client send acknowledge to the DCD Server.
5.6.2.2 New Content Service Registration (DCD Enabled Client Application is Not Registered in Server)

This is the call flow use case that illustrates the first activation of new content service with a DCD Client when the DCD Enabled Client Application is not registered in the DCD Server. 

5.6.2.2.1 Assumption

The DCD Enabled client Application is already registered in the DCD Client but it is not registered in the DCD Server. 
5.6.2.2.2 Call Flows


Figure 7: New Content Service with Unregistered DCD Enabled Client Application
5.6.2.2.3 Notes

1. The Content Provider registers new content service with the DCD enabler. This may be part of new Content Provider registration or an update of the list of services with a registered Content Provider.

No matching has been found between the new content service and the registered DCD Client and DCD Enabled Application (the DCD Client has not registered the DCD Enabled Client Application in the DCD Server).

2. Optionally the DCD Server updates the Service Guide. 

3. DCD Server send announcement to DCD Client about new content service. Alternatively, the DCD Client may become aware of the new content through a Service Guide update. In this case, step (6) below would not apply
4. The DCD Client matches locally registered DCD Enabled Client Applications with newly registered DCD Content Provider.
If a match has been found, optionally the DCD Client registers application with the DCD Server (see section 5.6.1)

5. The DCD Client notifies the DCD Enabled Client Application about the new content service availability.

6. Optionally DCD Client send acknowledge to the DCD Server.

5.6.3 Web-Based Subscription with Resulting Establishment of Content Delivery via a DCD Channel
This section describes an example flow for subscription via a web-based UI, with the resulting DCD enabler actions (establishment of content delivery via a DCD channel). It illustrates the case in which an application does not directly utilize the DCD enabler “Service and Subscription Administration” function for service discovery/subscription, but involves the DCD enabler via two methods:

· Registration of downloaded DCD Enabled Client Application – see flow 5.6.1.
· Subsequently, Content Provider notification to the DCD Server (e.g. via DCD-CPDE interface) of user subscription to an additional content service, for which a DCD-Enabled Client Application has already been installed.
In this example, a web-based Content Provider user interface (e.g. accessed via the device browser) is used to discover and subscribe to available content services. The flow covers two phases of this experience, which are separable:

· The initial discovery and subscription to a DCD-enabled content service, and download of a DCD-Enabled Client Application, which is installed and establishes a content service via DCD. Note the application download, installation, and DCD-enabled content service setup may occur transparently to the user, who continues to browse the Content Provider’s Service Guide.

· The subsequent discovery and subscription of additional content services available for the same DCD-Enabled Client Application, and establishment of content service via DCD
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Figure 8: Initial Discovery and Subscription to a DCD-Enabled Content Service, and Download of a DCD-Enabled Client Application, Which is Installed and Establishes a Content Service via DCD

1. The user browses content services available from a Content Provider, selects a content service the user is interested in, and subscribes to it. The subscription includes a downloadable client (DCD-Enabled Client Application) providing access to various content.
2. The DCD-Enabled Client Application is downloaded and installed.
3. The DCD-Enabled Client Application requests to be registered with the content service, via the DCD Client. In this example it is assumed that the DCD-Enabled Client Application is pre-configured when downloaded, with the address of a DCD Server, and the address of the DCD-enabled content service to which the user has subscribed.
4. The DCD Client registers the DCD-Enabled Client Application with the DCD Server. It is required that a security context/session has already been established between the DCD Client and DCD Server. 
5. The DCD Client requests an initial set of content for the subscribed content service address.

6. Optionally, the content is retrieved from the Content Provider, and personalized/customized for the user. Alternatively, the content is fetched from DCD Server local storage and personalized/customized by the DCD Server.

7. The response to the DCD Client includes application content and DCD metadata (enabler operation control data). The DCD metadata in this case is assumed to be pre-defined for the content service. Based upon the directives in the DCD metadata, the DCD Client establishes the DCD channel service functions for the application, e.g. update schedule, content storage requirements, local enabler integration (e.g. local personalization/customization/charging), etc. After any necessary processing, the DCD Client stores the application content locally.

8. The DCD-Enabled Client Application is optionally notified that a content update is available. The notification includes the content service address to which the content is related, and the local address of the content.
The flow can continue immediately or later, with the user discovering and subscribing to additional content services for the same application.
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Figure 9: Discovery and Subscription to a DCD-Enabled Content Service, with Pushed Subscription Notification and Establishment of a Content Service via DCD

1. The user browses content services available from a Content Provider, selects a content service they are interested in, and subscribes to it. The Content Provider detects that the user has already installed a DCD-Enabled Client Application for the service.
2. The Content Provider sends a Subscription Notification to the DCD Server, and includes the Subscriber ID and DCD metadata (e.g. Application ID, content address) for the content service.
3. The DCD Server sends a Push Message request to the Push Server, including the Push target address, Push Application ID for DCD Client (identifier for Push message routing by the Push Client), and DCD message. The DCD message is a DCD Notification of specific type “Subscription Notification”, and includes the DCD metadata (e.g. target Application ID, and the address of the content service to which the application has been subscribed). The Push server delivers the Push message to the Push client over the air.
4. The Push Client receives the Push message, and based upon the Push Application ID, delivers the message to the DCD Client.
5. The DCD Client optionally sends a Subscription Notification event to the DCD-Enabled Client Application via the APSI. The DCD Client includes the DCD metadata, e.g. content address to which the DCD-Enabled Client Application has been subscribed.
6. Unless already registered, the DCD-Enabled Client Application accepts the subscription notification, and sends a Registration request to the DCD Client, including the DCD metadata (e.g. its Application ID, DCD Server address, and the content address to which it wishes to establish DCD Service). The DCD Client detects that the DCD-Enabled Client Application is already registered with the DCD Server. The flow then continues at step 5 in “Figure 8: Initial Discovery and Subscription to a DCD-Enabled Content Service, and Download of a DCD-Enabled Client Application, Which is Installed and Establishes a Content Service via DCD”.
Flow continues at step 5 in “� REF _Ref141672721 \h ��Figure 8: Initial Discovery and Subscription to a DCD-Enabled Content Service, and Download of a DCD-Enabled Client Application, Which is Installed and Establishes a Content Service via DCD�”
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