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1 Reason for Change

This contribution fulfils an AI assigned at the Toronto meeting. 

2 Impact on Backward Compatibility

There is no impact on backward compatibility.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the group agrees on this definition.
6 Detailed Change Proposal

Change 1

5.5
Functional Components and Interfaces

5.5.1
DCD Functional Entities

5.5.1.1
DCD Client

…
· Client-Application Interaction Functions – the DCD Client provides a set of functions to DCD-Enabled Client Applications for the purpose of accessing DCD enabler services. These include the following:
· DCD-Enabled Client Application Registration
· Registration with a DCD Client
This allows a DCD-Enabled Client Application to register with a DCD Client. The DCD Client propagates the Application Profile to the DCD Server, if needed. The DCD-Enabled Client Application reregisters with the DCD Enabler providing an updated Application Profile when application capabilities have changed.
· Un-registration with a DCD Client
This allows a DCD-Enabled Client Application to un-register with a DCD Client.
Notification of the registration changes from the DCD Enabler (explicitly or upon error code return to a subsequent request from the DCD-Enabled Client Application)
· Discovery of available DCD channels and subscription to the channels
· Discovery of DCD Channels available via the DCD Service Provider

This allows a DCD-Enabled Client Application to request a description of the DCD channels through the DCD Client that are available from content providers via the DCD Service Provider. The DCD-Enabled Client Application may present this information to the user for channel subscription and/or content selection purposes. The DCD Enabler may reuse elements of other OMA Enablers for this purpose, e.g. the BCAST Service Guide data model.

· Notification of DCD channel selection change via the DCD Service Provider

This allows a DCD-Enabled Client Application to receive notifications through the DCD Client that a channel selectioin update is available from the DCD Service Provider. The DCD Enabler may reuse elements of other OMA Enablers for this purpose, e.g. as provided by [OMA-BCAST].

· Subscription to DCD channels available via the DCD Service Provider

This allows a DCD-Enabled Client Application to request the channel subscription to a content provider service via the DCD Service Provider. The DCD Enabler may reuse elements of other OMA Enablers for this purpose, e.g. as provided by [OMA-BCAST].

· Content Delivery
· Notification of new content delivery via DCD

This allows a DCD-Enabled Client Application to receive notifications that new content has been delivered by the DCD Enabler, and is available in the device’s storage.

· Requests for synchronous DCD Service, and responses to those requests

This allows a DCD-Enabled Client Application to requests a content update via the DCD Enabler, and to receive the enabler’s response.

· Reception of asynchronously delivered content

This allows a DCD-Enabled Client Application to receive new content that has been delivered asynchronously (Push or Broadcast) by the DCD enabler, and is available in the device’s storage.

· Selection of delivery options for subscribed DCD channels
This allows a DCD-Enabled Client Application to request changes to the content delivery options available for a subscribed DCD Channel. DCD Service content delivery options may vary, and via this facility the DCD-Enabled Client Application can retrieve the available options and current settings for a subscribed channel, and provide them in the UI for user information or control, as applicable.

· Notification of DCD channel suspension and resumption

This allows a DCD-Enabled Client Application to receive notifications that the operation of the DCD enabler has been suspended for various reasons. The DCD-Enabled Client Application may use this notification for arbitrary purposes, e.g. to update graphical UI elements (e.g. a “connection status” icon, or graying out of menu options for manual updates) or suspend requests for synchronous DCD Content updates.

· Requests for DCD channel suspension and resumption

This allows a DCD-Enabled Client Application to request the suspension and resumption of the DCD enabler operation on its behalf, for various reasons. 

· Storage Management
· Content storage management

This allows a DCD-Enabled Client Application to request specific content storage options or actions provided by the DCD Client content storage, as available for a subscribed DCD Channel. The DCD Enabler may reuse elements of other OMA Enablers for this purpose, e.g. as provided by OMA Persistent Storage [OMA-STOR]. Functions include:

Reserve a certain amount of content storage.

Erase the DCD-Enabled Client Application’s content in the content storage.

Set DCD Content storage and content retention policies, as available to the user for a particular subscribed channel.

· Application Profile Handling 

· This allows the DCD Client to handle the delivery of the DCD Content for a particular DCD-Enabled Client Application according to its Application Profile.
The DCD Client should:

· Be able to interact with supporting enablers realized in mobile terminal and providing following functions respectively
· Broadcast

· Push
· Content protection

· Charging agent 
· Providing of an Advice of Charge to the user as directed by the DCD Server, with the option of requiring user confirmation to proceed with the related action, based upon the Advice of Charge
· Online charging as defined by [MCC-AD]
· Offline charging as defined by [MCC-AD]
· Browsing client

· Service and system functions as well as content delivery
· Any functions necessary for broadcast service
· Handle settings for delivery control provided by either DCD-Enabled Client Application or DCD Content Provider.
The DCD Client may:

· Be able to interact with supporting enablers realized in mobile terminal and providing following functions respectively
· Content filtering
· Personalization by re-use of existing interfaces to external OMA and non-OMA-enablers

5.5.1.2
DCD-Enabled Client Application

The DCD-Enabled Client Application resides on the mobile terminal and interacts with the DCD Client.

The DCD-Enabled Client Application will be able to:

· Interact with the DCD Client via the DCD-CADE interface to retrieve notification or content

· Interact with the DCD Client via the DCD-CAR interface for application registration.

The DCD-Enabled Client Application may be able to:
Provide the elements of the Application Profile to the DCD-Client via the DCD-CAR interface upon registration with the DCD Enabler. 

5.5.1.3
DCD Server
The DCD Server implements the application level network functionality for the DCD Service.

The DCD Server will provide:

· Subscription and Administration

· DCD Service registration procedure
· Logging capability of security violations and statistics

· Content management provided by DCD Content Provider Server 
· User’s / Content provider’s channel subscription management functions 

· Alignment  of subscription information between DCD Client and DCD Server 
· Activation/De-activation of clients
· Application version handling
Change 2

5.5.1.1 BCAST Enabler Entities

It is assumed that these BCAST enabler entities are usable for DCD Services delivered via broadcast bearers only. Use for DCD Services delivered via point-to-point bearers is for further study.

DCD Enabler’s use of BCAST Enabler entities and functions includes:

· Service Guide Function
· The BCAST Service Guide Function may provide the following services:

· The Service Guide itself may be useful for publication of available DCD channels, either for use by a common Service Guide Client, the DCD Client, or DCD-Enabled Client Applications. The DCD Enabler should support use of the BCAST Service Guide for publication of available DCD channels.

· The distribution of the Service Guide could occur via the BCAST Service Guide Distribution function, or direct between the DCD Server and DCD Clients. The DCD Enabler should support use of BCAST Service Guide Distribution.
· File Distribution Function
· BCAST File Distribution will enable efficient filecast delivery of DCD Content to BCAST-enabled DCD Clients.

· The DCD Enabler should support the use of the BCAST File Distribution Function for delivery of DCD Content. This includes:

· DCD Server use of the BCAST File Application Function for delivery of DCD Content

· DCD Client use of the BCAST File Delivery Client Function for reception of DCD Content

· Stream Distribution Function

· BCAST Stream Distribution will enable efficient streaming delivery of DCD Content to BCAST-enabled DCD Clients.

· The DCD Enabler should support the use of the BCAST Stream Distribution Function for delivery of DCD Content. This includes:

· DCD Server use of the BCAST Stream Application Function for delivery of DCD Content

· DCD Client use of the BCAST Stream Delivery Client Function for reception of DCD Content

· Service and Content Protection Function
· BCAST Service Protection enables access control for BCAST channels via which DCD Content can be delivered. Use of the channel as a delivery medium for DCD Content filecasting presumes that DCD Client host terminals have access to the related BCAST channels. This may require pre-distribution of BCAST channel access rights to DCD / BCAST-enabled terminals, or dynamic distribution of BCAST channel access rights if these are affected by DCD channel subscription actions. The DCD Enabler should support use of the BCAST Service Protection Function for controlling access to DCD Content delivered via BCAST.

· BCAST Content Protection enables access control for individual DCD Content items delivered via BCAST. This could be used to partition DCD Content items into DCD channels, each item of which is governed by common rights. This may require pre-distribution of BCAST content access rights to DCD / BCAST-enabled terminals, or dynamic distribution of BCAST content access rights if these are affected by DCD channel subscription actions. The DCD Enabler should support use of either the BCAST Content Protection Function or DRM Enabler directly for protecting individual DCD Content items delivered via BCAST.

· Service Provisioning Function
· The BCAST Service Provisioning Function enables user subscription to a BCAST service, and payment related functions. The BCAST Service Provisioning Function may be useful for service provisioning of DCD Services provided via BCAST.
· The DCD Enabler should support use of BCAST Service Provisioning for service provisioning of DCD Services provided via BCAST.

· Notification Function
· BCAST Notification will enable efficient delivery of DCD notifications to BCAST-enabled DCD Clients.

· The DCD Enabler should support use of the BCAST Notification Function for delivery of notifications from DCD Servers to DCD Clients. This includes:

· DCD Server use of the BCAST Notification Event Function for delivery of DCD notifications

· DCD Client use of the BCAST Notification Client Function for reception of DCD notifications

Additional BCAST functions without specific dependency for the DCD Enabler:

· Service Interaction Function
· The BCAST Service Interaction Function is focused on serving generic supplementary services that require user interaction. While this function could be useful to DCD-Enabled Client Applications on BCAST-enabled terminals, it falls outside the scope of the DCD Enabler. 

· Terminal Provisioning Function
· The BCAST Terminal Provisioning Function is a generic delivery enabler for terminal provisioning information over BCAST. While it could be useful for DCD Client and DCD-Enabled Client Application provisioning, these should be possible without any specific DCD Enabler role.
5.5.1.2 Profile Repository

The Profile Repository is an entity of the UAProf framework that stores device’s profile resources.  The Profile Repository [OMA-UAPROF] will provide information for content adaptation.

This entity is specified in [OMA-UAPROF]. 

5.5.1 Interfaces

In order to maintain independence from the underlying implementation platform, all DCD interfaces need to be defined only in terms of data schema for the parameters of these interfaces.

5.5.1.3 Interface DCD-1

DCD-1 interface is a bi-directional point-to-point interface between the DCD Server and the DCD Client. Via this interface the DCD Client sends content pull requests to the DCD Server, and receives responses. The DCD Client can send requests to the DCD Server via DCD-1 interface as a result of several triggers, e.g.: 

· Automatic request upon notification of content availability by the DCD Server
· Automatic request upon a predefined schedule
· Automatic request upon stored content expiration
· on-demand request of the DCD-Enabled Client Application, e.g. upon end-user interaction or application-initiated interaction
5.5.1.4 Interface DCD-2

DCD-2 interface is an interface between the DCD Server and the DCD Client. The DCD-2 interface is supported as a point-to-point push interface and multi-point broadcast interface. Via this interface the DCD Server delivers pushed notifications and / or content to the DCD Client, e.g.

· Notification of content availability for client-invoked retrieval via DCD-1 interface

· Notification of Service Guide availability for client-invoked retrieval via DCD-3 interface

· Direct delivery of content or Service Guide

· Notification or direct delivery of service administration action

The use of this interface is initiated by the DCD Server upon request of a Service Provider / Content Provider (through DCD-CPDE interface), or by the DCD Server itself.

5.5.1.5 Interface DCD-3

DCD-3 interface is a bi-directional point-to-point interface between the DCD Server and the DCD Client. Via this interface the DCD Client and the DCD Server perform channel subscription and administration functions, e.g.:

· Service registration actions

· Register

· Unregister

· Service administration actions, e.g.

· change channel delivery options

· change personalization / customization options

· suspend / resume service

· Service Guide updates

· Channel subscription actions

· request Service Guide

· subscribe / unsubscribe

· request advice of charge
The use of this interface is initiated by the DCD Client upon request of a DCD-Enabled Client Application (through DCD-CAR interface), or by the DCD Client itself (e.g. automatic registration, or due to some DCD Server Push notification).
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