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1 Reason for Change

Based on the issues section and recommendation section of OMA-CD-2006-0142-INP_DCD_DRM_Report which was discussed noted in Athens meeting (contents of the contribution are generally agreed, but the contribution itself was intended not for agree), this change request against the latest version of DCD AD incorporates group’s current agreed understanding of the use of DRM by DCD.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the group discuss this contribution and revise DCD AD as proposed.
6 Detailed Change Proposal

Change 1:  Figure 1 - DCD Interactions with External Enablers and Application in the Introduction Section
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Change 2:  Addition of DRM Enabler Entities in the External Enabler Entities section
5.5.3.11. DRM Enabler Entities
The DRM Enabler is used in order to ensure controlled consumption of digital media objects by providing the ability, for example, to manage previews of DRM Content, to enable superdistribution of protected contents, and to enable transfer of content between DRM Agents. DRM Enabler entities are defined in [OMA-DRM]. 
In the DRM framework, DCD Server acts as Content Issuer that is an entity that delivers DRM Content. OMA DRM defines the format of protected content delivered to DRM Agents, and the way protected content can be transported from a content issuer to a DRM Agent using different transport mechanisms. The content issuer (i.e. DCD Server) may do the actual packaging of protected content itself, or it may receive pre-packaged content from some other source. 
While it assumes roles of an entity of the DRM framework, DCD Server does not directly interact with any entities of DRM Enabler, but permits the DCD Content to be protected by using the DRM Content Format specification. This is consistent with 5.3 DCD Content Packaging that states DCD Content payload is opaque to DCD Enabler. DCD Content payload is either unprotected or protected. 
DRM Agent is responsible for enforcing permissions and constraints associated with protected content, controlling access to protected content, etc. As described earlier, DCD-Enabled Client Application consumes content that is transparently made available by the DCD Enabler. DCD-Enabled Client Application may interact with DRM Agent when DCD Content payload is protected. Hence, DCD Client does not directly interact with any entities of DRM Enabler either.
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