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1 Reason for Contribution

Clarify protocols issues for session management
2 Summary of Contribution

It must be the task for any standardization body to not write any new protocol if it is possible to reuse an existing protocol. It must be the task for the DCD group to evaluate if we have existing protocols that can be reused for the DCD proposal. DCD needs to evaluate protocols used in OMA, 3GPP/3GPP2, IETF, W3C and other standardization organs before we invent a new protocol.

Reusing an existing protocol will improve stability, ensure better interoperability, and shorten TTM for the OMA DCD enabler.

Protocols needed

Session Protocol

Media protocol(s)

One of the session protocols in IETF is SIP

SIP is used by OMA in Presence, IM, POC, SIP Push and will probably be introduced in a number of other enablers.

SIP was discussed in a previous meeting and there was concerns on the complexity and that may delay the OMA enabler. However there is also another solution and that is to reference the SIP protocol without including all IMS issues, rather user as a peer2peer protocol as it was originally designed for.

This would give us following advantages:

It will remove 100 pages of specification text and let us focus on the DCD service instead of the protocol.

It will be easy to extend it and be compatibly with IMS in the next phase and make it easy to cooperate with other OMA enablers.

Under SIP a number of media protocols for delivery can be used as SIP MESSAGE, MSRP, RTP, FLUTE and HTTP can be used.

Initiating ending, updating capability exchange is specified

So are also services like subscribe / notify, authentication, security and trust

From an implementation point of view we do all already have SIP stacks in place and developers that knows the protocol.

3 Detailed Proposal

7.1.3.2 Initiating DCD Client calls

This is about setting up session and sustains the session

7.1.3.2.5 General

Things that are common to client procedures that we don’t want to repeat.

The DCD Client SHALL generate an initial SIP request according to rules and procedures of [RFC3261].  The DCD Client:

· 1. SHALL include a User-Agent header to indicate the DCD release version as specified in  “Release version in User-agent and Server headers”;

· 2. SHOULD include an Allow header with all supported SIP methods; 

· 3. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

· 4. SHALL include the option tag 'timer' in the Supported header; and,

· 5. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].

On receipt of a SIP final response or SIP provisional response to the SIP request, the DCD Client: 

· 1. SHALL store the list of SIP methods that the DCD Server supports if received in the Allow header; and,

· 2. SHALL store the contact if received in the Contact header.

7.1.3.2.5 Activate Session
· The DCD Client SHALL set the Request-URI of the SIP INVITE request to the intended recipient DCD server.

· 1. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [ RFC4566]

· 2. SHALL send the SIP INVITE request towards the DCD Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the DCD Client: 

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028].

· 2. SHALL interact with the User Plane

7.1.3.2.5 End Session
When the Participant wants to leave the Session the DCD Client:

- 1. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];

- 2. SHALL set the Request-URI to the DCD Session Identity of the DCD Session to leave;

-
 3. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,

- 4. SHALL send a SIP BYE request according to rules and procedures of SIP/IP Core.  

Upon receiving a SIP 200 "OK" response to the SIP BYE request, the DCD Client SHALL interact with the User Plane to release the resources associated to the session.

7.1.3.2.5 DCD Client cancelling a DCD Session
When the DCD Client has not yet received a final SIP response for the SIP INVITE request, the DCD Client SHALL cancel the SIP INVITE request by sending a SIP CANCEL according to rules and procedures of [RFC3261].

7.1.3.2.5 SIP Session refresh

Prior to the expiry of the SIP Session timer the DCD Client:

1. SHALL generate SHALL generate an initial SIP INVITE request as specified in subclause 7.1.3.2.3 "General;

2. SHOULD include the Session-Expires header with the refresher parameter set to 'uac' according to rules and procedures of [RFC4028];
3. SHALL include option tag timer in the Supported header; and,
4. SHALL send the SIP request towards the DCD Server
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