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1 Reason for Change

Clarify protocols issues for session management using SIP as peer2peer internal DCD session protocol.

Background: 

SIP is expected to be available on all (100%) mobile terminals Q1 2008 when the DCD specification is ready

SIP is a well documented and well understood protocol

It is unacceptable to invent new protocols if existing standard can be reused

It will shorten TTM for the specification work

It will shorten the time it takes to support a full IMS implementation and we foresee a number of IMS services that can take advantage of an IMS based DCD enabler

This contributions tries to show how a session set-up using SIP as a DCD internal (peer2peer) protocol would look like, if accepted it could be included in the TS as base for the session description. 

If we want to enhance the service with support for having the same user accessing form multiple terminals or handover of delivery from one terminal to another this proposal can easily be extend to support this as this is a part of base SIP functions.

This contribution does only include the client call but the server side can be added to next meeting.

Also the Application Profile is not a part of this contribution but it probably be added in the body of the invite.

This proposal should be seen as a base for the session model as soon as we agreed we can move to the next level of details. 

Protocol semantic for this contribution is in referenced RFC

2 Impact on Backward Compatibility

non
3 Impact on Other Specifications

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Agree to this contribution
6 Detailed Change Proposal

7.1.3.1 Initiating DCD Client calls

This is about setting up session and sustains the session

7.1.3.1.1  General

Things that are common to client procedures that we don’t want to repeat.

The DCD Client MAY Discovering a DCD Registrar by generate an initial SIP request according to rules and procedures of [RFC3261] 

The DCD Client SHALL generate an initial SIP request according to rules and procedures of [RFC3261].  The DCD Client:

· 1. SHALL include a User-Agent header to indicate the DCD release version as specified in  “Release version in User-agent and Server headers”;

· 2. SHOULD include an Allow header with all supported SIP methods; 

· 3. SHALL include value ''id'' in a Privacy header if anonymity is requested according to rules and procedures of [RFC3325].

· 4. SHALL include the option tag 'timer' in the Supported header; and,

· 5. SHOULD include the Session-Expires header with the refresher parameter set to ''uac'' according to rules and procedures of [RFC4028].

On receipt of a SIP final response or SIP provisional response to the SIP request, the DCD Client: 

· 1. SHALL store the list of SIP methods that the DCD Server supports if received in the Allow header; and,

· 2. SHALL store the contact if received in the Contact header.

7.1.3.1.2  Register

The DCD Client SHALL set the Request-URI of the SIP REGISTER request to the intended recipient DCD server.

-  1. SHALL include an Authentication header and an authorization header  according to rules and procedures of [RFC3261]

-  2. SHALL send the SIP REGISTER request towards the DCD Server according to rules and procedures of the [RFC3261]

On receiving a SIP 200 "OK" response to the SIP REGISTER request the DCD Client: 

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028].

7.1.3.1.3  Start Session

This is one session trying to cover all media deliveries

· The DCD Client SHALL set the Request-URI of the SIP INVITE request to the intended recipient DCD server.

· 1. SHALL include in the SIP INVITE request a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [ RFC4566] with the clarification given in this subclause :

a. set the SDP connection multicast addresses

b. set the SDP directional media attribute where the associated m-line refers to flute to a= recvonly 

This is to set up the administrative and default transport channel, all other broadcast channel are set up by using the BCAST  specification. 

c. set the SDP connection Ipv4 or IPv6 addresses

d. set the SDP directional media attribute where the associated m-line refers to http to a= sendrecv

e. For each SDP media line the client MAY set the max  size of the total message to a= max-size according to rules and procedures of [Draft MSRP]

This could be calculated in terms of available memory on the local storage

f. SHOULD set the P-Access-Network-Info  header access-net-spec according to RFC 3455 

Is this the place to add broadcast info as DVB-H/MBMS

· 2. SHALL send the SIP INVITE request towards the DCD Server according to rules and procedures of the SIP/IP Core.

On receiving a SIP 200 "OK" response to the SIP INVITE request the DCD Client: 

· 1. SHALL start the SIP Session timer using the value received in the Session-Expires header according to rules and procedures of [RFC4028].

· 2. SHALL accept proposed session setting

· 3. SHALL interact with the User Plane

7.1.3.1.4  End Session

When the Participant wants to leave the Session the DCD Client:

- 1. SHALL generate a SIP BYE request according to rules and procedures of [RFC3261];


- 2. SHALL set the Request-URI to the DCD Session Identity of the DCD Session to leave;

-  3. SHALL include value "id" in the Privacy header according to rules and procedures of [RFC3325] , if anonymity is requested; and,

- 4. SHALL send a SIP BYE request according to rules and procedures of SIP/IP Core.  

Upon receiving a SIP 200 "OK" response to the SIP BYE request, the DCD Client SHALL interact with the User Plane to release the resources associated to the session.

7.1.3.1.5  DCD Client canceling a DCD Session

- 1. When the DCD Client has not yet received a final SIP response for the SIP INVITE request, the DCD Client SHALL cancel the SIP INVITE request by sending a SIP CANCEL according to rules and procedures of [RFC3261].

7.1.3.1.6  SIP Session refresh

Prior to the expiry of the SIP Session timer the DCD Client:

1. SHALL generate an initial SIP INVITE request as specified in subclause 7.1.3.2.3 "General;

2. SHOULD include the Session-Expires header with the refresher parameter set to 'uac' according to rules and procedures of [RFC4028];

3. SHALL include option tag timer in the Supported header; and,

 4. SHALL send the SIP request towards the DCD Server

7.1.3.2 Requests Terminated at the DCD Server

5. Appendix Detailed Client Flow example

5.2 Client Registration example

  F1 REGISTER Bob -> Registrar

       REGISTER sip:registrar.dcd.com SIP/2.0

       Via: SIP/2.0/UDP dcd.com:5060;branch=z9hG4bKnashds7

       Max-Forwards: 70

       To: Bob <sip:bob@dcd.com>

       From: Bob <sip:bob@dcd.com>;tag=456248

       Call-ID: 843817637684230@998sdasdh09

       CSeq: 1826 REGISTER

       Contact: <sip:bob@192.0.2.4>


 P-Access-Network-Info: access-type=IEEE-802.11b

 User-Agent: DCD-client release OMA1.0

       Expires: 7200

       Content-Length: 0


SIP/2.0 401 Unauthorized


Via: SIP/2.0/UDP dcd.com:5060;branch=z9hG4bKnashds7

         ;received=192.0.2.4

        To: Bob <sip:bob@dcd.com>;tag=2493k59kd

        From: Bob <sip:bob@dcd.com>;tag=456248

        Call-ID: 843817637684230@998sdasdh09

        CSeq: 1826 REGISTER

        Contact: <sip:bob@192.0.2.4>


  Server:dcd server OMA 1.0

        Expires: 7200

        Content-Length: 0  


  WWW-Authenticate: Digest realm="dcd.com",

        domain="sip:dcd.com", qop="auth",

        nonce="f84f1cec41e6cbe5aea9c8e88d359",

        opaque="", stale=FALSE, algorithm=MD5


 REGISTER sip:registrar.dcd.com SIP/2.0

       Via: SIP/2.0/UDP dcd.com:5060;branch=z9hG4bKnashds7

       Max-Forwards: 70

       To: Bob <sip:bob@dcd.com>

       From: Bob <sip:bob@dcd.com>;tag=456248

       Call-ID: 843817637684230@998sdasdh09

       CSeq: 1826 REGISTER

       Contact: <sip:bob@192.0.2.4>


 P-Access-Network-Info: access-type=IEEE-802.11b

 User-Agent: DCD-client release OMA1.0

       Expires: 7200


Authorization: Digest


username="bob@dcd.com",



realm="domain.net",



nonce="274a0e0eb185ec7751b2c831e5e45219",



response="38f896d2d50b0f6646b24efd3be72e11",



uri="sip:domain.net",



algorithm=MD5,



qop=auth,



cnonce="547CEBB21FD741F79998DED78A2D3A60",



nc=00000002       


Content-Length: 0
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   The registration expires after two hours.  The registrar responds

   with a 200 OK:

   F2 200 OK Registrar -> Bob

        SIP/2.0 200 OK

        Via: SIP/2.0/UDP dcd.com:5060;branch=z9hG4bKnashds7

         ;received=192.0.2.4

        To: Bob <sip:bob@dcd.com>;tag=2493k59kd

        From: Bob <sip:bob@dcd.com>;tag=456248

        Call-ID: 843817637684230@998sdasdh09

        CSeq: 1826 REGISTER

        Contact: <sip:bob@192.0.2.4>


  Server:dcd server OMA 1.0

        Expires: 7200


  Authentication-Info:



nextnonce="274a0e0eb185ec7751b2c831e5e45219"



qop=auth

 

rspauth="ee41c69525c86f8e8d9cf5b3fd348e1d"



cnonce="547CEBB21FD741F79998DED78A2D3A60"



nc=00000002



Content-Length: 0

5.3 Client Session setup example

INVITE sip:bob@dcd.com SIP/2.0

Via: SIP/2.0/UDP dcd.com;branch=z9hG4bKnashds8

Max-Forwards: 70

To: Bob <sip:bob@dcd.com>

From: Bob <sip:bob@dcd.com>;tag=1928301774

Call-ID: a84b4c76e66710

CSeq: 314159 INVITE

Contact: <sip:bob@pc33.dcd.com>

P-Access-Network-Info: access-type=IEEE-802.11b

Content-Type: application/sdp

Content-Length: 142


v=0

      o=bob 2890844526 2890844526 IN IP4 here.com

      t=0 0


c=IN IP4  c=IN IP4 224.2.1.1/127/2

      m=application 12346/1 FLUTE/UDP *


a=recvonly


a=max-size 21484


c=IN IP4 pc33.dcd.com

      a=sendrecv

      m=application 1235 HTTP/TCP *


a=max-size 21484

SIP/2.0 200 OK

Via: SIP/2.0/UDP pc33.dcd.com;branch=z9hG4bKnashds8;received=192.0.2.1

To: Bob <sip:bob@dcd.com>;tag=a6c85cf

From: Bob <sip:bob@dcd.com>;tag=1928301774

Call-ID: a84b4c76e66710

CSeq: 314159 INVITE

Contact: <sip:bob@192.0.2.4>

Content-Type: application/sdp

Content-Length: 131


v=0


o=bob 2890844526 2890844526 

      t=0 0


c=IN IP4  c=IN IP4 224.2.1.1/127/2

      m=application 12346/1 FLUTE/UDP *


a=sendonly


a=max-size 21484


a=key-mgmt:mikey AQEFgM0XflABAAAAAAAAAAAAAAYAyONQ6gAAAAAJAAAQbWlja2

   V5QG1vdXNlLmNvbQABn8HdGE5BMDXFIuGEga+62AgY5cc=


c=IN IP4 pc33.dcd.com

      m=application 1235 HTTP/TCP *

      a=sendrecv


a=max-size 21484
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